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i Datenschutzgesetz

In der Anlage werden 25 Ausfertigungen der Stellungnahme der Bun-
deswirtschaftskammer zum Entwurf eines Bundesgesetzes, mit dem
das Datenschutzgesetz gedndert wird, {ibermittelt.
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An das Wien, am 20.8.1984

Bundeskanzleramt - Verfassungsdienst

Geschatiszahi (in der Antwort unbedingt anzugeben)
Wiss 1683/82/DrD/SI

ihre Nachricht (Zahl, Datum)

Ballhausplatz 2
lolo Wien

L _J Be8‘?}1810026/6;-V/4/84

Entwurf eines Bundesge-
setzes, mit dem das
Datenschutzgesetz gedn-
dert wird

Die Bundeskammer der gewerblichen Wirtschaft beehrt sich zum Ent-
wurf eines Bundesgesetzes, mit dem das Datenschutzgesetz 1978

ged&ndert wird, wie folgt Stellung zu nehmen:

' Zunichst darfbeinleitend die bereits in unserem Ersuchen um Exr-
streckung der Begutachtungsfrist (Schreiben der Bundeswirt-
schaftskammer vom 5.7.1984, Wiss 1683/82) geduBerte Kritik an der
Terminisierung des Begutachtungsverfahrens wiederholt und festge-
stellt werden, daB die im vorliegenden Zusammenhang wiinschenswer-
te Befassung einschlidgiger Fachkreise nur in geringem Umfang mdg-
lich war. Die Bundeswirtschaftskammer muB sich daher vorbehalten,
ergidnzende Stellungnahmen und AuBerungen zu einzelnen Punkten des
vorliegenden Entwurfes noch in einem spdteren Zeitpunkt vorzu-

bringen.

Grundsdtzlich ist zu bemerken, daB eine Novellierung des DSG
lédngst iberfdllig war, wie die Bundeswirtschaftskammer bereits
seinerzeit in ihren diesbeziliglichen Vorschldgen an den Daten-
schutzrat (Wiss 2683/79 v 8.4.1981), die auch dem Bundeskanzler-
amt vorliegen, betont hat. Bedauerlicherweise geht aber der vor-
liegende Entwurf nur auf einen Bruchteil der anstehenden daten-—
schutzrechtlichen Novellierungsbediirfnisse ein, wdhrend anderer-

seits die vorgeschlagenen Neuregelungen durchaus nicht - wie die
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Erlduterungen zum Entwurf vermeinen - ohne kontroversielle Dis-
kussionen zu realisieren sein werden. Die Bundeswirtschaftskammer
‘'hdlt daher den eingeschlagenen Weg einer "kleinen"™ DSG-Novelle
nicht flir zielflilhrend, um eine befriedigende Neuregelung bzw
Uberarbeitung des geltenden Datenschutzrechtes iS einer L&sung
der bei Vollziehung des DSG 1978 aufgetretenen Probleme in die
Wege zu leiten. Im Verlaufe der vorliegenden Stellungnahme werden
daher auch Anderungsvorschldge zu solchen Bestimmungen des DSG
unterbreitet, welche nach den Vorstellungen des Entwurfes von der

Novelle nicht beriihrt werden sollen.

Geradezu unverstdndlich erscheint, daB8 der Entwurf {berhaupt
nicht auf die aktuellen Entwicklungen der Informationstechnologie
und der "Computerisierung” in Usterreich eingeht: Die Anzahl
elektronischer Pechenanlagen hat sich in UOsterreich in den letz-
ten 4 Jahren fast verdoppelt, mit 1.1.1984 waren es etwa 62 o000,
etwa ein Drittel davon sind Mikro- bzw Personal—-Computer. Ohne
hier im einzelnen auf die Struktur der Datenverarbeitungssysteme
in Usterreich einzugehen ist weiters festzuhalten, daB die Anwen-
'dﬁng von Datenverarbeitung auBerhalb der verschiedenen Bereiche
der Offentlichen Verwaltung ldngst nicht mehr auf Gewerbetreiben-
de und sonstige Inhaber eines "berechtigten Zweckes" iS des § 17
DSG beschré@nkt ist. Flir solche Kleinverarbeitungen von Privatper-
sonen miissen unbedingt Sonderregelungen im DSG geschaffen werden;
dieses stellt n&mlich - entsprechend dem Stand der technischen
und organisatorischen Entwicklung der Datenverarbeitung zu seiner
Entstehungszeit - im wesentlichen auf groBfe oder mittlere Daten-
verarbeitungen ab, ohne die heute immer mehr in den Vordergrund
tretenden Moglichkeiten der dezentralisierten Datenverarbeitung
bzw der Benilitzung von Kleincomputern zu beriicksichtigen. Fiir sol-
che Anwendungsbereiche ist das DSG (auch nach Realisierung der
geplanten Novellierung) v8llig inpraktikabel und miiBte daher be-
flirchtet werden, daB die bereits derzeit zu beobachtende Ineffi-
zienz und MiBachtung der Datenschutzvorschriften noch erheblich
zunehmen wilirde, solange eine wirksame Kontrolle und Sanktionie-

rung dieser Vorschriften in ihrem gesamten Anwendungsbereich aus-
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geschlossen erscheint. Es wdre zweifellos ein schwerwiegendes
Versdumnis, wenn die geplante DSG-Novelle an den erwidhnten Ent-

wicklungen bzw Problemen vorbeigehen wiirde.

Ebenso praxisfremd wie das Fehlen jeder .Bedachtnahme auf die Ent-
wicklungen der modernen Informationstechnologie und EDV-Organisa-—
tion ist das Schweigen des Entwurfes zu den Realitdten des Infor-
mationsverkehrs in der Wirtschaft. Bereits in unseren Novellie-
rungsvorschldgen 1981 wurde darauf hingewiesen, da8 die Teilneh-
mer am Geschdftsleben nach den dort herrschenden Vorstellungen
und Gepflogenheiten damit rechnen miissen, daB bestimmte Angaben
iber ihr Unternehmen bzw ihre wirtschaftlichen Verhiltnisse
transparent sind, sodaB sich der Begriff "Privatsphidre" bzw
"schutzwlirdige Interessen auf Achtung des Privat- und Familienle-
bens" in diesem Bereich nicht verwenden lassen. Das im geschidft-
lichen Verkehr vorauszusetzende Vertrauen in den Geschidftspartner
setzt vielfach die Bekanntgabe bzw Kenntnis der Unternehmensver-
hdltnisse des Partners voraus. Eine Geheimhaltungspflicht solcher
Informationen stiinde im Widerspruch zu den Anschauungen und Prak-
“tiken der betreffenden Wirtschaftskreise - die Verwendung von
Verfahren der automationsunterstiitzenden Datenverarbeitung ist in
diesem Zusammenhang ohne Relevanz. Die Anwendung vieler Regeln
des DSG in diesem Bereich wird daher als formale Uberspitzung
eines blirokratischen Datenschutzes wvon allen Beteiligten (Auf-
traggebern und Betroffenen) abgelehnt; der fehlenden Schutzbe~
diirftigkeit fiir die erw&hnten Vorgénge des Informationsverkehrs
sollte auch im DSG Rechnung getragen werden.

Wenn in den Erl&duterungen zum vorliegenden Entwurf vermeint wird,
daB der 5-jdhrige Anwendungszeitraum noch keine ausreichende Be-
obachtung der Rechtswirklichkeit ermdglicht habe, um inhaltlich
gravierendere Reformschritte einzuleiten, ist dem entgegenzuhal-
ten, daB die sprunghafte Entwicklung der Informationstechnologien
eine langerfristige Bestandsaufnahme iiberhaupt nicht sinnvoll er-
scheinen 18Bt: Dies darf aber nicht dazu fiihren, daB an ldngst

{iberholten Regelungskonzepten festgehalten wird, sondern miissen
die erforderlichen Anpassungen - wenn ndtig auch in kiirzeren

Zeitabstdnden wie auch in anderen Bereichen der rechtlichen Ord-
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nung technischer Fachgebiete - laufend getroffen werden. Da der
vorliegende Entwurf nicht einmal ansatzweise auf die technischen
Entwicklungen der Informations- und Datenverarbeitungstechnik

eingeht, muB seine Grundkonzeption somit als verfehlt bezeichnet

werden.

Im einzelnen darf zu den Bestimmungen des Entwurfes folgendes
bemerkt werden, wobei auf die jeweils betroffenen Bestimmungen

des DSG Bezug genommen wird:

Zu § 3, Einleitungssatz:

Die Beschrdnkung des Geltungsbereiches der im § 3 gegebenen Defi-
nitionen auf die "folgenden Bestimmungen" des DSG 1&Bt sich
rechtsdogmatisch wohl nur damit erkldren, daB die Verfassungsbe-
stimmungen gem §§ 1 und 2 DSG keine einfachgesetzlichen Legal-
definitionen erlauben. Diese Uberlegung sollte jedoch in den Er-
lduterungen - zwecks Vermeidung von MiBverstdndnissen -~ zum Aus-
druck gébracht und klargestellt werden, nach welchen Grundsédtzen
sohin die in §§ 1 und 2 enthaltenen Begriffe zu interpretieren
sind. Dabei ist auch klarzustellen, inwieweit sich hiefiir aus der
Novellierung der Begriffe im § 3 Konsequenzen fiir die (unverdn-

derten) §§ 1 und 2 ergeben.

Im {ibrigen erfordert die Neugestaltung der Begriffsdefinitionen,
da8 das gesamte DSG auf allfdllige Xonsequenzen dieser Verédnde-
rung Uberpriift wird. Wiederholt finden sich in den vom vorlie-
genden Entwurf nicht betroffenen Bestimmungen Begriffe, welche
aus dem Katalog der Begriffsdefinitionen ausgeschieden wurden (zB
Beniitzung von Daten, Datenverkehr), widhrend neu eingefiigte Be-
griffe (Verwendung von Daten) dort fehlen, wo sie sinngemdB8 auf-
scheinen miiBten. Verschiedene Liicken dieser Art werden nachfol-
gend noch angefiihrt, ohne daB damit Anspruch auf Vollstdndigkeit
erhoben werden soll. Bei der Redigierung des versendeten Entwur-
fes scheint eine solche Priifung jedenfalls nicht mit letzter Ge-

nauigkeit vorgenommen worden zu sein.
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Zu § 3 2 1:

In der bisherigen Judikatur bzw Auslegung wurde stets eine hohe
Wahrscheinlichkeit der Bestimmbarkeit von Betroffenen verlangt:
dies sollte im Gesetzestext weiterhin zum Ausdruck gebracht wer-

den.

Zu § 3 2 2:

Ob die im 2. Satz dieser Bestimmung verfolgte Absicht, den Daten-
schutz fiir Angaben iiber juristische Personen des &ffentlichen
Rechts und ihre Organe aufzuheben, erreicht wird, muB bezweifelt
werden. Nach dem Wortlaut der Bestimmung gelten sie bloB8 nicht
als "Betroffene", k&nnen also kein subjektives Recht auf Daten-
schutz geltend machen; fiir die Ermittlung oder Ubermittlung der
. betreffenden Daten wirden aber unverdndert die gesetzlichen Be-~

schrdnkungen gelten.

Zu § 3 Z 3:

Es muB leider festgestellt werden, daB der Versuch der Redaktoren
des Entwurfes, die bekannt problematischen Begriffe Auftraggeber
und Verarbeiter gem § 3 2 3 und 4 DSG 1978 neu abzugrenzen und zu
definieren, weitgehend gescheitert sein diirfte. Zundchst ist mit
dem Begriff "Auftraggeber" nicht vereinbar, daB die Verfiigungsge-
walt {iber verwendete Daten nur "filir ausschlieBlich eigene Zwecke"

in Anspruch genommen wird. So mag ein Wirtschaftstreuh&nder die

von ihm im fremden Auftrag verwendeten Buchhaltungsdaten eines

Xlienten auch fiir eigene Zwecke als Grundlage der Honorarberech-
nung verwenden; im letzteren Zusammenhang ist er zweifellos Auf-
traggeber, ohne die Verfiligungsgewalt i{iber die verwendeten Daten
flir ausschlieBlich eigene Zwecke in Anspruch zu nehmen oder zu

besitzen. HOchste Unklarheit verbindet sich weiters mit der Ver-
wendung des Begriffes "Beauftragter" (und nicht "Dienstleister")
im 2.Satz der Z 3. Im kammerinternen Begutachtungsverfahren ist

sogar die Meinung aufgetaucht, unter den hier genannten "Beauf-
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tragten" ko&nnten auch Organe juristischer Personen bzw deren
Dienstnehmer verstanden werden, zumal auch diese nach auBen (den
Betroffenen gegeniiber) als Beauftragte auftreten bzw im Rahmen
ihrer Funktion Daten verwenden. Als Folge einer solchen Interpre-
tation wiirden solche Personen allen Pflichten der Auftraggeber
(Registrierungsflicht, Auskunfts-, Richtigstellungs- und L&-
schungspflicht usw) unterworfen werden. Auch wenn die Bundeskam-
mer diese Interpretation nicht filir zwingend hdlt, kann daraus die

MiBversté&ndlichkeit der ggst Bestimmung erkannt werden.

Uberhaupt erscheinen Z 3 2. Satz und Z 4 letzter Satzteil ungenii-
gend aufeinander abgestimmt. W&hrend bei der Definition des Auf-
traggebers dessen Auftreten gegeniiber dem Betroffenen (alsoc sein
subjektives Verhalten) maBgeblich ist, wird in Z 4 auf die objek—
tive Erscheinung des Auftragsverhédltnisses abgestellt; es kommt
dort darauf an, ob das Beauftragungsverhiltnis den Betroffenen
offenbar ist. Beide Varianten erscheinen aber problematisch, wenn
man bedenkt, daB sich die Anspriiche des Betroffenen auf Auskunft,
Richtigstellung und L&schung an den Auftraggeber richten, der
aber im Falle eines Beauftragungsverhdltnisses - mag dieses auch
den Betroffenen offenbar sein - gar nicht berechtigt wédre, die
Daten anders als auftragsgemd&B8 zu verwenden und mdglicherweise
durch sein Berufsgeheimnis an der Erfiillung der Auskunftspflicht

verhindert wédre.

Die umfangreichen, wenn auch nicht durchwegs plausiblen, Ausfiih-
rungen der Erl&duterungen zur Entscheidungspraxis der Datenschutz-
kommission betreffend die datenschutzrechtliche Rollenverteilung
zwischen Steuerberatern und ihren Klienten gehen insoferne vdllig
ins Leere, als die Erfahrung gezeigt hat, daB in diesem Bereich
keinerlei Datenschutzbedlirfnisse der Betroffenen bestehen. Es
wire daher durchaus sinnvoll, die erwdhnte Problematik im vorlie-
genden Zusammenhang vdllig auszuklammern und derartige Verarbei-
tungen nicht nur durch Ausnahme von der Registrierungspflicht,
sondern auch hinsichtlich des Auskunfts-, Richtungsstellungs- und
Ldschungsrechtes weitgehend zu privilegieren und damit von daten-
schutzpolitisch iiberfliissigem Ballast zu befreien. Die im Entwurf
flir § 3 Z 3 und 4 vorgesehene Neuregelung bringt jedenfalls kei-
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nerlei Aufkldrung und Verbesserung fiir die Praxis, sondern  wére
zweifellos mit neuerlicher Rechtsunsicherheit verbunden, sodaS8

darauf verzichtet wercden sollte.
Aufkldrungsbediirftig wdren jedenfalls auch noch folgende Fragen:

Kann nur der Beauftragte selbst oder auch der Auftraggeber (zB
durch Information des Betroffenen) dafiir sorgen, daB der Beauf-
tragte die datenschutzrechtliche Rolle eines Auftraggebers er-
hdlt? Inwieweit ist diese Frage zwischen Auftraggeber und

"Dienstleister" ausdriicklich zu regeln?

AbschlieBend sei angemerkt, daB die Wortschdpfung "Dienstleister"
in den einschldgigen Berufskreisen einhellig abgelehnt wird. Ab-
gesehen von der Verwechslungsgefahr mit dem Gewerbe "Dienstlei-
stungen in der automatischen Datenverarbeitung und Informations-
technik” (§ 103 Abs 1 lit a Z 2 GewO 1973) ist der Begriff
"Dienstleister" in der einschlédgigen Fachterminologie vdllig un-
gebrduchlich. Wenn also der im DSG 1978 benlitzte Begriff "Verar-
beiter" aus verstindlichen Griinden ersetzt werden soll, erschiene
wohl der Begriff "Auftragnehmer" (oder allenfalls "Beauftragter")
hieflir besser geeignet.

Zu § 3 2 7:

Zundchst wdre klarzustellen, daB Ubermittlungen iS des DSG (bzw
die diesen Begriff verwendenden Tatbestdnde des DSG) davon ausge-
hen, daB8 verarbeitete Daten (§ 3 Z 6) vorliegen. Andernfalls miiB-
te dieser Umstand bei jeder einschldgigen Regelung (§§ 7, 18, 19
Abs 2, 20 Abs 1 usw) besonders angemerkt werden.

MiBverstdndlich erscheint weiters die Verwendung des Begriffes
"tberlassung" im Verlaufe dieser Begriffsbestimmung. Dieser Be-
griff fand bisher auf die Weitergabe von Daten vom Auftraggeber
zum Auftragnehmer Anwendung (zB § 19 Abs 1 DSG 1978) und hat sich
hier durchaus bewdhrt. In dieser Bedeutung findet sich der Be-

griff im {ibrigen weiterhin im § 33 Abs 1 des Entwurfes. Uberhaupt
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scheint die sprachliche Neugestaltung des Ubermittlungstatbestan-
des gegenllber § 3 Z 8 DSG 1978 1. Satz keineswegs zwingend:not—

wendig (und wird in den Erlduterungen des Entwurfes auch nicht

begriindet) .

Auf entschiedene Ablehnung stdB8t jedenfalls im privaten Bereich

die Einfihrung einer engen Zweckbindung der Verwendung ermittel-
ter Daten ausschlieB8lich fiir den Ermittluhgszweck,.es sei denn
der gesamte Unternehmenszweck wird als Ermittlungszweck aner-—
kannt. Die bereits in der miBgliickten Formulierung des § 3 2 8 2.
Satz DSG 1978 zum Ausdruck gebrachte Vorstellung, daB die Verwen-—
dung bestimmter Daten auf bestimmte T&tigkeitsbereiche des
Rechtstrédgers beschrdnkt sein sollte, geht von Voraussetzungen
aus, die wohl flir die staatliche Verwaltung, keineswegs aber fiir
den privaten Unternehmensbereich zutreffen. Es z&hlt zu den
Grundprinzipien unternehmerischen Handelns, daB alle Teilbereiche
des Unternehmens auf ein gemeinsames Ziel, ndmlich den Unterneh-
menserfolg, hinarbeiten - geradezu widersinnig erschiene daher
das Verbot einer Verwendung der in einem Unternehmensteilbereich
angefallenen Informationen fiir die anderen Tdtigkeitsbereiche
desselben Unternehmens. '

Eine derartige Regelung kdnnte wohl sinnvoll als MaB8nahme zur
Abwehr eines staatlichen Informationsiibergewichtes sein, sodaB
gegen ihre Beschrdnkung auf den &ffentlichen Bereich kein Einwand

bestiinde. Nach der ‘derzeitigen Rechtslage k&me einer derartigen
Bindung der Datenverwendung an den Ermittlungszweck im &ffentli-
chen Bereich aber kaum Effizienz zu, weil der tbermittlungstatbe-
stand in § 7 Abs 2 DSG bzw die diesem Tatbestand nachgebildeten
einzelgesetzlichen Sonderbestimmungen in Verbindung mit den Rege-
lungen der Amtshilfe die Verwendung von Daten zu neuen Ermitt-
lungszwecken ohne Schwierigkeit erlauben wiirde; im privaten Be-
'reich hingegen, wo vergleichbare Regelungen in § 18 fehlen, wiirde
die konsequente Beachtung der neuen Ubermittlungsdefinition zu
grdBten (und praxisfremden) Schwierigkeiten flir den unternehmens-
internen Informationsverkehr flthren: § 3 2 7 in der Fassung des

Entwurfes wird also mit aller Entschiedenheit abgelehnt.
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Zu § 3 2 9:

Die Ersetzung des Begriffes "Beniitzen" durch "Verwenden” wire im
gesamten DSG konsequent durchzufithren (vgl §§ 11 2Abs 1,
12 Abs lo, 14 Abs 3, 28 2Abs 2 usw).

Zv § 3 Z lo:

Es erscheint zwar nicht unzweckmd@Big, einen organisatorischen Be-
griff fiir die als Einheit in Erscheinung tretenden zusammenge-
hérenden Ermittlungs-, Bearbeitungs- und Verwendungsschritte ein-
zufiihren, der Begriff "Datenverarbeitung"” ist hiefiir jedoch voll-
kommen ungeeignet, weil er keine ausreichende Unterscheidbarkeit
zum Begriff "Verarbeitung von Daten" aufweist. Bei einer Verwirk-
lichung dieses Vorschlages muB hodchste Verwechslungsgafahr be-~
firchtet werden. Im Ubrigen erscheint der nun aus dem Begriffska-
talog des § 3, nicht aber aus dem Gesetzestext, ausgeschiedene
Begriff "Datenverkehr" keineswegs gemeinsprachlich ausreichend
'ﬁersténdlich, sodaB auf seine Definition unseres Erachtens nicht

verzichtet werden kann.

Zu §§ 4, 5:

Die Verordnungspraxis zu § 4 Abs 2 und 5 Abs 2 zeigt, daB die vom
Gesetzgeber 1978 in Aussicht genommene Abgrenzung zwischen of-

fentlichem und privatem Bereich in der Praxis nicht durchfiihrbar
ist. Derzeit besteht ein krasser Widerspruch zwischen der theore-
tischen Gesetzeslage und der Rechtswirklichkeit, der somit ausge-

rdumt werden miifite.

Zu § 7:

. Die Unzuldssigkeit der Ubermittlung von Daten aus dem Sffentli-
chen Bereich an private Empfé&nger filihrt zu einer Fille von
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Schwierigkeiten; hier sei nur auf den unumgdnglichen Bedarf an,
nach Zielgruppen sortiertem, Datenmaterial aus staatlichenlDa—
teien flir eine Vielzahl von (privaten) Forschungsaktivitdten in-
und auBerhalb der Wirtschaft hingewiesen und an die Ergebnisse
des betreffenden Symposiums in Linz (1981) erinnert. Ein &hnli-
ches Problem besteht hinsichtlich der fiir eine positive Entwick-
lung der Volkswirtschaft unentbehrlichen Marktforschung; auch fiir
diese ist die 2Zugdnglichkeit von Adressenmaterial (zB aus der

Wadhlerevidenz) Grundlage der zuverldssigen Zufallsstichprobe.

Da ausreichende "ausdriickliche" Rechtsvorschriften zur positiven
L8sung dieser Probleme nicht vorhanden sind und auch in n&chster
Zeit nicht erwartet werden kdnnen, widre im § 7 eine entsprechende
generell formulierte Ermidchtigung zur Ubermittlung vorzusehen.
Dabei k&nnte die Grundkonzeption des § 7 Abs 2 mit einer {ver—
traglichen) Verpfiichtung des Empf&ngers verbunden werden, die

Daten ausschlieBlich filir den betreffenden Zweck zu verwenden.

Die im Entwurf als § 7 Abs 3 vorgesehene Regelung der Protokol-
lierungsdauer erschiene uE besser in Form einer Befristung bzw
Verjdhrungsregelung fiir den Auskunftsanspruch zu realisieren.

Zu § 8:

Diese Bestimmung ist ein typisches Beispiel dafir, wie der vor-
liegende Entwurf die Augen vor anstehenden Datenschutzproblemen
verschliefit. In der Stellungnahme des Datenschutzrates zum Daten-
schutzbericht 1983 wurde darauf gédrungen, das Problem des De-
taillierungsgrades der von den Bundesldndern in ihren Registrie-
rungseingaben angegebenen Datenarten im Interesse der Betroffenen
und Einsichtnehmenden ehebaldigst einer L&sung zuzufiihren. Der

" Entwurf geht auf diese Frage mit keinem Wort ein.

Unklar erscheint, welche "Unterlagen" zur "Glaubhaftmachung" wvon

Angaben gemeint sein kOnnen, ist doch jede Datenverarbeitung im
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8ffentlichen Bereich auf den durch Rechtsvorschriften vorgegebe-
nen Rahmen beschrédnkt uné miiBte daher ein Hinweis auf diese

Rechtsgrundlagen ausreichen.

SchlieBlich scheint in dieser Bestimmung eine Klarstellung zweck-
méBig, daB lediglich Ubermittlungen von Daten aus einer (automa-
tionsunterstiitzten) Verarbeitung zur Registrierung zu melden

sind, weil weder der Begriff "flbermittlung" noch der Begriff "Da-

ten" einen derartigen Technologieeinsatz notwendig voraussetzt.

Zu § lo:

Der kilinftige Entfall genehmigungspflichtiger Betriebsordnungen im
O6ffentlichen Bereich ist aus verwaltungsreformatorischen Uberle-
gungen zu begriifen. Zu den in Hinkunft gem § lo maBgeblichen

Grundsdtzen, die nach § 21 auch fir Datensicherheitsmafnahmen im
privaten Bereich gelten sollen, ist im einzelnen folgendes anzu-

merken:

Die im Abs 1 2.Satz enthaltene Aufzdhlung der fiir den jeweils
einzuhaltenden Standard der Datensicherheit maBgeblichen Xrite-
rien wdre (wie bisher in § lo Abs 2) auch auf den Umfang der Ver-
arbeitung abzustellen. Weiters wdre im Abs 2 zum Ausdruck zu
bringen, daB die in Abs 1 genannten Kriterien auch bei der Reali-
sierung der hier in Z 1 bis 7 vorgesehenen MafSnahmen Anwendung zu

finden haben.

Insgesamt erscheint es fiir die Datenverarbeitungspraxis unmdg-
lich, die in Abs 2 aufgestellten Grundsédtze liickenlos und ohne
Einschré@nkungen zu beachten. So widre etwa bei grdBeren Anwendun-
gen und im Testbetrieb in der Software-Erstellung eine detail-
lierte Zustédndigkeitsfestlegung und der Nachweis gliltiger Verar-
beitungsauftrédge ungeheuer arbeitsaufwendig und kaum zu realisie-
ren (2 1 u 2). Es miiBte ausreichen, die Datenverwendung an eine
allgemeine (abstrakte) Kompetenzregelung-der Sachbearbeiter zu
binden. Die Bestimmung der Z 3 steht im {ibrigen im Widersprﬁch zu

§ 20, wonach Dienstnehmer, denen Daten zugdnglich werden, somit
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auch solche, welche Daten verwenden, zum Datengeheimnis ausdriick-
lich zu verpflichten und nicht bloB zu belehren sind. Die in 2 4
verlangte Regelung der Zutrittsberechtigung 1l&Bt sich mit den
aktuellen Mbglichkeiten der EDV-Organisation nicht vereinbaren.
Eine derartige Regelung wédre allenfalls filir zentrale EDV-Abtei-
lungen mdglich, flir eine dezentralisierte EDV-Organisation bzw
bei dem zu erwartenden Einsatz von Personal-Computern an vielen
Arbeitsplétzen wdre eine derartige Regelung v&llig unrealistisch.
Es sollte daher den viel detaillierteren Regelungen der UONORM
vorbehalten bleiben, inwieweit fiir bestimmte Verarbeituﬁgsberei—
che eine Zutrittsregelung sinnvoll und notwendig erscheint. In 2
6 schlieBlich wédren Vorkehrungen an Maschinen oder Programmen
vorzusehen, kumulative MaBnahmen sind lberfliissig und w&ren wirt-

schaftlich nicht vertretbar.

Die Bestimmung des Abs 3 verstdBt gegen den, in den Erl&uterungen
selbst zum Ausdruck gebrachten Grundsatz, daB eine Offenlegﬁng
von Sicherheitsvorschriften an sich der Sicherheit des geregelten
Bereiches nicht dienlich wédre. Im {librigen geht die Bestimmung
davon aus, daB Sicherheitsvorschriften grunds&tzlich schriftlich
getroffen werden ("einsehen"), was aber mit der Realitdt von
Kleinverarbeitungen im Widerspruch steht und auch sonst in § 1lo
Abs 1 und 2 nicht verlangt ist. Uberhaupt erscheint unklar, was
unter den hier angefiihrten "Datensicherheitsvorschriften" ver-
standen wird, spricht § lo doch an anderer Stelle von "MaBnahmen"
(Abs 1) bzw von "Datensicherheitsregelungen” (aAbs 2 Z 7). Im
iibrigen ist wohl nicht zu bezweifeln, daB der jeweils fiir die
Datensicherheit in einem bestimmten Bereich Verantwortliche dafiir
sorgen wird, daB die dort beschidftigten Mitarbeiter iiber die von
ihnen einzuhaltenden DatensicherungsmaB8nahmen jeweils bestmdglich
bzw soweit wie erforderlich informiert sind. Es wird daher vorge-
schlagen, die Bestimmung des Abs 3 im Lichte dieser Uberlegungen
nochmals zu durchdenken.

Zur Erwdgung gestellt wird weiters, auch flir den Offentlichen
Bereich eine Verbindlicherkldrung der auszuarbeitenden UNORM iiber
Datensicherheit vorzusehen. SchlieB8lich sei noch die Frage aufge-

worfen, wie in Hinkunft filir die Kontrolle der Beachtung der ge-
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setzlichen Datensicherungsgrundsdtze im 6ffentlichen Bereich vor-
esorgt ist. Nach Wegfall der Genehmigungspflicht fiir die Be-
triebsordnungen kdnnte sich die Datenschutzkommission lediglich
im Fall einer Beschwerde eines Betroffenen mit einer derartigen
FPrage befassen. Besteht aber ein subjektives Recht des Betroffe-
nen auf Einhaltung von Datensicherungsgrundsdtzen, welches ihn
zur Beschwerde gem § 14 Abs 1 legitimiert? Auch dieser Frage

miiBte im Zuge der Neugestaltung des § lo nachgegangen werden.

Entsprechend den in der Einfiilhrungspraxis gesammelten Erfahrungen
wire gesetzlich klar zum Ausdruck zu bringen, daB8 sich das Aus-
kunftsrecht auf die den Arbeitsbestdnden angehdrenden Daten be-

schrédnkt, auf die ein Zugriff organisiert ist.

Eine weitere Anderung wére flir den Umfang der Auskunftserteilung
hinsichtlich der Empf&nger von tbermittlungen vorzukehren: Der
zur Erfiillung dieser Verpflichtung notwendige enorme bilirokrati-
sche und mit hohen Kosten verbundene Aufwand ist nutzlos, weil
ihm praktisch keinerlei Informationsinteresse seitens der Betrof-
fenen gegenilibersteht. Eine an Kosten-Nutzen-Gesichtspunkten
orientierte Einschdtzung der Regelungen des DSG fiihrt somit zur
Forderung nach Aufhebung der Auskunftspflicht liber die Empfdnger
von Ubermittlungen. Jedenfalls aber sollte hinsichtlich solcher
Daten, die aufgrund ihrer Publikation in &ffentlichen Bilichern bzw
Aufnahme in allgemein verfligbare Verzeichnisse und Dokumentatio-
nen oder mit Wissen und Willen des Betroffenen jedermann (bzw
einem nach Gattungsmerkmalen bestimmten Empf&ngerkreis) zur Ver-
fligung stehen, die Auskunftspflicht iliber die Empf&nger entfallen.
Dadurch kénnte ein betr&dchtlicher (und sinnloser) Verwaltungsauf-
wand erspart werden. Im Falle einer regelm&Bigen (systematischen)
Ubermittlung an bestimmte Empfdngerkreise sollte weiters genligen,
auf diesen Umstand hinzuweisen. Abgesehen von der Notwendigkeit
einrer Einschrdnkung bzw Aufhebung des Auskunftsrechts in diesen
Fdllen, wdre allgemein eine zeitliche Begrenzung flir die Aus-

kunftserteilung einzufiihren (vgl auch die Ausfiihrungen zu § 7 Abs
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3). Schlieflich wdre noch klarzustellen, daB nicht nur dem anfra-
genden, sondern auch dem auskunftspflichtigen Auftraggeber die
Wahlmdglichkeit gewahrt bleiben mu8, auf der schriftlichen (ko-
stenpflichtigen) Form der Auskunftserteilung zu bestehen.

Zu § 13:

Auch die Vereinfachung der Heranziehung von Auftragnehmern fir
Verarbeitungen im Offentlichen Bereich wird begriiBt. Es widre aber
eine Klarstellung erforderlich, daB den Auftragnehmer bei der
Erbringung der Dienstleistung jene Pflichten treffen, die im § 19
Abs 2 filir die Erbringung von Dienstleistungen im privaten Bereich

vorgesehen sind.

Zu § 17:

An dieser Stelle wdre auf die bereits einleitend hervorgehobene
Problematik der zunehmenden Verwendung von Kleincomputern in
Haushalt, Hobby usw flir nicht berufliche (unternehmerische) Zwek-
ke einzugehen. Keinesfalls diirfte die Verwendung bzw die Ermitt-
lung und Verarbeitung von Daten in solchen Anlagen vom Vorhanden-
sein eines "berechtigten 2Zwecks" iS5 des § 17 DSG 1978 abhidngig

gemacht werden.

Zu § 18:

Angesichts der Unabhdngigkeit der Begriffe "Daten"™ und "Ubermitt-
lung" Vom.Vorliegen einer Verarbeitung wdre eine diesbezligliche
Klarstellung im Einleitungssatz zu § 18 Abs 1 zu treffen; damit
kdénnte gleichzeitig eine Klarstellung der Bezugnahme auf § 17 in

dieser Bestimmung erfolgen.

Abgesehen davon wdre der Katalog der Ubermittlungstatbestédnde in
§ 18 durch den Hinweis zu ergédnzen, daB Daten, an denen kein
schutzwiirdiges Interesse iS§ des § 1 Abs 1 DSG besteht, jedenfalls
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ibermittelt werden diirfen. Eine solche Regelung kOSnnte den ein-
gangs als Grundsatz flir die Novellierung des DSG bezeichneten
Uberlegungen iber eine Erleichterung des Informationsverkehrs und
der Wirtschaftstreibenden bzw der Beriicksichtigung der notwen-
digen Transparenz unternehmerischer Verhdltnisse im Wirtschafts-.
leben entsprechen. Allenfalls k&nnte auch daran gedacht werden,
‘die in § 18 Abs 1 Z 1 verlangte individuelle Zustimmung des Be-
troffenen durch eine gesetzliche Vermutung zu ersetzen, soweit
bestimmte Daten in allgemein zugdnglichen (6ffentlichen) Biichern,
Verzeichnissen und Publikationen enthalten sind bzw soweit die
Betroffenen selbst Informationen zur Weitergabe an einen nach
Gattungsmerkmalen beschriebenen Personenkreis bzw zur Verdffent-

lichung erteilen.

Eine eindeutige Ubermittlungsregelung, die der Realitdt des Wirt-
schaftslebens entspricht, erfordert schlieBlich der Datenverkehr
innerhalb von Konzernen und die Weitergabe von Informationen an
Gemeinschaftseinrichtungen (Kreditevidenzen, Versicherungsevi-
denzen, Einrichtungen von Kartellen und sonstigen Vereinigungen
von Wirtschaftstreibenden usw) . Auf die diesbeziiglichen Ausfiih-
rungen in den Novellierungsvorschldgen der Bundeswirtschaftskam-
mer vom 8.4.1981 darf nachdricklich hingewiesen werden. Es
braucht nicht besonders betont werden, daB die Bundeswirtschafts-
kammer dafiir eintritt, den Fortbestand der genannten Einrichtun-
gen bzw Informationsvorgdnge im Einklang mit den datenschutz-

rechtlichen Bestimmungen abzusichern.

Zu § 19:

Die Bestimmung erscheint zundchst sprachlich verbesserungsbediirf-
tig: Es entspricht nicht dem allgemeinen Sprachgebrauch von der
"Aufnahme" von Dienstleistungen zu sprechen. Weiters sollte im
vorliegenden Zusammenhang der Begriff der "tberlassung von Daten"
verwendet werden (siehe die Stellungnahme zu § 3 2 7). Im librigen
mifte im Abs 1 ausdriicklich festgehalten werden, daB dieser nur
fir Dienstleistungen der (automationsunterstiitzten) Datenverar-

beitung bzw -verwendung gelten soll. In Z 1 des Abs 2 wdre klar-
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zustellen flir welche "eigene Zwecke" der Dienstleister die ihm
iberlassenen Daten verwenden darf (zB Honorarberechnung, Pro-
grammwartung). Weiters wdre vorzusehen, daB eine Heranziehung
befugter Subverarbeiter zur Erflillung eines Auftrages mdglich
sein muB (vgl die Bestimmung des § 33 Abs 1 Z 3 in Verbindung mit

§ 36 GewO 1973 iiber die Erteilung von "Gesamtauftr&gen").

Die Terminisierung der Riickgabe von Unterlagen usw:(Abs 2 Z 5)
wird sich an den besonderen Verhdltnissen jedes Verarbeitungsauf-
trages zu orientieren haben: Eine generelle Regelung des vorlie-
genden Inhaltes erscheint nicht zielfiihrend und realisierbar. Der
Gesetzestext sollte sich daher darauf beschrdnken, eine ausdriick-
liche Vereinbarung zwischen Auftraggeber und Auftragnehmer in

dieser Frage vorzuschreiben.

Ebenfalls problematisch erscheint die Bestimmung des Abs 2 7 6,

soweit der Auftragnehmer verpflichtet sein sollte, seinen KXunden
Geschdftsgeheimnisse (einschlieflich seiner Datensicherheitsvor-
kehrungen) offenzulegen. Im Interesse dieses Geheimhaltungs-(Da-
‘tenschutz)Anspruches des Auftragnehmers wire zumindest eine ent--

sprechende Interessenabwdgung vorzusehen.

Zu § 2o0:

Bisher bezog sich das Datengeheimnis auf alle Personen, denen
Daten berufsﬁéBig anvertraut wurden oder zugdnglich geworden
sind. Die nunmehrige Beschrd@nkung auf "Dienstverh#ltnisse" iber-
sieht, daB beispielsweise freie Mitarbeiter, Ferialpraktikanten,
Forschungsassistenten etc nicht notwendig in einem Dienstverhdlt-
nis zum Auftraggeber bzw Verarbeiter stehen. Die von den Erl&ute-
rungen zitierte Empfehlung des Datenschutzrates wvom 5.11.1980
wollte diesen Personenkreis keineswegs ausschlieBen und bezog
sich'lediglich auf Mitarbeiter anderer Unternehmen, die aufgrund
einer vertraglichen Beziehung mit dem Auftraggeber in dessen
Réumlichkeiten usw Leistungen erbringen. Wenn also der Anwen-

dungsbereich des § 20 gegeniliber der Fassung des DSG 1978 iS der
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genannten Empfehlung eingeschrdnkt werden soll, hidtte der gedn-
derte Anwendungsbereich neben Dienstnehmern auch sonstige Mitar-

beiter zu umfassen.

In der Praxis ebenfalls nicht bew&hrt hat sich die Vorschrift,
Ubermittlungen von Daten von einer ausdriicklichen Anordnung ab-
héngig zu machen. Weiters wdre klarzustellen, daB das Datenge-
heimnis auf verarbeitete bzw verwendete Daten beschrinkt ist.

Grundsdtzlich 148t der Novellierungsentwurf viele der mit der
geltenden Fassung des § 20 zusammenhdngenden Fragen unbeantwor-
tet: Insb bleibt weiterhin offen, ob die "Verpflichtung zum Da-
tengeheimnis" konstitutiven oder bloB8 deklarativen Charakter hat,
auch ihr Inhalt (Belehrung?) ist dem Gesetzestext weiterhin nicht
zu entnehmen. Da im {ibrigen davon ausgegangen werden kann, daB
die notwendige Belehrung der mit der Verarbeitung bzw Verwendung
von Daten befaBten Mitarbeiter {ber alle fiir ihre Tdtigkeit rele-
vanten Datenschutzfragen im Rahmen der Datensicherungsvorkehrun-
gen gem § 21 zu erfolgen hat, wird vorgeschlagen, die Geltung des
Datengeheimnisses, wie auch bei anderen Berufsgeheimnissen, ex
lege vorzusehen. Damit wdre ein wesentlicher Beitrag zur Entbiliro-

kratisierung des Datenschutzes im privaten Bereich geleistet.

Zu § 21:

Auf die Ausflihrungen zu § lo darf verwiesen werden. Im ilibrigen
ist an den AusschuBbericht 1978 zu § 21 Abs 4 in der geltenden
Fassung zu erinnern, wo ausdriicklich festgehalten wird, daB die
MBglichkeit der Verbindlicherkld&rung von ONORMEN nicht aus-
schlieBt, daB durch Ergreifung gleichwertiger DatensicherungsmaB-
nahmen eigener Wahl der Datensicherungspflicht ebenfalls entspro-
chen werden kann. Dieser Grundsatz wdre im Gesetzestext ausdrilick-
lich festzuhalten.
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Vorbemerkung zu §§ 22 bis 23 b:

Die in den Erlduterungen verheiBene Vereinfachung und Entbilirokra-
tisierung des Registrierungsverfahrens erscheint h&chst fraglich.
Im Gegenteil, der Wegfall des bisherigen § 22 bedeutet fiir alle
Auftraggeber, die bisher eine direkte Verstdndigung der Betroffe-
nen gegeniiber der Registrierung bevorzugt haben, einén zusdtz-
lichen Arbeits- und Kostenaufwand. Der Aussage der Erl&uterungen,
die im § 22 vorgesehenen Mdglichkeiten, Datenverarbeitungen ohne
Registrierung durchzufiihren, hdtten sich in der Praxis nicht be-
wdhrt, muB mit Entschiedenheit entgegengetreten werden. Der Weg-
fall dieser Bestimmung wiirde vielmehr in Wirtschaftskreisen weit-
hin auf Unverstdndnis stoBen. Es darf in diesem Zusammenhang
nicht {Ubersehen werden, daB8 die mit der Neuregelung angestrebte
‘lickenlose Erfassung aller Datenverarbeitungen angesichts der
Entwicklungen der Informationstechnologie illusorisch bleiben muf
- nicht ohne Grund haben alle auslédndischen Datenschutzregelungen
auf ein &hnlich blirokratisches und ineffizientes Instrument wie
das Osterr Datenverarbeitsregister ausnahmslos verzichtet. Eine
wirklich éielfﬁhrende Entbiirokratisierung kénnte nur durch ginz-
liche Abschaffung des Datenverarbeitungsregisters erreicht wer-
den. Jedenfalls ersucht aber die Bundeswirtschaftskammer die bis-
her in § 22 vorgesehene Mdglichkeit der Information der Betroffe-

nen {iber bestimmte Verarbeitungen beizubehalten.

Zu § 22:

Auf die Problematik der Glaubhaftmachung der dem Datenverarbei-
tungsregister gemeldeten Angaben und deren Uberpriifung wird bei
§ 23 a eingegangen.

Die Filihrung der Registernummer hat sich in der bisherigen Daten-
verarbeitungspraxis als v8llig sinnloser Aufwand herausgestellt:
Fiir die Geltendmachung von Auskunftsanspriichen durch die Betrof-
fenen ist sie Uberfliissig, weil der jeweilige Verwender von Da-
ten, beispielsweise bel Werbesendungen usw, durch Angabe des Ab-

senders ohnehin bekannt ist, bzw selbst Interesse daran hat, daB
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der Adressat seinen Namen erfdhrt. Damit verfiligt der Adressat
aber auch iiber die notwendige Information, wohin er einen allf&l-

ligen Auskunftsanspruch zu richten hat.

Im Abs 3 wdre wohl klarzustellen, daB dié Angabe sa&mtlicher Stan-
dardverarbeitungen wohl nur anl&dBlich der erstmaligen Meldung
erfolgen soll; fiir Anderungen oder Ergdnzungen erscheint diese

Bestimmung nicht zielfiihrend.

Um das Register (sollte es beibehalten werden) fiir die Betroffe-
nen attraktiver und fiir die Verwaltung leichter administrierbar
zu machen, koénnte allenfalls eine Dreistufigkeit der Publizité&t
von Datenverarbeitungen eingefiihrt werden. Je nach Art und Ver-
wendung der Daten bzw nach deren Schutzwlirdigkeit kdnnte der

génzliche Entfall von MaBnahmen zur Publizitdt (zB wenn Daten

ausschlieBlich fiir Zwecke gesetzlich vorgeschriebener Pflichten,
etwa im kaufmd@nnischen Rechnungswesen, verarbeitet werden), die
direkte Information der Betroffenen (zB bei der Verarbeitung von
Daten aus Vertragsverhdltnissen) oder die Registrierungspflicht
:(Wenn derABetroffene keine Kenntnis von der Verarbeitung seiner

Daten hat) vorgesehen sein.

Insgesamt ist jedenfalls zu § 22 festzustellen, daB8 das Vorhaben
einer liickenlosen Erfassung aller in Usterreich betriebenen Da-
tenverarbeitungen aus den bereits in der vorstehenden Vorbemer-

kung genannten Uberlegungen grunds&tzlich abgelehnt wird.

Zu § 23:

Die Registrierungspflicht gem Abs 2 Z 5 miiBte wohl darauf be-
schridnkt sein, daB Ubermittlungen generell (organisatorisch) vor-
gesehen sind und kann solche Ubermittlungen, die im Einzelfall
stattfinden, nicht einschlieBen.

Im Hinblick auf die Verfahrensdauer bei der Datenschutzkommission
wird an anderer Stelle zu § 32 vorgeschlagen, das im Registrie-

rungsverfahren vorgesehene Anmeldungsprinzip auch fiir den inter-
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nationalen Datenverkehr einzufiihren. Damit wiirde es nicht notwen-
dig sein, bei der Meldung einer Datenverarbeitung gem Abs 2 Z 6

bereits die Genehmigung der Datenschutzkommission nachzuweisen.

Die durch die Bevorzugung von "Standardverarbeitungen” erziel-

baren Verwaltungsvereinfachungen lassen sich in keiner Weise be-
urteilen, solange kein Konzept fiir die diesbeziiglichen Verordnun-—
gen vorliegt. Uberhaupt erscheint es notwendig und wilinschenswert,
die wesentlichen Bereiche der Ausnahmen von der Registrierungs-

pflicht im Gesetzestext selbst vorzusehen und lediglich (entspre-
chend definierte) Erweiterungen dem Verordnungsgeber zu iberlas-

sen.

Zu § 23 a:

Diese Bestimmung baut die im DSG 1978 beschré&nkte Priifung der
Registrierungsangaben auf Vollstdndigkeit in Richtung einer weit-
gehenden inhaltlichen Uberpriifung der Zuldssigkeit einer Daten-
‘verarbeitung aus und verl#ft damit den seinerzeit in miihsamen

Verhandlungen erzielten KompromiB in dieser Frage.

Was die Regelung im einzelnen betrifft, erscheint schwer ver-
sté&ndlich, weshalb hinsichtlich der im § 23 Abs 2 vorgesehenen
Angaben eine "Glaubhaftmachung" verlangt ist, hier handelt es
sich durchwegs um Angaben, die keiner Verifizierung im Rahmen
eines Beweisverfahrens bedlirfen. Was die Aussagekraft eben dieser
Aﬁgaben zur Wahrnehmung der Rechte von Betroffenen anbelangt, ist
es eben der verfehlten Konzeption des Datenverarbeitungsregisters
zuzuschreiben, daB die dort enthaltenen Eintragungen keine ziel-
fiihrende Information vermitteln, ob durch eine Datenverarbeitung
schutzwiirdige Geheimhaltungsinteressen verletzt sein k&nnten; es
wdre daher unzuldssig, hieraus einen Registrierungsmangel abzu-

leiten.

SchlieBlich erhebt sich die Frage nach der Funktion des § 23 b
Abs 3, wenn die Ubereinstimmung der Zul&dssigkeit einer Datenver-

arbeitung mit den gemeldeten Rechtsgrundlagen bereits im Mé&ngel-
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rﬁgeverfahrén gepriift werden soll; letzteres wadre daher wohl da-—
rauf zu beschrénken, daB ein "offenbarer" Widerspruch ausgerdumt
werden soll. Nach dem im DSG 1978 verfolgten Grundkonzept, wvon
dem auch in der vorliegenden Novelle nicht abgegangen werden
soll, fdllt ndmlich die Beurteilung der 2ul&ssigkeit einer Daten-
verarbeitung im privaten Bereich in die Zust&dndigkeit der Zivil-
gerichte. Das Registrierungsverfahren hdtte sich hingegen darauf
zu beschrédnken, krasse und offenkundige Gesetzwidrigkeiten auszu-

rdumen.

Zu § 25:

Auf die Ausflhrungen zu § 11 betreffend die notwendige inhalt-
liche und zeitliche Beschrdnkung der Auskunftspflicht ist hinzu-

weisen.

2Zu § 26:

Die Anbringung des Bestreitungsvermerkes ist nur mit hochsten
technischem Aufwand und Kosten zu realisieren und hat sich in der
Praxis als totes Recht erwiesen. Ein Entfall dieser Bestimmung
kdnnte ohne EinbuBen flir die zu schiitzenden Interessen der Be-—

troffenen erfolgen.

Zu §§ 32 bis 34:

Nach den bisherigen Erfahrungen mit der Vollziehung des § 32 DSG
1978 hat sich die Bewilligungspflicht filir den internationalen
Datenverkehr nicht bewdhrt und widre daher ersatzlos aus dem DSG
zu streichen. Dies entsprdche auch den internationalen Grunds&t-
zen der Freiheit des Datenverkehrs. Stattdessen widre vorzusehen,
daB Ubermittlungen bzw Uberlassungen von Daten ins Ausland nur
zuldssig sein sollen, wenn flir ein MindestmaB an Datenschutz -

etwa nach dem Standard des einschldgigen Europarats-~Ubereinkom-
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mens - vorgesorgt ist. Flir die Rechtsverfolgung dieses Anspruches
wdren die Betroffenen auf die ihnen im Rahmen des 2. bzw 3. Ab-
schnittes des DSG zur Verfiigung stehenden Rechtsschutzinstrumente

zu verweisen.

Sollte an der Genehmigungspflicht flir den internationalen Daten-
verkehr festgehalten werden, wdre jedenfalls im Gesetzestext
selbst festzulegen, fiir welche "Standardiibermittlungen” die Ge-
nehmigung entfallen kann; flir eine Erweiterung dieser Ausnahmebe-
stimmung kdme allenfalls eine entsprechend determinierte Verord-
nungsermdchtigung in Betracht. Jedenfalls wdre aber bei der Fest-
legung von Standardiibermittlungen und Standardiiberlassungen ins
Ausland auf die Praxis des Informationsverkehrs in internationa-
len Konzernen ausreichend Bedacht zu nehmen. SchlieBlich sollte
im Hinblick auf die bisher beobachtete Verfahrensdauer zum Anmel-
cdungsprinzip iUbergegangen werden, weil es sich als praktisch un-
durchfiihrbar und unzumutbar erwiesen hat, mit dringendem Daten-
verkehr in das Ausland bis zur Erteilung der Genehmigung zuzuwar-

ten.

Bei der Festlegung der Genehmigungsvoraussetzungen wdidre jeden-
falls davon auszugehen, daB der Datenschutzkommission nach dem
Grundkonzept des DSG 1978 ein Eingreifen in materielle Fragen der
Datenverarbeitung im privaten Bereich verwehrt sein sollte. Die
in der Judikatur der DSK in Anspruch genommene Priifung der Zulds-
sigkeit der Ermittlung und Verarbeitung von Daten gem § 17 DSG im
Rahmen des Genehmigungsverfahrens gem § 32 DSG ist im Gesetzes-
text selbst nicht ausdriicklich vorgesehen und wurde auch vom Ge-
setzgeber 1978 nicht n&her in Erwdgung gezogen. Es muB daher da-
rauf bestanden werden, daB die Neuregelung des 4. Abschnittes
eine Klarstellung der Unzustdndigkeit der DSK zu einer diesbeziig—
lichen Priifung bringt. Ebenfalls kld@rungsbediirftig wdre, was un-
ter "unverhdltnismédBiger" Gef&@hrdung von Geheimhaltungsinteressen
verstanden werden soll. Die Bestimmung des § 32 Abs 3 Z 2 bzw 33
Abs 1 2 3 enthdlt ndmlich keine Aussage, welche sonstigen Inter-

essen bei dieser Abwdgung berlicksichtigt werden sollen.
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Die Bedachtnahme auf Offentliche Interessen im Rahmen des Geneh-
migungsverfahrens findet sich zwar bereits in § 32 Abs 3 DSG
1978, stellt aber auch schon dort einen Fremdk&rper im Rahmen des
Datenschutzgesetzes dar - der im iibrigen durch den Kompetenztat-
bestand gem § 2 DSG nicht gedeckt ist - und sollte daher gestri-
chen werden. '

Unverstindlich ist schlieBlich, weshalb im Rahmen des § 33 nicht
auch eine Ausnahme von der Genehmigungspflicht im Falle gesetz-
" licher oder vdlkerrechtlicher Bestimmungen bzw bei der Uberlas-
sung in Staaten mit gleichwertigen Datenschutzrechtsordnungen

vorgesehen ist.

Zu Art II:

Der vorliegende Entwurf 1l&8t Ubergangsbestimmungen vermissen,
welche klarstellen, wie die im Rahmen des geltenden Datenschutz-
rechtes bisher erfolgten individuellen Rechtsakte bzw anhdngigen
 Vétfahrén in die neue Rechtslage ilibergefliihrt werden sollen.

AbschlieBend muf mit Bedauern festgehalten werden, daB der vor-
liegende Entwurf insgesamt nicht geeignet erscheint, die derzeit
beklagenswerte, der Rechtssicherheit und dem Vertrauen in die

Rechtsordnung hdchst abtrdglichen Situation auf dem Gebiete des
Datenschutzes wesentlich zu verbessern oder gar zu sanieren. Das
dem vorliegenden Entwurf vorangestellte Vorhaben der Verfahrens-
vereinfachung kann nur in einigen Ansdtzen (Ersatz der Betriebs-
ordnungen, gebiihrenrechtliche MaBnahmen) als gegliickt bezeichnet
werden und wird durch mehrfache Verstrengerungen und Erschwerun-
gen (Registrierungsverfahren, neuer Ubermittlungsbegriff) im ne-
gativen Sinne aufgewogen. Besonders kritisch ist zu vermerken,

daB der Entwurf ohne zwingende Notwendigkeit Kernpunkte des sei-
nerzeitigen Kompromisses iliber das DSG 1978 verldBSt. Die Bundes-
wirtschaftskammer bedauert, daB ihren seinerzeitigen XAnderungs-

vorschldgen nur in wenigen Punkten gefolgt wurde und ersucht da-
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her dringend das ggst Novellierungsvorhaben vor Fertigstellung
der Regierungsvorlage in entsprechenden Verhandlungen, allenfalls

auf Sozialpartnerebene, nochmals grundlegend zu iiberdenken.

WunschgemdB werden 25 Ausfertigungen dieser Stellungnahme dem
Prdsidium des Nationalrates libermittelt.

Hochachtungsvoll

BUNDESKAMMER DER G LICHEN WIRTSCHAFT
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