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Sehr geehrte Damen und Herren,

als Ziviltechniker fur Informatik, taglich mit dem Datenschutzgesetz konfrontiert,
Gbermittle ich Ihnen dringend nétige Vorschldge zur Anderung zum gegenstédndlichen

Entwurf.

Das Datenschutzgesetz ist eine wichtige Basis, auf dem Ziviltechniker flir Informatik ihre
tagliche Arbeit griinden. Ich sehe im vorliegenden Gesetzesentwurf gravierende Mangel
an der Umsetzbarkeit und ZweckmaBigkeit, als auch sollten gerade Ziviltechniker filr

Informatik im Gesetz als externe Datenschutzbeauftragte erwahnt werden.

Diese Stellungnahme entstand durch freundliche Unterstiitzung von Dr. Thomas

Schweiger (Schweiger - Mohr - Partner Rechtsanwaélte, Linz).
Mit freundlichen GriBen,

- DIPL.-INGZ3
=L %STAATL. BEFUGTIR UND EERD'NKA
- b0t EIDETER
ECHNIKER FOR INFORMATIK
ﬂ A-1210 WIEN, OCWIRKGASSE 22

TEL.: 01/8904150 - FAX DW 15 - MAIL: OFFICE@ZTHAT

ZT Prof. Dipl.-Ing. Thomas Hrdinka

Staatlich befugter und beeideter Ziviltechniker fiir Informatik,

Allgemein beeideter und gerichtlich zertifizierter Sachverstandiger
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Erlauterungen zu den einzelnen Bestimmungen:

Ad § 1:
In Osterreich besteht eine lange Tradition des Datenschutzes auch bei juristischen
Personen. Dies muss beibehalten werden, da sich dieser Schutz durch Materiengesetze

und das Datenschutzgesetz Gber lange Zeit bewahrt hat.

Das Argument, dass die personenbezogenen Daten juristischer Personen nicht einer den
natlrlichen Personen vergleichbaren Schutzwirdigkeit unterliegen, kann nicht
nachvollzogen werden. Diesbeziglich sei zum Beispiel darauf verwiesen, dass
Datenanwendungen mit Vorabkontrolle insbesondere auch Datenanwendungen sind,
die die Auskunftserteilung Uber die Kreditwirdigkeit der Betroffenen zum Zweck haben
(§ 18 Z 3 DSG). Hier kann wohl eine Differenzierung zwischen natirlichen Personen und
juristischen Personen nicht vorgenommen werden, da insbesondere betreffend der
Kreditwlrdigkeit von Unternehmen ein Informationsbedirfnis von Lieferanten und
Kreditgebern oder Kunden - man denke z.B. an Konsumenten im Rahmen des
Baunebengewerbes - besteht. Durch die Regelungen des Datenschutzgesetzes wird
gewahrleistet, dass nur rechtskonform tatige und qualitativ hochwertig arbeitende
Wirtschaftsauskunfteien Daten, die zur Beurteilung der Bonitat von Unternehmern,
juristischen Personen oder auch Privatpersonen ermitteln, verarbeiten und auch Dritten

Uberlassen.

Das Grundrecht auf Datenschutz nach dem Datenschutz ist auch weitgehender als die
angesprochenen in den Erlauterungen zur Novelle gesetzlichen Grundlagen zum Schutz
von Betriebs- und Geschaftsgeheimnissen. Dieser ist in den Materiengesetzen nur
unzureichend geregelt, und hier bietet das Datenschutzrecht eine wirksame
Grundlage zum umfassenden Schutz von Daten von Unternehmen. Juristischen Personen
wirde auch das Recht auf Richtigstellung von Daten oder Léschung unzuldssigerweise

verarbeiteter Daten genommen, was vehement abgelehnt werden muss.

Auch kann wohl keine Unterscheidung getroffen werden zwischen
Einzelunternehmen, die wohl eine natirliche Person darstellen, und Kapitalgesellschaften.
Es sind jedenfalls Abgrenzungsprobleme zu erwarten, wenn die Umsetzung in der

vorgeschlagenen Form erfolgt.
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Die bisherige Regelung, dass das Grundrecht auf Datenschutz fir natirliche und
juristische Personen gilt, sollte beibehalten werden, wobei dies auch andere Teile der
Novelle und nicht nur § 1 betrifft.

Weiters bestehen Bedenken, dass die Einschrankung auf natlirliche Personen sowohl EU-
rechtswidrig (DatenschutzRL 95/46/EG) sowie verfassungswidrig und grundrechtswidrig
sind, da Art 8 EMRK nach der Judikatur (EGMR 16.12.1992, Niemietz gg. BRD) auch die

juristische Person schiitzt.

Ad § 15a ff:
In dieser Regelung wird der betriebliche Datenschutzbeauftragte normiert. Eine derartige

Regelung ist grundsétzlich zu begriiBen. Es besteht jedoch Anderungsbedarf:

1. Betrieb

Die Anknipfung an den Tatbestand des Betriebes im Sinne des § 34 Abs. 1
Arbeitsverfassungsgesetz erscheint nicht zweckmdBig. Danach gilt als Betrieb jede
Arbeitsstatte, die eine organisatorische Einheit bildet, innerhalb deren eine physische
oder juristische Person oder eine Personengemeinschaft mit technischen oder
immateriellen Mitteln die Erzielung bestimmter Arbeitsergebnisse fortgesetzt verfolgt,
ohne Ricksicht darauf, ob Erwerbsabsicht besteht oder nicht wesentliche Elemente eines
Betriebes sind demnach der Betriebsinhaber, die Betriebsmittel, die Beschaftigten
und das Vorliegen einer auf Dauer berechneten Tatigkeit, dabei miissen Betriebsmittel
und Beschaftigte zu einer organisatorischen Einheit zusammengefasst sein, welcher der

Hauptsache nach in dreifacher Weise zum Ausdruck kommen muss:

Die Einheit des Betriebsinhabers, in der Einheit des Betriebszweckes und in der Ein-
heit der Organisation (ARB 1881, 8545, 8674, 9453, 10.016; Strasser, Kommentar
zum ArbVG 200 ff § 34 Anm. 2.1).

Um von einem Betrieb - als Bestandteil eines Unternehmens - sprechen zu kdénnen,
muss also der organisatorischen Einheit ein gewisses Mindestmal an
Selbststandigkeit, insbesondere in technischer Hinsicht, eingerdumt sein, und muss

das Ergebnis ihres Arbeitsvorganges ein, wenn auch beschrankte, Abgeschlossenheit
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oder Unabhangigkeit von anderen Betriebsprifungen aufweisen (ARB 9453,
VwSIgNF 8342 a).

Aus dieser allgemeinen Definition im ArbVG sowie den Entscheidungen in der Judikatur
ist zu beflirchten, dass auch einzelne Betriebsstatten von groBen Unternehmen als

.Betrieb™ im Sinne des § 15a Datenschutzgesetz beurteilt werden.

Sofern diese die festgelegte Mitarbeitergrenze lUberschreiten, ware fir diese Betriebe ein
Datenschutzbeauftragter zu bestellen. So kdnnte zum Beispiel auch eine einzelne
Niederlassung einer groBen Lebensmitteleinzelhandelskette jeweils einen eigenen

Betrieb im Sinne dieser Bestimmung darstellen.

Dies fluihrt aber zu einem unbefriedigenden Ergebnis, wenn man bedenkt, dass die EDV-
Systeme, in denen personenbezogene Daten verarbeitet werden, vorwiegend zentral
von einer Stelle eines Rechtstragers (Betriebsinhabers) verwaltet und gefihrt werden.
Das Abstellen auf einen Betrieb im Sinne des § 34 Abs. 1 ArbVG erscheint daher

UberschieBend.

Die Abgrenzung sollte auf einen Rechtstrdger abgedndert werden, anstelle dass auf den

Betrieb Bezug genommen wird.

2. Mitarbeitergrenze
Auch die Mitarbeitergrenze von 20, mehr als 20 Stunden beschaftigen Mitarbeitern

erscheint weder als zweckmaBig noch als praxisgerecht.

Hier sei lediglich auf die Regelung des Bundesdatenschutzgesetzes in Deutschland
namlich § 4 f. dBDSG verwiesen. Danach ist ein Datenschutzbeauftragter dann zu

bestellen, wenn 10 oder mehr Personen stédndig mit der Bearbeitung personenbezogener.
Daten mittels elektronischer Datenverarbeitung beschéftigt sind bzw. 20 oder mehr

Mitarbeiter, wenn die Daten manuell verarbeitet werden.

Die Bezugnahme auf eine Mindestanzahl von 20 erscheint in diesem Zusammenhang
nicht sachgerecht. Man denke nur an Klein- und Mittelbetriebe, die eine sehr schlanke

Verwaltungsstruktur haben, und in denen zum Beispiel der Betriebsinhaber selbst mit ein
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oder zwei Angestellten die Verwaltung leitet und weitere 20 Personen als Arbeiter tatig

sind, z.B. eine Tischlerei oder ein Autohaus oder eine groBe Fleischhauerei.

GemaB dieser Gesetzesnovelle misste in diesem Betrieb, selbst wenn zum Beispiel nur in
der Verwaltung personenbezogene Daten verarbeitet werden, ein eigener

Datenschutzbeauftragter bestellt werden.

Diese Mitarbeitergrenze sollte sich daher auf Mitarbeiter, die mit der Ermittlung,
Bearbeitung, Verarbeitung oder Speicherung beschaftigt sind, beziehen. Nur eine
derartige Losung erscheint auch sachgerecht. Alleine die Anzahl der Mitarbeiter als
Abgrenzungskriterium zu verwenden, ist in diesem Zusammenhang als nicht sachgerecht

Zu werten.

3. Person des Datenschutzbeauftragten

Auch die Einschrankung auf ,einen geeigneten Mitarbeiter™ erscheint unzweckmagig.

Auch sei hier wiederum auf das deutsche BDSG verwiesen, wonach auch externe, fachlich
qualifizierte Personen berechtigt sind, die Position des Datenschutzbeauftragten in
einem Unternehmen wahrzunehmen. Es erscheint zweckmaBiger, hier die Qualifikation

des Datenschutzbeauftragten in den Vordergrund zu ricken und dies nicht davon

abhangig zu machen, ob dieser ein Mitarbeiter im Betrieb ist. Im Ubrigen wird die
Regelung durch den zweiten Absatz des § 15 a insofern eingeschrdankt, als dann, wenn
kein geeigneter Mitarbeiter der Bestellung zustimmt, eine geeignete betriebsfremde

Person oder ein geeignetes Unternehmen bestellt werden kann.

Vorgeschlagen wird hier, die Formulierung in der Form zu andern, dass diese lautet:
Poneeeees hat eine geeignete Person oder ein geeignetes Unternehmen zum
betrieblichen Datenschutzbeauftragten zu bestellen™. Damit ware die Wahlfreiheit flr die
Unternehmen gegeben, eine geeignete Person mit dem vom Gesetz auch geforderten

Fachkenntnissen zu bestellen.
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4., Betriebsrat und Beteiligung

Die Befassung des Betriebsrates mit der Frage Bestellung eines Datenschutzbeauftragten
bzw. dessen Abberufung erscheint systemwidrig. Eine derartige Ausweitung der
Kompetenzen des Betriebsrates in einem Materiengesetz ist nicht sachgerecht, da die
Regelungen zur Beteiligung der Mitarbeitervertretung in Bezug auf die

Organisationsstruktur eines Unternehmens ausschlieBlich im ArbVG zu finden sind.

Es erscheint auch nicht ganz konsequent die Bestellung von der Beratung mit dem
Betriebsrat abhdangig zu machen, bei der Abberufung des Datenschutzbeauftragten

jedoch keine Beteiligung des Betriebsrates vorzusehen.

5. Schulung und Beratungszeit
Problematisch erscheint jedoch in diesem Zusammenhang auch die Bestimmung des
§ 15 Abs. 4.

Wenn eine ,geeignete Person" gemaB § 15a zum Datenschutzbeauftragen zu bestellen
ist, dann hat diese Person bereits die Kenntnisse und Fahigkeiten zu haben, die sie sich
~im ersten Jahr seiner ununterbrochenen Tatigkeit" im Rahmen von 40 Stunden bzw. in
den Folgejahren 20 Stunden aneignen sollte. Ansonsten ware die Person wohl nicht

qualifiziert, diese Position auszuliben.

Derartige notwendige Fachkenntnisse erscheinen jeweils in Bezug auf die duBerst
geringe Grenze von 20 Mitarbeitern als lberschieBend. Sie belasten die Unternehmen,
insbesondere Klein- und Mittelbetriebe zu sehr. Auch ist es nicht mdglich, in einem
Betrieb, in dem derzeit kein Mitarbeiter (ber die notwendige Fachkenntnis verfigt,
einem Mitarbeiter - der erst geschult werden muss - zum Datenschutzbeauftragten zu
bestellten. Auch das spricht dafir, die Bestellung externer Experten bereits in § 15a (1)

zuzulassen.

6. Kiindigungs- und Entlassungsbeschrankungen
§ 15 a Abs. 5 regelt die Kindigungs- und Entlassungsschutzbestimmung fir den
betrieblichen Datenschutzbeauftragen. Dies bewirkt, dass in Klein- und Mittelbetrieben

ein erhoéhter Finanzaufwand gegeben ist, da aufgrund von Kindungsschutz- und

ZTH CoNsuLTING ENGINEERING

[T-Ziviltechniker Dipl.-Ing. Thomas Hrdinka, Staatlich befugter und beeideter Ingenieurkonsulent fiir Informatik
Ocwirkg. 22 Email: office@zth.at
1210 Wien Web: www.zth.at

Dieses Dokument wurde mittels e-Mail vom Verfasser zu Verfligung gestellt. Fir die Richtigkeit
und Vollstandigkeit des Inhaltes wird von der Parlamentsdirektion keine Haftung tbernommen.



76/SN-182/ME X XI1I. GP - Stellungnahme zum Entwurf elektronisch tbermittelt

ZTH  ConsuLTiNG  ENGINEERING Zm

Sachverstandigenbiro fir Informatik

Ziviltechniker Dipl.-Ing. Thomas Hrdinka INFORMATIK
Seite 9/12

Entlassungsschutzbestimmungen die Betriebsinhaber nicht Uber die Flexibilitat verfigen,
auf die Anforderungen des Marktes zu reagieren. Auch dies spricht dafiir bei der

Bestellung auf ,eine geeignete Person™ abzustellen.

7. Anderungsbedarf
Ubernimmt die Position des betrieblichen Datenschutzbeauftragten ein Externer oder ein

geeignetes externes Unternehmen, dann ist diese Bestimmung ohnehin hinfallig.

Auch aus diesem Grund sollte den betroffenen Unternehmen jeweils die Wahlfreiheit
gegeben werden, geeignete externe Personen oder geeignete Unternehmen als
betriebliche Datenschutzbeauftragte zu bestellen und mit diesen entsprechende Vertrage
Uber die Betreuung abzuschlieBen. Beispielhaft waren Ziviltechniker mit einschlagiger

Befugnis (wie Informatik) zu fordern.

Es ware wlinschenswert, dass bezliglich des betrieblichen Datenschutzbeauftragten auch
eine Regelung aufgenommen wird, dass kein Interessenkonflikt bestehen darf,
sodass Personen aus der Geschaftsleitung, leitende Angestellte aus dem Personalwesen
oder auch der Abteilung, welche sich mit Informationstechnologie beschaftigen,
nicht in Frage kommen. Auch hier ist auf die Erfahrung in Deutschland nach dem
BDSG zu verweisen. In Deutschland ist der Datenschutzbeauftragte direkt der
Geschaftsleitung zu unterstellen und in Auslibung seiner Fachkunde auf dem Gebiet
des Datenschutzes weisungsfrei. Er darf wegen der Erfiillung seiner Aufgaben nicht

benachteiligt werden.

Ebenso wiinschenswert in diesem Zusammenhang ware eine Regelung, welche den § 4 f.
Abs. 4 dBDSG vergleichbar ist, und zwar das der Beauftragte flr den Datenschutz zur
Verschwiegenheit Uber die Identitat des Betroffenen sowie (ber Umstande, die
Rickschlisse auf den Betroffenen zulassen, verpflichtet ist, soweit er nicht davon
durch den Betroffenen befreit wird. Ebenso sollte eine Regelung betreffend ein
Aussageverweigerungsrecht bzw. Entschlagungsrecht dhnlich des § 4 f Abs. 4 a dBDSG
eingefligt werden, welches Ziviltechniker gemal ihrer gesetzlichen

Verschwiegenheitsverpflichtung grundsatzlich erfillen.
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Ad § 17 Abs 1a:
Die in § 17 Abs 1la der vorgeschlagenen Fassung der DSG-Novelle 2008 ausschlieBliche
Identifizierung und Authentifizierung mittels Birgerkarte bei Meldungen von

Datenanwendungen in elektronischer Form ist abzulehnen.

GemaB E-GovG ist die Personenbindung einer Birgerkarte auf natirliche Personen
beschrankt. Die Personenbindung einer Blirgerkarte an eine juristische Person ist nicht
geregelt. Die Ausstellung von Birgerkarten an juristischen Personen scheint somit durch
das E-GovG nicht gedeckt. Eine Identifizierung und Authentifizierung mit der Blrgerkarte

ist juristischen Personen somit unmittelbar nicht méglich.

Zwar wird in § 5 Absl E-GovG das vertretungsweise Handeln durch einen mit einer
Blrgerkarte ausgestatteten Vertreter (natlrliche Person) behandelt, fir den Fall, dass ein
solcher Vertreter nicht existiert, ist es einer juristischen Person jedoch nicht mehr

moglich, eine Meldung in elektronischer Form einzubringen.

Und es sind hauptsachlich gerade juristische Personen, die Datenanwendungen zu
melden haben. Offen ist auch die Frage, ob ein in einem Unternehmen beschaftigter
Inhaber einer Birgerkarte Uberhaupt dazu verpflichtet werden kann, fliir diesen Zweck

seine Blrgerkarte zur Verfligung zu stellen.

Die Vollziehbarkeit des § 17 Abs 1la der vorgeschlagenen Fassung der DSG-Novelle 2008
steht somit zur Ganze in Frage.
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Ad 50 a ff:
In diesen Bestimmungen ist die Videoliberwachung geregelt. Es ist grundsatzlich
begriBenswert, dass dieses nunmehr in den Medien bereits vielfach diskutierte

Problem einer legistischen Lésung zugefiuhrt wird.

Einige Kritikpunkte sind in diesem Zusammenhang jedoch aufzuzeigen:

Die in § 50 b festgelegte Loschungsroutine von 48 Stunden entspricht den bisherigen
Vorgaben der Datenschutzkommission. Diese sind jedoch zu lGberdenken, da sie aus Sicht

der Praxis zu kurz greift.

Man denke nur zum Beispiel an die Uberwachung eines Schalterraumes einer Bank oder
wie derzeit vielfach diskutiert Raumlichkeiten einer Schule {ber ein mdglicherweise
verlangertes Wochenende. Die Loéschungsroutine bzw. die Dauer der mdglichen
Speicherung mit 48 Stunden erscheint unter diesen Gesichtspunkten als zu kurz. Wenn
man bereits legistisch gestattet, die Videolberwachung unter bestimmten gesetzlich
definierten Voraussetzungen durchzufitlhren, dann sollte - im Hinblick auf die
Protokollierung von Verwendungsvorgangen (§ 50 b Abs. 1) - eine langere Frist definiert

werden.

Videoiberwachung von Verhalten, welches darauf gerichtet ist, 6ffentlich
wahrgenommen zu werden, ist genehmigungsfrei zuldassig und gewissermaBen
aufgrund einer fehlenden Interessensabwagung auBerhalb des Rahmens des DSG (nheu).
Hier sollten Einschrankungen erfolgen, denn dies wirde bedeuten, dass derartige
Uberwachungen ohne Einschrdnkungen méglich wéren, sodass dies sogar hinter
den Entscheidungen des OGH 60b2401/96y (Uberwachung einer Wohnhausanlage) und
70b89/97g (Nachbargrundstiick mit Kameraattrappen) und den darin festgelegten
Kriterien zurlickbleiben wurde. In diesem Punkt geht die Novelle in der Regelung der

Zulassigkeit von Videolberwachung zu weit.

Hier sollte z.B. eine Einschrankung in der Form gemacht werden, dass es
genehmigungsfrei und ohne Einschrankungen madglich ist, 6ffentlich zugangliche
Bereiche von  Geschafts- und Bidrordaumlichkeiten  mittels Videolberwachung

automationsunterstitzt zu Gberwachen.
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Alternativ dazu bestlinde die Mdglichkeit, derartige Verhaltensweise, die 6ffentlich
wahrgenommen werden kénnen, unter einen geringeren Schutz iSd Datenschutzes zu
stellen, ahnlich der Unterscheidung zwischen ,normalen personenbezogenen Daten" und

~sensiblen Daten" oder z.B. die Léschungsroutine bei diesen ,Datenarten® zu verléangern.

Auch die generelle Berechtigung oder Verpflichtung zur Weitergabe an die
Sicherheitsbehérden, die nunmehr in der Novelle normiert wird, erscheint bedenklich.
Bisher ist das DSG davon ausgegangen, dass jede Datenermittlung zweckgebunden ist
und die Verwendung fur einen anderen Zweck unzuldssig ist. Dies wird dadurch
massiv und ohne  verfassungsrechtlicher = Normierung eingeschrankt bzw.

untergraben.

Auch die Informationspflicht ist nicht ausreichend normiert, da sie z.B. entfallen
kann, wenn die Beeintrachtigung der Rechte Betroffener unwahrscheinlich ist. Diese
Formulierung ist zu vage und entspricht nicht dem bisherigen Standard des DSG,
welches mit sehr genauen Definitionen und strikten Formulierungen auskommt. Da
es sich beim Datengeheimnis um ein Grundrecht mit gesetzlichen
Eingriffsvorbehalt handelt, ist jede Ausnahme, die im Gesetz normiert ist,
einschrankend auszulegen. Unbestimmte Gesetzesbegriffe wie beim Entfall der
Informationsverpflichtung, sind daher eher kontraproduktiv, da damit zu rechnen ist,
dass diese sehr einschrankend ausgelegt werden koénnten. Im Hinblick auf die sehr
weitreichenden Befugnisse zur Videolberwachung erscheint es geboten, jedenfalls die
Zulassigkeit auch von einer angemessenen Information der moglichen Betroffenen
abhdngig zu machen; dies wiirde den Betroffenen erméglichen, der Uberwachung
durch Video zu entgehen, da sie sich gewissermaBen bewusst entscheiden, Uberwacht

ihren Angelegenheiten z.B. beim Einkauf oder in der Bank nachzugehen.
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