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Bundeskanzleramt 1040 WIEN

zH Herrn Mag Alexander Flendrovsky ! oraneve
Ballhausplatz 2
1014 Wien

DVR MR 1048384

E-Mail: v@bka.gv.at

Ihr Zeichen Unser Zeichen Bearbeiter/in Tel 501 65 Fax Datum

810.026/0002- BAK-KS/GSt/DZ/GS Mag Daniela ZimmerDW 2722 DW 2693 15.05.2008
V/3/08

Bundesgesetz, mit dem das Datenschutzgesetz 2000 ge&ndert wird
(DSG-Novelle 2008)

Sehr geehrter Herr Mag Flendrovsky!

Die Bundesarbeitskammer (BAK) erlaubt sich zum Gbermittelten Entwurf, mit dem das
Datenschutzgesetz geandert wird, wie folgt Stellung zu nehmen:

Die BAK begruf’t grundsatzlich, dass mit der geplanten Gesetzesnovelle auf die fort-
schreitende Technologieentwicklung und ihrem Gefahrdungspotential fur die Privatspha-
re — nicht zuletzt innerhalb der Arbeitswelt -, eingegangen wird.

Zusammengefasst wiren aus BAK-Sicht allerdings unbedingt folgende Anliegen
zu beriicksichtigen
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Beibehaltung der bisherigen Rechtslage:

= Bezlglich des Grundrechts (Abs 2) keine Anderungen bezlglich ,lebenswichtiger
Interessen dritter Personen®

= Bezlglich der Datenverwendung zur Durchsetzung von Rechtsanspriichen (§ 8 Abs
3Z5und § 9 Z9) ist ein Festhalten an der Voraussetzung, dass die Daten zuvor
rechtmanig ermittelt werden mussen, unbedingt erforderlich. Andernfalls kénnten Un-
ternehmen, Arbeitgeber, Privatpersonen etc dazu iibergehen, Daten ,auf Vorrat* fir
alle nur erdenklichen kiinftigen Rechtskonflikte zu sammeln

= Beziglich des fir den Rechtsanwender wichtigen Hinweises (in § 8 Abs 2), dass
auch bei veréffentlichten Daten ein Widerspruchsrecht nach § 28 DSG besteht

8CUOAT



“UaLuLUOUBN BUN}eH U3 UOIRIIPSIUBUL Jed JOp UOA PAIM S3}eyU | SOp 1OMBIPLEIS|O A pun

19561Y2 1 1P N "1|1sab BunBn i A NZ Jesse o A LOA |12 A0 SIPTIW SPNM JUBLUNYO( SEsa1(

Seite 2 BUNDESARBEITSKAMMER

Betrieblicher Datenschutzbeauftragter

= Die Einfuhrung eines betrieblichen Datenschutzbeauftragten stellt einen wichtigen
Schritt in Richtung einer wirksameren Durchsetzung von Datenschutzbestimmungen
in der Arbeitswelt dar und wird ausdricklich begrtfit

= Teilzeitbeschaftigte (unter 20 Stunden pro Woche) sollten auf die erforderliche Be-
triebsgréte angerechnet werden

= Dem Datenschutzbeauftragten ist die fur seine Aufgabenerfillung und Weiterbildung
tatsachlich bendtigte Zeit (unter Entgeltfortzahlung) zur Verfugung zu stellen

= Um die Unabhangigkeit des Datenschutzbeauftragten zu starken, sollte tber die
Weisungsfreiheit hinaus auch ein Benachteiligungsverbot verankert werden

= Aufnahme einer Sanktionsbestimmung, wenn kein Datenschutzbeauftragter bestellt
wird

Videoliberwachung

= Ziel sollte ein auch fur Rechtsunkundige verstandlicher Rechtsrahmen sein, der (un-
ter weitestmdéglichen Verzicht auf unbestimmte Gesetzesbegriffe) darliber Auskunft
gibt, wer diese Technik, wann, wo, unter welchen Bedingungen einsetzen darf

= Zulassigkeit nur bei Uber das gewdhnliche Mal} hinausgehenden, besonderen Ge-
fahrdungslagen

= Starkere Betonung der VerhaltnismaRigkeit — Nachweis, weshalb schonendere Mittel
(Alarmanlage, Aufsichtspersonen, Echtzeitliberwachung etc.) nicht ausreichen

= FEinsatz fur Zwecke der Beweismittelsicherung nur aufgrund rechtmafRiger Datener-
mittlung; als Prim&rzweck nur fur die Durchsetzung von Anspriichen, die dem Grund-
rechtseingriff zumindest gleichwertig sind

= Spezielle, 4ulerst restriktive Regelungen fiir Videotuberwachung am Arbeitsplatz (zB
Nachweis bei Echtzeitiberwachung und Bilddatenspeicherung, dass iiber den Auf-
zeichnungszweck hinausgehende, gezielte Mitarbeiterkontrolle ausgeschlossen ist;
Mindestanforderungen in schriftlichen Regelungen zwischen dem Arbeitgeber und
dem Betriebsrat und den Betriebsrat bzw den Arbeitnehmer in betriebsratslosen Be-
trieben)

=  Ausnahmslose Kennzeichnungspflicht — Verbot verdeckter Videotberwachung

= Erteilung von unbefristeten Genehmigungen nur ausnahmsweise - ansonsten Fest-
legung einer Frist, nach deren Ablauf die weitere Erforderlichkeit der Anlage glaub-
haft gemacht werden muss

= Losung des Vollzugsproblems beziglich der Vielzahl bestehender - aber nicht ge-
meldeter und nach dem DSG neu rechtswidriger - Uberwachungsanlagen

8C UOAC
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Registrierungsverfahren:

= Einwande bestehen dagegen, dass nach Ablauf von zwei Monaten nach Meldung
vorabkontrollpflichtige Datennutzungen (zB betreffend sensibler Daten, Datenver-
bundsysteme, Videolberwachung) bereits in Betrieb gehen kénnen. Da es sich hau-
fig um komplexe wie heikle Verarbeitungsvorhaben handelt, ist die Frist fur eine sorg-
faltige Zulassigkeitsprufung viel zu kurz. Wie bisher sollte die Inbetriebnahme erst
nach Abschluss der Priifung zulassig sein

= Die Registrierung soll auch - aber nicht ausschliellich - unter Verwendung der Bur-
gerkarte moglich sein. Zugangshirden (Anschaffung, Kosten) kénnten ,kleine" Auf-
traggeber von einer Meldung abhalten

= Die Vollstéandigkeit und rechtliche Zulassigkeit der eingetragenen Datenanwendun-
gen darf durch das Ubergehen von Einzelpriifungen zu bloRer automatisierter Feh-
lersuche und gelegentlichen Stichproben, nicht beeintrachtigt werden

Rechtsdurchsetzung:

= Neuordnung des Rechtsschutzes: Arbeits- und Sozialgerichte sollten fiur Daten-
schutzbelange in Zusammenhang mit Arbeitsverhaltnissen zustandig sein

= Abbau der Rechtsschutzhirden bei Datenschutzverletzungen von privaten Rechts-
tragern (Zivilgerichte 1.Instanz). Ausbau des Ombudsverfahrens bei der Daten-
schutzkommission als Alternative zum kostenintensiven Zivilprozess

Zu den Bestimmungen im Einzelnen
Art 1 Grundrecht auf Datenschutz
= Kein Einwand gegen die Beschrdnkung auf natiirliche Personen:

Gegen die Ausklammerung juristischer Personen aus dem Grundrechtsschutz besteht
aus AK-Sicht kein Einwand, da durch diese MalRinahme kein Rechtsschutzdefizit ent-
steht. Unternehmensdaten unterliegen ohnedies - gestutzt auf den Schutz der Betriebs-
oder Geschaftsgeheimnisse - der Geheimhaltung.

= Beibehaltung des bisherigen Wortlautes in Abs 2 aus AK-Sicht erforderlich:

Als geringfugig bezeichnen die Erl&uterungen die Anderung in Abs 2, der den Umfang
der Eingriffsmoglichkeiten ins Grundrecht absteckt. Tatsachlich geraten dadurch aber die
bisher klar voneinander abgegrenzten Interessensspharen komplett durcheinander:
Grinde auf der Betroffenenseite (seine lebenswichtigen Interessen bzw. seine Zustim-
mung) auf der einen und Uberwiegende berechtigte Interessen dritter Personen auf der
anderen Seite.

BUNDESARBEITSKAMMER
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Wahrend nach bisheriger Rechtslage die Verwendung von Daten nur im lebenswichtigen
Interesse des Betroffenen zulassig ist, erweitert der Entwurf den Eingriffsumfang inso-
weit, als kiinftig auch lebenswichtige Interessen dritter Personen, unmittelbar auf
§1 Abs 2 gestiitzt, als Rechtfertigung herangezogen werden kénnen.

Der Entwurf geht damit ohne erkennbare Notwendigkeit liber die Vorgaben der RI
95/46/EG hinaus. Eine Datenverwendung darf nach Art 7 d) nur erfolgen, wenn ,die
Verarbeitung fir die Wahrung lebenswichtiger Interessen der betroffenen Person erfor-
derlich ist.” Dartber hinaus sind lebenswichtige Interessen Dritter selbstverstandlich als
Uberwiegende berechtigte Interessen im Sinn des Art 7 f) RI 95/46 EG (bzw § 8 Abs 3 Z
3und § 9 Z 8 DSG 2000) beachtlich. Soweit derartige Sachverhalte kiinftig nicht mehr
auf das uberwiegende berechtigte Interesse Dritter gestitzt werden missen, bedurfen
Eingriffe staatlicher Behtrden auch keiner besonderen gesetzlichen Anordnung. Explizite
gesetzliche Ermachtigungen sind aus AK-Sicht wiinschenswert, um sicherzustellen, dass
auch der Schutz der Geheimhaltungsinteressen Betroffener angemessen garantiert wird.

Zu § 2 Zustandigkeit

Gegen eine Kompetenzbereinigung zugunsten einer durchgéngigen Bundeszustandigkeit
in Gesetzgebung und Vollziehung besteht kein Einwand.

Zu § 4 Definitionen

Grundsatzlich wird jede Uberarbeitung, die der besseren Lesbarkeit und Verstandlichkeit
des DSG dient, sehr begrufdt. Es bestehen allerdings Bedenken, ob mit der Neuformulie-
rung nicht auch maRgebliche inhaltliche Veranderungen vorgenommen werden:

= Begriff des Auftraggebers: Die Erlduterungen betonen zwar, dass mit der Neutex-
tierung nur eine Vereinfachung des Auftraggeberbegriffes beabsichtigt ist. Folgende
inhaltliche Korrekturen fallen jedoch auf:

Bislang galt: Auftraggeber ist auch derjenige, der ,einem anderen Daten zur Herstel-
lung eines aufgetragenen Werkes dberldsst und der Auftragnehmer die Entschei-
dung trifft, diese Daten zu verarbeiten.” Nunmehr heillt es:“... Sie gelten auch dann
als Auftraggeber, wenn sie einen Dienstleister mit der Herstellung eines Werks be-
auftragen und erst dieser die Entscheidung trifff, zu diesem Zweck Daten zu verwen-
den.”

Da nicht mehr auf die Uberlassung der Daten durch den Auftraggeber abgestellt
wird, der Dienstleister -mit anderen Worten- Daten auch aus anderen Quellen zur Er-
fullung des Werkauftrages verwenden kann, stellt sich doch die Frage, ab wann der
Dienstleister bezuglich der Verarbeitung von Daten Dritter nicht selbst zum Auftrag-
geber wird. Als ,Uberlassung” wurden zwar auch bisher nicht nur Falle einer Uberga-
be von Daten des Auftraggebers an den Dienstleister betrachtet. Auch eine Daten-

BUNDESARBEITSKAMMER
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beschaffung von dritter Seite ist denkbar, setzte nach bisherigem Versténdnis aber
voraus, dass der Auftraggeber zumindest die Berechtigung zu diesem Vorgang ein-
geraumt hat. Eine entsprechende Ergénzung kénnte diesbezuglich Klarheit schaffen.

= Begriff des Dienstleisters: Die Erlduterungen nennen einige Fallbeispiele, die nicht
dem Charakter eines ,Ermittlungsdienstleisters” entsprechen. Aus der Legaldefinition
lasst sich diese Interpretation allerdings nicht ohne weiteres ableiten. Um Klarheit zu
schaffen, sollten die beschriebenen Fallvarianten in den Gesetzestext selbst aufge-
nommen werden.

= Geltungsbereich fiir Datenanwendungen/manuelle Daten (Abs 2): Da es mittler-
weile kein Aufwand ist, analoges Videomaterial zu digitalisieren, wird angeregt, den
Abschnitt 9 a auf alle Daten zu beziehen, um durch die vorgeschlagene Beschran-
kung auf ,Datenanwendungen* nicht allzu leicht eine Umgehung zu erméglichen.

Zu § 8 Abs 2 verdffentlichte Daten

Beibehaltung der bisherigen Rechtslage: Der bisherige ausdriickliche Hinweis, dass
das Widerspruchsrecht nach § 28 DSG auch fur vertffentlichte Daten gilt, sollte aus
Transparenzgriinden beibehalten werden. Aufgrund des vorausgehenden Satzes (Bei
verdffentlichten Daten gelten schutzwiirdige Geheimhaltungsinteressen nicht als verletzt)
ist ein Hinweis, dass trotzdem Abwehranspriiche bestehen, essentiell. Aus § 28 DSG
selbst lasst sich dieser Umstand nicht zweifelsfrei ableiten.

Zu § 8 Abs. 3Z 5 (bzw. § 9 Z 9) Geheimhaltungsinteressen

Gegen die beabsichtigte Aufweichung der beiden Bestimmungen bestehen erheb-
liche Einwédnde:

In beiden Bestimmungen soll der Halbsatz entfallen ,und die Daten rechtméBig ermittelt
werden*. Begriindet wird diese Anderung mit einer Anpassung an die Rl 95/46/EG (Art
Abs 2 lit e). Nach dem bisherigen Wortlaut war die Ermittlung von Daten fir eine An-
spruchsdurchsetzung nicht erfasst. Die Erlauterungen leiten aus dem VerhaltnismaRig-
keitsgebot nur die Einschrankung ab, dass es ,denkméglich” sein muss, dass die Daten
fur ein behordliches/gerichtliches Verfahren ,relevant® sind. Der Anspruch misse im Er-
mittlungszeitpunkt daher ,relativ bestimmt" sein.

Auf die Uferlosigkeit eines solchen Erlaubnistatbestandes wird auch im Kapitel Video-
uberwachung naher eingegangen. Aufgrund der Vielzahl an denkbaren Sachverhalten,
bei denen ein empfindlicher Eingriff in die Privatsphére zur Durchsetzung aller denkbaren
zivil- oder verwaltungsrechtlicher Anspriiche stattfinden wiirde, darunter auch absolute
Bagatellanliegen, bereitet allergroRtes Unbehagen. Wird Beweismittelsicherung allge-
mein als primarer Ermittlungszweck von Daten anerkannt, darf prognostiziert werden,
dass vorbauend fir alle nur erdenklichen klnftigen Rechtskonflikte Daten standardmaRig
gesammelt wiirden:

BUNDESARBEITSKAMMER
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= von Unternehmen im Rahmen ihrer Vertragsbeziehungen gegeniber Konsu-
menten und sonstigen Geschéaftspartnern

= von Arbeitgebern gegentber Arbeitnehmern in Hinblick auf allfallige kinftige Ar-
beitsprozesse

= von Nachbarn bei Austragung klassischer Nachbarschaftskonflikte uvm

Da sich das VerhaltnismafRigkeitsgebot auch nur in ganz wenigen einschrankenden An-
merkungen in den Erlauterungen niederschlagt, ware eine beinahe schrankenlose Da-
tenermittlung zul&ssig, die sogar eingriffsintensive Mittel wie VideolUberwachung, Ton-
bandprotokolle ua umfassen kénnte.

§ 15 a betrieblicher Datenschutzbeauftragter

Das Vorhaben, einen betrieblichen Datenschutzbeauftragten einzufiihren, wird
ausdriicklich begriiit.

Angesichts der rasanten technischen Entwicklung (zB allein bei Standardsoftware) wer-
den zunehmend héhere Anforderungen an Arbeitgeberinnen und Mitarbeiterinnen ge-
stellt. Es besteht deshalb dringender Bedarf, einen betrieblichen Datenschutzbeauftrag-
ten vorzusehen, der die Einhaltung des innerbetrieblichen Datenschutzes sicherstellt.

= Weiter Mitarbeiterbegriff: Seine Bestellung ist fir Betriebe mit mehr als 20 Mitarbei-
tern vorgesehen. Zumindest in den Erlduterungen sollte klargestellt werden, dass
bei der Ermittlung der Mitarbeiterzahl der Mitarbeiterbegriff weit auszulegen ist: Alle
im Betrieb tatigen Personen sollten erfasst sein, da sie unabh&ngig von der Rechts-
form der Beschéftigung jedenfalls datenschutzrechtlich ,Betroffene” sind. (Arbeit-
nehmer, freie Dienstnehmer, Werkvertragsnehmer, Leiharbeitnehmer, Lehrlinge). Al-
lenfalls koénnten Aushilfen, Ferialpraktikanten ua bei der Ermittlung der Mitarbeiter-
zahl aulRer Betracht bleiben.

= Ausnahme beziiglich Teilzeitbeschiftigte nicht sachgerecht: Nachvollziehbar
ist, dass Inhaber von Kleinbetrieben nicht mit der Bestellung eines betrieblichen Da-
tenschutzbeauftragten belastet werden sollen. Darlber hinaus ist aber kein Grund
ersichtlich, warum Teilzeitbeschaftigte (unter 20 Stunden pro Woche) nicht auf die er-
forderliche Betriebsgrofie angerechnet werden sollen. Die Zahl potentiell daten-
schutzrechtlich Betroffener steigt letztlich mit jedem Arbeitnehmer unabhangig von
seinem Beschaftigungsausmaf an.

= Regelungsbedarf bez. des Zusammenwirkens zwischen Betriebsrat und Daten-
schutzbeauftragten: Auch dem Betriebsrat kommen wesentliche Befugnisse in Be-
zug auf die betriebliche Verwendung von Arbeitnehmerdaten zu (vgl. §§ 91 Abs. 2,
96, 96a und 97 ArbVG). Vor diesem Hintergrund wird - im Sinne eines effektiven be-
trieblichen Datenschutzes - eine Zusammenarbeit von betrieblichem Datenschutzbe-
auftragten und Betriebsrat notwendig sein. Nach dem Vorbild der organisatorischen
Bestimmungen Uber Sicherheitsvertrauenspersonen, wo eine vergleichbare Vertre-

BUNDESARBEITSKAMMER
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tungskonstellation gegeben ist, regt die BAK deshalb an, dem Betriebsrat das Recht
auf Verlangen nach einer Abberufung des betrieblichen Datenschutzbeauftragten
einzurdumen. In gleicher Weise waren auch einem Drittel der Arbeitnehmer in Be-
trieben, in denen keine Belegschaftsorgane bestehen, ein solches Recht einzuréu-
men. Denkbar ware natirlich auch, tber Abs 2 (Beratung) tiberhaupt die Notwendig-
keit seiner Zustimmung zur Bestellung vorzusehen.

Beriicksichtigung des Zeitaufwandes:

Der Betriebsinhaber hatte aus BAK-Sicht sicherzustellen, dass dem betrieblichen
Datenschutzbeauftragten die zur Erfiillung seiner Aufgaben tatsédchlich erforder-
liche Zeit - unter Anrechnung auf seine Arbeitszeit- zur Verfiigung steht. Der Be-
triebsinhaber wéare zudem zu verpflichten, ihm die fur die Erfullung seiner Aufgaben
erforderlichen Behelfe und Mittel sowie alle datenschutzrelevanten Unterlagen zur
Verfiigung zu stellen und ihm Zugang zu séamtlichen Datenanwendungen und Da-
tenbesténden (Dateien; Anm.: ndmlich auch zu den bereits bestehenden!) aber auch
zu moglichen externen Dienstleistern zu gewahren.

Zum Erwerb von Fachkenntnissen und zur Weiterbildung auf dem Gebiet des
Datenschutzes ist dem Datenschutzbeauftragten ebenso die erforderliche Arbeitszeit
(unter Entgeltfortzahlung), zumindest aber (entsprechend Abs 4) im ersten Jahr 40
Stunden und in den Folgejahren jeweils 20 Stunden zur Verfugung zu stellen. Die
Kosten dafur hat der Arbeitgeber zu tragen.

Jedem Mitarbeiter und Betriebsratsmitglied sind fiir Beratungen durch den Daten-
schutzbeauftragten Arbeitszeit im erforderlichen Ausmaf (unter Fortzahlung des
Entgeltes) zumindest aber die in Abs 4 vorgeschlagenen 8 Stunden (im ersten
Dienstjahr) bzw 4 Stunden (in den Folgejahren) zur Verfligung zu stellen.

Infopflichten: Erlangt der Betriebsinhaber vom Verdacht einer Verletzung daten-
schutzrechtlicher Vorschriften Kenntnis, ist zugleich auch der Betriebsrat / Be-
triebsausschuss zu informieren.

Klarzustellen ist, dass zur raschen Herstellung eines rechtmafligen Zustandes vom
Datenschutzbeauftragten auch externe Stellen kontaktiert werden kénnen (Interes-
sensvertretungen, Datenschutzkommission, Gerichte; siehe dazu die korrespondie-
rende Bestimmung in § 30 Abs 1a). Wir regen an, in den erlduternden Bemerkungen
darauf hinzuweisen, dass dem Betriebsrat/Betriebsausschuss die Méglichkeit, exter-
ne Stellen zu kontaktieren, nach § 90 ArbVG zukommt. Weiters ersuchen wir, im
DSG ausdriicklich zu normieren, dass auch der Betriebsrat/Betriebsausschuss die
Moglichkeit hat, sich in seiner Funktion als betriebliche Arbeitnehmervertretung an
die Datenschutzkommission zu wenden.

BUNDESARBEITSKAMMER
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= Uneingeschréinkte Weisungsfreiheit: WWinschenswert ware es, in den Erlauterun-
gen die Klarstallung aufzunehmen, dass der betriebliche Datenschutzbeauftragten in
Ausubung dieser Funktion generell weisungsfrei gestellt ist.

= Der vorgesehene Kiindigungs- und Entlassungsschutz wird selbstversténdlich
begriit. Anzumerken ist allerdings, dass im vorgeschlagenen § 15a Abs.5 Satz 3
sprachlich der unbestimmte statt eines bestimmten Artikels korrekt ware (dh einen
Kundigungs- und Entlassungsschutz statt ,den", da ja erst durch diese Bestimmung
ein solcher konstituiert wird). Im Interesse besserer Lesbarkeit ist tiberhaupt anzura-
ten, die Liste der Motivkiindigungstatbestédnde in § 105 Abs. 3 Z 1 ArbVG um den
Tatbestand ,wegen seiner Tétigkeit als betrieblicher Datenschutzbeauftragter” zu er-
weitern, statt mit einem Querverweis auf den Kindigungs- und Entlassungsschutz
der Sicherheitsfachkrafte zu verweisen (der obendrein nicht im zitierten § 73 Abs. 1
ASchG verankert ist).

= Zum Zwecke der faktischen Erméglichung einer (weitgehend) unabhé&ngigen Uber-
wachung der Einhaltung der Vorschriften des DSG ware es weiters begriiRenswert,
wenn ein ,,Benachteiligungsverbot® des betrieblichen Datenschutzbeauftragten, zB
wie folgt normiert wirde: Der betriebliche Datenschutzbeauftragte darf wegen der
Auslibung dieser Tétigkeit, insbesondere hinsichtlich des Entgells, der Aufstiegsmég-
lichkeiten und einer Versetzung sowie hinsichtlich der sonstigen Arbeitshedingungen,
nicht benachteiligt werden.

= Zumutbarer Meldeaufwand: Angesichts des vorgeschlagenen verzégerten Inkraft-
tretens der Bestimmungen Uber den betrieblichen Datenschutzbeauftragten (erst mit
1.7.2009) ist es aus unserer Sicht nicht ganz nachvollziehbar, warum die Meldung in
Bezug auf den betrieblichen Datenschutzbeauftragen (nach der vorgeschlagenen
Fassung der Ubergangsbestimmung des § 61 Abs. 8) noch weiter (unter Umstanden
jahrelang) verzégert werden kann.

= Fehlende Sanktion: Konsequenterweise wére in § 52 Abs 2 DSG 2000 eine Verwal-
tungsstrafbestimmung fir den Fall aufzunehmen, dass entgegen § 15a kein betriebli-
cher Datenschutzbeauftragter bestellt wurde. Eine entsprechende Pflicht zur Erstat-
tung einer Anzeige sollte in § 22a Abs 6 aufgenommen werden.

Zum Registrierungsverfahren:

Zu § 16:

Klarzustellen ware, dass das Datenschutzregister dem Zweck dient, nicht nur Betroffene
sondern auch  betriebliche Datenschutzbeauftragte sowie Betriebsri-
te/Betriebsausschiisse) Uber Auftraggeber und Datenanwendungen zu informieren.
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Zu § 17ff:

Eine Vereinfachung des Registrierungsverfahrens, die den Erfordernissen der Praxis
gerecht wird, wird grundsatzlich unterstutzt. Die Motive fur die Neuregelung ist ange-
sichts der rasant angestiegenen Zahl von Meldungen nachvollziehbar. Die Einfuhrung
eines weitgehend automatisierten Priufverfahrens fur nicht-vorabkontrollpflichtige Verar-
beitungen bietet einerseits die Chance, sich auf besonders heikle Falle zu konzentrieren.
Andererseits ist zu bedenken

= Standardverarbeitungen wirken jetzt schon als Filter: Es darf nicht (bersehen
werden, dass flr sehr viele Standardverarbeitungen (ohne besonders grundrechtsre-
levante Auswirkungen fur die Betroffenen) ohnedies keine Meldepflicht besteht. Da-
tenschutzrechtliche Sensibilitdt wird daher grundsatzlich allen meldepflichtigen An-
wendungen zu eigen sein.

= Sorge des Qualitatsverlustes: Das Register ist die einzige umfassende und leicht
zugangliche Informationsquelle fir jedermann, der wissen méchte, welche Daten da-
tenschutzrechtliche Auftraggeber verarbeiten. Eine tber das Register gew&hrleistete
Transparenz Uber Verarbeitungspraktiken ist die elementare Vorbedingung, dass Be-
troffene von ihren Datenschutzrechten berhaupt Gebrauch machen kénnen. Die
Richtigkeit und Vollistindigkeit der Eintridge darf deshalb durch ein Ubergehen
von Einzelpriifungen zu bloBer automatisierter Fehlersuche und Stichproben,
nicht beeintrachtigt werden.

= Bedenken gegen einen Zwang zur Nutzung der Birgerkarte: Eine elektronische
Registrierung sollte zwar auch — aber nicht ausschlieflich - unter Verwendung der
Burgerkarte moglich sein. Daneben missen weitere Moglichkeiten (zB elektronischer
Zugang via Passwort) zur Verfugung stehen. Die strikten Zugangsvoraussetzungen
kénnten vor allem kleinere Betriebe und vor allem Privatpersonen von einer Meldung
abhalten. Angesichts geschatzter 200.000 nicht gemeldeter privater Videoiiberwa-
chungsanlagen wére es vordringlich, diese — ohne zusétzliche abschreckende Hur-
den — zu einer nachtraglichen Registrierung zu motivieren. Abgesehen von den An-
schaffungskosten ist auch die Verbreitung der Burgerkarte bzw. Lesegeraten in der
Bevdlkerung viel zu gering. Dies kénnte die Qualitit des Registers beeintrachti-
gen, soweit beabsichtige Meldungen aus diesem Grund in gréRerer Zahl unter-
bleiben.

= Die Abhidngigkeit von den gemeldeten Angaben ist die Schwachstelle einer
automatisierten Priifung. § 20 Abs 3 sieht vor, dass Meldungen, die der Auftragge-
ber als vorabkontrollpflichtig bezeichnet hat, auf Mangel zu prifen sind. Bezeichnet
der Auftraggeber seine Datenanwendung nicht korrekt, wird keine griindliche Vorab-
kontrolle durchgeflihrt. Konsequenz: eventuelle Rechtswidrigkeiten fallen (lange)
nicht auf.
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= Erhebliche Bedenken bestehen gegen die automatische Registrierung und
Inbetriebnahme von vorabkontrolipflichtigen Datenanwendungen nach Ver-
streichen einer zweimonatigen Frist: Eine Zweimonatsfrist nach deren Verstrei-
chen auch mit der heikelsten Verarbeitung begonnen werden kann, erscheint ange-
sichts der Fulle komplexer Meldungen zu kurz. Aus BAK - Sicht ist es nicht schlissig,
die besondere Brisanz von Infoverbundsystemen, Verarbeitungen sensibler Daten,
Videouberwachung und Vergleichbarem einerseits gesetzlich hervorzustreichen, da-
far auch eine strikte Vorabkontrollpflicht vorzusehen, dann aber keinen realistischen
Zeitraum fur die behérdliche Prufung einzurdumen. § 73 Abs 1 AVG sollte hinrei-
chend vor der Gefahr einer Untatigkeit der Behorde schitzen.

Nach § 21 sind auch Meldungen von vorabkontrollpflichtigen Datenanwendungen im
Register einzutragen, wenn zwei Monate nach Einlangen der Meldung bei der Da-
tenschutzkommission verstrichen sind, ohne dass ein Verbesserungsauftrag erteilt
wurde. Angesichts komplexer, oft erst im Detail zu ermittelnder Sachverhalte bei vo-
rabkontrollpflichtigen Anwendungen erscheint diese Frist zu kurz. Allein wenn kiinftig
Meldungen uber VideoUberwachungsvorhaben noch zahlreicher werden und die
Frage nach der Zulassigkeit der Uberwachung im Einzelfall — anhand einer Ausei-
nandersetzung mit den ortlichen Gegebenheiten, der dokumentierten besonderen
Gefahrdung, Betroffenenkreisen, Vereinbarungen usw. — zu kléren ist, schlief3t die
im Entwurf enthaltene Frist eine sorgfaltige Prifung praktisch aus.

Praferiert wird aus BAK-Sicht ein Entfall der Frist, zumindest aber sollte § 18 Abs 2
iVm § 20 Abs 3 DSG 2000 beibehalten werden.

Zu § 32 Anrufung der Gerichte

Zusténdigkeit flir Rechtsdurchsetzung in Zusammenhang mit Arbeitsverhiltnis-
sen:

Im Zusammenhang mit dem Arbeitsverhaltnis ware es unbedingt zweckmafig, wenn das
Grundrecht auf Datenschutz, dh der Rechtsschutz von Arbeitnehmern - als Betroffene —
aber auch dem Betriebsrat/Betriebsausschuss in der Funktion als betriebliche Arbeit-
nehmervertretung sowie dem betrieblichen Datenschutzbeauftragen bei den ortlich zu-
sténdigen Arbeits- und Sozialgerichten geltend gemacht werden kénnte. Eine derarti-
ge Regelung erscheint uns im Hinblick auf § 50 ASGG konsequent und sinnvoll, um eine
Zersplitterung der gerichtlichen Zustandigkeit in Arbeitsrechtssachen zu vermeiden.

Zu § 49 automatisierte Einzelentscheidung

Es wird ausdricklich begrifit, dass den von automatisierten Einzelentscheidungen Be-
troffenen die Auskunftsrechte nach § 26 DSG 2000 zukommen sollen.
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Zur Videoliberwachung ( §§ 50a ff)

Ausgangslage

Mit einem gesetzlichen Rahmen flr die Videotberwachung, an der Unternehmen und
Privatpersonen aus den unterschiedlichsten Motiven Bedarf anmelden, wird einem drin-
genden Bedurfnis nach mehr Rechtssicherheit entsprochen. Grenzen und Auflagen fur
die private Speicherung von Bilddaten ergeben sich — sieht man von den bisherigen Ein-
zelentscheidungen einmal ab — nur aus den allgemeinen Datenschutzprinzipien. Die Zahl
der in Osterreich privat genutzten Videokameras mit Speicherfunktion wird auf rund
200.000 geschéatzt, wobei nur ein kleiner Teil korrekt dem Datenschutzregister gemeldet
wurde.

Sicherheit zahlt zweifellos zu den elementaren Bediirfnissen der Bevélkerung. Vor die-
sem Hintergrund ist die Popularitat digitaler Sicherheitstechnik grundsatzlich nachvoll-
ziehbar. Zumindest Teile der Bevolkerung wirden einem (vermeintlichen) Sicherheitsge-
winn durch Videotberwachung ohne weiteres den Vorrang gegeniiber Datenschutzbe-
denken einrdumen. Datenschutzrechtlich sollte dennoch die eindeutige Maxime beste-
hen: Videoiiberwachung muss die Ausnahme bleiben und darf nicht der Regelfall
werden. So wére es aus BAK-Sicht ein absolut bedenklicher Effekt, wenn Videolberwa-
chung sich zu einem derart weit verbreiteten Sicherheitsstandard entwickelte, dass zB
Versicherungen die Existenz derartiger Anlagen bei der Ubernahme eines Deckungsfal-
les allgemein voraussetzen. Zu den véllig unerwiinschten ,Nebenwirkungen* von Video-
Uberwachung zahlen ua:

= Videoiiberwachung von Arbeitspldtzen: Videouberwachung kann bspw. in
schwerwiegender Weise in das allgemeine Persoénlichkeitsrecht der Arbeitnehmer
eingreifen. Im schlimmsten Fall werden diese einem standigen Uberwachungsdruck
ausgesetzt. Der Arbeitnehmer kann zum Objekt der Uberwachungstechnik werden,
was zu einer erhdhten Abh&angigkeit und zur Behinderung der freien Entfaltung der
Personlichkeit flhrt.

Die Angst, die vielfach Resultat der Ungewissheit tiber Art und Umfang der Kon-
trolle und deren Auswirkungen ist, sowie die fehlende Einflussmdglichkeit des Ar-
beitnehmers auf diese Kontrolle und auf die Verwertung inrer Ergebnisse durch den
Arbeitgeber sowie schlieRlich das darin zum Ausdruck kommende massive Misstrau-
en des Arbeitgebers widerspricht der mit der Menschenwiirde in unmittelbarem
Zusammenhang stehenden Selbstverwirklichung des Menschen in der Arbeit
(siehe dazu OGH 13.06.2002, 8 ObA 288/01p)
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Geringe Evidenz liber die generelle Eignung von Videoiiberwachung fiir die
angestrebten Zwecke: Der tatsachliche Zugewinn an Sicherheit, der mit der Installa-
tion von Videolberwachung im privaten Raum verbunden sein soll, wird oft Gber-
schatzt. Vereinzelte Falle, wo Videoliberwachung die Aufklarung spektakuldrer Straf-
taten ermoglichte, sind keine geeignete Basis fiir generelle Schlussfolgerungen. Ob
und wann Videouberwachung zur Gefahrenabwehr und nachtréglicher Deliktsaufkla-
rung wirklich geeignet ist, ist auch unter Sicherheitsexperten umstritten. Fur Teile der
Bevalkerung erflllt VideoUberwachung oft auch nur ,weiche" Ziele, wie die Starkung
des subjektiven Sicherheitsgeflihls oder eine symbolische Présenz an Orten, wo es
an polizeilicher Prasenz mangelt.

Unerwiinschte Verhaltensreflexe: Als gesichert gilt, dass Videouberwachung Ef-
fekte erzielt, die deutlich tber die erhoffte Abschreckung von Personen hinausgeht,
die sich ordnungswidrig verhalten kénnten. Menschen, die damit rechnen mussen,
dass ihre Handlungen registriert werden, werden nicht auffallen wollen und neigen zu
einem sehr viel starker angepassten Verhalten. So hob etwa das deutsche Bundes-
verfassungsgericht schon in seinem Volkszéahlungsurteil die potentiell hemmende
(psychische) Wirkung von UberwachungsmaRnahmen auf die Bereitschaft von Biir-
gern, ihre Grundrechte auszutiben (etwa an Versammlungen teilzunehmen), hervor.
Osterreichische und deutsche Entscheidungen stellten bereits klar, dass auch schon
durch die blof3e Befiirchtung Uberwacht zu werden, ein Grundrechtseingriff vorliegen
kann. Folglich kommt es nicht darauf an, ob eine Videouberwachung tatsachlich
Bilddaten erfasst oder diese Funktion mit einer Kameraattrappe blof3 vorgetauscht
wird. Mafgeblich ist die Sicht des Betroffenen. Neben gesteigerter Selbstkontrolle
und Befangenheit in Gegenwart von Kameras kann Videolberwachung auch als
raumliche Zugangskontrolle eingesetzt oder zumindest subjektiv als solche erlebt
werden. Dies kann den Einzelnen (gewtinschter oder nicht gewiinschter Weise; be-
wusst oder auch unbewusst) davon abhalten, bestimmte Orte aufzusuchen - mit allen
negativen Wirkungen auf das soziale Leben und die gesellschaftliche Integration.

Aufriistungsspirale vorbeugen: Nicht selten verlagert sich im Zuge einer lokalen
Videouberwachung ein Sicherheitsproblem nur rdumlich — etwa mit der Folge, dass
einen Hauserblock weiter sicherheitstechnisch ebenfalls aufgeriistet wird. Soziologen
warnen deshalb vor einer Aufristungsspirale: aufgrund von Verdrangungseffekten
warde Videouberwachung uber kurz oder lang flachendeckend eingesetzt. Bedacht
zu nehmen ist daher auch darauf, dass die Gesellschaft im Zuge einer solchen Ent-
wicklung langerfristig den Freiraum einbRt, sich groiflachig unbeobachtet bewegen
zu kénnen.

Gefahr der Uberschreitung gemeldeter Zwecke: Besonders im Auge zu behalten
ist, dass eine fiir einen Zweck gemeldete Uberwachungsanlage die Gefahr birgt,
dass das Bildmaterial (meist unerlaubterweise) fur Sekundarzwecke verwendet wird.
Dient die Uberwachung einer Handelsfiliale vorrangig dem Schutz vor Ladendieb-
stahlen, kann nicht ganzlich ausgeschlossen werden, dass das Bildmaterial faktisch
auch zur Kontrolle des Arbeitsverhaltens von Mitarbeitern herangezogen wird. Die
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Vorfélle bei deutschen Diskontsupermarkten belegen dies eindrucksvoll. Der vorlie-
gende Entwurf erméglicht aber (in bestimmten Umfang) die Verwertung von Bildda-
ten Gber den urspriinglich gemeldeten Zweck hinaus.

Sensibilitdt der Videoiiberwachung im Zusammenhang mit rechtlichen Abhén-
gigkeitsverhdltnissen, etwa am Arbeitsplatz: Brisant ist Videotiberwachung letzt-
lich vor allem in allen Situationen, in denen Betroffenen nicht die Wahlfreiheit zu-
kommt, einer Uberwachung auszuweichen, weil dem ein rechtliches Abhzngigkeits-
verhaltnis gegenlber dem Auftraggeber der Uberwachungsanlage faktisch entge-
gensteht. Dazu zahlen Arbeitsverhaltnisse oder auch die Kontrolle von Schilern an
Schulstandorten. Die Wirksamkeit einer eventuellen Zustimmungserklarung von Be-
troffenen zu derartigen Mallnahmen ist in Hinblick auf die verdinnte Willensfreiheit
regelmaRig in Zweifel zu ziehen. Auch wenn sich das Vorhaben auf andere Rechts-
grundlagen stiitzt, bleibt immer zu bedenken, dass Videouberwachung diese Katego-
rien an Betroffenen besonders intensiv und nachteilig bertihrt: Sie kénnen sich der
Uberwachung weder ohne weiteres entziehen, noch ziehen sie irgendeinen einen
persénlichen Nutzen daraus.

Unterschiedlichste Betroffenenkategorien: Passanten, Kunden ué sind natirlich
ebenfalls einem Grundrechtseingriff ausgesetzt. Dieser ist in der Regel weniger ein-
schneidend, soweit einer Bildaufzeichnung etwa durch Ausweichen entgangen wer-
den kann. Vor diesem Hintergrund ist eine lickenlose Kennzeichnung von Video-
uberwachung der BAK ein ganz zentrales Anliegen. Auch die Judikatur der Héchst-
gerichte betonte wiederholt die Bedeutung von Alternativen fiir Personen, die nicht
aufgezeichnet werden méchten (BGH zur Uberwachung von Einkaufspassagen) bzw
der Bedachtnahme bei der Wahl der Installationsorte, dass die Gefahr der Verwen-
dung fur weitere Zwecke maéglichst gering ist (OGH zur Uberwachung von Hausein-
gangsbereichen). Auch Fahrgéste von Verkehrsmittel kénnen - auler durch Verzicht
auf die Nutzung - Uberwachungssituationen nicht entgehen. Allerdings sind sie (wie
Mieter) je nach Blickwinkel nicht nur Betroffene sondern auch Profiteure einer Uber-
wachung, die auch ihrem Schutz (vor Diebstahlen, Einbriichen ud) dient.

Vor dem Hintergrund der ungeheuer vielfiltigen Interessenslagen wird ein Rechts-
rahmen benétigt, der

= __.auch rechtsunkundigen Personen libersichtlich vermittelt, wer diese Tech-
nik, wann, wo, unter welchen Rahmenbedingungen einsetzen darf.

= _.der Tendenz zu einem ausufernden Einsatz visueller Sicherheitstechnik klare
Grenzen setzt - sie etwa auf Einsatzgebiete beschrénkt, wo eine iiber das (ibli-
che MafR hinausgehende besondere Gefdhrdungslage unstrittig besteht.

= ..sich ausschlieRlich auf gefahrdete Rechtsgiter bezieht, die allgemein (und
nicht aus subjektiver Sicht des Auftraggebers) ganz besonders schitzenswert
sind. Der Durchsetzung bagatellhafter Anspriiche soll Videoiiberwachung
nicht dienen.
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= _die Uberwachung an Arbeitsplidtzen - wenn (iberhaupt - dann nur unter be-
sonders strengen Auflagen zulassen. Zentrale Voraussetzung wire zB der
Nachweis, dass ein Missbrauch der Daten zur Verhaltens- oder Leistungskontrol-
le aufgrund der Umstande jedenfalls ausgeschlossen ist.

= ... bei Vorliegen eines Uberwiegenden Uberwachungsinteresses den Auftragge-
ber auerdem dazu anhalt, glaubhaft zu machen, weshalb ,gelindere Mittel
(etwa Alarmanlagen, Aufsichtspersonen, Echtzeitiberwachung uvm) ungeeignet
oder unzumutbar sind.

= ...eine Verwendung fiir Sekunddrzwecke grundsitzlich untersagt (wenige
Ausnahmen)

= _.die Vollziehung praxisnah regelt. Praktische Folge gesetzlicher Restriktionen
wird sein, dass nicht alle bestehenden Anlagen (geschatzte Zahl 200.000) als
zulassig einzustufen sind und demontiert werden mussen. Da ein Grof3teil der in
Betrieb befindlichen Kameras nicht ordnungsgemal gemeldet wurde, zeichnen
sich Vollzugsdefizite ab. Diesen sollte rechtzeitig etwa durch eine Nachmeldefrist
begegnet werden, nach deren Verstreichen splrbare Verwaltungsstrafen ver-
hangt werden kénnen. Zu regeln wéare auch, wie Beseitigungsanspriiche effizient
und kostengiinstig (zivil- oder verwaltungsrechtlich; auf Initiative der DSK)
durchgesetzt werden kénnen.

Zu Abs 1 Definition Videoliberwachung

Die Definition steckt zugleich auch den Anwendungsbereich der nachfolgenden Bestim-
mungen ab. Vermisst wird eine allgemeine Klarstellung bereits am Beginn des Abschnit-
tes, wer Uberwachungsanlagen wo verwenden darf - mit anderen Worten die Festle-

gung

= wer grundsatzlich als Auftraggeber einer Videotuberwachung nach dem DSG in Fra-
ge kommt und

= auf welches Terrain sich Uberwachungsanliegen maximal beziehen kénnen.

Uberwachung durch private oder &ffentlich-rechtliche Auftraggeber im privaten
oder &ffentlichen Raum:

Dem Entwurf zufolge kénnen private und offentliche Rechtstrager ihr Uberwachungsvor-
haben auf das DSG stitzen. Auftraggeber des offentlichen Bereiches dirfen aber bei
Vollziehung hoheitlicher Aufgaben nur Gberwachen, wenn lebenswichtige Interessen
einer Person berthrt sind. Soweit die Uberwachung in den Bereich der Privatwirtschafts-
verwaltung fallt (oder Aufgaben ausgegliedert wurden) bestehen dieselben Uberwa-
chungsmaoglichkeiten wie bei Privatpersonen (zB Schulen, Krankenhauser, Asfinag uvm).

= Eine Zusammenfiihrung der Ubemachungsinteressen von Privaten, Privatwirt-
schaftverwaltung bzw. Hoheitsverwaltung in einer Bestimmung sollte vermie-
den werden. Die Erlauterungen betonen selbst, dass Videouberwachung etwa fir
Zwecke der Hoheitsverwaltung - vom Fall lebensnotwendiger Interessen abgesehen
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- nur auf Basis besonderer gesetzlicher Bestimmungen erfolgen soll. Beispielshaft
wird das Sicherheitspolizeigesetz angefihrt. Da aber Uberwachung durch Sicher-
heitsbehérden regelmafig lebenswichtige Interessen einer Person beriihrt, kann sich
die Behorde offenbar auch auf das DSG stiitzen. Eine derartige Vermischung von
Anspruchsgrundlagen ist aus BAK-Sicht nicht wiinschenswert.

Gegen eine Reduktion der Auftraggeber auf private Rechtstrager spricht freilich, dass
auch offentlich-rechtliche Institutionen zum Teil Interessen verfolgen, die jenen von
Privaten absolut vergleichbar sind. Dazu zhlt etwa die Uberwachung von Biroge-
bauden, Fuhrparks, Schulgebauden u3, die von Behtrden, Anstalten éffentlichen
Rechts usw benutzt werden. Soweit die Uberwachung dem Schutz von (bewegli-
chen und unbeweglichen) Objekten dient, die von &ffentlichen Rechtstrigern
benutzt werden, sollten derartige Uberwachungen in den Anwendungsbereich fal-
len.

Die Uberwachung durch éffentliche Stellen (auch im Rahmen der Privatwirt-
schaftsverwaltung) auf allgemein zugénglichen &Gffentlichen Grund weist hin-
gegen Besonderheiten auf, die besser in den jeweiligen Materiengesetzen re-
gelbar sind. Die Uberwachung des 6ffentlichen Raums (StraRen, Platze, Parkanla-
gen, offentliche Veranstaltungsflachen ua) unterscheidet sich doch maRgeblich von
jener rein privater (beschrankt zugéngliche / halboffentliche) Raume:

1. Grofteils berthren derartige Sachverhalte das staatliche Sicherheitsmonopol,
fur das es ein eigenes Materiengesetz gibt (ein Nebeneinander von Uberwachungs-
moglichkeiten nach dem Sicherheitspolizeigesetz und dem DSG ist schon allein aus
Grunden der Ubersichtlichkeit jedenfalls abzulehnen).

2. Bei Uberwachungsabsichten im offentichen Raum im Rahmen der Privatwirt-
schaftsverwaltung ist auch eine Vielzahl an Auftraggebern denkbar, die ein und
denselben Ort parallel Gberwachen moéchten (weil fur die Schutzobjekte Personen,
Grunflachen, Denkmaler, Parkbanke jeweils andere Auftraggeber in Frage kommen).
Hierbei stellen sich besondere Fragen in Bezug auf sinnvolle Koordination und Be-
schrénkungen, die auflerhalb des DSG zu klaren sind. Beziglich eines privaten
Schutzgegenstandes wird hingegen in der Regel nur ein Auftraggeber — meist auf-
grund eines Hausrechts im weitesten Sinn - tiberwachungsberechtigt sein.

mobile/fixierte Uberwachungsanlagen:

Aus BAK-Sicht sollte nur Videoiliberwachung, die ortsfest ist, in den Anwendungs-
bereich fallen. Mobile Videoliberwachung wiére folglich unzuldssig, soweit sich die
Zulassigkeit nicht aus anderen Gesetzen ergibt.

Werden namlich mobile Anwendungen mitbertcksichtigt, gelingt dies nur — wie der
Entwurf zeigt - unter gleichzeitiger massiver Aufweichung der Nutzungsauflagen.
Dies sollte unbedingt vermieden werden. ZB ist fur mobile Videotberwachung eine
Ausnahme von der Kennzeichnungspflicht der Anlagen vorgesehen. Der damit ein-
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hergehende Transparenz- und in der Folge auch Rechtsschutzverlust ist aus BAK-
Sicht nicht vertretbar.

= Als denkmogliche Anwendungsfalle kommen aulRerdem nur Situationen weitab @bli-
cher privater Uberwachungsanliegen in Betracht. zB der Begleitschutz von Staats-
oberh&uptern oder Ermittlungspraktiken von Detekteien. Hierfur stehen eigene Mate-
riengesetze zur Verfugung (die §§ 249 ff GewerbeO enthalten detailliete Aus-
Gbungsregeln fur Detektive). Welche Ermittlungsmethoden das Gewerbe rechtmafig
verwenden darf, sollte im Rahmen der Ausiibungsvorschriften geregelt werden.

Im Hinblick auf die mit einer Videoiiberwachung oft verkniipfte akustische Uberwa-
chung sollte jedenfalls klargestellt werden, dass diese mit diesem Abschnitt nicht abge-
deckt ist. Zu erganzen ware deshalb: ,unter Ausschluss einer akustischen Erfassung
oder Aufzeichnung".

Zu Abs 2 iVm Abs 3 Z7 Beweismittelsicherung als zuldssiger Zweck

Videoiiberwachung ist dem Entwurf zufolge erlaubt zum Schutz tiberwachter Objekte und
zur Beweissicherung. Schutzwirdige Geheimhaltungsinteressen werden nicht beriihrt,
wenn Videolberwachung zur Geltendmachung, Austibung oder Verteidigung rechtlicher
Anspriche des Auftraggebers vor einem Gericht erforderlich ist. Dieser Erlaubnistatbe-
stand eréffnet unvertretbar weite Spielrdume. Der Beweissicherungszweck ist deshalb
aus BAK-Sicht entweder ersatzlos zu streichen oder Abs 2 ist in Verbindung mit
Abs 3 Z 7 restriktiver zu gestalten:

= §8 Abs 3 Z 5 (bzw § 9 Z 9) DSG enthélt beziiglich der Beweisverwertung
rechtméBig ermittelter Daten vor Gerichten bereits eine Regelung. Demnach
sind schutzwirdige Geheimhaltungsinteressen dann nicht verletzt, wenn die Daten
zur Geltendmachung, Ausiibung oder Verteidigung von Rechtsanspriichen des Auf-
traggebers vor einer Behorde notwendig sind und die Daten rechtméaBig ermittelt
wurden. Mit dem Hinweis, dass nur solche Daten vor Gericht benutzt werden diirfen,
die zuvor rechtmallig verarbeitet wurden, bringt der Gesetzgeber zum Ausdruck,
dass es fUr die Daten einen zulassigen primaren Speichergrund geben muss, damit
sie auch fur einen Sekundarzweck — namlich als gerichtliches Beweismittel — einge-
setzt werden durfen. Ergibt sich mit anderen Worten die Zulassigkeit fir die Video-
Uberwachung aus den §§ 50 a ff (etwa weil ein Ort uberwacht wird, der schon gefahr-
lichen Angriffen ausgesetzt war), so kann der Uberwacher Bildmaterial im Klagsfall
ohnedies aufgrund von § 8 Abs 3 Z 5 nutzen.

= Vielfach wird die Videoiiberwachung aber auf nichts anderes als die Sicherung
von Beweismittel abzielen. Diese Ausgangslage ist datenschutzrechtlich bei wei-
tem problematischer. Die Daten befinden sich — im Gegensatz zu § 8 Abs 3Z 5 —
noch nicht zulassigerweise in den Handen des Auftraggebers. Die Verbesserung der
Rechtsposition im Klagsfall ist damit der eigentliche Speicheranlass. Dem Entwurf
zufolge wére Videoiiberwachung auch zur bloRen Beweismittelgewinnung
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grundsitzlich in Hinblick auf jede erdenkliche Form gerichtlicher Auseinander-
setzungen zuldssig (siehe § 50 a Abs 3 Z 7) — vorbehaltlich einer Verletzung des
VerhéltnismaRigkeitsgrundsatzes. Den Erlauterungen zufolge muss der Anspruch im
Uberwachungszeitpunkt nur bereits hinreichend ,manifest” sein. Gegen eine derart
weitreichende Erlaubnis bestehen massive Datenschutzbedenken, weshalb die
Ziffer 7 restriktiver formuliert oder am Besten ersatzlos gestrichen werden soll-
te.

Ersatzlos streichbar wére die Ziffer 7 deshalb, weil § 8 Abs 3 DSG (bzw § 9 Z 9)
keine abschlieffende sondern eine demonstrative Aufzahlung enthalt. Damit kénnen
auch Falle, wo Videolberwachung primar auf Beweismittelsicherung abzielt, unter
diese Bestimmung subsumiert werden. Unbedingt nachzuweisen ist aber jeden-
falls, worin das liberwiegende berechtigte Interesse an dieser eingriffsintensi-
ven Vorgangsweise besteht. So hat bspw ja auch die jeweils andere Streitpartei in
einem Klagsfall ebenso ein berechtigtes Interesse daran, ihre Rechtsposition im Ver-
fahren zu verbessern. Von einem automatischen Uberwiegen der Uberwachungsinte-
ressen kann jedenfalls — wenn die Streitpartei gleichzeitig auch Betroffene der Vi-
deouiberwachung ist — nicht ausgegangen werden.

So stelite etwa der OGH fest (2001/09/27, 6 Ob 190/01m), dass Aufzeichnung und
Verwertung von Tonbandaufnahmen ohne Zustimmung des Betroffenen die Privat-
sphare verletzt. Uberwiegende berechtigte Interessen kénnen den Eingriff im
Ausnahmefall rechtfertigen - zB wenn ein Beweisnotstand bei der Durchsetzung
eines mit dem Grundrecht auf Datenschutz gleichwertigen - etwa auch verfas-
sungsrechtlich geschiitzten - Rechtsanspruches besteht, jedenfalls nicht bei Ba-
gatellansprichen. Ein allgemeines Beweisinteresse einer Prozesspartei reicht als
Rechtfertigungsgrund keinesfalls. Eine analoge Wertung ist fiir den Fall, dass keine
Ton - sondern Bilddaten beschafft werden, angebracht.

Soweit Beweismittelsicherung als Speicherzweck eigens geregelt werden soll, miss-
te daher unbedingt auf die Art der Anspriiche naher eingegangen werden.

1) Eine Gleichwertigkeit der verfolgten Rechtsanspriiche mit der in Kauf ge-
nommenen Verletzung der Privatsphére wird vorauszusetzen sein,

2) aulRerdem muss das Schadensausman bzw die Streitwerthéhe erheblich sein

3) méglichst keine unbeteiligten Dritten zu den von der Uberwachung Betroffe-
nen zahlen ud
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Zu Abs 3

Die Positionen des Auftraggebers und des Betroffenen sind ungleichgewichtig:
Der vorgesehene Rechtsrahmen enthélt eine Reihe an ,Erlaubnistatbestanden®.
Wéhrend der Auftraggeber einer Videotberwachung in der Regel vergleichsweise
leicht eine Rechtsgrundlage fur seine Uberwachungsabsichten finden wird, sind die
von der Uberwachung Betroffenen in der weitaus schwierigeren Position. Sie miissen
Uberzeugende Abwehrgriinde erst finden und ausformulieren.

Unbedingt erforderlich ist, das VerhaltnismaRigkeitsprinzip stéirker hervorzu-
heben: Eine explizite Grenze fur Uberwachungswiinsche zieht der Entwurf lediglich
in Hinblick auf Orte, die zum hdchstpersonlichen Lebensbereich z&hlen. Fir die Ent-
scheidung im Rahmen der datenschutzrechtlichen Einzelfallsprifung, wann die be-
absichtigte Videoliberwachung gemessen an den Eingriffen in die Privatsphére von
Mitbewohnern, Arbeitnehmern, Passanten, Konsumenten, Auszubildenden uvm.
Gberhaupt verhaltnisméalig (vor allem das schonendste Mittel zur Erreichung des
Zweckes) ist und wann nicht, bietet der Gesetzestext selbst keine Abgrenzungshil-
fen. Hingewiesen wird lediglich darauf, dass ,im dbrigen auch fiir Videodberwachung
die §§ 6 und 7, inbesondere der VerhéltnisméBigkeitsgrundsatz“ gelten. An die letzte
Stelle in Abs 7 verwiesen signalisiert der Satz dem Rechtsanwender auch nicht aus-
reichend, dass es sich hierbei um eine entscheidende Zulassigkeitsvoraussetzung
handelt.

Damit ist zu befiirchten, dass viele Rechtsanwender diese wichtige Zulissig-
keitsvoraussetzung libersehen: Beim Rechtsanwender kann nur allzu leicht der ir-
rige Eindruck entstehen, dass jede Uberwachung zuldssig ist, sobald sich ein Uber-
wachungsmotiv findet, das einem der Erlaubnistatbestande des Abs 3 zugeordnet
werden kann. Tats&chlich ist damit aber blof? ein Teil des Prifprozesses abgeschlos-
sen. Die Rechtsfrage nach der VerhaltnismaRigkeit ist genauso mit Bedacht zu kla-
ren: ist der Eingriff in die Privatsphéare der (potentiell) Betroffenen in diesem Umfang
erforderlich und gibt es eventuell andere gelindere, zielfiihrende Mittel?

Vorschlag: Abs 3 kénnte lauten:

1. ,Ein Betroffener ist durch eine Videoiiberwachung dann nicht in seinen
schutzwiirdigen Geheimhaltungsinteressen verletzt, wenn [...einzelne Zif-
fern....] und nachweislich keine gelinderen Mitteln zur Verfiigung stehen
und sich die Uberwachung (insbes. rdumlich und zeitlich) auf das unbe-
dingt erforderliche Ma8 beschrénkt (so kann etwa die Uberwachungser-
laubnis auch nur befristet erteilt werden) und Videoiiberwachung sich zur
Erreichung des angegebenen Zweckes iiberhaupt als geeignet erweist.”

2. Kriterienkatalog: Mit einem beispielhaften Katalog an typischen Abw&gungsfra-
gen sollte der Rechtsanwender die unbedingt notwendige Orientierungshilfe er-
halten. Einige wichtige grundsatzliche Wertungen, finden sich ohnedies in den
Erlauterungen. Damit diesen Abwagungen das notige Gewicht zukommt, sollten
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sie in Form einer exemplarischen Aufzahlung auch in den Gesetzestext aufge-
nommen werden. Bspw.:

»Vor einer Entscheidung zugunsten einer Videoiiberwachung mit Speiche-
rung der Bilddaten sind zunéchst gelindere Mittel in Betracht zu ziehen und
nachzuweisen, weshalb insbesondere

- mit anderen technischen Hilfsmitteln, bei denen kein Personenbezug ent-
steht (Alarmanlagen, Warensicherungssysteme, Sicherheitstiiren u.v.m)

- die Anwesenheit von Aufsichtspersonen
- oder einer Echtzeitiiberwachung
nicht das Auslangen gefunden werden kann.“

3. Unter weiter: , Der Auftraggeber hat bei Meldung seines Uberwachungsvor-
habens einen Plan vorzulegen, aus dem die Installationsorte der Kameras
hervorgehen, gegebenenfalls auch jene Orte, an denen er Vorfille im Sinn
des Abs 3 Z5 a) nachweisen kann.“

4. Aulerdem: ,, Die Videoiiberwachung hat sich auf das zu {iberwachende Ob-
jekt zu beschridnken. Eine Erfassung, die auch die Persénlichkeitsrechte
vom Schutzzweck nicht erfasster Dritter beriihrt, ist dabei zu vermeiden. Ist
dies aufgrund der Umsténde nicht génzlich vermeidbar, ist eine Uberwa-
chung nur dann zuldssig, wenn die berechtigten Interessen des Auftragge-
bers an der Uberwachung gegeniiber jenen der (potentiell) Betroffenen an
der Geheimhaltung eindeutig liberwiegen.*

= Klarstellender Hinweis, dass Fremdschutzinteressen nie eine geeignete Basis
sind: Die Entscheidung, ob ein tberwiegendes Interesse an der Uberwachung vor-
liegt und die Malnahme verhaltnismagig ist, kann nur fur den Einzelfall getroffen
werden. Wahrend "Eigenschutz"- Interessen des Auftraggebers (bezogen auf den
Schutz von Personen und Eigentum) und "Verantwortungsschutz™ (zB zivilrechtli-
che Verkehrssicherungspflichten) grundsatzlich denkbare berechtigte Interessen
sind, gilt dies in diesem Zusammenhang fur den "Fremdschutz" nicht. Damit ist der
Schutz von Personen gemeint, mit denen der Auftraggeber in keinerlei Rechtsbezie-
hung steht (der Bereich ist den Sicherheitsbehtrden vorbehalten).

Zu Abs 3 Z 2 offentlich wahrnehmbares Verhalten

Nach dem bloRen Wortlaut ist nicht zweifelsfrei ausgeschlossen, dass unter diesen Tat-
bestand auch bereits das bloRe Sich-Bewegen einer Person an einem &ffentlichen
Ort fallt. Damit ware eine Uberwachung von FuRgéngerzonen, Lokalen oder 6ffentlichen
Verkehrsmitteln ohne Vorliegen weiterer Voraussetzungen mdéglich. Da eine solche
schrankenlose Erlaubnis absolut unverhéltnismédfig ware, sollte der Tatbestand um-
formuliert werden. Den Erlauterungen ist zu entnehmen, dass Sachverhalte wie zB Stra-
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Benkunst und Auftritte bei Veranstaltungen erfasst sein sollen. Dies sollte im Geset-
zestext auch klarer zum Ausdruck kommen.

Zu Abs 3 Z 3 Zustimmung
Auf die jederzeitige Widerrufsmoglichkeit einer erteilten Zustimmung ist hinzuweisen.
Zu Abs 3 Z 4: Echtzeitwiedergabe

Zuzustimmen ist, dass eine Echtzeitiberwachung in Hinblick auf die fehlende Beweissi-
cherungsméglichkeit und geringere Missbrauchsgefahr grundsatzlich weniger Eingriffstie-
fe haben wird. Allerdings kommt es dabei auch sehr auf den Kontext an. Die Betrachtung
von massenhaft vorbeistromenden Menschen in einem GrolRkaufhaus ist anders zu beur-
teilen als ein Echtzeitmonitoring, das Personen in besonderen Abh&ngigkeitssituationen
erfasst (Arbeitsplatz, Schule ud). Auf die Notwendigkeit, Missbrauchspotential mit zu
bedenken, wurde bereits eingangs hingewiesen (Missbrauch von Bilddaten von Mitarbei-
tern in deutschen Diskontsupermarkten).

Vor diesem Hintergrund solite der Abs zB in folgender Weise ergidnzt werden:
.Dient die Uberwachung dem Schutz von Eigentum, ist sie derart durchzufiihren, dass
eine gezielte Veerhaltenskontrolle von Personal oder anderen Personen, die regelméaBig —
etwa aufgrund einer Anwesenheitspflicht — anwesend sind, ausgeschlossen ist.”

Zu Abs 3 Z 5 a: Gefdhrlicher Angriff

Dem Entwurf zufolge reicht es, wenn der Auftraggeber auf einen Vorfall (innerhalb der
strafrechtlichen Verjahrungsfrist) verweisen kann und eine Wiederholung wahrscheinlich
ist. Erfasst waren damit auch vergleichsweise geringfilgige Sachbeschadigungen. Dieb-
stdhle von auch geringwertigeren Sachen etc. Aus BAK-Sicht solite dieser besonders
weite Erlaubnistatbestand mit Blick auf das VerhaltnismaRigkeitsgebot restriktiver formu-
liert werden:

= Nachweis einer iiberdurchschnittlichen Gefihrdungslage und eines be-
sonderen Schadensausmales: Bei bestimmten Auftraggebern wird chne wei-
teres eine solche besondere Gefahr bzw. — gegebenenfalls — ein nicht nur baga-
tellhafter Schaden oft pauschal angenommen werden dirfen (etwa Banken, Ju-
weliere, Taxigewerbe). Dies gilt insbesondere wenn die Uberwachung dem
Schutz von Personen dient. Aus BAK-Sicht sollte jedoch nicht jedes denkbare
Eigentumsdelikt zum Anlass genommen werden kénnen, Videoilberwachung
einzusetzen. Hohe finanzielle Schadensrisken sollten die Voraussetzung
sein. In derartigen Fallen wird der Auftraggeber anhand der Umstande glaubhaft
machen missen, weshalb es sich bei seinem Uberwachungsanliegen nicht blo
um die Abwehr vergleichsweise bagatellhafter, allgemeiner Risken (zB geringfii-
giger Ladendiebstahl) handelt, die durch andere Malinahmen (Versicherung,
Alarmanlagen, Warensicherung uvm) auch in den Griff zu bekommen waren.
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= Befristete Genehmigung — danach Nachweis des Fortbestands der Gefahr:
Um zu verhindern, dass ein einmaliger Vorfall (zB Diebstahl) zum Anlass ge-
nommen wird, eine Videotberwachungsanlage unlimitiert tiber Jahrzehnte zu
betreiben, sollte zumindest in Hinblick auf den ,Erlaubnistatbestand* des § 50a
Abs 3 Z 5a eine Befristung von zB 2 Jahren festgelegt werden, nach deren Ab-
lauf der Auftraggeber den Fortbestand des Risikos (bei sonstigem Wegfall der
Registrierung und damit der Zulassigkeit) nachzuweisen hat. Diese Mallnahme
ware nicht zuletzt deshalb wichtig, weil dem Entwurf zufolge es flir den Nachweis
einer Gefahrdung reicht, dass ein gefahrlicher Angriff sich (beziglich mancher
Deliktsarten) innerhalb der letzten zehn Jahre ereignet hat.

Zu Abs 3 Z 5 d Wertgrenze

Videotiberwachung ware dem Entwurf zufolge auch ohne Nachweis eines bereits erfolg-
ten geféhrlichen Angriffs auf das zu schitzende Gut méglich. Dann namlich, wenn es
sich um einen besonders hochwertigen, beweglichen Gegenstand handelt. Unklar ist, ob
von dieser Regelung tats&chlich nur Objekte erfasst sind, deren Einzelwert 100.000
Euro Ubersteigt. Wirde sich die Uberwachungserlaubnis auf alle Geschéfts- oder Be-
triebsrdume erstrecken, in denen sich Sachgiter befinden, deren Gesamtwert diesen
Betrag tbersteigt, so k&me dies einer generellen Uberwachungserlaubnis im Handel
und an vielen Arbeitsplédtzen gleich. Aus BAK-Sicht wére deshalb unbedingt darauf zu
achten, dass zumindest in den Erlauterungen darauf hingewiesen wird, dass sich die
Wertgrenze auf Einzelgegensténde bezieht.

Andernfalls waren zusétzliche Einschrankungen mit Blick auf berechtigte Datenschutzin-
teressen von Kunden und Mitarbeitern unbedingt erforderlich: Etwa (wie schon unter Z
Sa ausgefuhrt) der Nachweises einer extremen Gefahrenlage. Banken und Juweliere
u.a kénnen wiederum eine besondere Gefahrdungslage (sowie ein besonders hohes
Schadensausmaf) im Falle eines Diebstahls oder Raubes im Vergleich zu anderen
Branchen glaubhaft machen. Videouberwachung in jeder Textilkette oder jedem Super-
markt wére aus BAK-Sicht jedoch keinesfalls ein angemessenes Mittel. Der Schaden,
der aus einem einzigen Vorfall resultiert, ist Gberschaubar. Kommt es regelmaRig zu
Entwendungen, so kann sich der Auftraggeber ohnedies auf Abs 5 a) stutzen.

Zu Abs 3 Z7 Beweismittelsicherung fiir die Durchsetzung gerichtlicher Anspriiche

Die Bestimmung ist aus AK-Sicht ersatzlos zu streichen oder maRgeblich einzu-
schrénken: Der Erlaubnistatbestand warde in der Praxis zwangslaufig dazu fiuhren, dass
Beweismittel quasi auf Vorrat in Erwartung eines kinftig méglicherweise eintretenden
Rechtskonfliktes gesammelt werden. Als Generalerméchtigung ausgelegt dient namlich
nahezu jede Videoliberwachung auch dazu, bei Vorfallen tber Beweismittel zu verfiigen.
Aus der Stérung, Beschadigung oder Entwendung von Eigentum oder auch einem Per-
sonenschaden resultieren immer rechtliche Anspriiche, die gerichtlich geltend gemacht
werden kdnnen. Dem einschrénkenden Hinweis in den Erlauterungen, dass der An-
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spruch schon manifest sein soll, wirde - ist zu befirchten - in der Praxis wenig Bedeu-
tung zukommen.

Weitere Anmerkungen dazu siehe Abs 2

Zu Abs 4 Uberwachungsschranken fiir Behérden und Uberwachungsverbot im
héchstpersénlichen Lebensbereich

Beziiglich der Bedenken an einer Zusammenfiihrung von Uberwachungsinteressen von
hoheitlich agierenden Behotrden und Privatrechtstragern in denselben Bestimmungen
verweisen wir auf unsere Anmerkungen zu Abs 1.

Das explizite Uberwachungsverbot in ,héchstpersénlichen Bereichen" (sofern nicht le-
benswichtigen Interessen berihrt sind oder eine Zustimmung vorliegt) wird grundséatzlich
begruft.

= Die Erlauterungen erwahnen beispielshaft Privatwohnungen, Umkleidekabi-
nen und WCs. Die beispielshafte Aufzahlung sollte sich angesichts des dulerst
unbestimmten Gesetzesbegriffs im Gesetzestext selbst wiederfinden.

= Auch Arbeitsplitze zihlen zu den hochsensiblen Uberwachungsbereichen.
Videodaten kénnen nur allzu leicht (wie die Praxis zeigt) zu Verhaltens- und Leis-
tungskontrollen missbraucht werden. Vor diesem Hintergrund sollte mit einer ei-
genen Bestimmung klargestellt werden, dass Videoiiberwachung an Arbeitsor-
ten liberhaupt nur zuldssig sein kann, wenn der liberwachte Bereich nach-
weislich (zB aufgrund des Installationsortes der Kameras) keine gezielte Mit-
arbeiterkontrolle erlaubt (Ausnahme: lebenswichtige Interessen des Mitarbei-
ters — etwa im Bankenbereich). Siehe auch Kapitel Fehlende Bestimmungen
zur Videoliberwachung.

* Die Ausnahme vom Uberwachungsverbot (Zustimmungserklirung) ist in
Hinblick auf rechtliche Abhédngigkeitsverhiltnisse dulerst problematisch,
da die Freiwilligkeit und damit die Wirksamkeit einer Zustimmung regelmaRig be-
zweifelt werden muss. Da derartige Uberwachungsvorhaben in der Regel massiv
die Menschenwiirde berilthren, sollte von einer Zulassigkeit der Uberwachung
hochstpersénlicher Orte und Arbeitsplétze aufgrund einer Zustimmung tiberhaupt
abgegangen werden. Auch bezuglich der Uberwachung von Privatwohnungen
sollte einschrankend angemerkt werden: ,soweit nicht andere Vorschriften, die
dem Schutz von Persénlichkeitsrechten und allgemein der Menschenwiirde die-
nen, dem nicht entgegenstehen.”

Fehlende Spezialvorschriften fiir Videoiiberwachung, die Arbeitnehmer erfasst

Ahnlich wie im hochstpersénlichen Bereich ein Uberwachungsverbot gilt, das nur in we-
nigen Ausnahmefallen durchbrochen werden kann, wére dies auch explizit fir die Uber-
wachung von Orten notwendig, an denen sich Arbeitnehmer regelmaRig aufhalten. Die
Situationen sind in ihrer Brisanz durchaus vergleichbar: In beiden Fillen
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= wird allzu leicht die Menschenwiirde berthrt
s wirkt sich Missbrauch besonders schadlich auf die Betroffenen aus.

Aufgrund gesetzlicher Vorschriften sind die Arbeitgeber verpflichtet, fiir Sicherheit
und Gesundheitsschutz der Arbeitnehmer in Bezug auf alle Aspekte, die die Arbeit
betreffen, zu sorgen (§ 3 Abs 1 ASchG). Eine spezifisch gesetzliche Regelung in Hin-
blick auf Videotiberwachung in Arbeitsstétten gibt es nicht, ware allerdings dringend er-
forderlich. Bei der gesetzlichen Regelung der Videoiberwachung sollte der in einem
Arbeitsverhaltnis immanenten persénlichen Abhangigkeit des Arbeitnehmers Rechnung
getragen werden.

=  Werden Menschen in der Offentlichkeit iberwacht, sind sie in der Regel demjenigen,
der die Uberwachungsmonitore oder Aufzeichnungen anschaut, nicht bekannt. Im
Arbeitsverhaltnis verhalt es sich demgegeniber ganz anders, die Personen sind be-
kannt, es kann daher zu einem sehr viel starkeren Uberwachungs-, Anpassungs- und
auch Einschichterungsdruck kommen.

= VideolUberwachungsanlagen lésen erfahrungsgemaR bei den betroffenen Arbeitneh-
mern negative Gefuhle aus. Sie kénnen das Wohlbefinden, die psychische Gesund-
heit und damit die Leistungsfahigkeit der Arbeitnehmerinnen beeintrachtigen.

= Schon derzeit ist eine Videolberwachung als technisches Kontrollinstrument oder
Kontrolimafinahme zur Kontrolle der Arbeitnehmer, sofern durch diese MalRnahme
die Menschenwiirde verletzt wird, unzuldssig (bspw. Kameraliberwachungssys-
teme in Toiletten, Waschraumen oder wenn eine Kamera dauernd auf den Arbeits-
platz eines Arbeitnehmers gerichtet ist). Wird dadurch die Menschenwiirde zwar
nicht verletzt aber dennoch beriihrt (bspw. wenn sich der Arbeitsbereich im Blickfeld
der Kamera befindet oder die Uberwachung im Betrieb ein solches AusmaR erreicht,
dass beim Arbeitnehmer das Gefuhl dauernder Uberwachung entstehen kann), kann
Videoliberwachung nur dann eingesetzt werden, wenn zuvor eine Betriebsverein-
barung abgeschlossen wurde (§ 96 ArbVG) bzw wenn kein Betriebsrat vorhanden
ist, die Zustimmung der einzelnen Arbeitnehmerinnen eingeholt wurde (§ 10 AV-
RAG). Selbst wenn die Menschenwurde nicht einmal berthrt wird, fallt die Anwen-
dung unter § 96a ArbVG (Personaldatensysteme), und der AG hat demnach vor In-
stallation mit dem Betriebsrat eine Betriebsvereinbarung abzuschliellen.

Der geplante Abschnitt 9a tragt den besonderen Erfordernissen im Arbeitsverhilt-
nis nicht Rechnung. Die BAK fordert daher eine eigene Regelung zur Videoiiber-
wachung am Arbeitsplatz, unabhéngig davon ob diese analog oder digital erfolgt.

Alle bisher genannten Anliegen betreffend VideolUberwachung sind der BAK in Hinblick
auf die Uberwachung von Arbeitsplatzen ganz besonders wichtig. Als elementare Vor-
aussetzungen (nach den allgemeinen DSG-Bestimmungen) sollten sie fir jeden Anlass-
fall gelten. Soweit die BAK-Anliegen nicht generell bertcksichtigt werden, so muss (im
Wege einer speziellen Vorschrift) sichergestellt sein, dass die folgenden Grundséatze fiir
Videoilberwachung am Arbeitsplatz jedenfalls ausnahmslos gelten:
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die Voraussetzungen zu normieren, unter denen Videolberwachung am Arbeits-
platz zulassig sein soll und

welche Mindestanforderungen in schriftlichen Regelungen zwischen dem Arbeit-
geber und dem Betriebsrat bzw Arbeitnehmer (wenn kein Betriebsrat vorhanden ist)
zu vereinbaren und kundzumachen sind.

Generell muss gelten, dass die offene (unverdeckte) Videotlberwachung am Arbeits-
platz die streng begrenzte Ausnahme ist.

Eine heimliche Videoiiberwachung muss immer verboten sein, weil dadurch die
Menschenwiirde verletzt wird.

Die Videoiliberwachung ist ortlich immer geeignet zu kennzeichnen. Akustische
Uberwachung oder Aufzeichnung soll ausgeschlossen sein.

Beim Einsatz einer Videotberwachung ist zu vermeiden, dass es zu einer permanen-
ten zeitlichen oder értlichen Uberwachung der Arbeitnehmer kommt.

Fur die Videouberwachung am Arbeitplatz gelten die allgemeinen Voraussetzungen:
es ist ein geeigneter Zweck zu definieren, sie muss zur Zweckerreichung geeignet
sein, das gelindeste Mittel darstellen und darf nur im erforderlichen Ausmaf} einge-
setzt werden. Das bedeutet, dass eine VerhaltnismaRigkeitsprufung in jedem einzel-
nen Fall stattfinden muss. Weiters hat in jedem Fall eine Interessenabwagung zu er-
folgen.

Die BAK fordert daher eine Regelung wie folgt:

1.

Videouberwachung am Arbeitsplatz soll stets die streng begrenzte Ausnahme sein.
Eine heimliche Videoluberwachung soll immer verboten sein.

Fur die Zulassigkeit einer Videouberwachung am Arbeitsplatz mussen folgende Vor-
aussetzungen erfillt sein:

Videouiberwachung muss zur Erreichung eines rechtmagigen Zwecks geeignet sein,
sie muss das gelindeste aller zur Zweckerreichung zur Verfigung stehenden Mittel
sein und sie ist nur im erforderlichen Ausmaf einzusetzen. Die VerhaltnismaRig-
keitsprifung muss in jedem einzelnen Fall stattfinden.

Videoliberwachung ist nur zuléssig, wenn sie durch die Wahrnehmung tberwiegend
schutzwirdiger Interessen des Arbeitgebers gerechtfertigt ist. Bei Videotuberwachung
am Arbeitsplatz hat daher in jedem Fall eine Interessenabwéagung unter Beriicksich-
tigung der Umsténde des Einzelfalles zu erfolgen. (Videolberwachung ist beispiels-
weise dann nicht zulassig, wenn die Uberwachung nicht auf einen bestimmten —
angemessen kurz zu haltenden - Zeitraum oder 6rtlich auf eine spezielle Per-
spektive, aus der sich der Arbeitnehmer liberwiegend zuriickziehen kann, be-
schrankt ist und kein hinreichend begriindeter Anfangsverdacht vorliegt, wobei auch
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die Zumutbarkeit der Inanspruchnahme von behdérdlicher Hilfe zu prifen ist.). Eine
akustische Uberwachung oder Aufzeichnung ist auszuschlieRen.

Eine systematische Anwendung von Videolberwachungssystemen im Unternehmen
greift starker in das Personlichkeitsrecht der betroffenen Arbeitnehmer ein und ist bei
der Prufung der Voraussetzungen nach Abs 1 und 2 entsprechend zu beriicksichti-
gen.

3. Vor Einsatz der Videoulberwachung sind Mindestanforderungen in schriftlichen
Regelungen zwischen dem Arbeitgeber und dem Betriebsrat (Betriebsvereinba-
rung iSd ArbVG) bzw zwischen Arbeitgeber und Arbeitnehmer (arbeitsvertragli-
che Regelung, wenn kein Betriebsrat vorhanden ist) zu vereinbaren und gehdérig
kundzumachen. Der betriebliche Datenschutzbeauftragte hat beratend mitzuwirken.
Zu den Mindestinhalten z&hlen zB Ausschluss einer Verhaltenskontrolle, Kamera-
standorte, Auswertung nur bei Verdacht auf strafrechtsrelevantes Verhalten uvm.

4. Die Videotuberwachung am Arbeitsplatz darf ohne ausdriickliche Genehmigung durch
die Datenschutzkommission nicht eingesetzt werden. Die Vereinbarung Uber die
Mindestanforderungen ist der Meldung an die Datenschutzkommission beizulegen.

5. Die Videouberwachung ist den Beschéftigten und Besuchern durch entsprechende
Hinweise erkennbar zu machen, bevor sie den Aufnahmebereich betreten.

Zu Abs 5 Umgang mit ,,Zufallstreffern”

Die Moglichkeiten einer Weitergabe von Bilddaten an Behérden oder Gerichte im
Falle von ,Zufallstreffern”, die liber den eigentlichen Uberwachungszweck hinaus-
gehen, sind viel zu weitreichend. Zu bedenken ist, dass Behdrden und Gerichte ohne-
dies eine Herausgabe von Beweismaterial verlangen kénnen. Vor diesem Hintergrund
sollte die Funktion der Auftraggeber als ,Hilfssheriffs* grundsatzlich nicht zuldssig sein.
Eine Ausnahme ist aus BAK-Sicht nur im Falle ganz offensichtlicher Straftaten vertretbar.
Ubermittlungen von Auftraggebern aufgrund bloRer MutmaRungen und ohne Rechts-
kenntnisse kénnen ansonsten sehr rasch unerwiinschte, ausufernde Dimensionen errei-
chen:

= Ob ,eine von Amts wegen zu verfolgende gerichtlich strafbare Handlung* (Zif-
fer 1) auf den Bildern dokumentiert ist, kann vom verantwortlichen Uberwacher even-
tuell noch richtig eingeschatzt werden. Die Zulassigkeit der Datentibermittiung sollte
sich aber auf ganz offenkundige Straftaten (und nicht auf einen bloRen Ver-
dacht) beschranken .Der Halbsatz ,weil beim Auftraggeber der begriindete Verdacht
entstanden jst” ist deshalb unbedingt zu streichen und statt dessen einzufugen: “..,
weil die Daten offenkundig eine von Amts wegen zu verfolgende gerichtlich strafbare
Handlung dokumentieren®.

BUNDESARBEITSKAMMER

IPRIWIBON YISIUOIBRP HNMIUT WNZ Swyeubun|pIS - d9 “I11XX IN/Z8T-NS/8

8C UOA G¢



“UaLuLUOUBN BUN}eH U3 UOIRIIPSIUBUL Jed JOp UOA PAIM S3}eyU | SOp 1OMBIPLEIS|O A pun

19561Y2 1 1P N "1|1sab BunBn i A NZ Jesse o A LOA |12 A0 SIPTIW SPNM JUBLUNYO( SEsa1(

Seite 26

= Ob die Bilder ,der Abwehr oder Beendigung eines geféhrlichen Angriffs die-
nen“, kann der Auftraggeber kaum abschatzen. Das Risiko iberschieRender Uber-
mittlungen aufgrund von Missinterpretation des Bildinhaltes zulasten von Betroffenen
ware unvertretbar. Ziffer 2 sollte deshalb ersatzlos gestrichen werden.

Zu Abs 6 Verbot des Datenabgleichens
Die Regelung wird begrufit.
Zu Abs 7 VerhdltnisméBigkeit

Weder die Platzierung noch der allgemeine Verweis auf § 7 Abs 3 DSG wird der Bedeu-
tung dieser Zulassigkeitsvoraussetzung annahernd gerecht. Ndheres dazu siehe Anmer-
kungen zu Abs 3.

Zu § 50c Meldepflicht

Die Ausnahmen von der Meldepflicht sollten liberdacht werden: Von der Melde-
pflicht ausgenommen wird die Echtzeitliberwachung. Zu bedenken ist, dass auch diese
Uberwachungsform zB kennzeichnungspflichtig ist. Kommt ein Auftraggeber aus Nach-
lassigkeit seiner Pflicht nicht nach, ware die Meldung - soweit zumindest diese Pflicht
beachtet wurde - die einzige Chance fiir Betroffene auf Transparenz.

Auch Aufzeichnungen auf analogen Speichermedien sollen nicht meldepflichtig sein.
Begrindet wird dies mit der sehr beschrénkten Strukturierbarkeit und gezielten Auffind-
barkeit bestimmter Daten, womit die Gefahrdung von Geheimhaltungsinteressen unbetei-
ligter Dritter deutlich herabgesetzt sei. Da analoges Videomaterial ohne besonderen Auf-
wand digitalisierbar ist, kénnte die Umgehungen begunstigen.

Zu § 50d: Kennzeichnung

Die Kennzeichnungspflicht wird als eines der Kernstiicke der Regelung betrachtet.
Absolute Transparenz ist unverzichtbar. Vor diesem Hintergrund fordert die BAK
auch eine ausnahmslose Kennzeichnungspflicht:

= Dass die Kennzeichnung entfallen kann, wenn die Beeintrachtigung von Betroffenen-
rechten unwahrscheinlich oder fur den Auftraggeber die Kennzeichnung zu kostspie-
lig ist, schafft sehr weitreichende Ausnahmetatbestande. In der ersten Fallgruppe
schadet eine Info jedenfalls nicht und ist dem Auftraggeber offensichtlich kostenma-
f3ig auch zumutbar. In der zweiten Fallgruppe fehlt eine Abwagung mit der Eingriffsin-
tensitat ins Grundrecht: auch wenn die Kennzeichnung schwierig bzw teuer ist, sollte
sie erfolgen, wenn die Beeintrachtigung fur den Betroffenen nicht unwesentlich ist.
Im Ergebnis sollte dieser Ausnahmetatbestand unbedingt ersatzlos gestrichen
werden.
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= Mit der Herausnahme mobiler VideolUberwachung aus dem Anwendungsbereich
entfallt auch der Kernbereich der Ausnahme der Ziffer 2 (Vereitelung der Beweis-
mittelsicherung). Aber auch bei fix installierten Kameras ertffnet die Ausnahme ein
enormes Spannungsfeld zwischen dem Allgemeininteresse an Transparenz und dem
individuellen Interesse an verdeckten Ermittlungen. Da im Regelfall ersteres (iber-
wiegt, sollte auch diese Ausnahme unbedingt ersatzlos gestrichen werden.

Ausnahmen wirden auch ein Abgehen von den Transparenzprinzipien des § 24 DSG
2000 bedeuten. Heimlichkeit beriihrt auBerdem die Menschenwiirde: Arbeitgeber
kénnten bspw ein Uberwiegendes Interesse an einer heimlichen Videolberwachung im
Kassabereich behaupten, wiewohl dadurch unzweifelhaft die Menschenwiirde der betrof-
fenen Arbeitnehmer beriihrt wiirde (vgl. dazu auch die Materialien zu § 10 AVRAG ErRV
1590 BIgNR 18. GP 128); Auch der OGH hat eine verdeckte Videoiiberwachung mit
abrufbarer Bildaufzeichnung immer als einen Eingriff in das gemaR § 16 ABGB iVm
Artikel 8 MRK geschitzte Recht auf Achtung der Geheimsphére bezeichnet (OGH
19.12.2005, 8 Ob 108/05y).

Vollziehung des Abschnittes , Videoiiberwachung*

Praktische Folge gesetzlicher Restriktionen wird sein, dass nicht alle bestehenden Anla-
gen (geschatzte Zahl 200.000) als zuléssig einzustufen sind und demontiert werden
mussen. Da ein Grofteil der in Betrieb befindlichen Kameras nicht ordnungsgeman ge-
meldet wurde, zeichnen sich Vollzugsdefizite ab. Diesen sollte rechtzeitig begegnet wer-
den, zB

= durch eine gesetzlich fixierte ,Nachmeldefrist“, nach deren Verstreichen spur-
bare Verwaltungsstrafen verhangt werden kénnen

= in Form erweiterter Ermittlungsbefugnisse der Datenschutzkommission, zB
einer unangekiindigten Einschau vor Ort, Sanktionen bei Verweigerung des
Zutritts u&

= Zu regeln ware unbedingt auch, wie Beseitigungsanspriiche effizient und kos-
tenglnstig (zivil- oder verwaltungsrechtlich; auf Initiative der DSK) durchgesetzt
werden kénnen

= Auch fur andere Verstolle (etwa gegen die Kennzeichnungspflicht) sind in § 52
Verwaltungsstrafen vorzusehen oder bestehende Strafbestimmungen zu adap-
tieren.
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Sonstige Anpassungen im DSG
§ 26 Auskunftsrecht

Die Auskunft Uber die Herkunft von Daten ist nur zu erteilen, wenn diese Informationen
noch verfiigbar sind. Wollen Auftraggeber die zweifelhafte Herkunft von Daten aus gu-
tem Grund verschleiern, teilen sie mit, dass die Daten nicht mehr verfigbar sind. L&-
sungsvorschlag: Die Herkunft ist immer zu beauskunften (Ausnahme: der Auftraggeber
macht glaubhaft, warum eine Protokollierung der Datenherkunft ein unverhaltnismaiger
Aufwand wére und das Fehlen der Information den Betroffenen nicht bei der Durchset-
zung seiner Rechte auf Léschung usw. beeintrachtigt).

Die Auskunft ist auRerdem zu erteilen Uber "Empfénger oder Empféangerkreise" von
Daten. Wann es reicht, bspw nur eine Branche als Datenadressat zu bezeichnen (zB
Banken, Versicherungen, Wirtschaftsauskunfteien usw) und wann das konkrete Unter-
nehmen anzugeben ist, gerat haufig zum Streitpunkt. Losungsvorschlag: auch hier ist
immer der konkrete Empfanger zu nennen (Ausnahme: wie oben).

Leichterer Zugang zur Rechtsdurchsetzung

Der Zugang zur Rechtsdurchsetzung der Betroffenen gegeniiber privaten Auftragge-
bern ist unbedingt zu erleichtern. Die erstinstanzliche zivilgerichtliche Zustandigkeit mit
Anwaltszwang stellt fur viele Betroffene eine Hirde dar. Obwohl die Datenverarbeitungen
auf Seiten privater Unternehmen in den letzten Jahren rasant gestiegen sind und sich
damit auch Rechtsverletzungen bzw. das Missbrauchspotential zwangslaufig vergroRert
haben mussen, werden nur selten Anspriiche eingeklagt. Vor diesem Hintergrund ware
es wichtig, das Ombudsmannverfahren der Datenschutzkommission zeitgemaR und
bedarfsgerecht auszubauen.

Einfiihrung eines &sterreichischen Datenschutz-Giitesiegels:
Ein derartiges Vorhaben wird von der BAK unterstitzt.

Mit freundlichen GriiRen

=
L7 «4""
Herbert Tumpel Johanna Ettl
Prasident iV des Direktors
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