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An das

Bundesministerium fur
Inneres

Herrengasse 7
1014 Wien

Antwort bitte unter Anfiihrung der GZ an die Abteilungsmail

Entwurf eines Bundesgesetzes, mit dem das Sicherheitspolizeigesetz geandert
wird (SPG-Novelle 2014)
Begutachtung; Stellungnahme

Zu dem mit der do. oz. Note Ubermittelten Gesetzesentwurf nimmt das
Bundeskanzleramt-Verfassungsdienst wie folgt Stellung:

l. Allgemeines

Es wird darauf hingewiesen, dass die Ubereinstimmung des im Entwurf vorliegenden
Bundesgesetzes mit dem Recht der Europaischen Union vornehmlich vom do.

Bundesministerium zu beurteilen ist.

Il. Inhaltliche Bemerkungen

ZuZ4(§22):

Nach den Erlauterungen umfasst der Begriff der ,offentlichen Informations- und
Kommunikationstechnologie® ,jegliches Kommunikationsinstrument oder [gemeint
wohl:  jegliche] Kommunikationsanwendung, inklusive Radio, Fernsehen,
Mobiltelefonie, Hardware und Software fir Computer und Netzwerke,
Satellitensysteme sowie die verschiedenen Dienstleistungen und Anwendungen, die
damit verbunden sind“, wobei als Beispiel der ,gesamte elektronische
Zahlungsverkehr® genannt wird. Ein solches weites Verstandnis erschlief3t sich nicht

! Aus datenschutzrechtlicher Sicht.
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aus dem Gesetzesbegriff. Gesetz und Erlauterungen sollten einander angepasst

werden.

Nach den Erlauterungen reichen zwar die geltenden sicherheitspolizeilichen
Befugnisse zum Schutz der Betreiber kritischer Infrastrukturen aus. Da eine
Erweiterung sicherheitspolizeilicher Aufgaben aber eine Ausweitung der
bestehenden Befugnisse nach sich zieht und in Anknipfung an den Schutz kritischer
Infrastrukturen die Falle der SicherheitsUberprufung erweitert werden sollen, sollte
uberpruft werden, ob die vorgeschlagene Erganzung der Aufgaben des
vorbeugenden Schutzes von Rechtsgutern tberhaupt erforderlich ist.

Zu Z 10 (§ 55a Abs. 2 Z 3a):

Die vorgeschlagene Sicherheitsuberprufung im Zusammenhang mit dem Schutz
kritischer Infrastrukturen steht, insbesondere wegen des weiten
Anwendungsbereiches  dieses Begriffes, in einem  wertungsmafigen
Spannungsverhaltnis zu den ubrigen Fallen einer Sicherheitsiberpriufung nach § 55a
Abs. 2 SPG. Es sollte daher Uberpruft werden, ob die Sicherheitsuberprufung nicht
auf einzelne Bereiche kritischer Infrastrukturen eingeschrankt werden kann, zumal
eine Sicherheitsuberprifung voraussetzt, dass der Betroffene Zugang zu
,vertraulicher Information“ hat, also zu Information, die unter strafrechtlichem
Geheimhaltungsschutz (insb. nach dem 16. Abschnitt des StGB ,Landesverrat®) steht
und deren Geheimhaltung im oOffentlichen Interesse gelegen ist (§ 55 Abs. 3 Z 1
SPG). Sofern dies in einzelnen Bereichen kritischer Infrastrukturen von vornherein
ausgeschlossen oder unwahrscheinlich ist, sollten diese Bereiche vom
Anwendungsbereich der Sicherheitsuberprifung von vornherein ausgenommen

werden.

ZuZ 12 (§ 56 Abs. 1 Z 3a):

Die im Entwurf vorgesehene ,Ubermittiung vorhandener Beweismittel* ist zu weit
gefasst und wurde dem Wortlaut nach etwa auch Kommunikationsdaten oder DNA-
Daten beinhalten. Eine Einschrankung auf konkrete Beweismittel, etwa auf die in den
Erlauterungen genannten Lichtbilder und Vernehmungsprotokolle, ware in diesem
Zusammenhang jedenfalls einer pauschalen Formulierung vorzuziehen. Dabei ist zu
bericksichtigen, dass diese Beweismittel auch Daten weiterer Betroffener enthalten
konnen (zB Nennung von Namen im Vernehmungsprotokoll). Zudem ist
sicherzustellen, dass die Ubermittlung von Daten in jedem Einzelfall auf ihre
Erforderlichkeit und Verhaltnismaligkeit hin gepruft wird; im Falle einer
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rechtskraftigen Verurteilung wirde etwa die Mitteilung Uber den Ausgang des
Strafverfahrens ausreichen, womit eine Ubermittlung von Beweismitteln nicht mehr

erforderlich ware.

Zu Z 15 (§ 65 Abs. 1 und 5):

Es ist darauf hinzuweisen, dass der Verfassungsgerichtshof in seinem
Prufungsbeschluss vom 1. Oktober 2013, B 1156/2013 (Gesetzesprufungsverfahren
G 90/2013), hinsichtlich § 65 Abs. 1 das Bedenken formuliert hat, dass ,der Verdacht
der Begehung jedweder Straftat — selbst einer Verwaltungsstraftat sowie gerichtlich
strafbarer Fahrlassigkeitsdelikte oder gerichtlich strafbarer Vorsatzdelikte mit
geringem Unwertgehalt (,Bagatelldelikte”) — Anlass fur eine erkennungsdienstliche
Behandlung geben® kann. Mit der vorgeschlagenen Formulierung wird dieses
Bedenken zwar im Hinblick auf Verwaltungsstraftaten und Fahrlassigkeitsdelikte
entkraftet, nicht jedoch im Hinblick auf Bagatelldelikte.

Hinzu kommt, dass bei der Prognoseentscheidung dem Wortlaut nach (,oder®) aus-
schlielllich auf die Art der Tat abgestellt werden kann, dh. dass die
Gefahrenprognose — unabhangig von der Ausfuhrung der Tat und der
Personlichkeitsstruktur des Betroffenen — ausschlieBlich auf zB statistische Zahlen
zur Ruckfallswahrscheinlichkeit bei bestimmten Delikten gestitzt werden kann. Die
Bestimmung [auft damit letztlich darauf hinaus, dass eine erkennungsdienstliche
Behandlung bei Personen, die der Begehung eines bestimmten Deliktes mit hoher
Ruckfallswahrscheinlichkeit verdachtig sind, in jedem Fall als erforderlich anzusehen

sein wird, was dem Grundsatz der Verhaltnismaligkeit widerspricht.

ZuZ 16 (§ 67 Abs. 1):

Im Hinblick auf die vom Verfassungsgerichtshof in seinem Erkenntnis vom 12. Marz
2013, G 76/2013, angesprochene ,besondere Sensibilitdt eines DNA-Profiles ...,
dessen kunftige Verwendbarkeit bzw. Aussagekraft heute noch gar nicht absehbar ist
..., sowie die Moglichkeit einer zweckentfremdeten Nutzbarmachung® ware anstelle
einer Differenzierung nach der Strafdrohung eine Differenzierung nach Deliktstypen
zu bevorzugen. Soweit in den Erlauterungen darauf hingewiesen wird, dass die
Abgrenzung jener des Europaischen Haftbefehles sowie jener fur den Zugriff auf
DNA-Daten im Rahmen des Prumer Datenverbundes entspricht, ist zu bemerken,
dass die VerhaltnismaRigkeit der Ubermittlung vorhandener (zuldssigerweise
ermittelter) DNA-Daten unter anderen Gesichtspunkten zu beurteilen ist als deren

Ermittlung.
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Der Verfassungsgerichtshof hat im oben genannten Erkenntnis ausgesprochen, dass
§ 67 Abs. 1 erster Satz SPG keine hinreichenden Kriterien enthalt, welche die im
Einzelfall vorzunehmende Prognoseentscheidung entsprechend determinieren
wirden. Dieses Defizit wird mit der vorgeschlagenen Anderung nicht behoben;
entsprechende Kriterien zur Determinierung der Einzelfallentscheidung sind daher

jedenfalls in den Gesetzestext aufzunehmen.

Daruber hinaus stellt sich wie schon bei § 65 Abs. 1 auch hier das Problem, dass bei
der Prognoseentscheidung nach dem Wortlaut (,oder”) ausschlie3lich auf die Art der
begangenen strafbaren Handlung abgestellt werden kann, was dazu fuhrt, dass bei
Personen, die der Begehung eines bestimmten Deliktes mit statistisch hoher
Ruckfallswahrscheinlichkeit verdachtig sind, eine DNA-Untersuchung in jedem Fall
als erforderlich anzusehen sein wird, was — gerade in Anbetracht der besonderen
Sensibilitat von DNA-Daten — dem Grundsatz der VerhaltnismaRigkeit widerspricht.

ZuZ 17 (§ 73):

Wenngleich § 73 Abs. 1 nach dem Erkenntnis des Verfassungsgerichtshofes vom
12. Marz 2013, G 76/12, bei einer verfassungskonformen Interpretation eine ange-
messene Abwagung und Gewichtung des Interesses des Betroffenen an der
Geheimhaltung bzw. Loschung seiner personenbezogenen Daten und dem Interesse
des Staates am Fortbestehen des Eingriffes durch Fortsetzung der Speicherung
nach den allgemeinen Grundsatzen uber die Verwendung von Daten im Einzelfall

erlaubt, wird empfohlen, einen entsprechenden Tatbestand aufzunehmen.

Die im Falle einer Verurteilung anzuwendende Bestimmung der Z1 (eine
Anwendung der Z 4 kommt diesfalls nicht in Betracht) legt eine sehr umfangreiche
Maximalspeicherdauer fur Daten aus einer erkennungsdienstlichen Behandlung
(Vollendung des 80. Lebensjahres und seit der letzten erkennungsdienstlichen
Behandlung mindestens funf Jahre verstrichen) fest. Eine derart lange Speicherung —
moglicherweise Uber 60 Jahre bei Bagatelldelikten — ware nach den
datenschutzrechtlichen Grundsatzen in der Mehrzahl der Falle unverhaltnismalig;
letztlich sieht der Gesetzgeber mit gutem Grund etwa auch fur Strafregisterdaten
Tilgungsfristen vor. Da in der Praxis eine regelmalige amtswegige Prufung
samtlicher Datensatze dahingehend, ob die fortdauernde Speicherung nach den
allgemeinen Grundsatzen des Datenschutzes nach wie vor zuldssig ist, kaum
umsetzbar ist, wird angeregt, in § 73 Abs. 1 (insbesondere auch fur den Fall einer

gerichtlichen Verurteilung) generell die amtswegige Loschung der Daten aus einer
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erkennungsdienstlichen Behandlung nach einem bestimmten Zeitraum (zB funf Jahre
nach der letzten erkennungsdienstlichen Behandlung) anzuordnen und eine weitere
Verarbeitung im Einzelfall davon abhangig zu machen, dass dies erforderlich ist, well
auf Grund konkreter Umstande zu erwarten ist, der Betroffene werde gefahrliche

Angriffe begehen.

Anrequng zu § 74:

Wenngleich nach Aufhebung des § 74 Abs. 1 und 2 betreffend die Loschung er-
kennungsdienstlicher Daten auf Antrag des Betroffenen die allgemeinen Regelungen
des Datenschutzgesetzes 2000 Anwendung finden, sollte der Wegfall dieser ver-
fassungswidrigen Bestimmungen nicht dazu fuhren, dass das SPG gar keine
Regelung daruber enthalt, unter welchen Voraussetzungen eine Ldschung
erkennungsdienstlicher Daten auf Antrag des Betroffenen zu erfolgen hat.
Insbesondere auch im Hinblick auf erkennungsdienstliche Daten aus einer DNA-
Untersuchung ware eine klare Regelung, in welchen Fallen diese Daten auf Antrag
zu loschen sind, jedenfalls erforderlich. Um verfassungsrechtliche Probleme zu
vermeiden, sollte diese Regelung — insofern vergleichbar mit § 73 Abs. 1 — nicht
abschliellend ausgestaltet sein und jedenfalls eine Verhaltnismaligkeitsprafung im

Einzelfall zulassen.

Dabei sollten — unbeschadet der Pflicht zur amtswegigen Loschung — jedenfalls
folgende Tatbestande erfasst werden: 1) wenn der Verdacht, der fur die Verarbeitung
der erkennungsdienstlichen Daten mal3geblich ist, nicht bestatigt werden konnte oder
wenn die Tat nicht rechtswidrig war, es sei denn, weiteres Verarbeiten ware deshalb
erforderlich, weil auf Grund konkreter Umstande zu befurchten ist, der Betroffene
werde gefahrliche Angriffe begehen; 2) wenn der Verdacht zu einer rechtskraftigen
Verurteilung gefuhrt hat, jedoch auf Grund der konkreten Umstande des Falles nicht

zu erwarten ist, dass der Betroffene weitere gefahrliche Angriffe begehen werde.

lll. Legistische und sprachliche Bemerkungen

ZuZ 3 (8§16 Abs. 27 4):

Entsprechend Punkt 25 der Legistischen Richtlinien 1990? wire das Wort ,oder” in
Z 4 beizubehalten. Die Novellierungsanordnung ware im Ubrigen umzuformulieren
(etwa: In § 16 Abs. 2 werden in Z5 am Ende das Wort ,oder und folgende Z 6
angefugt:)
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ZuZ 16 (§ 67 Abs. 1):

Im ersten Satz hatte der Beistrich nach dem Wort ,begehen” zu entfallen.

Zum Vorblatt:

Im Allgemeinen Teil der Erlauterungen ist anzugeben, worauf sich die Zustandigkeit
des Bundes zur Erlassung der vorgesehenen Neuregelungen grundet (Punkt 94 der
Legistischen Richtinien 1979%). Die diesbeziiglichen Anmerkungen im Vorblatt wéren

daher in den Allgemeinen Teil der Erlauterungen zu Gberfuhren.

Diese Stellungnahme wird im Sinne der Entschlielung des Nationalrates vom 6. Juli
1961 auch dem Prasidium des Nationalrates zur Kenntnis gebracht.

20. Marz 2014
FUr den Bundesminister fur
Kunst und Kultur, Verfassung und o6ffentlichen Dienst:
HESSE

Elektronisch gefertigt

2 http://www.bka.gv.at/Docs/2005/11/28/LegRL1990.doc
3 http://www.bka.gv.at/2004/4/15/richtlinien1979.doc
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