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IHR ZEICHEN eBMI-LR1340/0001-111/1/2015

An das
Bundesministerium fur Inneres

Herrengasse 7
1010 Wien

Per E-Mail: bmi-iii-1 @bmlgvat Antwort bitte unter Anfiihrung der GZ an die Abteilungsmail

Entwurf eines Bundesgesetzes, mit dem das Bundesgesetz uber die
Organisation, Aufgaben und Befugnisse des polizeilichen Staatsschutzes
(Polizeiliches  Staatsschutzgesetz - PStSG) erlassen und das
Sicherheitspolizeigesetz geandert wird;

Begutachtung; Stellungnahme

Zu dem mit der do. oz. Note Ubermittelten Gesetzesentwurf nimmt das Bundes-
kanzleramt-Verfassungsdienst wie folgt Stellung:

l. Allgemeines

Es wird darauf hingewiesen, dass die Ubereinstimmung des im Entwurf vorliegenden
Bundesgesetzes mit dem Recht der Europaischen Union vornehmlich vom do.

Bundesministerium zu beurteilen ist.
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Il. Inhaltliche Bemerkungen

Zu Art. 1 (Polizeiliches Staatsschutzgesetz):

Zu & 1:

1. Aus Griinden der Ubersichtlichkeit wird angeregt, fir den letzten Satz des
Abs. 2, der die fur die Besorgung des polizeilichen Staatsschutzes zustandigen

Einheiten benennt, einen eigenen Absatz zu vergeben. Dieser konnte etwa lauten:

.Fur die Wahrnehmung der in Abs.2 genannten Aufgaben bestehen als
Organisationseinheit der Generaldirektion fur die oOffentliche Sicherheit das
Bundesamt fur Verfassungsschutz und Terrorismusbekampfung (Bundesamt) und
als Organisationseinheit der Landespolizeidirektionen in jedem Bundesland ein
Landesamt Verfassungsschutz (Landesamt).”

2. In Abs.3 Satz2 ist vorgesehen, dass der Bundesminister fur Inneres
bestimmte Angelegenheiten nach Abs. 2 dem Bundesamt vorbehalten kann.

Ihrem Wortlaut nach ermachtigt die Regelung den Bundesminister fur Inneres daher
generell dazu, einen Aufgabenvorbehalt zugunsten des Bundesamtes vorzusehen.
Im Hinblick auf Abs. 3 Satz 1 und die Erlauterungen zu Abs. 3 (wonach dieser
lediglich der Klarstellung dienen soll, wem die Eigenschaft als Auftraggeber iSd. § 4
Z4 DSG 2000 zukommt) sollte daher aus systematischen Grunden Uberpruft
werden, ob die Regelung in einem separaten Absatz getroffen (oder als zweiter Satz
dem unter Punkt 1 angeregten Absatz angefugt) werden konnte. Zudem sollte
zumindest in den Erlauterungen klargestellt werden, wie bzw. mit welchem Rechtsakt
der Bundesminister fur Inneres dem Bundesamt die betreffenden Angelegenheiten
vorbehalten kann.

Zu 8§ 2:

Vor dem Hintergrund des §7 Abs.1 des Informationssicherheitsgesetzes wird
angeregt, in Abs. 1 den Hinweis aufzunehmen, dass der Direktor des Bundesamtes

die Funktion als Informationssicherheitsbeauftragter fur den Wirkungsbereich des

Bundesministers fir Inneres wahrnimmt.

Zu § 6:

§6 Abs.1 Z2 erfasst den ,vorbeugenden Schutz vor wahrscheinlichen

verfassungsgefahrdenden Angriffen durch eine Person®;, Z 3 erfasst demgegenuber
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den ,Schutz vor verfassungsgefahrdenden Angriffen aufgrund von Informationen
uber Personen, die (auch blol3) im Verdacht stehen, im Ausland einen
verfassungsgefahrdenden Angriff verwirklicht zu haben. Die Abgrenzung dieser
beiden Aufgaben erscheint unklar. Insbesondere stellt sich die Frage, inwiefern
aufgrund von Informationen Uber den gegen eine Person bestehenden Verdacht,
einen verfassungsgefahrdenden Angriff im Ausland begangen zu haben, ein

,wahrscheinlicher” verfassungsgefahrdender Angriff vorliegen konnte bzw. ob auch
entsprechende Informationen uber  die (bloRe) Moglichkeit  eines
verfassungsgefahrdenden Angriffs durch eine Person eine Aufgabe begrinden
konnten. Auch dass in Z 2 auf den ,vorbeugenden Schutz®, in Z 3 dagegen lediglich

auf den ,Schutz” abgestellt wird, erscheint klarungsbedurftig.

Zu § 18:

Abs. 1 sieht vor, dass das Bundesamt zur Information der Offentlichkeit jahrlich einen
Bericht Uber aktuelle und mogliche staatsschutzrelevante Entwicklungen zu erstellen
hat. Dabei stellt sich die Frage, ob das Bundesamt dabei nur die durch das
Bundesamt selbst wahrgenommenen Entwicklungen aufnimmt oder auch die durch
die Landesamter wahrgenommenen Entwicklungen und Aufgaben berlcksichtigt
werden sollen. Im zweiten Fall ware zu prufen, ob entsprechende Berichtspflichten

der Landesamter an das Bundesamt vorzusehen waren.

Zu Art. 2 (Anderung des Sicherheitspolizeigesetzes):

Zu Z 15 (§ 54 Abs. 5):

In Abs. 5 soll nicht nur der Anwendungsbereich von einer ,Zusammenkunft” auf den
,<Zusammenhang mit einer Zusammenkunft* ausgeweitet werden, sondern zudem die
Einschrankung auf ,Anwesende® entfallen. Unklar erscheint somit, wer von der
Regelung betroffen sein wird. Dies sollte Uberpruft bzw. in den Erlauterungen naher
begrundet werden.

lll. Datenschutzrechtliche Bemerkungen:

Zu Art. 1 (Polizeiliches Staatsschutzgesetz):

Allgemeines:
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Zu & 4:

Im Hinblick auf § 4 Z 5 ware zu prufen, ob die zentrale Funktion des Bundesamtes im
Bereich der internationalen Zusammenarbeit auf dem Gebiet des Staatsschutzes im
Einklang mit bestehenden Regelungen uber die Auslandsubermittiung von personen-
bezogenen Daten an Drittstaaten steht.

Zu § 8:

Im Hinblick auf die in § 8 geregelten Unterrichtungspflichten stellt sich die Frage, ob
diese auch die Ubermittlung personenbezogener Daten umfassen. Soweit die
Verarbeitung von Daten zu diesem Zweck zulassig ist (vgl. § 10 Abs. 1 Z 4), sollte
geregelt werden, welche personenbezogenen Daten zu diesem Zweck verwendet

werden diirfen (vgl. im Ubrigen die Anmerkung zu § 10 Abs. 2).

Zu 8 9:

Zusatzlich zum Kriterium der Erforderlichkeit sollte das Kriterium der
VerhaltnismaRigkeit ausdrucklich in den Gesetzestext aufgenommen werden; im
Lichte der besonderen Bedeutung der Verhaltnismaligkeit bei Eingriffen in das
Datenschutzgrundrecht (vgl. §1 Abs.2 DSG 2000) ist der in §5 enthaltene
allgemeine Verweis auf die subsidiare Anwendung des SPG (vgl. hierzu die
Erlauterungen zu § 9) nicht ausreichend.

Daruber hinaus erscheint es aus datenschutzrechtlicher Sicht geboten, zusatzlich in
den einzelnen Bestimmung des dritten Hauptstickes Uber die Eingriffsbefugnisse
jeweils auf das VerhaltnismaRigkeitserfordernis hinzuweisen. Dies ist derzeit nur in
einzelnen Bestimmungen (etwa in § 10 Abs. 4, nicht aber in § 10 Abs. 5) der Fall,
was den Eindruck erweckt, dass die VerhaltnismaRigkeit im Einzelfall nur dort zu

beachten ist, wo sie explizit genannt ist.

Zu § 10:

Aus datenschutzrechtlicher Sicht handelt es sich bei der Regelung in Abs. 2 um eine
Verwendung von Daten fur ein anderes Aufgabengebiet des Auftraggebers und somit
um eine Ubermittlung iSd § 4 Z 12 DSG 2000; die Ermachtigung umfasst (mangels
anderslautender Anordnung) auch sensible Daten. Zumindest in Bezug auf sensible
Daten ware es erforderlich, im Ubrigen aber generell empfehlenswert, naher zu
differenzieren, welche Daten fur welche (gednderten) Zwecke verwendet werden

durfen. Zudem ist eine Einschrankung dahingehend vorzunehmen, dass nur solche

www.parlament.gv.at



24/SN-110/ME XXV . GP - Stellungnahme zu Entwurf (elektr. UGbermittelte Version)
Daten weiterverwendet werden durfen, die zuvor rechtmaliger Weise verarbeitet

wurden (vgl. auch die Formulierung in der Ubergangsbestimmung des § 22 Abs. 2).

Anders als § 10 Abs. 4 sieht Abs. 5 ein Verhaltnismaligkeitserfordernis nicht vor; in

diesem Zusammenhang wird auf die diesbezugliche Anmerkung zu § 9 verwiesen.

Zu § 11:

Im Hinblick auf § 11 Abs. 1 erscheint unklar, in welchem Verhaltnis die Begriffe des
.Betroffenen einer Aufgabe iSd §6 Abs.1 Z1 bis 3 (Abs.1 Z1) und des
,verdachtigen eines verfassungsgefahrdenden Angriffs“ (Abs. 1 Z2) zueinander
stehen. Soweit die Erlauterungen zu dieser Bestimmung auf die ,unterschiedliche
Rechtsgrundlage fur die Ermittlung dieser Daten (SPG, StPO)“ Bezug nehmen, stellt
sich die Frage, inwieweit im Falle der Eroffnung des Anwendungsbereiches der StPO
noch Raum fur eine Anwendung des PStSG bleibt.

Soweit in §11 Abs.2 die Fuhrung der Datenanwendung als
Informationsverbundsystem zwischen dem Bundesamt und den Landesamtern
ermoglicht wird, wird empfohlen, eine klare Regelung dahingehend aufzunehmen,
wer Auftraggeber und Betreiber des Informationsverbundsystems ist (vgl. § 50
DSG 2000).

Die in Abs. 2 ferner enthaltene Regelung Uber die Speicherdauer von Daten
entspricht im Wesentlichen dem bestehenden § 53a Abs. 6 SPG, sieht jedoch eine
Hochstspeicherdauer von funf Jahren (anstatt bisher drei Jahren) vor. In den
Erlauterungen sollte naher ausgefuhrt werden, inwiefern eine langere Speicherdauer
erforderlich und (insbesondere in Bezug auf Kontakt- und Begleitpersonen)
verhaltnismaRig ist. Im Ubrigen wird hinsichtlich der Léschung von Daten auf die

Anmerkungen zu § 14 verwiesen.

Abs. 3 enthalt nahere Regelungen in Bezug auf die Richtigkeit und Aktualitat von
Daten; im Hinblick darauf, dass die Datenanwendung gemall Abs.2 als
Informationsverbundsystem gefuhrt werden darf, sollte eine Regelung dahingehend
aufgenommen werden, welchem Auftraggeber die Zustandigkeit bzw. Befugnis zur
Richtigstellung von Daten und zur Aktualisierung von Anmerkungen zukommt
(Clearing-Regelung). Soweit der zweite Satz vorsieht, dass u.a. bei ,Beendigung
eines Verfahrens® — worunter auch ein Freispruch im Strafverfahren zu subsumieren

sein durfte — lediglich ein Vermerk zur Verfahrensbeendigung aufzunehmen ist,
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sollten nahere Ausfuhrungen zur Verhaltnismafigkeit dieser MalRnahme (gegenuber

einer Loschung der Daten) in die Erlauterungen aufgenommen werden.

Hinsichtlich der Protokollierung von Daten nach Abs. 4 ist fraglich, von wem die
Uberpriifung der Protokolldaten vorgenommen wird und ob diese Uberpriifung nur
nach Stichproben erfolgt oder aber eine Uberpriifung jeder Abfrage im Hinblick auf
einen vorliegenden konkreten Geschéftsfall durchgefiihrt werden soll. Im Ubrigen
erweist sich — angesichts der in Abs. 2 vorgesehenen funfjahrigen Speicherfrist —
eine Aufbewahrung der Protokolldaten von blof3 drei Jahren als zu kurz; aus
datenschutzrechtlicher Sicht muss gewahrleistet sein, dass Protokollaufzeichnung
grundsatzlich solange aufbewahrt werden, wie auch die Daten zu dieser Person
gespeichert werden und die in der Datenbank erfasste Person (Betroffener) nach §

17 informiert werden kann.

Zu § 12:

Aus dem Gesetzestext geht nicht hervor, wo die Ergebnisse von Ermittlungsmal3-
nahmen gemaly Abs. 1 zu speichern sind und ob diese in die Datenanwendung
gemal § 11 aufgenommen werden (und damit im Informationsverbundsystem zur
Verfugung stehen). Insbesondere stellt sich die Frage, ob es sich bei den
Ergebnissen von ErmittlungsmalRnahmen iSd Abs. 1 um ,tat- und fallbezogene
Informationen® gemal® §11 Abs.1 Schlusssatz handelt, die in das
Informationsverbundsystem (§ 11 Abs. 2) aufzunehmen sind.

Daruber hinaus ist zu bemerken, dass die in Abs. 1 angeflhrten
ErmittlungsmalRnahmen zum Teil auch auf Kontakt- und Begleitpersonen gerichtet
sein konnen; in diesem Zusammenhang sollte jedenfalls die Notwendigkeit und
VerhaltnismaRigkeit des Eingriffs in das Datenschutzgrundrecht dieser Personen
uberpruft und sichergestellt werden, dass zu diesen Personen erhobene Daten (zB
Fotos eines Treffens mit Arbeitskollegen), die nicht fur die Ermittlung bendtigt
werden, umgehend  wieder geléscht werden. Zudem  durfen die
Ermittlungsermachtigungen nach Abs. 1 - insbesondere die Erhebung von
Kommunikationsdaten (Z5 wund 7) sowie Einholung von Auskunften von
Beforderungsunternehmen zu einer von ihnen erbrachten Leistung (Z 6) — keinesfalls
dazu fuhren, dass in jedem Fall derartige Daten routinemallig abgefragt werden.
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Im Hinblick auf Abs. 1 Z 6 sollte naher prazisiert werden, welche Informationen von
»2Auskunften von Beforderungsunternehmen zu einer von ihnen erbrachten Leistung®

erfasst sind.

Die in Abs.1 Z7 vorgesehene Befugnis zur Einholung von Auskunften Uber
Verkehrsdaten, Zugangsdaten und Standortdaten von Betreibern oOffentlicher
Kommunikationsdienste stellt eine wesentliche Erweiterung gegenuber den
bisherigen Regelungen im SPG dar: Abgesehen von den eingeschrankten
Datenermittlungsbefugnissen des § 53 Abs. 3a und 3b SPG — die nunmehr auch in
§ 12 Abs. 1 Z 5 PStSG Ubernommen wurden — sind Auskunfte Uber die genannten
nach der geltenden Rechtslage ausschlieBlich im Rahmen der Kriminalpolizei
zulassig und unterliegen gemal® § 135 Abs. 2 iVm § 137 Abs. 1 StPO ua. einem
zwingenden Richtervorbehalt. Im Hinblick darauf, dass die vorgeschlagene
Ermittlungsmalinahme eine wesentlich niedrigere Eingriffsschwelle vorsieht als die
Auskunft Uber Daten einer Nachrichtenubermittlung gemall § 135 Abs. 2 StPO,
gleichzeitig aber der Rechtsschutz deutlich schwacher ausgestaltet ist (vgl. zur
Problematik der Moglichkeit, dem Rechtsschutzbeauftragten gegenuber die
Amtsverschwiegenheit geltend zu machen, die Anmerkung zu § 16), ware zu prufen,
ob der vorgesehene Eingriff in das Datenschutzgrundrecht der Betroffenen
notwendig und verhaltnismaRig ist; gegebenenfalls waren entsprechende

Ausfuhrungen in die Erlauterungen aufzunehmen.

Zu § 14:

Zunachst erscheint unklar, in welchem Verhaltnis § 14 zu den Loschungsregelungen
in §11 Abs. 2 und § 13 Abs. 3 steht: So sieht etwa § 14 Abs. 1 zweiter Satz vor,
dass personenbezogene Daten zu I6schen sind, sobald sie fur die Erfullung der
Aufgabe, fur die sie verwendet werden, nicht mehr bendtigt werden, ,es sei denn, fur

ihre Loschung ware eine besondere Regelung getroffen worden®.

Den Erlauterungen zu § 14 zufolge handelt es sich bei § 11 um eine ,besondere
Regelung” zur Loschung. Dieser sieht in Abs.2 jedoch lediglich eine
Hochstspeicherfrist von funf Jahren vor; eine Nichtanwendung des § 14 Abs. 1 ware
aus datenschutzrechtlicher Sicht problematisch, weil die in dieser Bestimmung
vorgesehene Loschungspflicht sich schon aus § 1 Abs. 2 DSG 2000 ergibt.

§ 1 Abs. 2 DSG 2000 setzt ferner voraus, dass eine Datenverwendung stets im
Hinblick auf einen bestimmten Zweck zu erfolgen hat. Im Hinblick auf § 14 Abs. 2
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bedeutet dies, dass - insbesondere nach Ablauf der Ermachtigung des
Rechtsschutzbeauftragten — auch die blol3e Aufbewahrung von personenbezogenen
Daten ausschlielllich zur Erfullung eines zulassigen Verwendungszwecks erfolgen
darf und im Hinblick auf diesen notwendig und verhaltnismaRig sein muss; die bloRe
Moglichkeit, dass eine Person oder Gruppierung zu einem spateren Zeitpunkt
neuerlich Anlass zu einer Aufgabe nach §6 Abs.1 Z1 oder 2 geben konnte,
erscheint in dieser Allgemeinheit nicht ausreichend, um in jedem Fall eine weitere
Aufbewahrung der Daten zu rechtfertigen. Ist eine solche Notwendigkeit in einem
konkreten Fall nicht gegeben, mussen die Daten gemall §1 Abs.2 DSG 2000
jedenfalls geloscht werden.

Ferner ist zu bemerken, dass § 11 Abs. 2 eine Hochstspeicherfrist von funf Jahren,
§ 14 Abs. 2 letzter Satz hingegen eine HOchstspeicherfrist von sechs Jahren
vorsieht. In die Erlauterungen sollten nahere Ausfuhrungen zur Festlegung und
Abstimmung dieser Speicherfristen aufgenommen werden.

Zu § 15:

Aufgrund der erheblichen Eingriffe in das Datenschutzgrundrecht der Betroffenen —
zu denen auch Kontakt- und Begleitpersonen zahlen — wird empfohlen, die
Hochstdauer der Ermachtigung gemall Abs. 2 — wie schon bisher in § 91c Abs. 3
SPG im Zusammenhang mit der erweiterten Gefahrenerforschung — auf drei Monate
zu beschranken und keine unbeschrankt haufige Verlangerung (vgl. die
Erlauterungen zu § 15) zuzulassen. Fur den Fall der Beibehaltung der
sechsmonatigen Hochstdauer von Ermachtigungen ware in den Erlauterungen
auszufuhren, aus welchen Grinden diese Ausdehnung erforderlich und
verhaltnismafig ist.

Zu § 16:

§ 16 Abs. 1 zweiter Satz sieht vor, dass gegenuber dem Rechtsschutzbeauftragten
im Hinblick auf Auskunfte und Unterlagen Uber die Identitat von Personen oder Uber
Quellen sowie Abschriften die Amtsverschwiegenheit geltend gemacht werden kann,
wenn das Bekanntwerden der Information die nationale Sicherheit oder die
Sicherheit von Menschen gefahrden wirde.

Da eine umfassende Kenntnis der Sachlage fur die Wahrnehmung der
Kontrollaufgaben des Rechtsschutzbeauftragten unumganglich ist, muss

gewahrleistet sein, dass diesem die erforderlichen Grundlagen fur eine Beurteilung
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der Erforderlichkeit und VerhaltnismaRigkeit der Mainahme vorliegen. Insbesondere
ist in diesem Zusammenhang zu beachten, dass die ErmittlungsmaRnahmen des
polizeilichen Staatsschutzes schon ihrem Wesen nach typischerweise im
Zusammenhang mit der nationalen Sicherheit oder der Sicherheit von Menschen
stehen (vgl.§1 Abs.2), weshalb die vorgesehene Ausnahmemdglichkeit in
zahlreichen Fallen schlagend werden konnte. Insbesondere ware zu prufen, ob
allenfalls ein gelinderes Mittel zur Erreichung des erhdhten Geheimhaltungsschutzes
zur Verfugung steht (etwa Verweigerung nur im Hinblick auf Auskunfte und
Ablichtungen, nicht aber im Hinblick auf den Einblick in Unterlagen).

Zu § 22:

§ 22 Abs. 2 sollte im Hinblick auf den frGheren Verwendungszweck der Daten
eingeschrankt werden; ansonsten konnte die Bestimmung so verstanden werden,
dass auch solche Daten in die Datenanwendung aufgenommen werden durfen, die
zuvor in einem vollig anderen Zusammenhang ermittelt wurden (etwa

Personaldaten).

Zu Art. 2 (Anderung des Sicherheitspolizeigesetzes):

Zu Z 3 (§ 13a Abs. 3):

Zunachst ist zu bemerken, dass der Begriff der strafbaren Handlung nicht nur
gerichtlich strafbare Handlungen, sondern auch blo3e Verwaltungsubertretungen
erfassen durfte (vgl. die Erlauterungen zum vorgeschlagenen § 54 Abs. 5 [Z 15 des

Entwurfes], der ebenfalls diesen Begriff verwendet).

Im Lichte des § 1 Abs. 2 DSG 2000 erscheint eine Verwendung im Hinblick auf
Verwaltungsubertretungen mit  blof3  geringfigigem Unrechtsgehalt (etwa
Missachtung eines Parkverbotes) Uberschiellend. Soweit eine Verwendung der
Aufzeichnungen im Zusammenhang mit bestimmten Verwaltungsibertretungen flr
notwendig und verhaltnismalig erachtet wird (vgl. etwa die Erlauterungen zum
vorgeschlagenen §54 Abs.5 [Z15 des Entwurfes]), sollten diese explizit als
zuldssiger Verwendungszweck genannt werden, im Ubrigen aber die Verwendung

auf die Verfolgung gerichtlicher strafbarer Handlungen eingeschrankt werden.

Zudem wird darauf hingewiesen, dass sich die Aufzeichnung aufgrund des
Wortlautes der Bestimmung (,zum Zweck der Dokumentation von Amtshandlungen®)
ausschlieBlich auf die Amtshandlung selbst zu beschranken hat; das bedeutet, dass
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etwa die Aufzeichnung von zufallig wahrgenommenen strafbaren Handlungen, die
nicht im Zusammenhang mit der Amtshandlung stehen, nicht auf diese Bestimmung
gestutzt werden kann (zB mit laufendem Aufzeichnungsgerat von der Amtshandlung

weggehen, um eine Verwaltungsubertretung zu dokumentieren).

Im Hinblick auf den ,offenen® Einsatz von Bild- und Tonaufzeichnungsgeraten
erscheint es erforderlich, die lediglich in den Erlauterungen zu §13a Abs. 3
angefuhrte Vorgangsweise (,vor Beginn der Aufzeichnung [ist] darauf zu achten,
dass der Einsatz fur alle Beteiligten eindeutig erkennbar ist, wozu je nach Situation
eine ausdruckliche Ankundigung gegenuber dem Betroffenen oder eine auf sonstige
Weise zweifelsfreie Erkennbarkeit des Einsatzes fur den Betroffenen erforderlich

ist.) unmittelbar im Gesetzestext zu verankern.

In diesem Zusammenhang wird auch darauf hingewiesen, dass ein offener Einsatz
voraussetzt, die Aufzeichnung jedenfalls erst mit der Betatigung des
Einschaltknopfes beginnt, dh. insbesondere keine laufende Aufzeichnung und
Uberschreibung von Daten erfolgt (etwa, damit bei Betatigung des Einschaltknopfes
auch Aufzeichnungen eines kurzen Zeitraumes vor dem Einschalten vorhanden
sind); eine solche anlasslose systematische, fortlaufende Uberwachung des
offentlichen Raums sowie aller sonstigen Ortlichkeiten, an denen der Trager des
Aufzeichnungsgerates sich befindet, wirde einen unverhaltnismaligen Eingriff in das
Datenschutzrecht der Betroffenen (zu denen jedenfalls auch der Trager des Gerates
zahlt) darstellen (vgl. idZ das Erkenntnis des Bundesverwaltungsgerichts vom
30. Janner 2015, W214 2011104-1/9E).

Zudem wird in Bezug auf die Verpflichtung zur Ergreifung von Datensicherheitsmal3-
nahmen darauf hingewiesen, dass der bloRe Verweis auf § 14 DSG 2000 nicht
ausreicht. Unklar ist ferner, ob die Speicherung lokal am Gerat erfolgt oder die
ermittelten Daten im Zuge der Aufzeichnung laufend an einen anderen Speicherort

Ubertragen werden.

Ferner wird angeregt, zu uberprufen, ob eine kurzere Aufbewahrungsdauer als sechs
Monate im Sinne eines gelinderen Mittels (§ 1 Abs. 2 letzter Satz DSG 2000) zur
Erreichung des Verarbeitungszwecks ausreichend ware. Daruber hinaus sollte auch
klargestellt werden, in welcher Form die Betroffenenrechte des DSG 2000 — insbe-
sondere das Auskunftsrecht (vgl. §26 und § 50e DSG 2000) — wahrgenommen

werden konnen.
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ZuZ9 (§ 53 Abs. 3b):

Mit der vorgeschlagenen Anderung wird die bestehende Befugnis zur Ermittlung von
Standortdaten erheblich ausgeweitet: Wahrend § 53 Abs. 3b idgF lediglich die
Lokalisierung von Geraten der gefahrdeten Person sowie von Begleitpersonen
erlaubt, sollen nunmehr auch ,Gefahrder” erfasst werden.

Fraglich ist, ob jegliche in dieser Bestimmung genannte Gefahr (insbesondere fur die
,Gesundheit eines Menschen®, was sehr weit verstanden werden kann) einen
solchen Eingriff rechtfertigt. In diesem Zusammenhang ist zu bemerken, dass
Gefahrder teilweise schon jetzt gemall § 53 Abs. 3b lokalisiert werden konnen (etwa
als Begleitperson eines EntfUhrungsopfers); liegt keine raumliche Nahe zu
gefahrdeten Personen vor (allenfalls ware der Begriff der ,Begleitperson®
nachzuscharfen), stellt sich die Frage, inwieweit eine Lokalisierung von Gefahrdern
Uberhaupt noch in den Bereich der Gefahrenabwehr fallt, zumal bei einem
hinreichend konkreten Verdacht auf das Vorliegen einer Straftat ohnehin bereits der
Anwendungsbereich der StPO eroffnet ist und ansonsten die Abwehr der Gefahr
selbst typischerweise am Gefahrdungsort (der nicht zwingend ident ist mit dem Ort
des Gefahrders) erfolgt. In diesem Zusammenhang sollten nahere Ausfihrungen in

die Erlauterungen aufgenommen werden.

Zu Z 11 (§ 53a Abs. 5a):

Es wird angeregt, in § 53a Abs. 5a zu regeln, wer Auftraggeber — und allenfalls auch

Betreiber — dieses Informationsverbundsystems ist.

Im Hinblick auf die im letzten Satz geregelte Erméchtigung zur Ubermittlung
personenbezogener Daten an Dienststellen inlandischer Behodrden wird auf die
entsprechende Anmerkung zu Art. 1 (§ 11 Abs. 2 PStSG) verwiesen.

ZudenZ 13 und 14 (§ 54 Abs. 3 und 3a):

Im Zusammenhang mit der Durchfuhrung verdeckter Ermittlungen durch nicht der
Polizei zugehorige Personen ist sicherzustellen, dass ein ausreichender Schutz der
im Zuge der verdeckten Ermittlung ermittelten personenbezogenen Daten auch dann
sichergestellt ist, wenn die Mallnahme etwa von einer Vertrauensperson
durchgefuhrt wird. Insbesondere sollte in den Erlauterungen naher ausgefuhrt
werden, wie die in § 54 Abs.3a angeflhrten Fiihrungs-, Uberwachungs- und

Dokumentationspflichten ausgestaltet sind.
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Zu Z 15 (§ 54 Abs. 5):

Im Hinblick auf die Zulassigkeit der Verwendung der nach dieser Bestimmung
ermittelten Aufzeichnungen zum Zweck der Verfolgung strafbarer Handlungen wird
auf die entsprechende Anmerkung zu Z 3 (§ 13a Abs. 3) verwiesen.

ZudenZ 17 und 18 (§ 75 Abs. 1a und 2):

§ 75 Abs. 2, der einen Abgleich von Daten der Zentralen erkennungsdienstlichen
Evidenz mit Daten gemal® Abs. 1a vorsieht, erscheint aus datenschutzrechtlicher
Sicht insofern problematisch, als die Daten gemal} Abs. 1a auch ,Zufallsspuren® an
einem Tatort umfassen durften, die von Unbeteiligten stammen. Im Zusammenhang
mit solchen Personen stellt sich die Frage nach der VerhaltnismaRigkeit eines
solchen Abgleiches mit anderen Datensatzen, zumal dieser offenbar der Aufdeckung
von Zufallstreffern® dienen durfte, die nicht im Zusammenhang mit dem
ursprunglichen Strafverfahren, im Rahmen dessen die Daten ermittelt wurden,
stehen.

IV. Legistische und sprachliche Bemerkungen

Allgemeines:
1. Es ist auf eine einheitliche Gestaltung des Entwurfes zu achten. So wird beim

Zitat von Rechtsvorschriften die Abkurzung des Titels zum Teil mit einem
Klammerausdruck, zum Teil mit einem Bindestrich nachgestellt. Das sollte
vereinheitlicht werden, wobei der Nachstellung mit Bindestrich der Vorzug zu geben
ist.

2. Der gesamte Entwurf ware auf die Wahl der richtigen Formatierung zu

Uberprifen.

Zum Titel:

Es muss richtig ,Bundesgesetz, mit dem das Bundesgesetz uber die Organisation,
Aufgaben und Befugnisse des polizeilichen Staatsschutzes (Polizeiliches
Staatsschutzgesetz — PStSG) erlassen und das Sicherheitspolizeigesetz geandert

werden® lauten.
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Zu Art. 1 (Polizeiliches Staatsschutzgesetz ):

Zu 8§ 2:
Abs. 1:

Aus Grunden besserer Verstandlichkeit und leichterer praktischer Handhabbarkeit
wird angeregt, in der Regelung nicht blol allgemein auf das
Informationssicherheitsgesetz zu verweisen, sondern konkret den — nach den
Erlauterungen relevanten — § 7 des Informationssicherheitsgesetzes betreffend den

Informationssicherheitsbeauftragten zu zitieren.

Im Hinblick darauf, dass andere Rechtsvorschriften im Text einer Rechtsvorschrift mit
inrem Titel (oder Kurztitel und allenfalls unter AnflUgung der Abklrzung) und der
Fundstelle der Stammfassung zu zitieren waren (vgl. RL 131 der Legistischen
Richtlinien 1990"), sollte das Zitat in diesem Fall lauten: ,nach §7 des
Informationssicherheitsgesetzes — InfoSiG, BGBI. | Nr. 23/2002°.

Zu & 4:

Da es sich, ausweislich der Erlauterungen, auch bei den in § 4 dem Bundesamt als
Zentralstelle vorbehaltenen Angelegenheiten um Aufgaben auf dem Gebiet des
polizeilichen Staatsschutzes handelt, wird aus systematischen Grinden angeregt,
die Regelung des § 4 besser in das 2. Hauptstuck betreffend die Aufgaben auf dem

Gebiet des polizeilichen Staatsschutzes zu integrieren.

Zu § 6:

Es wird angeregt, in Abs. 2 Z1 das Zitat ,§§ 278b, 278c bis 278f* durch das Zitat
,8§ 278b bis 278f“ zu ersetzen.

Zu § 11:

In Abs. 1 Z 3 sollte das Zitat ,Z 1 oder Z 2 durch das Zitat ,Z 1 oder 2“ ersetzt

werden.

Zu § 12:

1. In Abs. 1 Z 5 und 7 sollte das Zitat ,§ 6 Abs. 1 Z 1 und Z 2“ jeweils durch das
Zitat ,§ 6 Abs. 1 Z 1 und 2“ ersetzt werden.

1
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2. Es sollte Uberpruft werden, ob der vorletzte sowie der letzte Satz des Abs. 1
Z 7 tatsachlich nur fur die in Z7 geregelten Auskunfte gelten oder — wovon
ausgegangen wird — fur den gesamten Abs. 1 zur Anwendung kommen sollen. Im

zweiten Fall waren die beiden Satze der Formatvorlage ,55 SchlussteilAbs®

zuzuordnen.
Zu § 15:
1. In Abs. 1 und 2 sollte das Zitat ,§ 6 Abs. 1 Z 1 und Z 2“ jeweils durch das Zitat

»8 6 Abs. 1 Z 1 und 2° ersetzt werden.

2. Wenngleich nicht Ubersehen wird, dass § 91c Abs. 3 SPG eine vergleichbare
Terminologie verwendet, wird angeregt, statt der Wortfolge ,denen sich eine Aufgabe
gemald § 6 Abs. 1 Z 1 und Z 2 stellt” besser die Wortfolge ,die eine Aufgabe gemaf
§ 6 Abs. 1 Z 1 und 2 besorgen® zu verwenden.

3. Da ausweislich der Erlauterungen auch mehrmalige Verlangerungen der
Ermachtigung moglich sind, sollte statt von ,Verlangerung ist moglich® besser von
»verlangerungen sind moglich“ gesprochen werden (s. dazu aber auch die inhaltliche

Anmerkung aus Sicht des Datenschutzes).

Zu § 16:

In Abs. 2 sollte statt von ,Aufgabenstellungen® besser von ,Aufgaben® gesprochen

werden.

Zu Art. 2 (Anderung des Sicherheitspolizeigesetzes):

ZuZ?2 (8§86 Abs. 1):

Im Hinblick auf die vorgeschlagene Novellierung wird angeregt, zudem im zweiten

Satz nach dem Wort ,erfolgt” das Wort ,jeweils” einzufugen.

Zu Z 3 (§ 13a Abs. 3):

Ausweislich der Erlauterungen soll mit der Wortfolge ,sofern gesetzlich nichts
Besonderes bestimmt ist® zum Ausdruck gebracht werden, dass bestehende
Sonderregelungen unberuhrt bleiben. Um diese Aussage zu verdeutlichen, wird
folgende Umformulierung des ersten Satzes angeregt:
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,Zum Zweck der Dokumentation von Amtshandlungen, bei denen die Organe des
offentlichen Sicherheitsdienstes Befehls- und Zwangsgewalt ausuben, ist der offene

Einsatz von Bild- und Tonaufzeichnungsgeraten, sofern gesetzlich nicht anderes

bestimmt ist, nach MalRgabe der Bestimmungen dieses Absatzes zulassiqg.*

ZuZ5und6 (§ 21 Abs. 2a und 3):

Statt einen Abs. 2a einzufigen und den geltenden Abs. 3 aufzuheben, sollte besser
Abs. 3 ersetzt werden.

Zu Z6 (§§ 63 Abs. 1a und 1b):

In der Novellierungsanordnung sollte es statt ,63 Abs. 1a, 63 Abs. 1b“ besser ,63
Abs. 1a und 1b“ lauten.

ZuZ7(§25):

Die Novellierungsanordnung muss richtig lauten: ,In der Uberschrift zu § 25 wird das

Wort ,Kriminalpolizeiliche durch das Wort ,Sicherheitspolizeiliche’ ersetzt.”.

Zu Z 8 (§ 53):

Im Zuge der Novellierung sollte noch
— in Abs. 1 der Strichpunkt am Ende der Z 6 durch einen Punkt ersetzt werden;

— in Abs. 5 statt der Wortfolge ,fur die erweiterte Gefahrenerforschung (§ 21
Abs. 3)“ die Wortfolge ,fur die erweiterte Gefahrenerforschung (§ 21 Abs. 3)

und® entfallen.

ZuZ 11 (§ 53a):

1. Die  Novellierungsanordnung sollte auf folgende drei separate
Novellierungsanordnungen aufgeteilt werden:

.In § 53a Abs. 1 entfallt die Wortfolge ,den Personen- und Objektschutz und‘.”
.,Nach § 53a Abs. 1 wird folgender Abs. 1a eingeflugt:*

.,Nach § 53a Abs. 5 wird folgender Abs. 5a eingeflugt:*

2. In Abs. 5a sollte vor der Wortfolge ,kritischen Infrastrukturen“ das Wort ,von*
eingefugt werden.
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Zu Z 13 (§ 54 Abs. 3):

Es wird folgende Umformulierung angeregt: ,Das Einholen von Auskunften durch die
Sicherheitsbehdrde ohne Hinweis gemald Abs.1 oder im Auftrag der

Sicherheitsbehdrde durch andere Personen, die ihren Auftrag weder offen legen

noch erkennen lassen, ...“

Es wird im Hinblick auf den vorgeschlagenen Abs. 3a zudem angeregt, nach die
Wortfolge betreffend die ,anderen Personen“ den Klammerausdruck ,(verdeckte

Ermittler)* zu stellen.

IV. Zu den Materialien

Zur Textgegeniiberstellung:

1. Es ware auf eine einheitliche Gestaltung der Textgegenuberstellung zu
achten. So sollte es etwa beispielsweise nicht einmal ,(1) bis (2)*, das andere Mal
»(1) und (2) lauten. Das Wort ,bis“ ware der Aufzahlung mehrerer Bestimmungen
vorzubehalten [,,(1) bis (3)“].

2. Die Textgegenuberstellung sollte auf Vollstandigkeit Uberpruft werden.

3. Es wird angeregt, Textgegenuberstellungen kinftig so zu erstellen, dass (in
beiden Spalten) die zwischen den Fassungen bestehenden Textunterschiede (durch
Kursivschreibung) hervorgehoben sind.?

Diese Stellungnahme wird im Sinne der EntschlieBung des Nationalrates vom 6. Juli
1961 auch dem Prasidium des Nationalrates zur Kenntnis gebracht.

12. Mai 2015
Fur den Bundesminister fur
Kunst und Kultur, Verfassung und Medien:
HESSE

Elektronisch gefertigt
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