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Anhang 4: Datenschutz-Folgenabschitzung zu § 2d Abs. 2 FOG

Nach Erwégungsgrund 92 und Art. 35 Abs. 10 DSGVO diirfen Datenschutz-Folgenabschédtzungen auch
auf abstrakter Ebene durchgefiihrt werden. Die folgende Datenschutz-Folgenabschédtzung betrifft die
allgemeine Klausel zur Verarbeitung von Daten (§ 2b Z 5 des Forschungsorganisationsgesetzes [FOG],
BGBI. Nr. 341/1981) fiir Zwecke des § 1 FOG in pseudonymisierter Form (§ 2d Abs. 2 FOG). Eine
Datenschutz-Folgenabschdtzung ist gemdfl Art. 35 Abs. 3 Buchstabe b DSGVO erforderlich, weil es
potentiell auch zu einer (geographisch) umfangreichen Verarbeitung von personenbezogenen Daten
kommen kann und auch besondere Kategorien personenbezogener Daten im Sinne von Art. 9 DSGVO
unter die Verarbeitung fallen konnen.

SYSTEMATISCHE BESCHREIBUNG

der geplanten Verarbeitungsvorginge, Zwecke sowie berechtigten Interessen

Die Beschreibung hat nach EG 90 sowie Art. 35 Abs. 7 Buchstabe a und Abs. 8 DSGVO sowie den
Guidelines on Data Protection Impact Assessment (DPIA) and determining whether processing is “likely
to result in a high risk” for the purposes of Regulation 2016/679 der Artikel-29-Datenschutzgruppe

(WP 248) zu enthalten:

Art der Verarbeitung: Gemal § 2d Abs. 2 des Forschungsorganisationsgesetzes (FOG), BGBI.
(EG 90 DSGVO) Nr. 341/1981, diirfen Verantwortliche sdamtliche personenbezogene
Daten verarbeiten, wenn die Daten (§ 2b Z 5 FOG) nur indirekt (EG 26
bzw. Art. 4 Nr. 1 DSGVO) personenbezogen verarbeitet werden oder
das Ergebnis der Verarbeitung nur indirekt personenbezogen ist.

Mangels eindeutiger Anordnung zur Art der Verarbeitung darf diese
sowohl in Papierform als auch in automationsunterstiitzter Form
erfolgen. Besondere Formen, die aufgrund ihres
Spannungsverhiltnisses zu Bestimmungen der DSGVO, wie
insbesondere Art. 5 DSGVO, einer gesetzlichen Regelung bediirften,
wie etwa Big Data, sind nicht vorgesehen und damit nicht zuldssig.

Umfan% der Verarbeitung: Die von § 2d Abs. 2 FOG gedeckten Verarbeitungen umfassen Daten
(EG90DSGVO) im Sinne des §2b Z5 FOG. Da die in Anspruch genommene
Offnungsklausel Art. 9 Abs. 2 Buchstabe j DSGVO ist, ist nicht nur die
Verarbeitung  personenbezogener Daten, sondern sogar  die
Verarbeitung sensibler Daten umfasst. Eine Einschrinkung in Bezug
auf die betroffenen Personen gibt es nicht. Der vorgeschlagene § 2d
Abs. 2 FOG umfasst:

— in Z 1 eine Generalklausel fiir simtliche Verarbeitungen, die in
pseudonymisierter ~ Form  erfolgen oder nur  indirekt
personenbezogene Daten zum Ergebnis haben;

— in Z2 ein Recht auf Ausstattung bestehender (direkt
personenbezogener Daten) mit bereichsspezifischen
Personenkennzeichen (E-GovG) fiir den Tétigkeitsbereich
,Forschung® (bPK-FO) sowie von verschliisselten bPK;

— in Z 3 ein Recht auf Bereitstellung indirekt personenbezogener
Daten aus Registern, die von &ffentlichen Stellen (§ 2b Z 8 FOG)
und Behorden gefiihrt werden.

Kontext der Verarbeitun%: Die Verarbeitung erfolgt im Kontext des Art. 89 DSGVO. Mit dem
(Art-29-Datenschutzgruppe, WP 248, 21) vorgeschlagenen § 2b Abs. 2 Z 1 FOG soll Rechtssicherheit geschaffen
werden, falls moderne Technologien, wie etwa Big Data (§ 2 Z 2 FOG)
von wissenschaftlichen Einrichtungen (§ 2b Z 12 FOG) fiir Zwecke des
Art. 89 DSGVO eingesetzt werden sollen. Voraussetzung fiir die
Zuléssigkeit dieses Einsatzes, ist lediglich, dass keine direkt
personenbezogenen Daten als Ergebnis offengelegt werden.

Mit dem vorgeschlagenen §2b Abs.2 Z2 FOG soll eine
Rechtsgrundlage fiir die Ausstattung von Daten (§2b Z5 FOG)

www.parlament.gv.at

1von 13



2von13

68 der Beilagen XXVI. GP - Regierungsvorlage - Anh.4: DS-Folgenabschétz. zu 8 2d (2) FOG (Normativer Teil)

2von 13

wissenschaftlicher Einrichtungen (§2b Z 11 FOG), die auch
Verantwortliche des privaten Bereichs (§ 26 Abs. 4 DSG) sein konnen,
geschaffen werden. Es wird somit das bPK-System auch auf den
Bereich ,,Wissenschaft und Bildung™ ausgedehnt, womit sowohl die
Einhaltung der wissenschaftlichen Qualitdt als auch des
datenschutzrechtlichen ~ Richtigkeitsgrundsatzes  (Art. 5 Abs. 1
Buchstabe d DSGVO) vereinfacht werden soll.

Durch § 2b Abs. 2 Z 3 FOG soll die registerbasierte Forschung, die in
Erwigungsgrund 157  von  der  Datenschutz-Grundverordnung
ausdriicklich angefiihrt wird, auch innerstaatlich auf eine gesicherte
Rechtsgrundlage gestellt werden. Die vorgeschlagene Bestimmung
orientiert sich an § 10 des Bundesstatistikgesetzes 2000, BGBI. I
Nr. 163/1999, wonach Stellen, die 6ffentliche Register (§ 3 Z 18 des
Bundesstatistikgesetzes 2000)  fithren, sowie die Inhaber von
Verwaltungsdaten und Statistikdaten verpflichtet sind der Bundesanstalt
LStatistik Osterreich® die erforderlichen Daten zu iibermitteln.

Zweck der Verarbeitung:
(Art. 35 Abs. 7 Buchstabe a DSGVO)

Die Verarbeitung der Daten erfolgt zur Gewinnung, Erweiterung und
Vertiefung wissenschaftlicher Erkenntnis (§ 1 FOG).

Empfangerinnen und

Empfinger:
(Art-29-Datenschutzgruppe, WP 248, 21)

Hinsichtlich des § 2d Abs.2 Z 1 FOG soll iSd § 1 FOG die gesamte
Gesellschaft Empfangerin und Empfianger der gewonnen, erweiterten
oder vertieften Erkenntnisse in pseudonymisierter Form sein.
Hinsichtlich des § 2d Abs. 1 Z 2 und 3 FOG sind die wissenschaftlichen
Einrichtungen (§ 2 Z 14 FOG) Empféngerinnen und Empfénger.

Speicherdauer:
(Art-29-Datenschutzgruppe, WP 248, 21)

Nach der allgemeinen Regel des §2d Abs.5 FOG, wonach
personenbezogene Daten fiir Zwecke des 2. Abschnitts zeitlich
unbeschriankt gespeichert und gegebenenfalls verarbeitet werden
diirfen, soweit keine speziellen, abweichenden Bestimmungen getroffen
werden, ist auch die Speicherdauer fiir die in §2d Abs.2 FOG
angefiihrten Daten unbeschrinkt.

Funktionelle Beschreibung der

Verarbeitung:
(Art. 35 Abs. 7 Buchstabe a DSGVO)

Aufgrund des §2d Abs.2 Z 1 FOG ist jede Form der Verarbeitung
zulédssig, solange mindestens eine der Voraussetzungen des § 2d Abs. 1
Z 1 FOQG eingehalten wird.

§2d Abs.2 Z2 und3 FOG berechtigen die wissenschaftlichen
Einrichtungen (§ 2d Z 12 FOG) zum Empfang der bereichsspezifischen
Personenkennzeichen (Z 2) bzw. der in den Registern enthaltenen Daten
(Z 3).

Beschreibung der Anlagen
(Hard- und Software bzw.

sonstige Infrastruktur):
(Art-29-Datenschutzgruppe, WP 248, 21)

Da Art. 35 Abs. 10 DSGVO Datenschutzfolgenabschitzungen auch im
Zuge von Gesetzgebungsverfahren zulédsst und die konkret zum Einsatz
kommende Infrastruktur typischerweise nicht gesetzlich geregelt ist, ist
an dieser Stelle ein Verweis auf die Einhaltung der MaBlnahmen gemal
Art. 25 und 32 DSGVO als ausreichend anzusehen.

Eingehaltene, gemal Art. 40
DSGVO genehmigte

Verhaltensregeln:
(Art-29-Datenschutzgruppe, WP 248, 21)

BEWERTUNG

der Notwendigkeit und VerhidltnisméBigkeit

Die Bewertung hat nach EGen 90 und 96, Art. 35 Abs. 7 Buchstaben b und d DSGVO sowie den
Guidelines on Data Protection Impact Assessment (DPIA) and determining whether processing is “likely
to result in a high risk” for the purposes of Regulation 2016/679 der Artikel-29-Datenschutzgruppe

(WP 248) auf Mafinahmen

— betreffend Notwendigkeit und Verhdltnismdfigkeit (Art. 5 und 6 DSGVO) sowie
— zur Stdrkung der Rechte der betroffenen Personen (Art. 12 bis 21, 28, 36 und Kapitel V DSGVO)

abzustellen.
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Festgelegter Zweck:
(Art. 5 Abs. I Buchstabe b DSGVO)

§2d Abs.2 FOG verweist auf die verfolgten Zwecke durch die
Formulierung ,,Fiir Zwecke dieses Bundesgesetzes®. Diese sind in § 1
FOG festgelegt.

Eindeutiger Zweck:
(Art. 5 Abs. 1 Buchstabe b DSGVO)

Die Angabe des Zwecks in §2d Abs.2 FOG ist eindeutig: die
angefithrten Daten diirfen nur verarbeitet werden, soweit dies zur
Erreichung der in §1 FOG  genannten Ziele des
Forschungsorganisationsgesetzes  erforderlich  ist. Dass  eine
Verarbeitung mehrere Zwecke verfolgen darf, ergibt sich bereits aus der
Formulierung des Art.5 Abs.1 Buchstabed DSGVO, wonach
wpersonenbezogene Daten [...] auf das fiir die Zwecke [Anm.. Plurall]
der Verarbeitung notwendige Maf} beschrdnkt sein® miissen.

Anders als beispielsweise in dem der Entscheidung V{Slg. 11.499/1987
zugrundeliegenden Fall, in dem eine nicht ndher determinierte
hoheitliche Befugnis zur Geschwindigkeitsbeschrankung vorgesehen
war, erfolgt eine ndhere Determinierung durch die Bestimmungen des
Forschungsorganisationsgesetzes, insofern als

— auf eine wissenschaftliche Methode nach anerkannten,
internationalen  Standards  (sogenannte  Frascati-Definition)
abgestellt wird,

— die Zwecke in § 1 FOG abschlieBend definiert werden und

— geeignete MaBnahmen zum Schutz der betroffenen Personen
vorgesehen werden, wie insbesondere Pseudonymisierung (§ 2d
Abs. 2 FOQG).

Legitimer Zweck:
(Art. 5 Abs. 1 Buchstabe b DSGVO)

Der in § 2d Abs. 2 FOG angegebene Zweck ist legitim, weil er von den
Offnungsklauseln

— des Art.9 Abs.2 Buchstabeg (,erhebliches o6ffentliches
Interesse®) sowie

— des Art.9 Abs.2 Buchstabej (,,Wissenschaft und Forschung®)
DSGVO
gedeckt und in § 2d Abs. 2 FOG vorgesehen ist.

Ein Vergleich der deutschen und englischen Sprachfassung des Art. 8
Abs. 4 der Datenschutz-Richtlinie 95/46/EG (DS-RL) sowie des Art. 9
Abs.2 Buchstabeg DSGVO zeigt, dass in den englischen
Sprachfassungen jeweils vom ,,substantial public interest und in den
deutschen Sprachfassungen einmal vom ,erheblichen dffentlichen
Interesse (Art. 9 Abs.2 Buchstabe g DSGVO) und einmal vom
wichtigen offentlichen Interesse (Art. 8 Abs.4 DS-RL) gesprochen
wird, die Begriffe ,,erhebliches offentliches Interesse® und ,,wichtiges
offentliches Interesse* somit Synonyme sein miissen.

Die Wichtigkeit des offentlichen Interesses an Wissenschaft und
Forschung zeigt sich bereits auf allerhdchster, rechtlicher Ebene,
namlich im Primérrecht: Gemif3 Art. 3 Abs. 3 EUV hat die Europdische
Union den wissenschaftlichen und technischen Fortschritt zu fordern.
Gemal Art. 114 Abs.3 AEUV hat die Kommission bei ihren
Vorschligen im Rahmen der Binnenmarktkompetenz — auf
wissenschaftliche Ergebnisse gestiitzte neue Entwicklungen zu
beriicksichtigen. Gemal Art. 168 Abs. 1 AEUV ist die Erforschung
weit verbreiteter, schwerer Krankheiten zu fordern. Mit Titel XIX ist
schlieBlich ein gesamter Titel des AEUV der Forschung gewidmet.
Hinsichtlich der besonderen Beriicksichtigung von Wissenschaft und
Forschung wird auf PunktI des Allgemeinen Teils der Erlduterungen
zum vorliegenden Entwurf verwiesen.

Auch auf nationaler Ebene ist die Wichtigkeit des offentlichen
Interesses an Wissenschaft und Forschung in der Judikatur des

www.parlament.gv.at

3von 13



4von 13

68 der Beilagen XXVI. GP - Regierungsvorlage - Anh.4: DS-Folgenabschétz. zu 8 2d (2) FOG (Normativer Teil)

4 von 13

Verfassungsgerichtshofes fest verankert (vgl. zuletzt: VfGH vom
14.03.2017, G 164/2016). VerstoBBe gegen faktenbasiertes Vorgehen
konnen sogar zur Authebung genereller Bestimmungen vor dem VfGH
fithren (V1Slg. 17.161/2004; 11.972/1989; 11.918/1988; 11.757/1988;
11.756/1988).

RechtmaBigkeit der

Verarbeitung:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 6 DSGVO)

Die RechtméBigkeit der Verarbeitung ergibt sich aus Art. 9 Abs. 2
Buchstaben g und j DSGVO, wonach die Verarbeitung aufgrund eines
erheblichen offentlichen Interesses an Wissenschaft und Forschung
erfolgt. Hinsichtlich dieses wichtigen &ffentlichen Interesses darf auf
die Ausfiihrungen oben zu Bewertung / Legitimer Zweck verwiesen
werden.

Angemessenheit der

Verarbeitung:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 5 Abs. 1 Buchstabe ¢ DSGVO)

In Bezug auf die Datenarten und die Speicherdauer gibt es keine
Einschrankungen. Allerdings sind die in §2d Abs.2 Z1 FOG
angefithrten Voraussetzungen so hoch, dass die Angemessenheit der
Verarbeitung jedenfalls gewihrleistet ist. Die genannten Anforderungen
sind:

— Einsatz bereichsspezifischer Personenkennzeichen oder anderer
eindeutiger (freiwilliger) Identifikatoren zur Identifizierung,
anstelle eines direkten Personenbezugs oder

—  Verarbeitung in — auf andere Art und Weise — pseudonymisierter
Form oder

—  Veroffentlichung nur in anonymisierter oder pseudonymisierter
Form oder ohne Name, Wohnadresse und Foto, oder

— Zweck der Verarbeitung ist die Anonymisierung oder
Pseudonymisierung, wobei eine Offenlegung  direkt
personenbezogener Daten an Dritte nicht erfolgt.

Mit § 2d Abs. 2 Z2 FOG wird wissenschaftlichen Einrichtungen das
Recht  zugestanden, eine  Ausstattung ihrer Daten  mit
bereichsspezifischen Personenkennzeichen fiir den Tétigkeitsbereich
,Bildung und Forschung“ zu verlangen. Damit wird die rechtliche
Grundlage dafiir geschaffen, dass wissenschaftliche Einrichtung die
.Pseudonymisierung [anwenden, weil] es maoglich ist, diese Zwecke
[Anm.: des Art. 89 Abs. 1 DSGVO] auf diese Weise zu erfiillen‘ (Art 89
Abs. 1 DSGVO).

Wissenschaftlichen Einrichtungen, die durch die Pseudonymisierung
besonders zur Einhaltung des Datenschutzes beitragen, soll mit § 2d
Abs. 2 Z 3 FOG das Recht zugestanden werden, die Bereitstellung von
Daten (§ 2b Z 5) aus Registern von 6ffentlichen Stellen (§ 2b Z 8 FOG)
oder Behdrden zu verlangen, wenn dabei Namensangaben durch
bereichsspezifische Personenkennzeichen ersetzt werden.

Damit ist das Grundrecht auf Datenschutz (§ 1 DSG 2000 bzw. Art. 8
EU-Grundrechte-Charta) aktuell nicht beriihrt, wie § 8 Abs. 2 und § 9
Z2 DSG2000 bestimmen. Durch die  Definition der
personenbezogenen Daten in Art.4 Nr.1 DSGVO, die indirekt
personenbezogenen Daten ausdriicklich mitumfasst, und das Fehlen
einer DSGVO-Regelung, die §8 Abs.2 oder §9 Z2 DSG 2000
entspricht, kommt es zu einer Verschiarfung der Rechtslage. An der
Gefahrlichkeit, die mit der Verarbeitung indirekt personenbezogener
Daten einhergeht, dndert sich nichts, da es sich bei der Beurteilung des
damit verbundenen Risikos um eine faktische Frage handelt. Auf
faktischer Ebene tritt am 25. Mai 2018 keine (sprunghafte) Anderung
ein. Diese findet bloB auf rechtlicher Ebene statt. Wenn aber sich die
faktische Gefédhrlichkeit nicht geéndert hat, kann auch nach
Verschédrfung der Rechtslage (am 25. Mai 2018), die Verarbeitung
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indirekt personenbezogener Daten nicht unangemessen sein, aufler es
gibe Regelungen, die Argumente flir die Unangemessenheit lieferten
oder diese sogar ausdriicklich vorsdhen. Das Gegenteil ist der Fall:
EG 28 und 156, Art.6 Abs.4 Buchstabe d, Art.25 Abs. 1, Art. 32
Abs. 1 Buchstabe a sowie Art.89 Abs.1 DSGVO sehen die
Pseudonymisierung als geeignete Garantien fiir die Rechte und
Freiheiten der betroffenen Personen an. Wire die Verarbeitung
pseudonymisierter Daten unangemessen, konnte die Pseudonymisierung
niemals als Instrument zur Senkung des Risikos fiir die betroffenen
Personen (,,angemessene Garantie) fungieren.

Das Kriterium der Angemessenheit ist somit im hochsten Mafe erfiillt.

Erheblichkeit der

Verarbeitung:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 5 Abs. 1 Buchstabe ¢ DSGVO)

Die Verarbeitung der Daten ist erheblich, da die Verfiigbarkeit
hochwertiger Daten wesentliche Voraussetzung zur Erfiillung der
Zwecke gemdf3 Art. 89 DSGVO ist.

Die Klarstellung in § 2d Abs. 2 Z 1 FOG, dass beispielsweise auch Big
Data erlaubt ist, ist duBBerst relevant fiir die weitere Entwicklung des
Wissenschafts- und Forschungsstandortes: nach einem Bericht des
Weltwirtschaftsforums wird bis zum Jahr 2030 alleine der Bereich der
kiinstlichen Intelligenz die globale Wirtschaftsleistung um 14 Prozent
steigern  (Weltwirtschafisforum,  https://www.weforum.org/agenda/
2017/06/the-global-economy-will-be-14-bigger-in-2030-because-of-ai
[08.01.2018]) Umgelegt auf Osterreich, das im Jahr 2016 ein
Bruttoinlandsprodukt von 40.420,00 Euro pro Kopf hatte (Statistik
Osterreich, Das System der Volkswirtschaftlichen Gesamtrechnungen
[VGR], http://www.statistik.at/web_de/statistiken/wirtschaft/
volkswirtschaftliche gesamtrechnungen/index.html [14.01.2018])
wiirde ein Beibehalten der aktuellen Rechtslage das prognostizierte Pro-
Kopf-Wachstum von etwas mehr als 5.600,00 Euro gefahrden.

Aber nicht nur wirtschaftliche Nachteile sind durch ein Beibehalten der
aktuellen Rechtslage zu erwarten. Die Ziffern 1 und 3 des § 2d Abs. 2
FOG wiirden beispielsweise ein Verfahren mit dem Namen
,homozygosity mapping” ermdglichen, das beispielsweise bei der
Therapie der RASGRP1-Defizienz, einer lebensbedrohlichen Infektion
der Atemwege aufgrund einer gestérten Zusammensetzung der weillen
Blutkorperchen (Salzer E et al, Nature Immunology 17, 1352-1360
[2016], https://www.nature.com/articles/ni.3575 [14.01.2018]), eine
wesentliche Rolle spielte.

Die Registerforschung gemiBl § 2d Abs.2 Z3 FOG konnte zum
Beispiel ~wesentliche Fortschritte fiir das Verstindnis der
Zusammenhinge von Krebs und Diabetes mellitus (Typ 2) bringen.
Insgesamt leiden rund 600.000 Menschen in Osterreich an Diabetes
mellitus (Typ 2). Die Zusammenhénge zwischen Typ-2-Diabetes und
Krebs sind komplex: einerseits haben Menschen, die an Diabetes
mellitus erkrankt sind, grundsitzlich ein erhohtes Risiko, an Krebs zu
erkranken. AuBerdem stehen einige Diabetes-Medikamente im
Verdacht, das Krebsrisiko ebenfalls fallweise erhohen zu koénnen.
Wissenschaftlerinnen und Wissenschaftler der Universitétsklinik fiir
Innere Medizin III und dem Institut fiir die Wissenschaft Komplexer
Systeme der MedUni Wien, d.h. wissenschaftlichen Einrichtungen iSd
§2b Z 12 FOG, konnten zeigen, dass man diese Risiken mit einer
optimierten, personalisierten Therapie heutzutage praktisch ausschalten
kann. Dazu wurden groBe Datenmengen analysiert: 1,85 Millionen
Menschen, die zumindest einmal in Osterreich stationdr behandelt
wurden, wurden statistisch erfasst. Rund 300.000 davon hatten Diabetes
Typ2 - diese wurden insgesamt mit rund 300 verschiedenen
Kombinationen von Diabetes-Medikamenten behandelt (Inkretin-
basierte Therapien und SGLT-2-Hemmer waren noch nicht involviert).
Das Ergebnis der Studie: Primér insulinerhdhende Medikamente
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(Sulfonylharnstoff und Insulin), zeigten gegeniiber insulinhemmenden
ein  signifikant  erhdhtes  Krebsrisiko, vor  allem  fiir
Bauchspeicheldriisenkrebs (Pankreas) bei Mannern und Frauen, sowie
Leberkrebs bei Méannern und Lymphdriisenkrebs bei Frauen. Wenn aber
gleichzeitig Statine eingenommen werden, ist dieses Risiko ganz
massiv gesenkt (Kautzky-Willer A, Thurner S, Klimek P, Journal of
Internal Medicine 2017, 281: 206-216,
http://onlinelibrary.wiley.com/doi/10.1111/joim.12567/abstract
[14.01.2018]; MedUni Wien, Personalisierte Therapie verringert
Krebsrisiko fiir DiabetespatientInnen;
https://www.meduniwien.ac.at/web/ueber-
uns/news/detailseite/2016/news-im-november-2016/personalisierte-
therapie-verringert-krebsrisiko-fuer-diabetespatientinnen/
[07.02.2018]).

Aus der Analyse von groflen Patientinnen- und Patientendatensitzen
konnen gesundheitspolitische MalBnahmen abgeleitet werden und sehr
individuelle Therapiemafinahmen gesetzt werden, die Hunderttausenden
von Patientinnen und Patienten zugutekommen.

Durch die Verwendung von Registern konnen  bessere
Forschungsergebnisse erzielt werden, da sie auf einen groferen
Bevolkerungsanteil gestiitzt sind. Patientenregister erlauben — wie
bereits oben erwdhnt — die Feststellung seltener Ereignisse sowie die
Darstellung  von  Langzeitverlaufen und  Subgruppen unter
Alltagsbedingungen  (/Deutscher]  Gesundheitsforschungsrat — des
Bundesministeriums fiir Bildung und Forschung, Diskussionsforum zur
Nutzenbewertung im Gesundheitswesen 40;
www.gesundheitsforschung-bmbf.de/ media/DLR_Nutzenbewert 07-

11-22 Druckversion.pdf [07.02.2018]).

Beschrénktheit der
Verarbeitung auf das

notwendige Mal:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 5 Abs. 1 Buchstabe ¢ DSGVO)

Die Verarbeitung ist auf das erforderliche Maf3 beschrinkt, weil die
bereitgestellten Daten, Dritten (Art. 4 Nr. 10 DSGVO) keinesfalls direkt
personenbezogen zur Kenntnis gebracht werden diirfen (§ 2d Abs. 2
FOQG). Diese Anforderung wird durch § 2d Abs. 2 FOG als Grundregel
fir alle weiteren in dem vorliegenden Entwurf geregelten
Verarbeitungen vorgesehen.

Speicherbegrenzung:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 5 Abs. 1 Buchstabe e DSGVO)

Eine zeitliche Beschrankung der Speicherdauer ist nicht mdglich, weil
die erforderliche Speicherdauer im Vorhinein vo6llig unbekannt ist,
insbesondere weil nicht bekannt ist, wann welche Ergebnisse bzw.
Daten (§ 2b Z 5 FOG) von welchen wissenschaftlichen Einrichtungen
(§ 2b Z 12 FOG) in Zukunft gebraucht werden.

Generelle Information der

betroffenen Personen:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 12 DSGVO)

Nach Ansicht der Art-29-Datenschutzgruppe (WP 248, 21) hat eine
Datenschutz-Folgenabschidtzung auch die transparente Information
gemif Art. 12 DSGVO zu behandeln. Die Informationen geméf3 Art. 13
und 14 DSGVO werden in den folgenden beiden Zeilen behandelt,
sodass die Mittelungen gemidf3 Artikel 15 bis 22 und 34 DSGVO
verbleiben. Diese sind:

- die Mitteilung geméB Art. 15 Abs. 2 DSGVO iber die geeigneten
Garantien bei Ubermittlung in Drittldinder oder an internationale
Organisationen;

—  gegebenenfalls die Mitteilung an die betroffene Person, dass eine
Einschriankung aufgehoben wird (Art. 18 Abs. 3 DSGVO);

—  gegebenenfalls die Information von Empfangerinnen und
Empfingern gemif Art. 19 DSGVO, dass eine betroffene Person
die Berechtigung oder Loschung von personenbezogenen Daten
oder eine Einschrankung der Verarbeitung verlangt, es sei denn,
dies erweist sich als unmdglich oder ist mit einem

www.parlament.gv.at




68 der Beilagen XXVI. GP - Regierungsvorlage - Anh.4: DS-Folgenabschétz. zu 8 2d (2) FOG (Normativer Teil)

7von 13

unverhéltnisméfBigen Aufwand verbunden;

— die Information der betroffenen Personen iber die
Empféngerinnen und Empfanger ihrer personenbezogenen Daten,
auf Verlangen der betroffenen Personen (Art. 19 DSGVO);

— der Hinweis, dass ein Widerspruchsrecht geméll Art. 21 DSGVO
nur im Rahmen des § 2d Abs. 6 FOG besteht;

—  gegebenenfalls die Benachrichtigung {iber Verletzungen des
Schutzes personenbezogener Daten gemidll Art. 34 Abs. 1
DSGVO.

Unter der Voraussetzung, dass die wissenschaftlichen Einrichtungen

(§ 2b Z 12 FOQG) ihre Prozesse so angepasst haben, dass die genannten

Mitteilungen tatsdchlich erfolgen, gilt die vorliegende Datenschutz-

Folgenabschitzung als erfiillt im Sinne des Art. 35 Abs. 10 DSGVO.

Information der betroffenen

Personen bei Erhebung:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 13 DSGVO)

Die gemidB Art. 13 DSGVO erforderlichen Informationen werden wie
folgt erbracht:

— die Zwecke, fir die die personenbezogenen Daten verarbeitet
werden sollen: durch Publikation des §2d Abs.2 FOG als
Bundesgesetz im Bundesgesetzblatt;

— die Rechtsgrundlage fiir die Verarbeitung: durch Publikation des
vorliegenden Entwurfes als Bundesgesetz im Bundesgesetzblatt;

— die Empfinger oder Kategorien von Empfiangern: durch
Publikation des vorliegenden Entwurfes als Bundesgesetz im
Bundesgesetzblatt;

— die Dauer, fiir die die personenbezogenen Daten gespeichert
werden: durch Publikation des § 2d Abs. 2 iVm § 2d Abs. 5 FOG
als Bundesgesetz im Bundesgesetzblatt

und miissen daher gemifl Art. 13 Abs. 4 DSGVO nicht mehr gesondert

bei Erhebung bei den betroffenen Personen zur Verfiigung gestellt

werden.

Unter der Voraussetzung, dass die wissenschaftlichen Einrichtungen

—  Name und Kontaktdaten der oder des Verantwortlichen,
— die Kontaktdaten ihres Datenschutzbeauftragten,

—  gegebenenfalls die Absicht die personenbezogenen Daten an ein
Drittland oder eine internationale Organisation zu {ibermitteln
sowie das Vorhandensein oder das Fehlen eines Angemessenheits-
beschlusses der Kommission,

— ein Hinweis auf das allféllige Bestehen anderer / restlicher Rechte
der betroffenen Personen,

—  ein Hinweis auf das Bestehen des Rechts auf Beschwerde (Art. 77
DSGVO),

—  gegebenenfalls Informationen iiber das Bestehen einer
automatisierten Entscheidungsfindung  einschlieSlich  Profiling
gemdl Art. 22 Abs. 1 und 4 DSGVO sowie

—  gegebenenfalls die {iiber eine allfillige Weiterverarbeitung

erforderlichen Informationen gemif Art. 13 Abs. 3 DSGVO
veroffentlicht ~ werden, gilt die  vorliegende  Datenschutz-
Folgenabschitzung hinsichtlich der Information gemaf Art. 13 DSGVO
als erfiillt im Sinne des Art. 35 Abs. 10 DSGVO.

Information der betroffenen
Personen, wenn die Daten
nicht bei ihnen erhoben

werden:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Siehe oben: Bewertung / Generelle Informationen der betroffenen
Personen.
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Art. TADSGVO)

Auskunftsrecht der betroffenen

Personen:
(Art-29-Datenschutzgruppe, WP 248, 21 iVm

Art. 15 DSGVO)

Unter der Voraussetzung, dass die Verantwortlichen gemaf3 § 2d Abs. 2
FOG ihre Prozesse — aufler in den Fillen des § 2d Abs. 6 FOG — so
anpassen, dass das Auskunftsrecht der betroffenen Personen gemif
Art. 15 DSGVO tatsichlich wahrgenommen werden kann, gilt die
vorliegende Datenschutz-Folgenabschitzung als erfiillt im Sinne des
Art. 35 Abs. 10 DSGVO.

Recht auf

Dateniibertragbarkeit:
(Art. 20 DSGVO)

Das Recht auf Dateniibertragbarkeit steht gemil Art. 20 Abs. 1
Buchstabe a DSGVO nicht zu, weil die Verarbeitung

—  weder aufgrund einer Einwilligung (Art. 6 Abs. 1 Buchstabe a oder
Art. 9 Abs. 2 Buchstabe a DSGVO)

— noch aufgrund eines Vertrags (Art. 6 Abs. 1 Buchstabe b DSGVO)
erfolgt und auBerdem die Offnungsklausel gemiB Art. 23 Abs. 1
Buchstabe e DSGVO in Anspruch genommen wird, die einen
Ausschluss des Rechts auf Dateniibertragbarkeit erlaubt. Zur nidheren
Begriindung sieche oben: Bewertung / Generelle Informationen der
betroffenen Personen.

Auftragsverarbeiterinnen und

Auftragsverarbeiter:
(Art. 28 DSGVO)

Da Art. 35 Abs. 10 DSGVO Datenschutzfolgenabschidtzungen auch im
Zuge von Gesetzgebungsverfahren zulédsst und die konkret zum Einsatz
kommenden Auftragsverarbeiterinnen und -verarbeiter typischerweise
nicht gesetzlich geregelt sind, ist ein Verweis auf die Einhaltung der
Art. 28 f DSGVO als ausreichend anzusehen.

SchutzmaBnahmen bei der

Ubermittlun% in Drittldnder:
(Kapitel V DSGVO

Eine Ubermittlung in Drittlinder wire nach § 38a Abs. 4 FOG
grundsitzlich zuldssig, allerdings nur an die in § 2j FOG genannten
Empfangerinnen und Empfanger, d.h.:

—  wissenschaftliche Einrichtungen (§ 2b Z 12),

—  Art-89-Forder- und Zuwendungsstellen (§ 2b Z 1),
—  Gutachterinnen und Gutachter oder

—  osterreichische 6ffentliche Stellen (§ 2b Z 8).

Die einzuhaltende Garantie findet sich in § 2i Abs. 1 Z 2 FOG und sieht
vor, dass ,insbesondere durch Technikgestaltung gemdf3 Art. 25
DSGVO sichergestellt [sein muss], dass Dritte (Art. 4 Nr. 10 DSGVO)
keine Kenntnis der iibermittelten Daten erlangen® konnen.

VorherigEe Konsultation:
(Art. 36 und BG 96 DSGVO)

Eine vorherige Konsultation im Einzelfall ist nicht erforderlich, weil der
vorliegende Entwurf gemil} Art. 36 Abs. 4 DSGVO durch Publikation
auf der Website des Parlaments und Einbindung bzw. Konsultation
(EG 96 DSGVO) der Datenschutzbehorde im Begutachtungsverfahren
aktiv an der Gestaltung des vorliegenden Entwurfes mitwirken kann,
um die Vereinbarkeit der geplanten Verarbeitungen mit der
Datenschutz-Grundverordnung sicherzustellen.

RISIKEN

Die Risiken sind nach ihrer Ursache, Art, Besonderheit, Schwere und Eintrittswahrscheinlichkeit zu
bewerten (Erwdgungsgriinde 76, 77, 84 und 90 DSGVO). Als Risiken werden in den
Erwdgungsgriinden 75 und 85 DSGVO unter anderem genannt:

Physische, materielle oder

immaterielle Schiden:
(EG 90 iVm 85 DSGVO)

Diese Risiken sind bei Verarbeitungen im Rahmen des § 2d Abs. 2
FOG vorhanden, aber -eingeschrankt, insbesondere weil Art. 25
DSGVO verordnet, dass ,auch zum Zeitpunkt der eigentlichen
Verarbeitung geeignete technische und organisatorische Mafnahmen*
getroffen werden miissen, um ,,die Rechte der betroffenen Personen zu
schiitzen* Zusitzlich ist Art. 32 DSGVO anwendbar, dem zu Folge
miissen ,,der Verantwortliche und der Auftragsverarbeiter [...] ein dem
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Risiko angemessenes Schutzniveau** gewéhrleisten. Die Nichteinhaltung
ist mit 10 Millionen Euro sanktioniert (Art. 83 Abs.4 Buchstabe a
DSGVO). Die Konsequenzen, die bei einem Verstol drohen, ddmmen
die Risiken von physischen, materiellen oder immateriellen Schiaden
ebenfalls ein.

Durch die in § 2d Abs. 1 FOG vorgeschlagenen angemessenen
MaBnahmen, insbesondere das Datengeheimnis gemil3 § 2d Abs. 1 Z 2
FOG, die strenge Zweckbindung gemal3 § 2d Abs. 1 Z 3 FOG und vor
allem das Diskriminierungsverbot gemaf § 2d Abs. 1 Z 4 FOG wird das
Risiko physischer, materieller oder immaterieller Schidden wesentlich
gesenkt.

Verlust der Kontrolle tiber

ersonenbezogene Daten:
EG 90 iVm 85 DSGVO)

Diesem Risiko wird durch die Einhaltung der (anwendbaren) Rechte
der betroffenen Person gemidl Kapitel [II der Datenschutz-
Grundverordnung, das sind:

—  Transparente Information, Kommunikation und Modalititen fiir
die Ausiibung der Rechte der betroffenen Person (Art. 12
DSGVO),

—  Informationspflicht bei Erhebung von personenbezogenen Daten
bei der betroffenen Person (Art. 13 DSGVO),

—  Informationspflicht, wenn die personenbezogenen Daten nicht bei
der betroffenen Person erhoben wurden (Art. 14 DSGVO),

—  Auskunftsrecht der betroffenen Person (Art. 15 DSGVO),
—  Recht auf Berichtigung (Art. 16 DSGVO),

— Recht auf Loschung / ,,Recht auf Vergessenwerden* (Art. 17
DSGVO),

— Recht auf Einschrankung der Verarbeitung (Art. 18 DSGVO)
sowie

—  Mitteilungspflicht im Zusammenhang mit der Berichtigung oder
Loschung personenbezogener Daten oder der Einschriankung der
Verarbeitung (Art. 19 DSGVO)

Rechnung getragen.

AuBlerdem sind die DatensicherheitsmaBBnahmen geméf Art. 32

DSGVO von den jeweiligen Verantwortlichen einzuhalten. Damit wird

die Wahrscheinlichkeit eines Verlustes der Kontrolle {iiber

personenbezogene Daten effektiv gemindert.

Durch die in § 2d Abs. 1 FOG vorgeschlagenen angemessenen
MaBnahmen, insbesondere die liickenlose Protokollierung gemifl § 2d
Abs. 1 Z 1 FOG, das Datengeheimnis gemdf3 § 2d Abs. 1 Z 2 FOG und
die strenge Zweckbindung geméal § 2d Abs. 1 Z 3 FOG wird das Risiko
des Verlusts der Kontrolle iiber personenbezogene Daten zudem
wesentlich gesenkt.

Diskriminierung:
(EG 90 iVm 85 DSGV

Die Diskriminierung im Rahmen der Verarbeitung gemif3 § 2d Abs. 2
FOG ist aufgrund folgender MaBnahmen nahezu ausgeschlossen:

— Art. 25 DSGVO: es sind zum Schutz der betroffenen Person
»geeignete technische und organisatorische Maflnahmen™ zu
treffen;

— Art. 32 DSGVO: Verantwortliche und Auftragsverarbeiterinnen
und -verarbeiter miissen fiir ,ein dem Risiko angemessenes
Schutzniveau sorgen;

—  Sanktionierung eines VerstoBBes gegen Art. 32 DSGVO mit einer
GeldbuBle bis zu 10 Millionen Euro in Art. 83 Abs. 4 Buchstabe a
DSGVO.
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Insbesondere durch das Datengeheimnis gemil § 2d Abs. 1 Z 2 FOG,
die strenge Zweckbindung gemif § 2d Abs. 1 Z 3 FOG und das
ausdriickliche Diskriminierungsverbot geméB § 2d Abs. 1 Z 4 FOG
wird das Risiko der Diskriminierung dariiber hinaus erheblich gesenkt.

Identitdtsdiebstahl oder -

betrug:
(EG 90 iVm 85 DSGVO)

Dieses Risiko wird insbesondere durch die wunionsrechtliche
Sanktionierung (siche oben: Risiken / Physische, materielle oder
immaterielle Schiaden) effektiv gemindert.

Durch die in § 2d Abs. 1 FOG vorgeschlagenen angemessenen
MafBnahmen, insbesondere die liickenlose Protokollierung gemal § 2d
Abs. 1 Z 1 FOG, das Datengeheimnis gemal3 § 2d Abs. 1 Z 2 FOG und
die strenge Zweckbindung gemal § 2d Abs. 1 Z 3 FOG wird das Risiko
des Identitdtsdiebstahls oder -betruges dariiber hinaus wesentlich
gesenkt.

Finanzielle Verluste:
(EG 90 iVm 85 DSGVO)

Dieses Risiko wird insbesondere durch die unionsrechtliche
Sanktionierung (siche oben: Risiken / Physische, matericlle oder
immaterielle Schdden) effektiv gemindert.

Unabhéngig davon wird das Risiko finanzieller Verluste durch die in §
2d Abs. 1 FOG vorgeschlagenen angemessenen Malnahmen,
insbesondere das Datengeheimnis gemdf3 § 2d Abs. 1 Z 2 FOG, die
strenge Zweckbindung gemdB § 2d Abs. 1 Z 3 FOG und vor allem das
Diskriminierungsverbot gemiBl § 2d Abs. 1 Z 4 FOG zusitzlich
wesentlich gesenkt.

Unbefugte Authebung der

Pseudong/misierung:
(EG 90 iVm 85 DSGVO)

Dieses Risiko wird wie folgt minimiert:

—  unionsrechtliche Sanktionierung (siche oben: Risiken / Physische,
materielle oder immaterielle Schéden);

—  Einsatz bereichsspezifischer Personenkennzeichen (§ 9 E-GovG),
die — anders als die Sozialversicherungsnummer — nur in
Teilbereichen des tiglichen Lebens gelten und somit einen
wesentlich hoheren Schutz, insbesondere gegen die unbefugte
Authebung der Pseudonymisierung, bieten.

Insbesondere durch das Recht zum Einsatz von bereichsspezifischen
Personenkennzeichen (§ 2d Abs. 2 FOG), die besonderen
angemessenen MaBnahmen iZm Einsatz von bereichsspezifischen
Personenkennzeichen gemif § 2d Abs. 1 Z 5 FOG sowie das Verbot
der Verbffentlichung von bereichsspezifischen Personenkennzeichen
gemidl § 2d Abs. 1 Z 6 FOG wird das Risiko der unbefugten
Aufhebung der Pseudonymisierung dariiber hinaus wesentlich reduziert.

Rufschiadigung:
(EG 90 iVm 85 DSGVO)

Dieses Risiko wird wie folgt minimiert:

—  unionsrechtliche Sanktionierung (siche oben: Risiken / Physische,
materielle oder immaterielle Schiaden);

—  Einsatz bereichsspezifischer Personenkennzeichen (§ 9 E-GovGQG),
die — anders als die Sozialversicherungsnummer — nur in
Teilbereichen des téglichen Lebens gelten und somit einen
wesentlich hoheren Schutz, insbesondere gegen Rufschiddigung,
bieten.

Verlust der Vertraulichkeit bei

Berufsgeheimnissen:
(EG 90 iVim 85 DSGVO)

Dieses Risiko wird wie folgt minimiert:

—  unionsrechtliche Sanktionierung (siche oben: Risiken / Physische,
materielle oder immaterielle Schiden);

—  Einsatz bereichsspezifischer Personenkennzeichen (§ 9 E-GovG),
die — anders als die Sozialversicherungsnummer — nur in
Teilbereichen des téglichen Lebens gelten und somit einen
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wesentlich hoheren Schutz, insbesondere gegen den Verlust der
Vertraulichkeit bei Berufsgeheimnissen, bieten.

Erhebliche wirtschaftliche
oder gesellschaftliche

Nachteile:
(EG 90 iVm 85 DSGVO)

Dieses Risiko wird wie folgt minimiert:

—  unionsrechtliche Sanktionierung (sieche oben: Risiken / Physische,
materielle oder immaterielle Schéden);

—  Einsatz bereichsspezifischer Personenkennzeichen (§ 9 E-GovG),
die — anders als die Sozialversicherungsnummer — nur in
Teilbereichen des tiglichen Lebens gelten und somit einen
wesentlich hoheren Schutz, insbesondere gegen erhebliche
wirtschaftliche oder gesellschaftliche Nachteile, bieten.

Durch die in § 2d Abs. 1 FOG vorgeschlagenen angemessenen
MaBnahmen, insbesondere das Datengeheimnis geméll § 2d Abs. 1 Z 2
FOG, die strenge Zweckbindung gemal3 § 2d Abs. 1 Z 3 FOG und vor
allem das Diskriminierungsverbot gemaf3 § 2d Abs. 1 Z 4 FOG wird das
Risiko erheblicher wirtschaftlicher oder gesellschaftlicher Nachteile
zudem wesentlich gesenkt.

ABHILFEMASSNAHMEN

Als Mafsnahmen, Garantien und Verfahren zur Einddmmung von Risiken werden insbesondere in den
Erwdgungsgriinden 28, 78 und 83 DSGVO genannt:

Minimierung der Verarbeitung

%)Eersonenbezogener Daten:
G 78 DSGVO)

Eine Minimierung der Verarbeitung personenbezogener Daten kann
nicht vorgeschrieben werden, weil im Vorhinein nicht bekannt ist,
welche Daten iiberhaupt verarbeitet werden sollen. Dies ist allerdings
auch nicht erforderlich, weil sdmtliche Verarbeitungen geméill § 2d
Abs.2 FOG nur zu Offenlegung indirekt personenbezogener Daten
fiihren diirfen.

Mit der angemessenen Maflnahme gemdl § 2d Abs. 1 Z 3 FOG erfolgt
schlieBlich eine Beschrinkung der zuldssigen Verarbeitung
ausschlieflich auf Zwecke des Forschungsorganisationsgesetzes.

Schnellstmogliche
Pseudonymisierung

%GI'SOl’leanZO ener Daten:
G 28 und 78 DSGVO)

Die Pseudonymisierung erfolgt schnellstmoglich. Die Ausstattung mit
bereichsspezifischen Personenkennzeichen gemal3 § 2d Abs. 2 Z 2 FOG
ist  Voraussetzung fiir die Pseudonymisierung mittels
bereichsspezifischer Personenkennzeichen gemil3 § 2d Abs. 2 Z 1 und 3
FOG.

Die Verwendung bereichsspezifischer Personenkennzeichen stellt eine
angemessene Garantie iSd Art. 89 Abs. 1 DSGVO dar und erlaubt
somit eine Verarbeitung gemdBl Art.9 Abs.2 Buchstabeni undj
DSGVO. Durch die Formulierung etwa in §5 Abs.1 Z3, dass
,Namensangaben durch bereichsspezifische Personenkennzeichen zu
ersetzen sind“ soll eine praxisnahe Regelung getroffen werden, indem
die gesetzliche Vermutung aufgestellt wird, dass dieser Austausch von
Namen durch bereichsspezifische Personenkennzeichen einer
Pseudonymisierung iSd Art.4 Nr.5 DSGVO entspricht. Die
Normadressatinnen und -adressaten brauchen sich aufgrund dieser
Formulierung keine Gedanken machen, ob nun eine tatsdchliche
Pseudonymisierung iSd Art. 4 Nr. 5 DSGVO eingetreten ist oder nicht,
sondern blof die Namen durch bereichsspezifische
Personenkennzeichen austauschen, womit die Rechtssicherheit
wesentlich erhoht wird. Diese Vorgangsweise ist auch durch das
Unionsrecht  gedeckt, weil Art.89 Abs.1 DSGVO die
Pseudonymisierung als bloB eine unter mehreren moglichen geeigneten
Garantien anfiihrt. Aulerdem sollten gemdBl EG 26 DSGVO ,,/b]ei der
Feststellung, ob Mittel nach allgemeinem Ermessen wahrscheinlich zur
Identifizierung der natiirlichen Person genutzt werden, [...] alle
objektiven Faktoren, wie die Kosten der Identifizierung und der dafiir
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erforderliche Zeitaufwand, herangezogen werden, wobei die zum
Zeitpunkt der Verarbeitung verfiighare Technologie und technologische
Entwicklungen zu beriicksichtigen sind“. Nach heutigem Stand der
Technik ist davon auszugehen, dass der Austausch der Namen durch
bereichsspezifische Personenkennzeichen einer Pseudonymisierung iSd
Art.4 Nr.5 DSGVO entspricht. Dies umso mehr als, die
zusdtzliche[n] Informationen, mit denen die personenbezogenen Daten
einer speziellen betroffenen Person zugeordnet werden kénnen® (EG 29
DSGVO) nur der Stammzahlenregisterbehdrde bekannt und somit dem
Zugriff des oder der Verantwortlichen entzogen sind.

Transparenz in Bezug auf die
Funktionen und die
Verarbeitung

ersonenbezogener Daten:
EG 78 DSGVO)

Durch die Publikation des § 2i Abs. 1 und 2 sowie des § 2k Abs. 2 FOG
als Bundesgesetz im Bundesgesetzblatt sowie der parlamentarischen
Materialien im Zuge des Gesetzgebungsprozesses konnen die
Hintergriinde fiir die zuldssige Verarbeitung personenbezogener Daten
im Rahmen des § 2d Abs.2 FOG von der Offentlichkeit kostenlos
nachvollzogen werden.

Uberwachung der
Verarbeitung
personenbezogener Daten
durch die betroffenen

Personen:
(EG 78 DSGVO)

Die betroffenen Personen haben durch Ausiibung ihrer Rechte gemal
Kapitel I1I der Datenschutz-Grundverordnung, das sind:

—  Transparente Information, Kommunikation und Modalititen fiir
die Ausiibung der Rechte der betroffenen Person (Art. 12
DSGVO),

—  Informationspflicht bei Erhebung von personenbezogenen Daten
bei der betroffenen Person (Art. 13 DSGVO),

—  Informationspflicht, wenn die personenbezogenen Daten nicht bei
der betroffenen Person erhoben wurden (Art. 14 DSGVO),

—  Auskunftsrecht der betroffenen Person (Art. 15 DSGVO),
—  Recht auf Berichtigung (Art. 16 DSGVO),

— Recht auf Loschung / ,Recht auf Vergessenwerden™ (Art. 17
DSGVO),

— Recht auf Einschrankung der Verarbeitung (Art. 18 DSGVO)
sowie

—  Mitteilungspflicht im Zusammenhang mit der Berichtigung oder
Loschung personenbezogener Daten oder der Einschrinkung der
Verarbeitung (Art. 19 DSGVO),

die Moglichkeit, die Verarbeitung ihrer

wissenschaftlichen Einrichtungen zu tiberwachen.

Daten durch die

Datensicherheitsmafnahmen:
(EG 78 und 83 DSGVO)

Die Nichteinhaltung der DatensicherheitsmafSinahmen gemil3 Art. 32
DSGVO ist gemil Art. 83 Abs. 4 Buchstabe a DSGVO mit Geldbuflen
bis zu 10 Millionen Euro sanktioniert ist. Entsprechende
Datensicherheitsmafinahmen sind daher auch bei Verarbeitungen im
Rahmen des § 2d Abs. 2 FOG zu treffen. Da Art. 35 Abs. 10 DSGVO
Datenschutzfolgenabschédtzungen auch im Zuge von
Gesetzgebungsverfahren zulésst, ist ein Verweis auf die Einhaltung der
MaBnahmen gemédB Art. 32 DSGVO als ausreichend anzusehen.

BERUCKSICHTIGUNG VON DATENSCHUTZINTERESSEN
Gemdf3 Art. 35 Abs. 2 und 9 sowie Art. 36 Abs. 4 DSGVO ist — wenn méoglich — der Rat des
Datenschutzbeaufiragten einzuholen und sind die betroffenen Personen anzuhoren:

Stellungnahme der

Datenschutzbehorde:
(Art. 36 Abs. 4 DSGVO)

Es ist keine Stellungnahme der Datenschutzbehdrde im Rahmen des
Begutachtungsverfahrens ergangen.

Stellungnahme des
Datenschutzbeauftragten der

Es ist keine Stellungnahme des Datenschutzbeauftragten der
erlassenden Stelle im Rahmen des Begutachtungsverfahrens ergangen.
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erlassenden Stelle:
(Art. 35 Abs. 2 DSGVO)

Stellungnahme betroffener

Personen:
(Art. 35 Abs. 9 DSGVO)

Es ist keine Stellungnahme betroffener Personen im Rahmen des
Begutachtungsverfahrens ergangen.
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