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12.54

Abgeordnete Stephanie Cox, BA (JETZT): Frau Prasidentin! Sehr geehrte Kollegen
und Kolleginnen! Werte Damen und Herren vor den Bildschirmen! Werter David, werte
Eva! Die Wahrscheinlichkeit, dass ich jetzt jemanden angesprochen habe, einen David
oder eine Eva, ist sehr hoch. Warum? — Weil unsere Vornamen allein in den meisten
Fallen nicht einzigartig sind. Wir sind dadurch nicht zuordenbar und nicht angreifbar.
Also die Vornamen machen uns nicht zuordenbar und nicht angreifbar, aber was ist,
wenn David in der HaselnussstraRe 12 in Firstenfeld wohnt, bisexuell ist und rechts-
politisch wahlt, oder Eva Katholikin ist, bereits drei Mal ihr Konto Uberzogen hat und mit
ihrem Auto sorglos umgeht? — Das sind alles Daten und Informationen, die ich nicht
haben sollte, weil sie sehr persdnlich sind (Abg. Rosenkranz: Und mich interessieren
sie auch nicht!) und weil diese Informationen David und Eva einzigartig, zuordenbar
und vor allem angreifbar machen! Es handelt sich da jetzt um ein fiktives Beispiel, aber

das Problem ist sehr real.

Daten sind das Gold unserer Zeit. Daten erméglichen unter anderem, dass Werbung
exakt auf mich zugeschnitten wird. Was ermdglichen Daten noch? — Wenn ich einen
Kredit oder eine Hypothek aufnehmen méchte, dann wird das in Zukunft nicht mehr so
einfach sein, denn es gibt im Hintergrund hochstwahrscheinlich ein Risikoprofil von mir.
Die meisten sagen mir, wenn ich Uber das Thema Datenschutz spreche: Okay, ich

habe ja eh nichts zu verbergen, die wissen eh schon alles Uber mich!

Mir ist klar, dass Technologie immer smarter und automatisierter wird, gesetzliche Rah-
men in vielerlei Hinsicht noch nicht abgesteckt sind. Oft wissen wir gar nicht, welche
Organisationen wirklich welche Art von Information von uns haben. Das heil}t, es ist

einfach sehr komplex.

Was mich auch sehr traurig macht, ist, dass es im Moment erst Skandale braucht,
damit wir uns Uberhaupt mit diesem Thema beschaftigen. Stichwort Post: Die 6ster-
reichische Post hat Adressen, Telefonnummern und Parteiaffinitaten von tber 2,2 Mil-
lionen Osterreicherinnen und Osterreichern verkauft. — Es braucht erst 2,2 Millionen
Osterreicherinnen und Osterreicher, die betroffen sind, damit wir uns Uberhaupt mit

diesem Thema auseinandersetzen.

Wenn ich mir jetzt das, was mir heute als Grundlage vorliegt, also das, was uns hier
vorliegt, ansehe, dann muss ich sagen, das hat wenig mit Datenschutz zu tun, Herr
Minister! Es geht darum, dass zwei private Unternehmen mit den Daten, die wir, wenn
wir das Pickerl — das bekannte Pickerl — machen lassen, in der Werkstatt abgeben,

Geschéafte machen. Diese Daten werden verkauft.
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Was bedeutet das? — Sie, Herr Minister, haben geschrieben, alle Personendaten seien
pseudonymisiert. — Ich weif} nicht, ob vielleicht ich oder meine Mitarbeiter lhnen einmal
einen Kurs in Big Data anbieten oder Ihnen klarmachen sollten, was pseudonymisiert
bedeutet. Es geht darum: Man kann Daten in verschiedenen Silos haben, man kann
verschiedene Daten haben — aber wenn man sie zusammenzieht, kann man sehr wohl
ein Profil einer Person zusammenstellen und herausfinden, wer diese Person ist. Das

heillt, die Daten sind nicht in der Art verschliisselt, wie sie verschllisselt sein sollten.

Sie verheimlichen uns noch etwas, Herr Minister, wenn Sie sagen, in GroRbritannien
und den Niederlanden gibt es ahnliche Gesetzesnovellen: Ja, aber da liegen die Daten
in staatlicher Hand, und das ist ein Unterschied. Bei uns verdienen Privatunternehmen

am Verkauf der Daten — das passiert hier in Osterreich!

Was Sie uns auch noch verschwiegen haben: Versicherungen und Leasingbanken

haben nun ein leichtes Spiel, Fahrerinnenprofile zu erstellen, und das sollte nicht der
Fall sein, denn, sehr geehrte Damen und Herren, die Sie vor den Bildschirmen sitzen,
Ihre Versicherungspramie kann somit in die Hohe schnellen, kann in die Hohe gehen,

weil die Versicherungen jetzt Daten haben, die sie nicht haben sollten!

Frage an Sie, Herr Minister: Wie kdnnen Sie garantieren, dass sich diese Unterneh-
men, diese Privatunternehmen, nicht einfach Datenflatrates mit Unternehmen ausmachen
und sagen: Gut, hier haben Sie die Summe X, dann kriegen wir die gesamten Daten!?
Solche Geschéafte kdnnen auf Basis dessen, was wir hier vor uns liegen haben,
erfolgen. Sie, Herr Minister, tragen die Verantwortung daflr, dass nicht Unternehmen

mit unseren Daten Geld machen! Sie haben die Verantwortung.

Es hat ja gerade ein Kollege von der OVP gesagt: Datenschutz ist uns wichtig, wir
gehen sorgsam damit um! — Was ich hier vor mir liegen habe, hat nichts mit Sorg-
samkeit zu tun. Da geht es darum, dass mit Daten Geld gemacht wird und nicht kritisch
hinterfragt wird, wie wir dem Datenschutz héchste Prioritat einrdaumen kénnen, denn
das muss der Fall sein. lhre Pflicht ist es, daflir zu sorgen, dass diese Unternehmen
nicht rein um des Profits willen Services verrichten. An dieser Stelle ist es auch wichtig,
zu sagen, dass der Schutz des Individuums, der Schutz der Daten an erster Stelle

stehen muss.

Gerade, wenn es um Versicherungen geht, gerade, wenn es in Zukunft um Gesundheit
geht, wenn es um Bildung geht, gibt es ganz, ganz viele Daten. Wenn wir jetzt nicht die
richtigen Rahmenbedingungen daflr schaffen und da nicht richtig informiert sind, was

zum Beispiel Pseudonymisierung wirklich bedeutet, dann macht mich das echt traurig.

Version vom 06. November 2019, 11:35 nach § 52(2) GOG autorisiert



Nationalrat, XXVI. GP 30. Janner 2019 60. Sitzung / 3

AbschlielRend mdchte ich sagen: Sie haben im Ausschuss gesagt, Sie sind der Letzte,
der nicht ein Gesetz, der nicht etwas repariert, was nicht richtig ist. — Ich wirde einmal
vorschlagen: Machen Sie sich an die Arbeit und fangen Sie an zu reparieren! (Beifall
bei JETZT.)

13.00

Prasidentin Doris Bures: Nun hat sich der Herr Bundesminister zu Wort gemeldet. —
Bitte, Herr Minister.
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