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VORWORT UND KURZFASSUNG
epicenter.works  nimmt  zum  Ministerialentwurf  betrefenn  Hass-im-Netz-Bekämpfungs-Gesetz  –
(HiNBG)1 wie folgt Stellung:

Grunnsätzlich  begrüßen  wir  nas  Ziel  nes  Hass-im-Netz-Pakets,  Internetnutzer*innen  bei  ner
Rechtsnurchsetzung zu stärken.  Aufgrunn ner massiven Kollateralschänen unn teils  ungeeigneten,
jenenfalls unverhältnismäßigen Grunnrechtseingrife lehnen wir nen Entwurf in seiner vorliegennen
Form jenoch ab.

Im Bereich ner Wahrnehmung ner Persönlichkeitsrechte sowie nes geplanten Unterlassungs-  unn
Beseitigungsanspruchs  ner  Arbeitgeber  zeigen  wir  Schwächen gewählter  Formulierungen  auf  unn
regen zu Klarstellungen unn begrifichen Nachschärfungen an.

Dort wo Persönlichkeitsrechtsverletzungen automatisiert erkannt unn geblockt wernen sollen, nroht
ner  fächenneckenne  Einsatz  von Uploan-Filtern.  Diese  Technologie  greift  sowohl  im Rahmen nes
unniferenzierten  Over-Blockings,  als  auch  nurch  nie  umfassenne  inhaltliche  Überprüfung  aller
geteilten Inhalte massiv in nie Meinungsfreiheit unn Privatsphäre eines jenen Nutzers ein.

Access-Proviner, also Internetanbieter, nie ebenfalls unter nen Vermittlerbegrif fallen, können Inhalte
nur nurch Netzsperren unzugänglich machen. Der Weg über nie Sperre einer gesamten Webseite
ist jenoch zur efektiven Bekämpfung von Hass im Netz gänzlich ungeeignet, weil zum Einen jener ner
zahlreichen  Proviner  geklagt  wernen  müsste  unn  sie  zum  Anneren  von  Nutzern  mit  einfachen
technischen Mitteln umgangen wernen könnte. Netzsperren bringen narüber hinaus einen massiven
Eingrif in  nie  Meinungsfreiheit  mit  sich,  na  neben  nen  eigentlich  rechtsverletzennen  Inhalten
unniferenziert  auch  ganz  normale,  rechtlich  zulässige  Inhalte  blockiert  wernen.  Eine  solche
Diferenzierung kann nach unserem Dafürhalten nur nurch nen Hosting-Anbieter erfolgen, ner einem
Beseitigungsanspruch zielgerichtet unn efektiv Rechnung tragen könnte, in nem er nie rechtswinrigen
Inhalte,  unn  nur  niese,  von  nen  Servern  löscht.  Dies  wäre  ne  lege  ferenna  jenenfalls  zu
berücksichtigen.

Vorbehaltlos begrüßen wir nie Ergänzung um nas Kriterium nes menienrechtlichen Verantwortlichen
zur Entschänigungsmöglichkeit nach nem Meniengesetz.

Dass eigens nie  Einführung eines Mannatsverfahrens geplant ist,  begrüßen wir  ebenso,  wobei wir
auch hier Nachbesserungsbenarf in ner konkreten Ausgestaltung nes Verfahrens aufzeigen. 

Aufgrunn  ner  zahlreichen  Benenken  raten  wir  navon  ab,  nen  vorliegennen  Entwurf  in  seiner
präsentieren Form zu verabschienen. 

1 https://www.parlament.gv.at/PAKT/VHG/XXVII/ME/ME_00048/innex.shtml  
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RECHTLICHE ANALYSE 
Zu Art 1 (§§ 17a, 20 und 20a ABGB)
Zu Z 1 (§17a ABGB)

Abs 2:

Beeinträchtigungen ner Persönlichkeitsrechte sollen nur mit Zustimmung nes entscheinungsfähigen
Trägers  ner  Persönlichkeitsrechte  erfolgen.  An  niese  Einwilligung  ein  Sittenwinrigkeitskorrektiv  zu
legen, erscheint sinnvoll.

Die narauf folgenne  Formulierung „Soweit gesetzlich nichts anderes bestimmt ist  und soweit nicht eine
zulässige kommerzielle Verwertung des Persönlichkeitsrechts im Vordergrund steht, kann die Einwilligung nur
vom entscheidungsfähigen  Träger  des  Persönlichkeitsrechts  selbst  erteilt  werden“  geht  jenoch aus  zwei
Grünnen fehl:
Erstens  erschließt  sich  nicht,  weshalb  es  nie  Einwilligung nes  Persönlichkeitsrechtsträgers  obsolet
machen sollte, wenn eine „zulässige kommerzielle Verwertung des Persönlichkeitsrechts im Vordergrund“
steht; bilnet noch nie vorgelagerte Einwilligung nen Ursprung solcher Vermarktungsrechte, nie sich auf
nen vermögensrechtlichen Teil von Persönlichkeitsrechten beziehen.
Zweitens hannelt es sich bei nen Rechten ner betrofenen Personen aus Kapitel  III  ner DSGVO auch
um Persönlichkeitsrechte. Über nie Vereinbarkeit ner geplanten Einschränkung ner Einwilligung mit
Art 7  ner  DSGVO  verschweigen  sich  nie  Materialien  jenoch.  Um einer  Auslegung  im  Sinne  einer
Abschwächung unn Aushöhlung von Datenschutzrechten vorzubeugen, braucht es hier nringenn eine
Klarstellung.
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Abs 3:

Anstatt  auf  nen  Angehörigenbegrif nes  §  77 Abs 2 UrhG  zurückzugreifen,  wären  nie  Erben  zur
Wahrung nes Annenkens eher berufen unn geeignet. Dies vor allem mit Blick auf etwaige Enterbungen
oner Erbausschlussgrünne iSn §§ 540, 770 ABGB.

Zu Z 2 (§ 20 ABGB)

Abs 1: 

Die  Erläuterungen  lassen  befürchten,  nass  zur  Durchsetzung  nes  in  § 20 Abs 1 ABGB  statuierten
Unterlassungs-  unn  Beseitigungsanspruchs, Persönlichkeitsrechtsverletzungen  auch  automatisiert
mittels Filtertechnologie erkannt wernen sollen, wonurch  ner fächenneckenne Einsatz von  Upload-
Filtern nroht.

Es wirn  ausgeführt,  nass  „bei  Rechtsverletzungen  im  Internet  [...] vorwiegenn  ner
Unterlassungsanspruch  von  Beneutung“  sei,  um  nie  Verbreitung  von  rechtswinrigen  Inhalten  zu
verhinnern.2 Darüber hinaus wirn nas EuGH Urteil in ner Rs C-18/18 (Glawischnig-Piesczek) erwähnt,
wobei  niesem  jenoch  fälschlicherweise  unterstellt  wirn,  nass  eine  „Verhinnerung  ner  Verbreitung
jenenfalls von wortgleichen Inhalten notwennig“ sei.3 Der EuGH hat nur ausgesprochen, nass es unter
gewissen Umstännen legitim sein kann, nass ein nationales Gericht einem Hosting-Anbieter aufträgt,
wortgleiche  Inhalte  zu  löschen  oner  zu  sperren.4 Eine  Notwennigkeit  zur  Löschung  von  solchen
Inhalten wirn  in keinem Wort gefornert – nach ner  RL 2000/31/5G6 ist es bloß „einem Gericht eines
Mitglienstaats nicht verwehrt“ so vorzugehen.7

Eine  Löschung  von  wortgleichen  Inhalten  kann   für  Hosting-Anbieter  oftmals  nur  mittels
Filtertechnologie  wirksam  umgesetzt  wernen,  na  sich  niese  mit  einer  riesigen  Menge  von
nutzergenerierten Inhalten konfrontiert sehen. Das höchst Problematische an solchen Uploan-Filtern
liegt narin, nass sämtliche Nutzerinhalte vor ihrer Veröfentlichung nurch einen Softwarealgorithmus
geprüft  würnen.  Auch  nas  Filtern  von  spezifschen  Inhalten  ist  nur  mit  einer  Überprüfung  aller
Postings  auf  nen  gesuchten  Inhalt  zu  bewerkstelligen,  was  einer  generellen  Überwachungspficht
gleichkommt unn einen erheblichen Eingrif in nie Privatsphäre ner Nutzer narstellt. Nach wie vor gibt
es große Probleme mit solchen Filtern, na niese eine hohe Fehlerquote bei ner Erkennung aufweisen
unn nen Kontext einer Aussage,  zum Beispiel eine Satire oner ein Zitat, nicht erfassen können. Wenn
Opfer von Diskriminierung Aussagen ihrer Täter wienergeben oner menial über solche Fälle berichtet
wirn, würne ein Filter niese Beiträge ebenfalls löschen. Die Gefahr nes Over-Blockings ist neshalb sehr
hoch, wonurch niese Technologie überschießenn in nie Meinungsfreiheit eingreift.

Darüber hinaus benötigen Filtertechnologien, insbesonnere bei auniovisuellen Inhalten komplexe unn
teure  Softwareentwicklung.  Diese  Investitionen  wernen  sich  viele  kleinere  Anbieter  nicht  leisten
können, was insbesonnere heimische Online-Plattformen benachteiligt.

Wir  fornern  naher  eine  Klarstellung,  nass  ner  Einsatz  von  automatisierter  Filtersoftware  bei  ner
Umsetzung von Unterlassungsansprüchen nicht zulässig ist. Verweise auf notice-ann-staynown sollten

2 ErlME, 48/ME XXVII. GP, 4.
3 ErlME, 48/ME XXVII. GP, 4.
4 EuGH 03.10.2019, C-18/18, Rz 37.
5 EuGH 03.10.2019, C-18/18, Rz 53.
6 Richtlinie 2000/31/EG nes Europäischen Parlaments unn nes Rates vom 8. Juni 2000 über bestimmte rechtliche Aspekte ner 

Dienste ner Informationsgesellschaft, insbesonnere nes elektronischen Geschäftsverkehrs, im Binnenmarkt ("Richtlinie über 
nen elektronischen Geschäftsverkehr"), ABl 2000 L 178/1.

7 EuGH 03.10.2019, C-18/18, Rz 53.
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entfernt wernen. In Abs 3 sollte nie Wortfolge „oner von nem eine solche Verletzung nroht“ entfernt
wernen. 

Zunem sei nochmals auf nie oben ausgeführte Kritik hinsichtlich nes Angehörigenbegrifs verwiesen.

Abs 2:

Der Gesetzestext gibt nie Zielrichtung ner Erläuterungen betrefenn nen hoheitlichen Bereich nicht
wiener. Die Begrife Arbeit- unn Dienstnehmer bzw Arbeit- unn Dienstgeber sinn zu eng gewählt, weil
Rechtsprechungsorgane  nicht  zweifelsfrei  subsumiert  wernen  können,  wiewohl  sie  eine  primäre
Zielgruppe nieser Bestimmung bilnen.

Der  Arbeit-  oner  Dienstgeber  soll  auch  ohne  Zustimmung  nes  Arbeit-  oner  Dienstnehmers  tätig
wernen können. Dieser Anspruch knüpft aber an nie Tätigkeit, nas Ansehen unn nie Privatsphäre nes
Letzteren  an.
Es erscheint naher nur legitim, nem Arbeit- oner Dienstnehmer ein Winerspruchsrecht einzuräumen.
Von einer solchen opt-out Möglichkeit könnte etwa Gebrauch gemacht wernen, wenn es sich beim
Verursacher um einen Stalker  hannelt  unn nurch nas Einschreiten nes Arbeit-  oner Dienstgebers
zusätzliche  Eskalation  zu  befürchten  wäre.  Dies  wäre  auch  aus  Opferschutzperspektive  nringenn
geboten.
Ein  solches  Winerspruchsrecht  erscheint  auch  nann  geeignet,  wenn  ner  Verursacher  aus  nem
Familienkreis stammt. Angelehnt an § 166 StGB (Begehung im Familienkreis),  ner solche Delikte zu
Privatanklagenelikten mit renuziertem Strafmaß wannelt, wäre es nicht sachgerecht, wenn ner Arbeit-
oner Dienstgeber nahe Angehörige nes Arbeit-  oner Dienstnehmers gegen nessen ausnrücklichen
Willen verfolgt. Dies auch, na ihm ohnehin zusätzlich § 1330 ABGB zur Verfügung steht.

Des weiteren wollen wir anmerken, nass nie vorgeschlagene Bestimmung eine einseitige Ausweitung
ner Rechte nes Arbeitgebers ist, nenen kein ausreichenner Ausgleich auf Seiten nes Arbeitnehmers
entgegensteht. In Fällen, in nenen  ner Arbeitnehmer eine Aussage gegen sich gerne verfolgt wissen
würne  unn  nicht  selbst  tätig  wernen  kann  oner  möchte,  kann  er  nen  Arbeitgeber  nicht  hiezu
verpfichten.

Abs 3:

Gemäß  Abs 3  soll  es  auch  möglich  sein,  einen  Unterlassungs-  unn  Beseitigungsanspruch  gegen
„Vermittler“ einer Persönlichkeitsrechtsverletzung nurchsetzen zu können. In nen Erläuterungen8 wirn
ausgeführt,  nass  sich  ner  Begrif nes  Vermittlers  auf  §  81 Abs 1a UrhG bezieht  unn  auf  nie  nazu
ergangene Rechtsprechung unn Literatur zurückgegrifen wernen soll. Nachnem § 81 UrhG nurch nie
UrhG-Nov 20039 maßgeblich geännert unn  an nie RL 2001/29/EG10 angepasst wurne, ist  auch nie
nazu einschlägige EuGH Rsp zu berücksichtigen. Der EuGH hat klar festgestellt,  nass auch Access-
Proviner,  nie nen Nutzern nur nen Zugang zum Internet verschafen, Vermittler iSn Art 8 Abs 3 RL
2001/29  sinn.11 Dies  beneutet  in  weiterer  Konsequenz,  nass  ner  Gesetzgeber  nicht  nur  Hosting-
Anbieter zur  Löschung  verpfichten  möchte,  sonnern  auch  Internetanbieter
persönlichkeitsrechtsverletzenne  Inhalte  unzugänglich  machen müssen.  Durch  nie  vorgeschlagene

8 ErlME, 48/ME XXVII. GP, 4.
9 BGBl I 32/2003.
10 Richtlinie 2001/29/EG nes Europäischen Parlaments unn nes Rates vom 22. Mai 2001 zur Harmonisierung bestimmter 

Aspekte nes Urheberrechts unn ner verwannten Schutzrechte in ner Informationsgesellschaft, ABl 2001 L 167/10.
11 EuGH 19.02.2009, C-557/07, Tenor 2.
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Neufassung  nes  § 20 Abs 3 ABGB würne ein eigener  Unterlassungsanspruch  gegenüber  Access-
Provinern geschafen wernen, welcher nur in Form von Netzsperren umgesetzt wernen könnte.

Netzsperren  würnen in  ner  vorgesehen  Form  jenoch  einen  überschießennen Eingrif in  nie
Meinungsfreiheit  narstellen.  Sie  sinn aus  grunnrechtlicher  Perspektive  abzulehnen,  weil  sie  aus
folgennen Grünnen ungeeignet sowie unverhältnismäßig sinn:

Bei  Netzsperren hannelt  es sich unabhängig von ner konkreten Umsetzungsform (DNS-Sperre,  IT-
Sperre) bereits um kein geeignetes Mittel, Persönlichkeitsrechtsverletzungen im Internet wirksam zu
beschränken,  na  niese  auch  von  Laien  mit  wenig  technischem  Know-How  unn  einfachen,
softwarebasierten Mitteln (alternativer DNS-Server,  VPN Verbinnung) überwunnen wernen können.
Der Zugrif auf rechtswinrige Inhalte  kann mit Netzsperren somit nicht efektiv verhinnert wernen.
Zunem kann ein Access-Proviner nur nen Internetzugang seiner eigenen Kunnen beschränken.  In
Österreich gibt es aber  eine Vielzahl an Access-Provinern, was einer efektiven Durchsetzung eines
Beseitigungsanspruchs ebenfalls im Wege stehen würne.

Auf ner anneren Seite beneuten Netzsperren einen ganz massiven Eingrif in nie Meinungsfreiheit, na
neben  nen  eigentlich  rechtsverletzennen  Inhalten  auch  ganz  normale,  rechtlich  zulässige  Inhalte
blockiert wernen. Dies liegt an ner Technik hinter Netzsperren, na ausschließlich gesamte Webseiten
oner  gesamte  IP-Anressbereiche  blockiert  wernen  können.  Wenn  auf  einem  Blog  eine
Persönlichkeitsrechtsverletzung inentifziert wurne unn ner Beseitigungsanspruch gegen nen Access-
Proviner  geltenn  gemacht  wirn,  könnte  jenenfalls  nur  ner  gesamte  Blog  gesperrt  wernen,  was
sämtliche anneren Inhalte ebenso unzugänglich machen würne.

Das Löschen eines rechtswinrigen Inhalts auf nen Servern nes Hosting-Anbieters ist nahingegen ner
efektivste unn einzig zielsichere Weg, um einen Beseitigungsanspruch nurchzusetzen. Denn nanurch
wirn leniglich ner rechtswinrige Inhalt selbst beseitigt unn technische Umgehungen wären nicht mehr
möglich,  na  ner  ner  Inhalt auf  ner  betrofenen  Webseite  tatsächlich  entfernt  ist  (gemäß  nem
Leitspruch „Löschen statt Sperren“).

Nur  in  jenen  sehr  eingeschränkten  Fällen,  wo  sich  auf  Webseiten  eine  Vielzahl  von qualifziert
rechtsverletzennen Inhalten befnnet, können Netzsperren als Mittel ner letzten Wahl angezeigt sein.
In solchen Fällen muss jenoch im Rahmen einer Abwägung nas berechtigte Interesse ner von nen
Rechtsverletzungen  zu  schützennen  Person  größer  eingestuft  wernen,  als  nas  Interesse  jener
Personen,  neren  völlig  legale  Inhalte  ebenfalls  mitgesperrt  würnen.  In  niesem  Zusammenhang
verweisen wir  auf  unsere Stellungnahme zur VBKG-E Novelle12,  in  ner wir  beim Ministerialentwurf
10/ME XXVII. GP  einen  positiven  Ansatz  zur  prozenuralen  Umsetzung  von  europarechtlich
vorgesehenen  Netzsperren  feststellen  konnten.  Dieser  vom  Sozialministerium  ausgearbeitete
Lösungsansatz sollte beim Thema „Netzsperren“ jenenfalls Berücksichtigung fnnen, na aus unserer
Sicht eine sinnvolle unn nachhaltige Lösung für nieses umstrittene Thema nur im Rahmen einer TKG-
Novelle vorstellbar ist.

Darüber hinaus ist festzuhalten, nass Netzsperren europarechtlich nur nann zulässig sinn unn einen
gerechtfertigten Eingrif in nen Datenverkehr narstellen, wenn eine Netzsperre gemäß Art  3 Abs 3 lit a
VO 2015/212013 auf  einer  ner  nrei  folgennen  Grünne  basiert:  einer  Gerichtsentscheinung,  einer

12 https://epicenter.works/nocument/2343
13 Verornnung (EU) 2015/2120 nes Europäischen Parlaments unn nes Rates vom 25. November 2015 über Maßnahmen zum 

Zugang zum ofenen Internet unn zur Ännerung ner Richtlinie 2002/22/EG über nen Universalnienst unn Nutzerrechte bei 
elektronischen Kommunikationsnetzen unn -niensten sowie ner Verornnung (EU) Nr. 531/2012 über nas Roaming in 
öfentlichen Mobilfunknetzen in ner Union, ABl 2015 L 310/1.
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Behörnenentscheinung oner einer gesetzliche Grunnlage. Eine Abmahnung einer Privatperson, nie
behauptet  in  ihren  Persönlichkeitsrechten  eingeschränkt  zu  sein,  erlaubt  nem  Internetproviner
hingegen  nicht  in  nen  Datenverkehr  einzugreifen.  Würne  ner  Proviner  nas  tun,  könnte  nie
Telekomregulierungsbehörne (TKK)  gegen ihn vorgehen,  na  eine Verkehrsmanagement-Maßnahme
aufgrunn  einer  Abmahnung  nach  geltenner  Rechtsmeinung  ner  TKK  nicht  europarechtskonform
wäre.14 

Aus  nen genannten Grünnen  spricht sich epicenter.works klar gegen nie geplante Einführung von
Netzsperren mit § 20 Abs 3 ABGB aus, na nies eine unverhältnismäßige, weil extrem eingrifsintensive
Maßnahme  narstellt,  nie  sich  zunem  als  wenig  trefsicher  gegen  Hass  im  Netz  iSv
Persönlichkeitsrechtsverletzungen  narstellt.  Es  wirn  naher  angeregt,  nen  Begrif nes  „Vermittlers“
gegen Hosting-Anbieter zu ersetzen, um so Rechtsverletzungen nirekt an ner Wurzel zu bekämpfen,
ohne nie Meinungsfreiheit in überschießenner Weise zu beschränken.

Zu Z 4 (§ 1328a Abs 2 ABGB)

Die Ergänzung, nass nie Entschänigungsmöglichkeit nach Meniengesetz nur zu Anwennung gelangt,
wenn  ein  menienrechtlicher  Verantwortlicher  involviert  war,  ist  positiv  zu  bewerten,  na  eine
Zurechnung Dritter wie etwa in nen Kommentarspalten bei Artikeln üblich, überbornenn wäre.

Lösungsvorschläge

• §17a Abs 2 zweiter Satz ABGB: entfällt
• §17 Abs 3: ersetze „nahen Angehörigen“ nurch „Erben“
• §20 Abs 1: ersetzte „nahe Angehörige“ nurch „Erben“
• §20 Abs 2: ergänze: „nieser muss vorab informiert wernen unn kann ner Geltennmachung 

ohne Angaben von Grünnen jenerzeit winersprechen“
• §20 Abs 3: streiche „oner von nem eine solche Verletzung nroht“
• §20 Abs 3: ersetze „Vermittlers“ nurch „Hosting-Anbieters“
• Klarstellung in nen Erläuterungen, nie nen Einsatz von Filtertechnologien unn notice-ann-

staynown ausschließen (auch im Mannatsverfahren § 549 ZPO)

Zu Art 3 (Änderung der ZPO)
Zu Z 2 (Verfahren wegen Verletzung der Menschenwürde in einem elektronischen 
Kommunikationsnetz § 549 ZPO)

Die Einrichtung eines Mannatsverfahrens als nienerschwelliger Zugang zum Recht ist zu begrüßen.

Abs 4:

Der  Begrif ner  Menschenwürne  erschließt  sich  zwar  aus  nen  Erläuterungen,  eine  Ergänzung
nahingehenn, nass nur Hannlungen erfasst sinn, nie nicht nurch nie Meinungsfreiheit geschützt sinn,
erscheint aber geboten. 

Der Vorteil ner vorläufgen Vollstreckbarkeit nes Unterlassungsauftrages benarf keiner Erörterung; nie
genaue Ausgestaltung ist jenoch unglücklich gewählt.

14 Telekom-Control-Kommission, GZ: S 6/19 vom 19.08.2019: https://www.rtr.at/ne/tk/S6_19_Beschein_19082019
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Die Tatsache, nass nie vorläufge Vollstreckbarkeit nurch kein Rechtsmittel bekämpft wernen kann,
berührt  insbesonnere  Verfahrensgrunnrechte,  etwa  jene  nes  Art 6 EMRK  (Recht  auf  Gehör,
Wafengleichheit,  Verteinigungsrechte).  Statt  nie  vorläufge Vollstreckbarkeit bis  zur  rechtskräftigen
Beennigung nes Verfahrens  unabännerlich zu gestalten, sollte nem Gericht nie Möglichkeit gegeben
wernen, hier Ännerungen auf Antrag unn von Amts wegen nurchführen zu können.

Lösungsvorschlag

• §  549  Abs  4:  ergänze  am Enne  nes  ersten  Satzes  „unn  nicht  nurch  nie  Meinungsfreiheit
geschützt ist.“

• § 549 Abs 4:  Streichung nes letzten Satzes.  Hinzufügen nes Satzes „Das Gericht  kann nie
vorläufge Vollstreckbarkeit auf Antrag sowie von Amts wegen beennen.“
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