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Gesetzespaket ,,Hass im Netz“, bestehend aus einem Entwurf eines Bundesgesetzes, mit
dem zivilrechtliche und zivilprozessuale MaBnahmen zur Bekampfung von Hass im Netz ge-
troffen werden (Hass-im-Netz-Bekampfungs-Gesetz - HiINBG), einem Entwurf eines Bundesge-
setzes liber MaBnahmen zum Schutz der Nutzer auf Kommunikationsplattformen (Kommuni-
kationsplattformen-Gesetz - KoPl-G) sowie einem Entwurf eines Bundesgesetzes, mit dem
straf- und medienrechtliche MaBnahmen zur Bekampfung von Hass im Netz getroffen werden
- Stellungnahme

Sehr geehrte Damen und Herren,

die Wirtschaftskammer Osterreich bedankt sich fiir die Ubermittlung der Entwiirfe zum Geset-
zespaket ,,Hass im Netz“.

Da die zur Begutachtung versendeten Gesetzesentwirfe ebenso inhaltliche Zusammenhange auf-
weisen, wie unsere Stellungnahme zu diesen, erlauben wir uns, in einer zusammenhangenden
Stellungnahme zu all diesen Entwirfen gesamthaft, wie folgt, auszufiihren:

(N Allgemeines

Wir sind der Uberzeugung, dass der respektvolle Umgang im Internet ein wesentliches gesamtge-
sellschaftliches Anliegen darstellt und unterstiitzen daher das den vorliegenden Entwurfen zu-

grundeliegende Anliegen, Opfern von Hasspostings im Internet neue Rechtsbehelfe zur Verfiigung
zu stellen.
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Bei der Auswahl der Mittel zur Umsetzung dieses Anliegens ist aus unserer Sicht allerdings darauf
zu achten, dass die jeweils angemessene Losungsmoglichkeit gewahlt wird, die bei den zur Un-
terstutzung der Verfolgung von ,,Hass im Netz“ Verpflichteten einen maoglichst geringen (bzw
besser gar keinen) burokratischen Mehraufwand verursacht.

Dieses Anliegen sollte gerade in Osterreich besondere Beriicksichtigung finden, gibt es hier doch
eine Uberwiegende Anzahl von KMU-Wirtschaftstreibenden, bei denen jede zusatzliche burokrati-
sche Verpflichtung sich in besonderem MaBe belastend auswirkt, weil KMU weit weniger delegie-
rende Aufgabenverteilungen vornehmen als dies bei groBen internationalen Internet-Konzernen
moglich ist. Darliber hinaus sollte berlicksichtigt werden, dass sich der Uiberwiegende Anteil an
inkriminierten Inhalten in der Regel auf Plattformen internationaler Internet-Giganten befindet.

Vor diesem Hintergrund erscheint uns im Rahmen des vorliegenden Gesetzesvorhabens die Be-
ricksichtigung der folgenden Punkte von besonderer Bedeutung:

- die zielorientierte Anwendung der vorgeschlagenen Regelungen auf jene Bereiche, in de-
nen der Uberwiegende Anteil an Personlichkeitsverletzungen stattfindet;

- eine wirtschaftsfreundliche Mittelauswahl zur Verfolgung von ,,Hass im Netz“ unter best-
moglicher Vermeidung von innerbetrieblichen Biirokratie- und Dokumentationsverpflichtun-
gen;

- die Setzung flankierender MaBnahmen, um rechtsmissbrauchliche und schikanose Inan-
spruchnahmen von Durchsetzungsbehelfen zu verhindern;

- die Sicherstellung, dass nur solche Unternehmen als Normadressaten vorgesehen werden,
die auch tatsachlich eine wirksame Abhilfe gegen rechtsverletzende Inhalte leisten konnen
sowie

- die Vermeidung einer mittelbaren, unbewussten Forderung groBer internationaler Tech-
Konzerne.

. Zum Entwurf eines Bundesgesetzes, mit dem zivilrechtliche und zivilprozessuale
MaBnahmen zur Bekampfung von Hass im Netz getroffen werden (Hass-im-Netz-
Bekampfungs-Gesetz - HiINBG)

zu Artikel 1: Anderung des Allgemeinen biirgerlichen Gesetzbuchs
Unterlassung- und Beseitigungsanspruch (Art 1 Z 2 HiNBG, § 20 ABGB neu):
Zunachst erscheint das Verhaltnis von § 20 zu den 88 13 bis 17 ECG klarungsbedurftig.

Gem. § 19 ECG verhindern die §8 13 - 17 ECG Unterlassungsansprliche gerade nicht. Damit
hat die (an sich sinnvolle) Abmahnung genau genommen keinen Anwendungsbereich.

Andererseits konnte damit aber auch ein sonstiger Haftungsausschluss gemeint sein, weil
die 88 13 - 17 in unterschiedlichem Ausmal fur andere Anspruche (Schadenersatzanspru-
che) Haftungsausschlusse vorsehen. In der Regel kommt es zu einem Haftungsausschluss
dann, wenn der Provider von einer rechtswidrigen Handlung oder Tatigkeit keinerlei Kennt-
nis hatte. Das bedeutet, dass der Hinweis auf eine rechtswidrige Tatigkeit im Sinne des
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ECG zum Entfall des Haftungsausschlusses nach ECG fiihren wiirde; in diesem Fall ware of-
fensichtlich keine weitere ,,Abmahnung” nach ABGB erforderlich.

Wird der Provider von der Rechtswidrigkeit der Tatigkeit im Sinne des ECG nicht in Kennt-
nis gesetzt, ist er nicht verantwortlich und musste in der Folge im Sinne des ABGB ,,abge-
mahnt" werden.

Im Ergebnis wird dies bewirken, dass statt der Information an den Provider, dass ein
Inhalt rechtswidrig ist, direkt die Abmahnung erfolgen wird. Da die Abmahnung ver-

mutlich kostenpflichtig sein wird, verscharft sich damit das Haftungsszenario fur den
Provider deutlich. Wir schlagen daher vor, dass fur diese Abmahnung kein Kostener-

satz verlangt werden darf.

Inhaltlich soll in Abs 3 die Moglichkeit eroffnet werden, dass der Unterlassung- und Beseitigungs-
anspruch wegen Verletzung des Personlichkeitsrechts auch gegenuber Vermittler im Sinne der §§
13-17 ECG moglich sein soll. In den Erlauternden Bemerkungen wird dazu ausgefiihrt, dass nach
der Rechtsprechung des OGH vom mittelbaren Storer - das ist jener, der die tatsachliche und
rechtliche Moglichkeit hat, die auf ihn zurlickgehende, seiner Interessenwahrung dienende, aber
unmittelbar von Dritten vorgenommene Storhandlung zu steuern und gegebenenfalls auch zu ver-
hindern - Unterlassung begehrt werden kann.

Dazu ist folgendes anzumerken: Grundsatzlich ist bei den verschiedenen Vermittlerarten zwi-
schen einem Access- und einem Host-Provider zu unterscheiden. Die tatsachliche Moglichkeit,
Storhandlungen von Dritten zu steuern und gegebenenfalls zu verhindern bzw die Vermutung,
dass Storhandlungen der Interessenwahrung eines Access-Providers dienen und auf ihn zuruckge-
hen, muss entschieden zuriickgewiesen werden.

Dariiber hinaus wird in keinerlei Judikatur oder Literatur angefiihrt bzw plausibel dargelegt, wa-
rum rechtsverletzende Inhalte den Interessen der Access-Provider dienen sollen. Dies ist namlich
nicht der Fall. Access-Provider haben keinerlei Vorteil oder Nutzen (und auch keine Nachteile;
sie sind hier vollig neutral) bei der Verbreitung eines rechtsverletzenden Inhalts. Schon alleine
aus diesem Grund sollte im Rahmen der VerhaltnismaRigkeitspriifung der Access-Provider nicht
einem Unterlassungs-oder Beseitigungsanspruch ausgesetzt sein. Es belastet den Access-Provi-
der, ohne dass dabei ein wirksamer Schutz der Opfer von Hasspostings gewahrleistet werden
kann.

Eine wirksame Abhilfe kann letztlich nur von einem Host-Provider geleistet werden, der tatsach-
lich einen personlichkeitsrechtsverletzenden Inhalt beseitigen kann.

AuBerdem lost der Anspruch gegeniiber Access-Providern auch weitere praktische Fragen aus:
Gegen welche konkreten Access-Provider soll sich der Unterlassungsanspruch richten? In der Pra-
xis, die aus dem Urheberrecht bekannt ist, richten sich die meisten Anspriiche nur gegen die
»groBen Provider.

Von ganz besonderer Bedeutung ist in diesem Zusammenhang auch die europarechtlich vorgege-
bene Verpflichtung zur Einhaltung der Netzneutralitat:

Accessprovider sind nach Art 3 Abs 3 TSM-VO [VO (EU) 2015/2120] zur Netzneutralitat verpflich-

tet, was konkret bedeutet, dass sie verpflichtet sind, ,,unabhangig von Sender und Empfanger
den abgerufenen oder verbreiteten Inhalten* Zugang zum Internet zu gewahren. Es gibt hier
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keine Abstimmung zwischen den beiden Rechtsinstituten, dh dass die Accessprovider trotz recht-
mabiger Aufforderung zum Setzen von Sperren damit nicht automatisch einen Dispens von der
Netzneutralitatspflicht haben.

Angesichts der immensen Strafdrohungen bei VerstoBen gegen die Netzneutralitatsverpflichtung
der TSM-VO ist Rechtssicherheit fir die Unternehmen essentiell.

Es bote sich in diesem Zusammenhang an, wenn Bedarf daran besteht, zu prifen, ob nicht im
Rahmen der unmittelbar bevorstehenden Novelle des Telekommunikationsgesetzes ein Verfahren
eingefiihrt werden konnte, in welchem vor einer allfalligen Verpflichtung zum Setzen von Zu-
gangssperren die Konformitat der MaBnahme mit den Vorgaben der TSM-VO ohne unnoétigen Auf-
schub Uberpruft werden kann, wobei die Entscheidung lediglich auf Zulassigkeit oder Unzulassig-
keit der Sperre lauten wirde und nicht prajudiziell fiir eine anderslautenden Entscheidung eines
ordentlichen Gerichts ware.

Bis zu einer entsprechenden Klarung und Abstimmung pladieren wir fir eine Ausnahme von Ac-
cess-Providern vom Anwendungsbereich des Art 1 Abs 2 HiNBG (§ 20 Abs 3 ABGB).

zu Artikel 3: Anderung der Zivilprozessordnung
§§ 502 und 619 ZPO:

Die in § 502 Abs 5 ZPO vorgesehene Moglichkeit, trotz des festgelegten geringen Streitwerts von
5.000 Euro mittels Revision den Obersten Gerichtshof anrufen zu konnen, wird kritisch gesehen.
Es droht eine Uberlastung des Hochstgerichts, wobei in zahlreichen anderen (im Einzelfall wo-
moglich sogar schwerwiegenderen) Rechtssachen kein Zugang zum OGH gewahrt wird. Hierfir
existiert keine systematisch stimmige Rechtfertigung, insbesondere auch, weil der Zugang zum
OGH nur auf zehn Jahre befristet ist.

§ 549 ZPO (Mandatsverfahren):

Im Einleitungssatz der Erlauterungen zu § 549 ZPO wird von einem Eilverfahren fur besonders
,massive“ Falle von Personlichkeitsrechtsverletzungen gesprochen. Dies bildet sich allerdings im
Wortlaut des § 549 ZPO nicht ab, wobei eine Erheblichkeitsschwelle - auch zur Entlastung der
Gerichte - sinnvoll erschiene.

Zudem wird nach dem Wortlaut von § 549 ZPO auf die ,,Verletzung der Menschenwiirde“ abge-
stellt, was nicht ident mit der Verletzung des Personlichkeitsrechts ist (so auch die Stellung-
nahme des OLG Wien). Die Einfiihrung eines grundrechtlich-gepragten neuen Begriffs wird kri-
tisch gesehen, weshalb eine Nachscharfung im Einklang mit der zivil(prozess)rechtlichen Dogma-
tik anzustreben ware:

§ 549. (1) In Rechtsstreitigkeiten liber Klagen, in denen ausschlieBlich Anspriiche auf Unter-
lassung wegen einer erheblichen Verletzung von Personlichkeitsrechten gemal §§ 16, 1328a
und 1330 ABGB in einem elektronischen Kommunikationsnetz geltend gemacht werden, hat
das Gericht (...)

Da dem Unterlassungsauftrag vorlaufige Vollstreckbarkeit zuerkannt werden kann (aber nicht
muss), sollte angeregt werden, diese Unterscheidung schon in der Aufschrift des Auftrags zu ver-
deutlichen.
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Analog zu §8 244 und 556 ZPO sollte ein Unterlassungsauftrag unzulassig sein, wenn der Beklagte
einen Wohnsitz, gewohnlichen Aufenthalt oder Sitz im Ausland hat.

Mandatsverfahren und Accessprovider:

Unter das Mandatsverfahren fallen, wie in den Erlauterungen ausgefihrt wird, auch die Geltend-
machung eines Unterlassungsanspruchs gegen Accessprovider.

Damit gabe es dann also eine Sonderverfahrensregelung fiir Rechtstreitigkeiten Uber Klagen, in
denen ausschlieBlich Anspriiche auf Unterlassung wegen Verletzung der Menschenwiirde in einem
elektronischen Kommunikationsnetz geltend gemacht werden. Fir Access-Provider bedeutet das
nur eine weitere problematische Situation im Hinblick auf die Einhaltung der Netzneutralitats-
verordnung und weiteres Vehikel der Schaffung einer rechtsunsicheren Position fur Access-Provi-
der (siehe dazu die obigen Ausfuhrungen zu § 20 ABGB).

Wir schlagen daher vor, dass Accessprovider [zu bewerkstelligen durch einen Verweis auf Art 2

Z 1 der VO (EU) 2015/2120] vom Mandatsverfahren ausgenommen werden und geprift wird, ob
eine Verfahrensregelung inklusive Feststellung der TSM-Neutralitat einer MaBnahme im Telekom-
munikationsgesetz verankert werden kann.

Anliegen in diesem Zusammenhang:

- Wir pladieren auf die Nicht-Anwendbarkeit des Unterlassung- und Beseitigungsanspruches
gemal § 20 auf Access-Provider.

- Ausnahme der Access-Provider vom Mandatsverfahren (und gegebenenfalls Priifung der all-
falligen Moglichkeit der Aufnahme einer Verfahrensregelung im TKG, in welcher die Konfor-
mitat der MaBnahme mit den Vorgaben der TSM-VO vor einer allfalligen Verpflichtung zum
Setzen von Zugangssperren ohne unnotigen Aufschub uberpruft werden kann, wobei die
Entscheidung lediglich auf Zulassigkeit oder Unzulassigkeit der Sperre lauten wiirde und
nicht prajudiziell fir eine anderslautenden Entscheidung eines ordentlichen Gerichts
ware).

lll.  Zum Entwurf eines Kommunikationsplattformen-Gesetzes (KoPI-G)
Anwendungsbereich (8§ 1 f):

Die Bestimmung des § 1 sieht vor, dass samtliche in- und auslandische Anbieter von Kommunika-
tionsplattformen den Regelungen des neuen Gesetzes unterliegen, sofern sie kumulativ im
Durchschnitt mehr als 100.000 Nutzer im Quartal und einen Jahresumsatz von mehr als

500.000 Euro aufweisen. In Abs 3 werden sodann Verkaufsplattformen von Waren oder Dienstleis-
tungen sowie nicht gewinnorientierte Online-Enzyklopadien und Medienunternehmen generell
ausgenommen.

Wir sind der Ansicht, dass Plattformen, die liberwiegend der beruflichen Prasentation bzw Ver-

mittlung fachlicher Inhalte dienen, in der Praxis keinerlei Anlass zur Sorge gegeben haben, dass
hier personlichkeitsrechtsverletzende Inhalte veroffentlicht und verbreitet werden. Dies wirde
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auch der Motivation der User dieser Plattformen widersprechen, die diese Plattformen hauptsach-
lich zur beruflichen Vernetzung, der Selbstprasentation und -vermarktung sowie zum fachlichen
Austausch nutzen. Diesem Ziel wirden verletzende Mitteilungen oder Darbietungen widerspre-
chen, weshalb sie auf diesen Plattformen auch nicht erfolgen.

Dies entspricht auch dem deutschen NetzDG, das berufliche Plattformen und Fachportale aus sei-
nem Anwendungsbereich ausnimmt (vgl hiezu die entsprechende Darstellung auf der Website des
Bundesamtes fur Justiz: https://www.bundesjustizamt.de/DE/Themen/Buerger-
dienste/NetzDG/Fragen/1.html).

In den Erlauterungen wird zur Definition von Kommunikationsplattform auf den Medienbegriff
des § 1 Abs 1 Z 1 MedienG und auf die dazu ergangene Rechtsprechung verwiesen. Das bedeutet
ua im Hinblick auf die Entscheidung in der Rechtssache des EuGH C-210/16 vom 5.6.2018,

ULD Schleswig-Holstein/Wirtschaftsakademie (Fanpage-Urteil), dass auch die Betreiber solcher
Fanpages auf groBen Plattformen wie Facebook eine Kommunikationsplattform betreiben und
(auch) Adressaten der Verpflichtungen des KoPl-G sein konnen.

Auf diesen Seiten stehen regelmaRig nur unterstiitzende Hinweise und Erklarungen fir die Beniit-
zung der Dienstleistungen und Produkte der Fanpage-Betreiber im Mittelpunkt. In die Ausnahme-
bestimmung des § 1 Abs 3 des Entwurfes wiirden sie aber nur zu subsumieren sein, wenn Uber die
Fanpage auch ein Verkauf stattfinden konnte. Dies ist aber nicht in jedem Fall von Fanpages der
Fall (etwa, wenn tatsachlich nur Informationen und Erklarungen dort verbreitet werden).

Eine Verpflichtung nach dem KoPl-G scheint hier GiberschieBend und nicht erforderlich. Hier
sollte eine allgemeine Ausnahme geschaffen werden. Wir sind der Ansicht, dass dies durch Strei-
chung der Wortfolge ,,oder eine wesentliche Funktion* in § 2 Z 4 des Entwurfes und einer Erlau-
terung in den Materialien erreichbar ist.

Unklar ist auch der Umfang des Anwendungsbereichs in personlicher Hinsicht: In § 3 wird ange-
fuhrt, ,,dass Nutzer der Plattform [....] melden [...]* usw. Es stellen sich in diesem Zusammen-
hang folgende Fragen: Sind unter diesen Nutzern nur solche zu verstehen, die selbst konkret in
ihren Rechten verletzt worden sind oder auch andere, nicht in ihrer individuellen Personlichkeit
Betroffene? Zumindest bei eher nur eine einzelne Person treffenden Verletzungen (Beleidigung
etc) sollten die AbhilfemaBnahmen nach dem Entwurf auch nur dieser individuell-konkret be-
troffenen Person zukommen.

Des Weiteren ist auch unklar, ob unter dem ,,Nutzer® iSd Entwurfs jedermann verstanden wird,
unabhangig von seinem gewohnlichen Aufenthalt. Sollten zB auch Drittstaatsangehorige die im
Entwurf enthaltenen Rechte erhalten, wirde dies ein weiterer Faktor fur einen Anstieg der ad-
ministrativen Belastung sein. AuBerdem scheint ein allzu weiter Anwendungsbereich ohne enge-
ren Bezug zu osterreichischen Schutzinteressen auch auf Basis des Art 3 Abs 4 lit a sublit i E-
Commerce-RL problematisch zu sein. Es sollte unseres Erachtens eine restriktive Handhabe be-
vorzugt werden und sollten nur Personen mit gewshnlichem Aufenthalt in Osterreich berechtigt
sein. Andere mogliche Anknupfungsmomente wie beispielsweise die IP-Adresse oder die Nationa-
litat sind unseres Erachtens untauglich, weil damit entweder eine Missbrauchsgefahr und kein
ausreichend enger Ankniipfungspunkt zu den dsterreichischen Schutzinteressen gegeben ist oder
die Gefahr eines VerstolRes gegen das europarechtlich gebotene Diskriminierungsverbot besteht.
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Wir sprechen uns daher dafur aus, einerseits den Anwendungsbereich zielorientierter auf jene
Plattformen auszurichten, auf denen personlichkeitsrechtsverletzende Inhalte Uberwiegend ver-
breitet werden, und andererseits auch den Anwendungsbereich KMU-freundlicher auszugestal-
ten. Dazu ware aus unserer Sicht Folgendes notwendig:

- Plattformen, die thematisch und personell eingegrenzt sind, wie berufliche Netzwerke
und Fachportale, sollten ganzlich aus dem Anwendungsbereich ausgenommen werden.
Dazu ist lediglich eine entsprechende Erganzung in § 1 Abs 3 notwendig.

- Dariber hinaus sollte in § 2 Z 4 lediglich auf den Hauptzweck des Austausches von Mittei-
lungen und Darbietungen abgestellt werden. Ob dabei dieser Austausch auch eine we-
sentliche Funktion fiir den Dienst der Informationsgesellschaft darstellt oder nicht, ist ei-
nerseits oft eine sehr schwierige Abgrenzungsfrage und birgt andererseits auch die groBe
Gefahr, dass auch Unternehmensplattformen in den Anwendungsbereich fallen, bei denen
der Gedankenaustausch auf keinen Fall ein Hauptzweck ist und bestenfalls eine unterge-
ordnete Rolle einnimmt. Hier konnte eventuell an Hotel-Websites mit Kommentarfunktio-
nen fur Dritte gedacht werden, bei denen die Frage der Kommentarfunktion durchaus un-
terschiedlich bewertet werden konnte.

Fur diese Unternehmen, die wohl nicht im Kernfokus des gesetzgeberischen Anliegens stehen,
wiurden die vorgesehenen MaBnahmen eine empfindliche biirokratische Belastung darstellen, die
angesichts der Moglichkeiten des E- Commerce-Gesetzes (vgl § 16 ECG) und den darin normierten
anderen AbhilfemaBnahmen auch unverhaltnismaRig sind.

Wir pladieren daher dafiir, dass in § 2 Z 4 die Wortfolge ,,oder eine wesentliche Funktion* gestri-
chen wird.

- Weiters pladieren wir fur eine Erhohung der in § 1 Abs 2 vorgesehenen quantitativen Para-
meter der Nutzer und des jahrlichen Umsatzes, wobei auch weiterhin das kumulative Vor-
liegen beider Kriterien zu fordern ist.

- Bezuglich des Berechtigtenkreises sollte vor allem bei jenen Verletzungen, die in erster Li-
nie nur individuell-konkret eine Person treffen konnen, auch nur diese konkret verletzte
Person von den AbhilfemaBnahmen Gebrauch machen durfen. Was die Berechtigung von
Drittstaatsangehorigen betrifft, sollte eine restriktive Handhabe erfolgen. Hier sollten nur
Personen mit gewohnlichem Aufenthalt in Osterreich berechtigt sein.

Melde-, Uberpriifungs-, Beschwerde- und Aufsichtsverfahren (§§ 3,4, 7 und 9):

Diese Bestimmungen stellen das Kernstiick eines neuen Blirokratismus dar, den es unserer An-
sicht nach jedenfalls zu vermeiden gilt. Es wiirde eine (automatisierte) Benachrichtigung ausrei-
chen, dass der Empfanger die Meldung erhalten hat. Weitergehende Erklarungen oder Mitteilun-
gen, wie sie etwa in § 3 Abs 2 Z 2 vorgesehen sind (zB Erklarungen, wie mit der Meldung verfah-
ren wird und was das Ergebnis des Verfahrens war) oder Begriindungspflichten fur eine Entschei-
dung betreffend die Erledigung der Meldung sollen unterbleiben (vor allem, wenn dem Meldean-
liegen auf Sperre oder Loschung entsprochen wird). Solche Erklarungen und Mitteilungen wiirden
einen hohen administrativen Aufwand erfordern, der speziell die KMU besonders treffen wurde.
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Dariiber hinaus sind die vorgesehenen Reaktionszeiten (innerhalb von 24 Stunden sollte ein Inhalt
entfernt oder gesperrt werden) meist vollig unrealistisch. Es steht zu befiirchten, dass das Mel-
deverfahren durchaus auch (organisiert) missbrauchlich verwendet werden kann und eine Flut an
Bearbeitungen die Konsequenz bei den Plattformenbetreibern ist. Schon alleine eine maoglicher-
weise hohe Quantitat an Meldungen lasst eine Reaktionszeit von 24 Stunden vollig unrealistisch
erscheinen. Daruber hinaus kann nicht verlangt werden, dass samtliche betroffenen Unterneh-
men einen Schichtbetrieb einfihren, um der momentan vorgesehenen Reaktionszeit entsprechen
zu konnen. Selbst die bereits sehr strenge DSGVO sieht beispielsweise in Art 12 neben einer
grundsatzlich einmonatigen Reaktionsfrist eine Verlangerungsmoglichkeit um weitere zwei Mo-
nate vor oder nach Art 33 DSGVO eine 72-stiindige Frist bei Data breaches.

In § 3 Abs 5 werden Fristen fur die Loschung von Daten und Inhalten, die in Erfullung der Ver-
pflichtungen gem 8§ 3 des Entwurfes verarbeitet werden, festgelegt.

Diese Fristen sind fur die Praxis einfach zu starr und wiirden im worst case, namlich bei spate-
ren, gegen oder von den Plattformenbetreibern zu fuhrenden Verfahren, die prozessuale Waf-
fengleichheit zerstoren, wenn Beweismoglichkeiten und damit verbunden die Rechtsverfolgungs-
moglichkeiten genommen werden.

In diesem Punkt sollte, so wie auch die ohnehin schon sehr strenge DSGVO auch, wesentlich fle-
xibler vorgegangen werden und eine Loschung dann gemacht werden, wenn kein berechtigtes In-
teresse mehr vorliegt. Dass damit keine Vorhaltespeicherungen zulassig sind, hat der VfGH oh-
nedies bereits ausgesprochen, weshalb auch keine absolute Speicherfrist normiert zu werden
braucht.

Eine ebenso gravierende biirokratische Belastung stellt die Berichtspflicht des § 4 dar. Hier ist
auch nicht erkennbar, welchen Sinn und Zweck diese erfiillen soll. Vielmehr wird sie aus Sicht
des verpflichteten Unternehmers als ,,Burokratiemonster* wahrgenommen werden.

Gleiche Befurchtung in Richtung ,,Burokratiemonster“ stellt die Moglichkeit der Beschwerdever-
fahren dar. Es ist zu beflirchten, dass es zu einer Vielzahl von Meldungen kommen wird, die in-
haltlich ungerechtfertigt sind. Die Regelungen der §§ 3 und 7 bergen das Potenzial, dass sowohl
die Erwerbsausiubungsfreiheit als auch die MeinungsauBerungsfreiheit unverhaltnismaBig beein-
trachtigt werden konnten, sofern nicht flankierende MaBnahmen ergriffen werden: Mit einer or-
ganisierten Flut an ungerechtfertigten Meldungen gegen eine bestimmte artikulierte Meinung
kann der Betreiber einer Plattform faktisch gezwungen werden, nur mehr solche Beitrage zu ver-
breiten, die dem Melder/Nutzer genehm sind. Erfiillt er dies nicht, besteht die Gefahr, dass der
Plattformbetreiber durch Melde- und Beschwerdeverfahren administrativ ,,lahmgelegt” werden
kann.

Wenn der Plattformbetreiber dann mit Verfahren Uberzogen ist, dabei zB die vorgesehenen kur-
zen Fristen nicht einhalten kann und folglich dann wegen mehr als fiinf (!) Beschwerden wahrend
eines Monats ein Aufsichtsverfahren gegen sich zu gewartigen hat, dann entsteht der Eindruck,
dass in der Kombination aus extrem kurzen und unerfiillbaren Fristen durch einen Blirokratismus
in Form von formlichen Verfahren, Mitteilungen, Begrindung-und Berichtspflichten, dem Mangel
an flankierenden MaBnahmen zur Unterbindung willkurlich-schikanoser Melde- und Beschwerde-
verfahren durch User und dann noch durch die Gefahr eines sehr leicht eintretenden Aufsichts-
verfahren Kommunikationsplattformenbetreiber bewusst beeintrachtigt, wenn nicht sogar ge-
schadigt werden sollen.
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Die einzigen, die diese Vorgaben allenfalls noch einigermafen erfiillen werden konnen, waren
die internationalen Tech-Giganten, die mittelbar mit diesen MaBnahmenvorschlagen auch noch
gegenuber einer allenfalls bestehenden kleineren Konkurrenz gefordert werden wirden.

Um diesem Eindruck entgegenwirken zu konnen und vor allem auch zur Vermeidung einer mittel-
baren Forderung der internationalen Internet-Konzerne, sollten unbedingt flankierende Mafnah-
men zur Unterbindung exzessiver, schikanoser Melde- und Beschwerdeverfahren vorgesehen wer-
den. In diesem Punkt wird auch auf Art 12 DSGVO verwiesen, der ebenfalls flankierende MaBnah-
men fur diese Falle vorsieht.

Hinsichtlich der quantitativen Parameter fiir eine verpflichtende Durchfiihrung des Aufsichtsver-
fahrens (vgl § 9 Abs 1: ,,Die Aufsichtsbehorde hat ... einzuleiten ...“) ist auch anzumerken, dass
diese sehr niedrige Schwelle sowohl bei der Aufsichtsbehdrde als auch den Plattformenbetrei-
bern einen sehr hohen Aufwand verursachen wiirde, weil diese extrem niedrige Schwelle schon
aufgrund des potentiell hohen Anteils an unbegrindeten Meldungen der User und dem vermutlich
eintretenden Bearbeitungsriickstau beim Betreiber leicht erreicht werden konnte. Die Behorde
hat dann allerdings keinerlei Ermessensspielraum, ob das Aufsichtsverfahren tatsachlich zweck-
mahigerweise einzuleiten ist oder nicht (arg ,,hat ... einzuleiten®).

Unsere Anliegen betreffend die Bestimmungen der 8§ 3, 4, 7 und 9 lauten daher wie folgt:

- Streichung der Bestimmungen des § 3 Abs 2 Z 2 und 3;

- Einfihrung einer wesentlich langeren Reaktionsfrist (zum Beispiel sieben Werktage) mit der
Moglichkeit um Verlangerung bis zu vier Wochen, wenn unter Berlicksichtigung der Komple-
xitat und der Anzahl von Antragen die ursprungliche Frist nicht eingehalten werden kann;

- Streichung der Berichtspflicht;
- Einfuhrung einer Kostenersatzpflicht bei offenkundig unberechtigten Meldeverfahren;

- Einfihrung von Sanktionen bei missbrauchlicher Nutzung der Melde- und Beschwerdever-
fahren durch die Nutzer;

- Schaffung flexiblerer Loschfristen, indem auf das berechtigte Interesse abgestellt wird;

- Schaffung eines Ermessensspielraums flir die Behorde im Zusammenhang mit der Einleitung
von Aufsichtsverfahren (keine an quantitative Parameter orientierende Pflicht fiir das Fuh-
ren eines Aufsichtsverfahrens).

Verantwortlicher Beauftragter (§ 5):
In Abs 2 soll normiert werden, dass der verantwortliche Beauftragte jederzeit erreichbar sein

muss. Dies ist schon aus arbeitsrechtlichen Griinden nicht moglich, weshalb die Erreichbarkeit
auf die Ublichen Geschafts- bzw Blirozeiten eingeschrankt werden soll.
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Durchsetzung (8 6 Abs 4):

In dieser Bestimmung wird eine Form der ,,Drittschuldnererklarung“ normiert. Ein Schuldner des
Plattformenbetreibers, der beispielsweise der Bestellung eines oder einer verantwortlichen Be-
auftragten nicht nachgekommen ist und dem etwa wegen mangelnden Sitzes in Osterreich bzw in
Ermangelung eines Zustellabkommens nicht zugestellt werden kann, hat bei einer entsprechen-
den Bescheiderlassung in weiterer Folge jede schuldbefreiende Zahlung an den Plattformenbe-
treiber zu unterlassen und an die Aufsichtsbehorde zu zahlen.

Diese Regelung wird aus Sicht der osterreichischen Werbewirtschaft als auBerst kritisch angese-
hen, tragt sie doch groBes Potential in sich, fiir die gesamte Wirtschaft einen ,,Kollateralscha-
den* zu verursachen. Die Schaltung von Werbung auf reichweitenstarken Plattformen ist fir alle
Unternehmen, insbesondere aber fur KMU, von wesentlicher, wenn nicht sogar uberlebensfahiger
Bedeutung. Gerade EPU und KMU konnen sich teure Marketingaktivitaten nicht leisten und akqui-
rieren ihre Kunden zu einem sehr guten Teil Uiber Plattformen.

Wenn nun die Zahlungen fiir Werbungen odgl, die in der Regel iiber Media-Agenturen abgewi-
ckelt werden, wegen der ,,Drittschuldnererklarung® unterbleiben, ist die Gefahr grof3, dass samt-
liche Schaltungen der speziellen Media-Agentur unterbleiben bzw vom Netz genommen werden.
Damit wiirden samtliche Kunden der Media-Agentur in Mitleidenschaft gezogen und konnte dies
fatale Auswirkungen haben.

Von dieser Form der ,,Drittschuldnererklarung“ sollte daher unbedingt abgesehen werden. Allen-
falls konnte sie auf Zahlungen eingeschrankt werden, die eine gesellschaftsrechtliche Basis ha-
ben.

Aufsichtsbehorde, Beschwerdestelle, Finanzierung, Sanktionen (§ 8):

Wir hinterfragen die Ko-Finanzierung des neuen Apparats uiber die Rundfunkgebiihren. Der Zu-
schuss iHv 80.000 Euro fur eine MaBnahme, von der Medienunternehmen ausgenommen sind, sollte
nicht dem Medienstandort und den verwandten Branchen Film und Werbung entzogen werden.

Aufsichtsverfahren (§ 9):

Zu unterstitzen ist, dass die MaBnahmen der Aufsichtsbehorde ,,nicht in einer allgemeinen Vorab-
kontrolle der Inhalte resultieren diirfen.“ (§ 9 Abs 3).

GeldbuBen (§ 10):

Nach dieser Bestimmung sollen fur VerstoBe gegen das Gesetz GeldbuBen in der Hohe von bis zu
10 Mio Euro verhangt werden durfen.

Die Verletzungen reichen von der Unterlassung der Bestellung eines Verantwortlichen Beauftrag-
ten Uber die Verletzung von Berichtspflichten bis hin zum Unterlassen einer Loschung oder Sper-
rung rechtsverletzender Inhalte.

Abgesehen davon, dass die Normierung einer Maximalstrafe von bis zu 10 Mio Euro schon durch-
aus hinterfragenswert ware, scheint die undifferenzierte Sanktionierungsmoglichkeit samtlicher
Pflichten des vorliegenden Gesetzes sehr unverhaltnismaBig. So ist das Unterbleiben der Bestel-
lung eines Verantwortlichen Beauftragten wohl nicht gleichzuhalten mit dem Unterlassen einer
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Loschung oder Sperrung von auch fir juristische Laien offenkundigen rechtsverletzenden Inhal-
ten.

Aus unserer Sicht sollte der BuBgeldkatalog daher differenzierter ausfallen, um dem Verhaltnis-
mabigkeitsgrundsatz zu entsprechen.

Dazu darf erganzend ausgefuhrt werden, dass eine neue Staffelung der Strafbestimmung insbe-
sondere auch vor dem Hintergrund geboten erscheint, dass auch in den Erlauterungen angefiihrt
wird, dass die GeldbuBe gerade keine Strafe im Sinne des Art. 6 EMRK ist und ein Verschulden
nicht erforderlich ist.

Diese Ausfuhrungen in den Erlauterungen sind allerdings nicht nachvollziehbar. Die Moglichkeit
der Verhangung von 10 Mio Euro fir VerstoBe zeigt eindeutig auf, dass es sich hier - entgegen
den Erlauterungen - um eine Strafe handelt, weshalb zwingend ein Verschulden Tatbestandsvo-
raussetzung zu sein hat.

IV.  Zum Entwurf eines Bundesgesetzes, mit dem straf- und medienrechtliche MaB-
nahmen zur Bekampfung von Hass im Netz getroffen werden

zu Artikel 1: Anderung des Strafgesetzbuches
zu Z 2 (8 120a StGB)

Nach Abs 2 sind auch jene zu bestrafen, die eine durch eine Tat nach Abs 1 hergestellte unbe-
fugte Bildaufnahme einem Dritten zuganglich machen oder veroffentlichen.

Nun ist in Abs 1 zwar fir die subjektive Tatseite eine Absicht normiert, nicht aber flir die Wei-
terverbreiter nach Abs 2. Unklar scheint in diesem Zusammenhang auch die Ausfuhrung in den
Erlauterungen, nach der dolus eventualis fur den Weiterverbreiter nach Abs 2 in Bezug auf die
absichtlich hergestellte unbefugte Bildaufnahme nach Abs 1 ausreiche.

Dies lasst Fragen offen, insbesondere im Verhaltnis zur Hostprovider-Regelung nach ECG, nach
der dieser nicht haftet, solange er nicht von einer Rechtsverletzung in Kenntnis gesetzt wurde.
Eine allgemeine Uberwachungspflicht des Host-Providers besteht nach ECG nicht.

Nun kann es in der Praxis vorkommen, dass ein Host-Provider von einer unbefugten Bildaufnahme
in Kenntnis gesetzt wird, jedoch aus ressourcentechnischen Griinden oder auch aus Grinden der
Uberpriifung der Meldung nicht sofort und unmittelbar handeln kann. Wenn das Unterlassen ei-
ner umgehenden Reaktion bereits als dolus eventualis interpretiert werden wiirde, wirde der
Weiterverbreiter nach Abs 2 einem strengeren Strafbarkeitsregime unterliegen als der unmittel-
bare Tater.

Dies ist aus unserer Sicht UberschieBend, weshalb unseres Erachtens nach auch in Abs 2 die Ab-
sicht als subjektives Tatbestandsmerkmal normiert werden sollte.
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Einziehung, Beschlagnahme und Urteilsveroffentlichung bei Websites gegen Diensteanbieter
(Art 2 Z 29, S 36b MedienG):

Die Einschrankung dieser Bestimmung, dass sie nicht auf Access-Provider anzuwenden ist, wird
begrufit.

Zu § 36b MedienG knlipfen wir an die Ausfiihrungen in den Gesetzesmaterialien (Seite 13, zu Z 29
und 37, Punkt 4) an: Die Problematik, dass auch ein Hostingdiensteanbieter seinen Sitz nicht in
Osterreich hat und nicht belangt werden kann, ist in der Praxis haufig relevant.

zu Artikel 3: Anderung der StrafprozeBordnung 1975
zuZ7 (871 Abs 1 StPO)

Die Novelle sieht eine Ausdehnung der Bestimmung im Privatanklagebereich vor - dies jedoch nur
fur den Verdacht einer Tat nach §§ 11 oder 115 StGB. Ein solches Vorhaben wird allerdings aus
folgenden Grinden als unzureichend angesehen:

Durch die StPO-Reform 2008 ist das Vorverfahren in Privatanklageverfahren weggefallen. Das
fuhrt zu Unsicherheiten und Schwierigkeiten bei der Rechtsdurchsetzung, zB im Bereich gewerb-
licher Schutzrechte. Bei einem Verdacht auf eine Rechtsverletzung konnen weder Tater noch
Eingriffsgegenstande ausreichend konkret bezeichnet werden. Der potentiell Geschadigte kann
weder eine Privatanklage erheben, noch einen selbststandigen Antrag auf vermogensrechtliche
Anordnungen stellen (zB Abschopfung der Bereicherung, Verfall oder Einziehung).

Daher sollte Opfern von gewerblichen Rechtsschutzverletzungen die Moglichkeit eingeraumt wer-
den, bei Gericht einen Antrag auf Anordnung oder Bewilligung von ErmittlungsmaBnahmen zur
Ausforschung des Beschuldigten oder zur Sicherung von Beweisen oder auch die schon erwahnten
vermogensrechtlichen Anordnungen zu stellen.

zu Z 9 (8 76a StPO)

Schon bisher haben wir uns fur eine Verscharfung der Informationspflichten fir alle Vermittler
ausgesprochen. In begriindeten Einzelfallen kann eine wirksame Verpflichtung zu einer Verringe-
rung rechtsverletzender Online-Inhalte fihren und zu Gunsten von Konsumenten und Unterneh-
men gleichermaBen dazu beitragen, in allen Bereichen des digitalen Binnenmarktes die Online-
Sicherheit zu starken (,,Know Your Customer“-SorgfaltsmaBstabe).

zu Z 10 ff (88 390, 390a und 393 StPO)
Der Entfall des Kostenrisikos wird kritisch gesehen. Ein solcher fuhrt dazu, dass dem Privatange-
klagten ein durchaus berechtigter Schutz in jenen Fallen verwehrt wird, in denen das Strafver-

fahren nicht mit einem Schuldspruch endet. Insofern ist er zumindest genauso schiitzenswert wie
der Privatanklager.
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V. Zusammenfassung

Insgesamt stehen wir dem Vorhaben, mit dem vorliegenden Gesetzespaket MaBnahmen zu tref-
fen, die den unterschiedlichen Auspragungsformen von Hass im Netz, wie sie zuletzt vermehrt
deutlich wurden, positiv gegenuber. Wir sind der Ansicht, dass mit den vorgeschlagenen MaBnah-
men dieses Ziel auch tatsachlich erreicht werden kann.

Allerdings wird besonderes Augenmerk darauf gelenkt werden miussen, dass mit den neuen Re-
geln auch die richtigen Adressaten erreicht werden. Dies bedeutet zum einen, diese KMU- und
Start up-freundlich auszugestalten und zu vollziehen und zum anderen sicherzustellen, dass ver-
letzerferne Positionen von bloBen Zugangsvermittlern von den Verpflichtungen aus dem vorge-
schlagenen Gesetzespaket ausgenommen bleiben und nur solche Unternehmen als Normadressa-
ten vorgesehen werden, die bei Vorliegen rechtsverletzender Inhalte auch tatsachlich wirksam
Abhilfe schaffen konnen. SchlieBlich wird es auch darum gehen, zusatzliche administrative Be-
lastungen bei den Betroffenen in einem sinnvollen Rahmen zu halten und insbesondere Doku-
mentations- und Rechenschaftspflichten nicht zu Gberspannen.

Wir ersuchen um Berucksichtigung unserer Stellungnahme.

Freundliche GriiRe

Dr. Harald Mahrer Karlheinz Kopf
Prasident Generalsekretar
Unterzeichner Wirtschaftskammer Osterreich
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