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GLOSSARY

The below table explains the key terms or acronyms used in this document.

Term or acronym

Meaning or definition

2016 Council Conclusions

Council Conclusions on Strengthening Europe's Cyber Resilience System and
Fostering a Competitive and Innovative Cybersecurity Industry — 15 November,
2016.

2016 Cybersecurity
Communication

Commission Communication on Strengthening Europe's Cyber Resilience System
and Fostering a Competitive and Innovative Cybersecurity Industry,
COM/2016/0410 final.

Accreditation

Accreditation means an attestation by a national accreditation body that a
conformity assessment body meets the requirements set by harmonised
standards and, where applicable, any additional requirements including those
set out in relevant sectoral schemes, to carry out a specific conformity
assessment activity. (see also EC Reg. No. 765/2008)

ACER Agency for the Cooperation of Energy Regulators.

ANSS| Agence nationale de la sécurité des systemes d’information; this is the National
Cybersecurity Agency of France.
ARGUS is the Commission's general alert system in place since 2005. It is a

ARGUS process supported by an information technology (IT) tool and a dedicated
network of 24/7 duty officers in each relevant Directorate-General

Bluenrint Framework (under preparation) for EU level approach on responding to large-

P scale cross-border cybersecurity incidents or cybersecurity crises.

BS| Bundesamt flir Sicherheit in der Informationstechnik; the German Federal Office
for Information Security.

BSPA The Dutch Baseline Security Product Assessment.

CAB Conformity Assessment Bodies (please see below the definition).

C-ITS Cooperative Intelligent Transport Systems.

CEF Connecting Europe Facility.

Certification

The formal evaluation of products, services and processes by an independent
and accredited body against a defined standard and the issuing of a certificate
indicating conformance.

CERT(s)

Computer Emergency Response Team(s).

CERT-EU

This is a Computer Emergency Response Team CERT-EU for the EU institutions,
agencies and bodies.
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Term or acronym

Meaning or definition

Cli(s)

Critical Information Infrastructure(s).

Common Approach on
decentralised agencies

Joint Statement of the European Parliament, the Council of the European Union
and the European Commission on decentralised agencies — Common Approach —
2012.

Common Criteria (CC)

The Common Criteria for Information Technology Security Evaluation (commonly
known as CC) is an international standard (ISO/IEC 15408) for computer security
evaluation. It is based on third party evaluation and envisages 7 evaluation
assurance levels. The CC and the companion Common Methodology for
Information Technology Security Evaluation (CEM) are the technical basis for an
international agreement, the Common Criteria Recognition Arrangement (CCRA),
which ensures that CC certificates are recognized by all the signatories of the
CCRA.

Communication on the
DSM Strategy Mid-term
Review

Commission Communication on the Mid-Term Review on the implementation of
the Digital Single Market Strategy — COM (2017) 228.

Conformity assessment

The process demonstrating whether specified requirements relating to a
product, process, service, system, person or body have been fulfilled.

Conformity assessment
bodies

A body that performs conformity assessment activities including calibration,
testing, certification and inspection.

CPA Commercial Product Assurance.
Contractual Public-Private Partnership on cybersecurity, signed by the European
cPPP Commission and the European Cyber Security Organisation (ECSO) on 5 July

2016.

Critical infrastructure

‘Critical infrastructure’ means an asset, system or part thereof located in
Member States which is essential for the maintenance of vital societal functions,
health, safety, security, economic or social well-being of people, and the
disruption or destruction of which would have a significant impact in a Member
State as a result of the failure to maintain those functions (as defined by
Directive 2008/114/EC of 8 December 2008

on the identification and designation of European critical infrastructures and the
assessment of the need to improve their protection).

CSIRT Computer Security Incident Response Team.
CSPN Certification Sécuritaire de Premier Niveau.

Cybersecurity comprises all activities necessary to protect network and
Cybersecurity information systems, their users and other impacted persons from cyber risks

and threats.

Cyber Europe

ENISA manages the programme of pan-European exercises named Cyber Europe.
This is a series of EU-level cyber incident and crisis management exercises for
both the public and private sectors from the EU and EFTA Member States.
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Term or acronym

Meaning or definition

DSM Strategy

Commission Communication — A Digital Single Market Strategy for Europe —
COM/2015/0192.

EAL Evaluation Assurance Level.

EASA European Aviation Safety Agency.

EC3 European Cybercrime Centre at Europol.

ECCB European Cyber-certification Group proposed by Option 3 regarding
certification.

ECSM European Cyber Security Month.
European Cybersecurity Organisation. It is an umbrella organisation whose
members include a wide variety of stakeholders such as large companies, SMEs

ECSO and start-ups, research centres, universities, end-users, operators, clusters and
association as well as European Member State’s local, regional and national
administrations, countries part of the European Economic Area (EEA) and the
European Free Trade Association (EFTA) and H2020 associated countries.

EDA European Defence Agency.

EEA European Economic Area.
Proposal for a Directive of the European Parliament and of the Council

EECC establishing the European Electronic Communications Code (Recast),
COM/2016/0590 final - 2016/0288 (COD).

EFTA European Free Trade Association.

elDAS Regulation

Regulation (EU) No 910/2014 of the European Parliament and of the Council of
23 July 2014 on electronic identification and trust services for electronic
transactions in the internal market and repealing Directive 1999/93/EC.

ENISA

European Union Agency for Network and Information Security.

ENISA Regulation

Regulation (EU) No 526/2013 of the European Parliament and the Council of 21
May 2013 concerning the European Union Agency for Network and Information
Security (ENISA) and repealing Regulation (EC) No 460/2004.

EU Cybersecurity Strategy

Joint Communication of the European Commission and the European External
Action Service: Cybersecurity Strategy of the European Union: An Open, Safe and
Secure Cyberspace —JOIN(2013).
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https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=VER&code2=&gruppen=Link:460/2004;Nr:460;Year:2004&comp=

Term or acronym

Meaning or definition

European
Security

Agenda on

Commission Communication — The European Agenda on Security COM(2015)
185.

Evaluation / Evaluation
report

Evaluation is an assessment of the effectiveness, efficiency, coherence,
relevance and EU added-value of one single EU intervention. The Roadmap
informs about evaluation work and timing.

An evaluation report (SWD) is prepared by the lead service and presents the
findings and conclusions about the evaluation. The quality of major evaluation
reports is checked by the Regulatory Scrutiny Board against the requirements of
the relevant guidelines prior to publication and/or transmission to the Legislator
as part of a formal report from the Commission.

Framework Directive for
Electronic
Communications

Directive 2002/21/EC of the European Parliament and of the Council of 7 March
2002 on a common regulatory framework for electronic communications
networks and services (Framework Directive), as amended by Directive
2009/140/EC and Regulation 544/2009.

H2020

Horizon 2020.

IACS

Industrial automation control systems.

ICT(s)

Information and communications technologies.

ICT Security Certification

The various documents submitted in and with the Impact Assessment reflect
different actors as well as different publication dates. Therefore, several terms
are used which are largely inter-changeable. In this case, the terms
‘cybersecurity certification’ and ‘security certification’ have also been used
frequently.

Impact

In an impact assessment process, the term impact describes all the changes
which are expected to happen due to the implementation and application of a
given policy option/intervention. Such impacts may occur over different
timescales, affect different actors and be relevant at different scales (local,
regional, national and EU). In an evaluation context, impact refers to the changes
associated with a particular intervention which occur over the longer term.

Impact  Assessment  /
Impact Assessment report

Impact Assessment is an integrated process to assess and to compare the merits
of a range of policy options designed to address a well-defined problem. It is an
aid to political decision making not a substitute for it. The Roadmap informs
whether an impact assessment is planned or justifies why no impact assessment
is carried out.

An impact assessment report is a Staff Working Document (SWD) prepared by
the lead service which presents the findings of the impact assessment process. It
supports decision making inside of the Commission and is transmitted to the
Legislator following adoption by the College of the relevant initiative. The quality
of each IA report is checked by the Regulatory Scrutiny Board against the
requirements of the relevant guidelines.
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https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=RIL&code2=&gruppen=Link:2002/21/EC;Year:2002;Nr:21&comp=
https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=RIL&code2=&gruppen=Link:2009/140/EC;Year:2009;Nr:140&comp=
https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=VER&code2=&gruppen=Link:544/2009;Nr:544;Year:2009&comp=

Term or acronym

Meaning or definition

Implementation

Implementation describes the process of making sure that the provisions of EU
legislation can fully enter into application. For EU Directives, this is done via
transposition of its requirements into national law, for other EU interventions
such as Regulations or Decisions other measures may be necessary (e.g. in the
case of Regulations, aligning other legislation that is not directly touched upon
but affected indirectly by the Regulation with the definitions and requirement of
the Regulation). Whilst EU legislation must be transposed correctly it must also
be applied appropriately to deliver the desired policy objectives.

An event that has been assessed as having an actual or potentially adverse effect

Incident .

on the security or performance of a system.

An initiative is a policy instrument prepared at EU level to address a specific
Initiative problem or societal need. An impact assessment will assess options to inform

the policy content of the initiative.

Intervention

Intervention is used as umbrella terms to describe a wide range of EU activities
including: expenditure and non-expenditure measures, legislation, action plans,
networks and agencies.

IPCR Integrated Political Crisis Response

ISACs Information Sharing and Analysis Centres.
JRC Joint Research Centre.

MS(s) Member State(s).

Network and information
systems

Network and information systems (as defined by article 1 of Directive (EU)
2016/1148 — the "NIS Directive") mean:

"(a) an electronic communications network within the meaning of point (a)
of Article 2 of Directive 2002/21/EC;

(b) any device or group of interconnected or related devices, one or more of
which, pursuant to a program, perform automatic processing of digital data; or
(c) digital data stored, processed, retrieved or transmitted by elements

covered under points (a) and (b) for the purposes of their operation, use,
protection and maintenance"

NIS Network and information security.
Directive (EU) 2016/1148 of the European Parliament and of the Council of 6 July
NIS Directive 2016 concerning measures for a high common level of security of network and

information systems across the Union.




Term or acronym

Meaning or definition

PSD2 (Payment Service
Directive 2)

Directive (EU) 2015/2366 of the European Parliament and of the Council of 25
November 2015 on payment services in the internal market, amending
Directives 2002/65/EC, 2009/110/EC and 2013/36/EU and Regulation (EU) No
1093/2010, and repealing Directive 2007/64/EC.

PSG Permanent Stakeholder Group of ENISA.

R&D Research and Development.

R&lI Research and Innovation.
A ransomware is a type of malicious software that infects the computer systems
of users and manipulates the infected system in a way that the victim cannot

Ransomware . . . . .
(partially or fully) use it and the data stored on it. The victim usually receives a
request to pay a ransom to regain full access to system and files.
All aspects related to defining, achieving, and maintaining data confidentiality,

Securit integrity, availability, accountability, authenticity, and reliability. A product,

Y system, or service is considered to be secure to the extent that its users can rely

that it functions (or will function) in the intended way.
SME(s) is the abbreviation for micro, small and medium-sized enterprises
(SMEs). SMEs are defined in Commission Recommendation 2003/361 as

SME(s) enterprises which employ fewer than 250 persons and which have an annual
turnover not exceeding EUR 50 million, and/or an annual balance sheet total not
exceeding EUR 43 million.

SOG-IS Senior Officials Group — Information Systems Security.

SOG-IS MRA Senior Officials Group — Information Systems Security Mutual Recognition

Agreement of Information Technology Security Certificates.

Stakeholder

Stakeholder is any individual or entity impacted, addressed or otherwise
concerned by an EU intervention.

Standardisation

A voluntary, multi-stakeholder process aiming to develop these technical
specifications that respond to legal, business, or societal requirements. The
parties involved in standardisation usually include enterprises, users, standards
organizations and governments.

Any circumstance or event with the potential to adversely impact an asset,

Threat system or part thereof through unauthorized access, destruction, disclosure,
modification of data, and/or denial of service.
TFEU Treaty on the Functioning of the European Union.
The existence of a weakness, design, or implementation error that can lead to an
Vulnerability unexpected, undesirable compromising the security of the computer system,

network, application, or protocol involved.
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1. INTRODUCTION: POLITICAL AND LEGAL CONTEXT

Since 2013, when the first EU Cybersecurity Strategy’ was adopted and the Regulation
(EU) No 526/2013 set out the current mandate and tasks for European Union Agency for
Network and Information Security (ENISA), the challenges related to cybersecurity?
have significantly evolved alongside with technology and market developments.

Since then, cybersecurity and cybercrime have been included in the Commission political
priorities on the Digital Single Market Strategy® (DSM) and in the European Agenda
on Security®. The EU agencies, in particular ENISA and the European Cybercrime
Center (EC3) at Europol, have been in the frontline in terms of supporting the EU
response to cybethreats, for example by providing information on the threat landscape,
supporting Member States in building their capabilities and providing operational and
analytical support to Member States’ investigations.

Following up from the 2013 strategy, two cornerstones for European cybersecurity were
adopted in 2016: the Directive on security of network and information systems>, (the
'NIS Directive') and the contractual public-private partnership on cybersecurity®
between the EU and the European Cybersecurity Organisation (ECSO)’.

These developments are helping to further build-up the EU’s cybersecurity resilience.

Box 1 — The Directive on Security of Network and Information Systems (NIS
Directive)

Adopted in 2016, the NIS Directive aims at ensuring a high common level of cybersecurity in
the EU. The Directive builds on three main pillars aiming to ensure:

1. Member States (MS) preparedness by requiring them to be appropriately equipped,
e.g. via a Computer Security Incident Response Team (CSIRT) and a competent
national NIS authority;

2. Cooperation among all the Member States, by setting up a ‘Cooperation Group’, in
order to support and facilitate strategic cooperation and the exchange of information
among Member States, and a ‘CSIRT Network’, in order to promote swift and
effective operational cooperation on specific cybersecurity incidents and sharing
information about risks.

YJoint Communication of the European Commission and the European External Action Service:
Cybersecurity Strategy of the European Union: An Open, Safe and Secure Cyberspace - JOIN(2013).
2 Cybersecurity comprises all activities necessary to protect network and information systems, their users
and other impacted persons from cyber risks and threats.

* Commission Communication - A Digital Single Market Strategy for Europe - COM/2015/0192

* Commission Communication - The European Agenda on Security COM(2015) 185

> Directive (EU) 2016/1148 concerning measures for a high common level of security of network and

information systems across the Union

¢ Commission Decision on the signing of a contractual arrangement on a public-private partnership for
cybersecurity industrial research and innovation between the European Union, represented by the
Commission, and the stakeholder organisation - C(2016) 4400.

" ECSO is an umbrella organisation whose members include a wide variety of stakeholders such as large
companies, SMEs and Start-ups, research centres, universities, end-users, operators, clusters and
association as well as MS’s local, regional and national administrations, countries part of the European
Economic Area (EEA) and the European Free Trade Association (EFTA) and H2020 associated countries
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3. A culture of security across sectors which are vital for our economy and society and
moreover rely heavily on ICTs. Businesses that are identified by the Member States as
operators of essential services will have to take appropriate security measures and to
notify serious incidents to the relevant national authority. These sectors include
energy, transport, water, banking, financial market infrastructures, healthcare
and digital infrastructure. Also key digital service providers (search engines, cloud
computing services and online marketplaces) will have to comply with the security and
notification requirements under the new Directive. Similar requirements already apply
to telecom operators and internet service providers through the EU telecoms regulatory
framework.

ENISA is expected to play an important role in the implementation of the NIS Directive. In
particular, the Agency provides the secretariat to the CSIRT network, which is the cornerstone
of operational cooperation, and it is also called to assist the Cooperation Group in the
execution of its tasks. In addition, the Directive requires ENISA to assist the Member States
and the Commission by providing expertise and advice and by facilitating the exchange of best
practices.

Box 2 — The contractual public-private partnership on cybersecurity (cPPP)
The cPPP was one of the key initiatives announced in the 2015 Digital Single Market Strategy.

The partnership was signed on 5 July 2016 by the Commission and the European Cyber
Security Organization (ECSO).

The goal of this partnership is to stimulate European competitiveness and help overcome
cybersecurity market fragmentation through innovation, building trust between Member States
and industrial actors as well as helping align the demand and supply sectors for cybersecurity
products and solutions.

The initiative leverages EU, national, regional and private efforts and resources - including
research and innovation funds - to increase investments in cybersecurity. The partnership is
supported by EU funds coming from the Horizon 2020 Research and Innovation Framework
Programme (H2020) with a total investment of up to €450 million until 2020.

Nevertheless, cyberattacks are increasing at an alarming pace. The latest example of a
ransomware® cyber-attack in May 2017 shows the potentially massive impact of a cyber-
attack across sectors and countries: more than 150 countries and over 230,000 systems
were affected, including those related to essential services such as hospitals, despite the
damage being contained this time in comparison to the potential (deeper) consequences it
may have had®. This example is just the last of a series: more than 4,000 ransomware
attaclfg, have occurred every day since the beginning of 2016, a 300% increase over
2015,

8 A ransomware is a type of malicious software that infects the computer systems of users and manipulates
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the infected system in a way that the victim cannot (partially or fully) use it and the data stored on it.

The victim usually receives a request to pay a ransom to regain full access to system and files.
WannaCry Ransomware Outburst, Infonotes, ENISA, 2017

https://www.enisa.europa.eu/publications/info-notes/wannacry-ransomware-outburst.

How to protect your networks from ransomware, CCIPS, 2016 https://www.justice.gov/criminal-

ccips/file/872771/download.
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The number and size of cyberattacks can affect public trust in the capacity of modern
societies to ensure security and privacy, therefore undermining the very foundations of
the digital economy. Moreover, the digital society is shifting from specific connected
devices (computers, smartphones or wearables) to omnipresent connectivity (household
items, industrial goods, etc.). By 2020 it is estimated that billions of devices, including
consumer ones (televisions, refrigerators, washing machines etc.), will be connected to
the internet in the EU alone.™ A connected economy and society is more vulnerable to
cyber threats and attacks and requires stronger defences.

In order to gain and preserve trust and security, ICT products and services need to
incorporate security features directly in the early stages of their technical design and
development. Customers and users need to be able to ascertain the level of security
assurance of the products and services they procure or purchase. By providing specific
procedures for the evaluation of security properties, formal processes such as
certification play an important role in increasing trust and security in products and
services. This is particularly relevant for new systems that make extensive use of digital
technologies and which require a high level of security, such as connected and automated
cars, electronic health, industrial automation control systems (IACS)* or smart grids.

Against this background, in the 2016 Communication on Strengthening Europe’s
Cyber Resilience System and Fostering a Competitive and Innovative Cybersecurity
Industry®, the Commission encouraged Member States to make the utmost use of the
voluntary cooperation schemes under the NIS Directive. The Commission announced a
number of measures to further step-up cooperation mechanisms and information and
knowledge sharing to increase the EU’s resilience and preparedness, also taking into
account large scale incidents and a possible pan-European cybersecurity crisis. In this
context, the Commission announced that it would advance the evaluation and review of
ENISA as an opportunity for a possible enhancement of the Agency’s capabilities and
capacities to support Member States in a sustainable manner in achieving cybersecurity
resilience.

Box 3 — The European Union Agency for Network and Information Security
(ENISA)

ENISA was set up in 2004 to contribute to the overall goal of ensuring a high level of
network and information security within the EU. In 2013, the Regulation (EU) No 526/2013
established the new mandate of the Agency for a period of seven years, until 2020. The
Commission is required to conduct an evaluation of the Agency by 20 June, 2018 and address
the possible need to modify its mandate and the financial implications of any such
modification.

ENISA supports the European Institutions, the Member States and the business community in

' IDC and TXT Solutions (2014), SMART 2013/0037 Cloud and loT combination, study for the

European Commission.

DG JRC has published a report that proposes an initial set of common European requirements and

broad guidelines related to cybersecurity certification of IACS components. Available at:

https://erncip-project.jrc.ec.europa.eu/documents/introduction-european-iacs-components-

cybersecurity-certification-framework-iccf

Commission Communication on Strengthening Europe's Cyber Resilience System and Fostering a

Competitive and Innovative Cybersecurity Industry, COM/2016/0410 final.

! Regulation (EC) n° 460/2004 of the European Parliament and of the Council of 10 March 2004
establishing the European Network and Information Security Agency, OJ L 77, 13.3.2004, p. 1.
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addressing, responding and especially preventing network and information security
problems. It does so through a series of activities across five areas identified in its strategy*:

e Expertise: provision of information and expertise on key network and information
security issues.

e Policy: support to policy making and implementation in the Union.

e Capacity: support to capacity building across the Union (e.g. through trainings,
recommendations, awareness raising).

e Community: foster the network and information security community (e.g. support to
the Computer Emergency Response Teams (CERTS), coordination of pan-European
cyber exercises).

e Enabling (e.g. engagement with the stakeholders and international relations).

In the course of the negotiations of the NIS Directive, the EU co-legislators decided to attribute
important roles to ENISA in the implementation of the law®. As an example of the spirit of the
law, recital 38 strongly links ENISA to the Cooperation Group, stating that “the respective
tasks of the Cooperation Group and of ENISA are interdependent and complementary".

ENISA has its offices in Greece, the administrative seat in Heraklion (Crete) and the core
operations in Athens.

In the same Communication, the Commission noted that multiple national initiatives are
emerging to set high-level cybersecurity requirements for ICT components on traditional
infrastructure, including certification requirements. Even if important, these initiatives
bear the risk of creating single market fragmentation and interoperability issues.
Accordingly, the Commission announced that it would work, among others, on a
possible European ICT security certification framework proposal, to be presented by
end-2017, and to assess the feasibility and impact of a European lightweight
cybersecurity labelling framework.

This vision was further confirmed in the 2016 Council Conclusions, which
acknowledged that "cyber threats and vulnerabilities continue to evolve and intensify
which will require continued and closer cooperation, especially in handling large-scale
cross-border cybersecurity incidents”. The conclusions reaffirmed that "the ENISA
Regulation is one if the core elements of an EU cyber resilience framework"'’. At the
same time, the Council called on the Commission "to explore the opportunity to create a
cybersecurity certification scheme, while reflecting the existing effective security
schemes, if relevant, with a view to proposing measures, including legislative ones".

In its Communication on the DSM Strategy Mid-term Review of May 2017, the
Commission further specified that by September 2017 it would review the 2013 EU
Cybersecurity Strategy to address the risks faced today, help improve the security in the
Union and Member States and increase the confidence and trust of businesses and people
in the digital economy and society. Moreover, it would review the mandate of ENISA in
order to define its role in the changed cybersecurity ecosystem and develop measures on

1 https://www.enisa.europa.eu/publications/corporate/enisa-strateqy

18 See in particular articles 7, 9, 11, 12, 19 as well as recitals 36, 68 and 69 of Directive (EU) 2016/1148.

7 Council Conclusions on Strengthening Europe's Cyber Resilience System and Fostering a Competitive
and Innovative Cybersecurity Industry - 15 November 2016.
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cybersecurity standards and certification to make ICT-based systems, including
connected objects more cyber-secure.’® This approach has been endorsed by the
European Council in June 2017, which welcomed the Commission's intention to review
the Cybersecurity Strategy in September and to propose further targeted actions'®.

On this basis, the Commission is discussing a set of measures in three interrelated areas
(see figure 1) as part of the Strategy’s review that will be presented in the upcoming
September Communication®, which sets out the vision for the EU to adopt a proactive
approach to protect European prosperity, society and values through effective
cybersecurity. The Communication includes actions directed to increase EU resilience,
step-up response to cyber attacks, stimulate a single market for cybersecurity and
cooperate globally on cybersecurity and defence.

Figure 1 Priority areas for EU action in cybersecurity

NIS Directive implementation, ENISA review, ICT

Building blocks for the cyber security certification, EU competence centre

resilience
of EU societies and economies

ENISA review, EU cybersecurity blueprint,
Cybersecurity emergency fund

Incident response & crisis

management

EU international cyber engagements, capacity and

fid buildi
Global cyber stability i

The initiative under assessment in this report refers specifically to the review of ENISA
and the policy on ICT security certification, which are combined as they address
complementary aspects forming part of the overall effort to increase harmonisation of
cybersecurity policy and ensure the proper functioning of the single market. In addition,
the combined analysis of policies and organisational solutions to implement these with a
view of developing a single legislative proposal is a common practice at EU level. One
relevant example is provided by the Regulation establishing the European Aviation
Safety Agency (EASA) which at the same time covers the common rules in the field of
civil aviation®’. In the case of the policy on ICT security certification, ENISA has been

'8 Commission Communication on the Mid-Term Review on the implementation of the Digital Single
Market Strategy - COM(2017) 228.

1® European Council meeting (22 and 23 June 2017) — Conclusions EUCO 8/17.

20 JOIN(2017) 450

2! Recital 12 of Regulation (EC) No 216/2008 on common rules in the field of civil aviation and
establishing a European Aviation Safety Agency: "There is a need for better arrangements in all the
fields covered by this Regulation so that certain tasks currently performed at Community or national
level should be carried out by a single specialised expert body. There is, therefore, a need within the
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identified as the main organisation to support its implementation by virtue of ENISA
being the only EU-level body with extensive experience and knowledge base in the field
of security certification such as its Cloud Certification Schemes Metaframework
(CCSM)? and standardisation (more details are provided in section 5.3). It can moreover
present an organizational structure which ensures relevant, consistent and structured
Member State input while mainitaining an independent EU-level verification capacity.
Bringing cybersecurity resilience and cybersecurity certfication under one roof and under
one Regulation would further favour efficiency gains and avoid the setting up of
completely new organisational structures.

The proposed actions addressed in the present impact assessment would be part of the
EU’s wider resilience building efforts to be endorsed in the 2017 September
Communication 'Resilience, Deterrence and Defence: Building strong cybersecurity for
the EU%, and therefore also effect the work of ENISA. More specifically, in addition to
addressing the end of the Agency’s current mandate and the review of its tasks and
functions, the proposed Regulation would also address the role of such an Agency in the
wider cybersecurity ecosystem in the EU. Building on the responsibilities conferred to
ENISA by the NIS Directive, this would include its role in in handling incidents for
which Member States may ask ENISA for assistance and in large scale cross-border
incidents referred to in the EU cybersecurity blueprint®®, an initiative that is part of the
September 2017 Communication®®, which describes how national and Union actors
should interact (cooperate and exchange information) in response to large scale cross-
border cybersecurity incidents and crises within existing crisis management mechanisms
such as the IPCR and ARGUS. The crisis management ecosystem as regards
cybersecurity at Union level involves many actors including ENISA, CSIRTs Network,
the European Cybercrime Centre (EC3) at Europol, and CERT-EU. As regards ENISA,
blueprint it identifies its role and responsibilities within established crisis management
procedures as well as the role it plays in the CSIRTs Network during crises.

The new Regulation would also build such a capacity that would allow ENISA to also
have a role in providing assistance upon creation of an EU emergency fund® subject to
the relevant legal instrument’s requirements. ENISA’s role would also be further
enhanced and supported by the eventual creation of the European Cybersecurity Research

Community's existing institutional structure and balance of powers to establish a European Aviation
Safety Agency (hereinafter referred to as the Agency) which is independent in relation to technical
matters and has legal, administrative and financial autonomy. To that end, it is necessary and
appropriate that it should be a Community body having legal personality and exercising the
implementing powers which are conferred on it by this Regulation".

?2 See under: https://resilience.enisa.europa.eu/cloud-computing-certification
23 JOIN(2017) 450

% In the COMM/2016/0410, the Commission announced that it would submit for consideration a
cooperation blueprint to handle large-scale cyber incidents.
%5 JOIN(2017) 450

% The EU Cybersecurity Emergency Fund is an initiative developed in the context of the review of the
Cybersecurity Strategy on the example of existing crisis mechanisms in other EU policy areas. It will
provide the possibility for Member States to seek help at the EU level in case of major incident. It
could be used to support, directly or indirectly, citizens, companies or public administrations hit by
cyberattacks, provided that a basic level of cybersecurity protection had been in place before the
incident occurred.
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and Competence Centre®’, bringing together a network of European centres from which
ENISA could draw further competences and expertise for its functions.

2. PROBLEM DEFINITION

2.1.  Overview of the findings of the evaluation of ENISA and the relevant
public consultations

The present impact assessment is supported, among other sources of evidence, by the
results of the ex-post evaluation of ENISA (2013-2016 period) and two public
consultations related to the evaluation and review of ENISA’s mandate and the
contractual public-private partnership (cPPP) on cybersecurity, where a section was
devoted to the topic of ICT security certification. In this paragraph a brief overview of
their results is presented, while a detailed summary can be found in Annex 2, together
with the results of the targeted consultation activities. References to specific results are
also included throughout the document.

The evaluation of ENISA

The Commission, according to the evaluation roadmap?®, assessed the relevance,
impact, effectiveness, efficiency, coherence and EU added value of the Agency with
regard to its performance, governance, internal organisational structure and working
practices in the period 2013-2016. Inter alia, the results of stakeholder consultations for
this evaluation suggest that ENISA's resources and mandate need to be adapted so that it
can adequately support Member States to respond to the challenges of the future.

The main findings can be summarised as follows (for more see the Staff Working
Document on the subject, accompanying the impact assessment).

Table 1 Summary of results of the evaluation according to the criteria

Evaluation criterion Overall assessment

Relevance Achieved to a large extent
Effectiveness Partially achieved
Efficiency Achieved to a large extent
Coherence Partially achieved
EU-added value Partially achieved

Relevance: In a context of technological developments and evolving threats and of
significant need for increased network and information security (NIS) in the EU,

% The European Cybersecurity Research and Competence Centre is an initiative developed in the context
of the review of the Cybersecurity Strategy. Building on the work of Member States and the Public-
Private Partnership, the Centre would be the central hub of a EU network of competence centres in
Member States, This network and its Centre would stimulate development and deployment of
technology in cybersecurity, implementing advanced cybersecurity research and adding a central
capability that provides all of Europe with latest technologies and competences. The Centre will
coordinate efforts in the area of research, training and marketing, addressing civilian, industrial,
government and military needs promoting innovation and industrial competitiveness.

%8 http://ec.europa.eu/smart-regulation/roadmaps/docs/2017_cnect_002_evaluation_enisa_en.pdf
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ENISA's objectives proved to be relevant. In fact, Member States and EU bodies rely on
expertise on the evolution of NIS, capacities need to be built in the Member States to
understand and respond to threats, and stakeholders need to cooperate across thematic
fields and across institutions. NIS continues to be a key political priority of the EU to
which ENISA is expected to respond; however, ENISA’s design as EU agency with a
fixed-term mandate: (i) does not allow for long-term planning and sustainable support to
Member States and EU Institutions; (ii) may lead to a legal vacuum as the provisions of
the NIS Directive entrusting ENISA with tasks are of a permanent nature®; (iii) lacks
coherence with a vision linking ENISA to an enhanced EU cybersecurity ecosystem.

Effectiveness: ENISA overall met its objectives and implemented its tasks. It made a
contribution to increased NIS in Europe through its main activities (capacity building,
provision of expertise, community building, support to policy). It showed potential for
improvement in relation to each. The evaluation concluded that ENISA has effectively
created strong and trustful relationships with some of its stakeholders, notably with the
Member States and the CSIRT community, “acting as a neutral, independent broker at
EU level and as a bridge between the strategic and operational worlds”®. Interventions in
the area of capacity building were perceived as effective in particular for less resourced
Member States. Stimulating broad cooperation has been one of the highlights, with
stakeholders widely agreeing on the positive role ENISA plays in bringing people
together. However, ENISA faced difficulties to make a big impact in the vast field of
NIS. This was also due to the fact it had fairly limited human and financial resources to
meet a very broad mandate. The evaluation also concluded that ENISA partially met the
objective of providing expertise, linked to the problems in recruiting experts (see also
below in the efficiency section).

Efficiency: Despite its small budget the Agency has been able to contribute to targeted
objectives, showing overall efficiency in the use of its resources. The evaluation
concluded that processes generally were efficient and a clear delineation of
responsibilities within the organisation led to a good execution of the work. One of the
main challenges to the Agency’s efficiency relates to ENISA’s difficulties in recruiting
and retaining highly qualified experts. The findings show that this can be explained by a
combination of factors, including the general difficulties across the public sector to
compete with the private sector when trying to hire highly specialised experts, the type of
contracts (fixed term) that the Agency could mostly offer and the somewhat low level of
attractiveness related to ENISA's location, for example linked to difficulties encountered
by spouses to find work. A location split between Athens and Heraklion required
additional efforts of coordination and generating additional costs but the move to Athens
in 2013 of the core operations department increased the agency's operational efficiency.

Coherence: ENISA’s activities have been generally coherent with the policies and
activities of its stakeholders, at national and EU level, but there is a need for a more
coordinated approach to cybersecurity at EU level. The potential for cooperation between
ENISA and other EU bodies has not been fully utilised. The evolution in the EU legal
and policy landscape make the current mandate less coherent today.

2 Reference to articles 7, 9, 11, 12, 19 of the Directive on Security of Network and Information Systems
(NIS Directive).
%0 Study, Annex 5, p. 40
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EU-added value: ENISA’s added value lie primarily in the Agency’s ability to enhance
cooperation, mainly between Member States but also with related NIS communities.
Indeed, “ENISA is providing significant added value to the cybersecurity activities
implemented in the Member States™' There is no other actor at EU level that supports
the cooperation of the same variety of stakeholders on NIS. The added value provided by
the agency varied according to the diverging needs and resources of its stakeholders (e.g.
big versus small Member States; Member States versus industry) and the need for the
agency to prioritize its activities according to the work programme. The evaluation
concluded that a potential discontinuation of ENISA would be a lost opportunity for all
Member States. It will not be possible to ensure the same degree of community building
and cooperation across the Member States in the field of cybersecurity without a
decentralised EU agency the picture would be more fragmented where bilateral or
regional cooperation stepped in to fill a void left by ENISA.

Results of the public consultations on the contractual public-private partnership on
cybersecurity (cPPP) and the ENISA evaluation and review.

The results from the 2016 consultation on cybersecurity cPPP** on the section on
certification show that:

e 50,4% (e.g. 121 out of 240) of respondents do not know whether national
certification schemes are mutually recognised across EU Member States. 25.8%
(62 out of 240) replied 'No', while 23.8% (57 out of 240) replied "Yes'.

e 37,9% of respondents (91 out of 240) think that existing certification schemes do
not support the needs of Europe's industry. On the other hand, 17, 5% (42 out of
240) — mainly global companies operating on the European market - expressed
the opposite view.

e 49.6% (119 out of 240) of respondents says that it is not easy to demonstrate
equivalence between standards, certification schemes, and labels. 37.9% (91 out
of 240) replied 'l do not know', while only 12,5% (30 out of 240) replied ‘Yes’.

In addition, in the context of the 2017 public consultation on the evaluation and review of
ENISA, 67.5 % of respondents to the specific question (54 out of 80, of which 11
national authorities) expressed the view that ENISA could play a role in establishing a
harmonized framework for security certification of ICT products and services In terms of
stakeholder coverage, the consultation provided a good and representative level of
qualified input, covering relevant stakeholders ranging from operators of critical
infrastructures, service providers, ICT vendors, associations from the ICT, banking or
telecommunications sectors, to Member States and their cybersecurity and certification
agencies. Their responses showed that stakeholders count on ENISA to continue its work
and strengthen its role in the future. Some of the most supportive comments speak of it
‘becoming a central information hub’, ‘a more visible agency in the service of all
Member States’, express the wish to ‘confirm and reinforce’ ENISA. Other comments
highlight the need for ENISA to adapt to changing circumstances, also strengthening its

31 Study, Annex 5, p. 92

%2240 stakeholders from national public administrations, large businesses, SMEs, microbusinesses and

research bodies responded to the section on certification.
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resources, or by offering ‘real-time cybersecurity warnings’ or commending the
organisation of the cyber-exercises and acting as ‘energizer for the industry’ and ‘enabler
of a security designed in Europe label’. With specific regard to ENISA past performances
and future, the main trends emerging from the 2017 consultation are the following™:

e The overall performance of ENISA during the period 2013 to 2016 was positively
assessed by a majority of respondents (74%). A majority of respondents
furthermore considered ENISA to be achieving its different objectives (at least
63% for each of the objectives). ENISA’s services and products are regularly
(monthly or more often) used by almost half of the respondents (46%) and are
appreciated for the fact that they stem from an EU-level body (83%) and for their
quality (62%).

e Respondents identified a number of gaps and challenges for the future of
cybersecurity in the EU, in particular the top five (in a list of 16) were:
cooperation across Member States; capacity to prevent, detect and resolve large
scale cyber-attacks; cooperation across Member States in matters related to cyber
security; cooperation and information sharing between different stakeholders,
including public-private cooperation; protection of critical infrastructure from
cyber-attacks.

e A large majority (88%) of respondents considered the current instruments and
mechanisms available at EU level to be insufficient or only partially adequate to
address these. A large majority of respondents (98%) saw a need for an EU body
to respond to these needs and among them ENISA was considered to be the right
organisation to do so by 99%.

2.2.  What is the size of the problems?

Europeans increasingly value and rely on digital technologies. According to a recent
Eurobarometer survey®, the majority of citizens think digital technologies have a
positive impact on the economy (75%), on their quality of life (67%) and on society
(64%).

Critical economic sectors such as transport, energy, health or finance have become
increasingly dependent on network and information systems to run their core businesses.
The Internet of Things (loT), interconnecting objects between them and with people

%390 stakeholders from 19 MSs replied to the consultation (88 responses and 2 position papers), including

national authorities from 15 MSs, including France, Italy, Ireland and Greece, and 8 umbrella
organisations representing a significant number of European organisations, for example the European
Banking Federation, Digital Europe (representing the digital technology industry in Europe), European
Telecommunications Network Operators' Association (ETNO). The ENISA public consultation was
complemented by several other sources, including; (i) in-depth interviews, with approximatively 50 key
players in the cybersecurity community; (ii) survey to the CSIRT Network; (iii) survey to the ENISA
Management Board, Executive Board, Permanent Stakeholder Group.
% Attitudes towards the impact of digitisation and automation on daily life, Eurobarometer, 2017.
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through communication networks™, is already a reality and it is expected to boom in the
near future: a few billions of 10T connections are forecasted in the EU in 2020%°.

While the growing digital connectivity brings enormous opportunities, it also exposes the
economy and society to cyber threats.

Cyber-attacks are constantly on the rise. In some Member States, it has been estimated
that half of all the crimes are cybercrimes®’. Some of these attacks have aimed at high-
profile targets, including power grids, important webmail services, central banks,
telecommunications companies and electoral commissions. This is reflected also in
citizens' own perception of risk: 86% of respondents to the latest Eurobarometer on the
subject believe that the risk of becoming a victim of cybercrime is increasing®.

A 2016 study by PwC revealed that the number of security incidents across all industries
rose by 38% in 2015, which is the biggest increase in the past 12 years, while at least
80% of European companies have experienced at least one cybersecurity incident.*. In
Q3 2016 alone, 18 million new malware samples were captured, i.e. an average of
200,000 per day.

Moreover, a large share of cybersecurity incidents are due to technical failures without
malicious intent — deriving from products which are weak on security, to the lack of
software updates or appropriate procedures — or are due to some type of human error.

Cyber incidents cause major economic damage to European businesses, undermine the
trust of citizens and enterprises in the digital society and affect citizens’ fundamental
rights. A 2014 study“° estimated that the economic impact of cybercrime in the Union
amouted to 0.41% of EU GDP (i.e. around EUR 55 billion) in 2013; with Germany being
the most affected Member States (1.6 % of GDP). A recent report, in the afternmath of
the "wannacry" attack, estimated that a serious cyber-attack could cost the global
economy more than $120bn (£92bn) — as much as catastrophic natural disasters such as
Hurricanes Katrina and Sandy*'.

The most affected sectors are financial services, energy, technology, services, industry
and defence® and, as shown in figure 2, several big attacks to critical sectors were
reported in 2016.

% Many IoT devices are either already available or are being developed for deployment in the near future,
including: sensors to better understand patterns of daily life and monitor health; monitors and controls
for home functions, from locks to heating and water systems; devices and appliances that anticipate a
consumer’s needs and can take action to address them (e.g., devices that monitor inventory and
automatically re-order products for a consumer).

Definition of a Research and Innovation Policy Leveraging Cloud Computing and 10T Combination,
IDC and TXT, study carried out for the European Commission, 2014.

% PWC, Global State of Information Security Survey, 2016.

% Special Eurobarometer 464, 2017.

% PWC, Global State of Information Security Survey, 2016 and_http://news.sap.com/pwec-study-biggest-
increase-in-cyberattacks-in-over-10-years/

McAfee & Center for Strategic and International Studies, ‘Net Losses: Estimating the Global Cost of
Cybercrime’, 2014

! Counting the cost — Cyber exposure decoded, Lloyd's and Cyence, 2017.

22015 Cost of Cyber Crime Study: Global, Ponemon Institute October 2015.
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Figure 2 Selection of significant cyber-attacks in 2016.
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Source: European Political Strategy Centre, 2017

The 10T has brought new risks. This applies in particular to consumer loT, as it can
involve "non-technical” or "uninterested" consumers, who connect an increasingly wide
variety of devices to their home networks. They risk losing track of which devices are
connected to the Internet over time, therefore making the efforts of securing them even
more challenging®. Connectable home devices, such as TVs, home thermostats or home
alarms, create multiple connection points for hackers to gain entry into 10T ecosystems,
access customer information, or even penetrate manufacturers’ back-end systems**.

Cyber threats evolve so rapidly that strategies and tools to prevent and respond to them
easily become outdated. For example, in the public consultation on ENISA review, 83%
of respondents considered that the current instruments and mechanisms at European level
(such as the regulatory framework, cooperation mechanisms, funding programmes, EU
agencies and bodies) are either “partially” or only “marginally adequate” and 5% found
them “not at all adequate” to promote and ensure cybersecurity.

In this context, ICT security certification is a valuable tool whose use is inadequate in the
EU. All participants to a recent ENISA survey (see Annex 2) agreed on the need to
leverage on certification to mitigate cybersecurity risks. In addition, 40 out of 46

* Internet of Things (IoT) Security and Privacy Recommendations, Broadband Internet Technical

Advisory Group Report, 2016. Risks of 10T are linked, among the others, to: lack of 10T supply chain
experience with security and privacy; lack of incentives to develop and deploy updates after the initial
sale; difficulty of secure over-the-network software updates; devices with constrained or limited
hardware resources (precluding certain basic or “common-sense” security measures); devices with
constrained or limited user-interfaces (which if present, may have only minimal functionality), and
devices with malware inserted during the manufacturing process. Internet of Things (IoT) Security and
Privacy Recommendations

* Cyber risk in an Internet of Things world, Flashpoint Report, Deloitte, 2015.
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respondents® to a survey aimed at SMEs think that ICT security certification is a
valuable tool to reduce cyber vulnerabilities of ICT products or services (see Annex 2).

2.3. What are the problem drivers?

The analysis of the evidence supporting the impact assessment identified the following
main drivers contributing to the problem:

e Incomplete regulatory framework, in particular as regards a coherent approach to
cybersecurity policies at the EU-level. Several pieces of legislation contain
provisions on cybersecurity requirements, primarily; the NIS Directive, the
General Data Protection Regulation (GDPR), the current Telecoms Framework
(and the related proposal for a European Electronic Communications Code), the
Payment Service Directive 2 (PSD2) but also market regulation (e.g. Radio
Equipment Directive). These legislative acts do not provide for an EU-wide
coordinated approach on the implementation of the requirements and the
guidance on the implementation is entrusted to different agencies or bodies,
risking a silo-ed and in many cases sectoral approach®™. This leads to
fragmentation of policies and approaches across Member States and EU
institutions and agencies_in an area where a harmonised approach is fundamental
to increase resilience and ensure the functioning of the internal market.

e Immature cooperation mechanisms. Cooperation across Member States, between
public and private actors and between the national and the EU level is taking
shape, although at slow pace. In particular, the NIS Directive provides for
mechanisms that can stimulate cross-border cooperation at least on a voluntary
basis. However, these measures are only starting to take place. Furthermore, the
shift in culture towards cooperation in an area close to national security takes time
to progress especially at EU level, where cooperation takes place mostly on an
ad-hoc basis or according to bilateral agreements between different actors. The
low degree of development of cooperation mechanisms has a direct impact on the
fragmentation of the policies and the approaches to cybersecurity across Member
States and across the EU institutions, agencies and bodies.

e Lack of EU-wide reliable data and analyses. There is little information and
independent analyses on key cybersecurity issues (such as the economics of
cybersecurity, reliable trends of expected new challenges, the best solutions to
face threats or criminal statistics related to cybercrime*’) covering the whole EU.
This applies in particular to the cybersecurity incidents. The incident reporting
requirements of the GDPR, the NIS Directive and as well as other similar
requirements stemming from other pieces of legislation*, should somehow

*> 4 replied "no", 2 replied "don't know"

% For example in the PSD2 it is the European Banking Authority, in the GDPR the Data Protection Board
in the Telecoms Framework it is ENISA, in energy sector ACER, in aviation EASA etc.

T Article 14 of the Directive on attacks against information systems (2013/40/EU) requires the collection
of statistics on the offences described in the Directive, and their transmission to the Commission. In 2015,
the Commission published the results of an exploratory data collection on criminal statistics on cyber-
attacks (based on the offences covered in the Directive on attacks against information systems):
http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetailDoc&id=21219&n0=6
* For example, the PSD2, the Regulation on electronic identification and trust services for electronic
transactions in the internal market - elDAS, the recent proposal from a European Electronic
Communications Code.

23



improve the situation, but primarily at the national level as notifications are to be
addressed to the national authorities. This is insufficient for the EU needs and it
leads to fragmentation of policies and approaches across the Member States and
EU institutions, and to insufficient awareness and information of citizens and
companies. In particular, companies that are present in more than one Member
State, EU-level regulators or even national regulators in sectors with significant
cross-border dependencies, need to be aware of the situation in the entire EU if
they want to make reliable risk-based decisions or take appropriate measures. The
lack of EU-wide reliable data also impacts the cybersecurity industry’s ability to
design products that would meet the requirements of companies and citizens
across the whole EU.

e Limited efficiency and suitability of current certification mechanisms: The main
mutual recognition instrument in Europe - the SOG-1S MRA - has a number of
shortcomings.It only includes twelve Member States plus Norway and has
developed only a few protection profiles regarding certain digital products (such
as digital signatures, digital tachograph and smart cards). Furthermore, SOG-IS
MRA is based on the methodology of Common Criteria (CC), which is criticised
for the long duration of process and high costs, among others*. CC envisages
seven Evaluation Assurance Levels (EAL), with one being the lowest-level
evaluation and seven being the highest-level one®. It has been estimated that a
CC certificate for the lowest level of assurance can be obtained in about six
months at a cost of around EUR 20,000. A higher assurance level certificate (e.g.
EAL 4) for an ICT product can take one to two years, and, often, by the time the
process is completed a new version of that product is already delivered™.
According to the smart metering industry, CC certification is the most expensive
(not less than EUR 500,000) among the various certifications they have to
provide. Govenments and industry have taken actions to develop more agile
certification scheme. However, the use of these schemes is occurring in an
uncoordinated way. As a result, manufacturers of products such as smart meters
would typically need to apply for different certification schemes or comply with
different security requirements across the EU. The duration of each certification
process for these products can take from six months to one year. These initiatives
acknowledge the importance of ICT security certification and are in line with the
objective of mainstreaming cybersecurity in the EU policy making. However,
they can also lead to dispersed resources and diverging approaches to
cybersecurity if the initiatives across different policy domains are not, as it it
currently the case, sufficiently coordinated.

e Insufficient and uneven resources allocated at national and EU level, is a driver
for all three problems outlined in figure 3. Only in recent years has cybersecurity
acquired a status of important policy where both governments and companies
have decided to invest and yet, as presented above, it is still very difficult to
estimate the return on such investments, sometimes making the choice to allocate
resources difficult. The differences in the resources available across
organisations, Member States and EU institutions impact directly the level of
capabilities and preparedness of Member States, the EU capacity to complement

* For a description of criticism to CC, see pp 24-26 of the JRC study (Annex 8).
%0 An EAL defines how thoroughly the product is tested.
*! http://www.eurecom.fr/en/publication/4438/download/rs-publi-4438.pdf
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the action of Member States and the information made available to citizens and
businesses. Furthermore, in the context of the budgeting policies of each
organisation, limited resources also hamper the possibility to invest as needed in
the cooperation and coordination mechanisms, leading to an overall insufficient
cooperation and coordination across Member States and EU institutions.

Insufficient education and awareness programmes. The lack of adequate
education and awareness programmes, together with the lack of sufficient data
and analyses, leads to the insufficient awareness of cyber threats. There is not
such a culture of embedding basic measures of cybersecurity among the key
learnings for the citizens of the digital society and the pace at which people
become aware of cyber threats and possible remedies is much slower than the one
at which they embrace technological innovations.

2.4.  What are the problems for action?

Within the broader course of action defined by the review of the EU cybersecurity
strategy, and within the limits of the available instruments, the present initiative aims to
contribute to tackling the following interrelated problems:

Fragmentation of policies and approaches to cybersecurity across the Member
States. This problem, highlighted by stakeholders (see Annex 2 presenting results
of stakeholders' consultation), covers several aspects that are under remit of
ENISA (support to cooperation among Member States, EU level capabilities to
support Member States, coordination between the EU bodies, support in
implementation of legislation) and specifically the policy on certification
(emergence of multiple national certification schemes and initiatives that are not
recognised across EU in a coherent manner).

Dispersed resources and approaches to cybersecurity of the EU institutions,
agencies and bodies.

Insufficient awareness among citizens and companies of cyber threats and

insufficient information concerning the security properties of ICT products
and services they purchase.
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Figure 3 Problems to tackle

Fragmentation of Dispersed resources Insufficient
policies and and approaches to awareness and
approaches to cybersecurity across information of
cybersecurity across EU Institutions, Citizens and
Member States

Agencies and Bodies Companies

Insufficient cooperation
and coordination in
responding
threats/incidents (1a)

Uneven capabilities and
preparedness across
Member States (1b)

Insufficient critical mass
at EU level to
complement Member
States action (2a)

Insufficient coordination
of the action of EU
Institutions, Agencies
and Bodies (2b)

Insufficient awareness of
cyber threats (3a)

Insufficient information of
security properties of ICT
products and services
(3b)

Emergence of multiple
national certification
schemes (1c)

The three problems in turn lead to a series of consequences related to cyber resilience and
market dynamics (see also figure 4):

e Cyber resilience: The fragmentation of policies and approaches at both national
and EU level, together with a continuing lack of awareness of cybersecurity
issues among individuals and organisations lead to the insufficient protection of
critical infrastructures, the potential proliferation of incidents due to human
behaviour, the exposure of the whole system to the effects of incidents due to
"weaker links" in other words less equipped parts, and to a lack of preparedness
of the EU to face large scale cross-border incidents.

e Market dynamics: The emergence of multiple national certification schemes
which are not recognised throughout the EU may lead to single market
fragmentation and - due to the fact that ICT vendors might need to undergo
several certification processes to be able to sell in several Member States - a loss
of competitiveness for the businesses, in particular for SMEs. The lack of
information on security properties of ICT products and services in a context of
growing cyber threats undermines the trust of users (both citizens and businesses)
in digital products and services.

The impact of each sub-problem on the cyber resilience and the market dynamics are
explained more in detail in the following sections.
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2.4.1. Problem 1: Fragmentation of policies and approaches to cybersecurity across
Member States

Problem 1.a: Insufficient cooperation and coordination in responding to cyber threats
and incidents.

Cybersecurity is a truly global issue, which is cross-border by nature and is becoming
increasingly cross-sector due to the interdependencies between networks and information
systems. The impact of incidents that affect one organisation can easily spread to others
and the same logic applies to countries.

When it comes to attacks, as shown in several cases including the most recent
ransomware campaign, the perpetrators often tend to collaborate internationally by
sharing information, building their intelligence collectively and rapidly responding to
possible counter-measures from the victims.

Despite some progress made in the past years, the Commission cannot see the same
level of cooperation and coordination on the side of public authorities and
businesses in the EU.

Since its establishment in 2004, ENISA has aimed to foster cooperation between Member
States and the NIS stakeholders, including through the support of public-private
cooperation. This included the technical work to provide an EU-wide picture of the threat
landscape®?, the setting-up of expert groups and the organisation of pan-European cyber
incident and crisis management exercises for public and private sectors exercises (in
particular "Cyber Europe®").

The 2016 NIS Directive is a key step in building trust between Member States to
stimulate information sharing, mutual learning and shared approaches to risk
management. However, the scope of the NIS Directive is not all-encompassing (see table
2) and does not cover some of the key areas this initiative is addressing. To do this would
require specific measures that complement the NIS Directive (see description of the
preferred option in section 8).

Table 2 Scope of NIS Directive in relation to key areas

NIS- Directive scope

Cooperation It created a framework for cooperation where there
was none before (Cooperation Group®* and
CSIRT> Network™). Cooperation is voluntary only

52Since 2012, ENISA has developed the ENISA Threat Landscape (ETL), as a series of deliverables with
the yearly threat landscape report being the major publication.

S3ENISA developed a cyber-exercise capability that is able to train the EU cyber response teams to deal
with crisis scenarios. Cyber Europe is the main cyber exercises of the European Union, engaging more
than one thousand participants from the public and the private sector, taking place every 2 years since
2010.

* The Cooperation Group is composed of representatives of all MSs, the Commission and ENISA and

aims to foster strategic cooperation.

*CSIRT stands for Computer Security Incident Response Team. Tasks of a national CSIRTs (as per
Annex | of NIS Directive) include: monitoring incidents at a national level; (ii) providing early warning,
alerts, announcements and dissemination of information to relevant stakeholders about risks and
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and no specific target was set for both the strategic
and operational levels (level of ambition depends on
work plans adopted by Member States)

Security Requirements  and Reporting | For the first time, the NIS Directive introduced
Obligations obligations on operators of essential services (OES)
and digital service providers (DSPs) to take security
measures and notify significant incidents. The
security requirements placed on digital service
providers (DSPs) are determined at EU level; for
the operators of essential services (OES) each
Member State may set its own requirements. The
incident  reporting  obligations  foresee that
notifications are to be addressed to the national
authorities.

Sectors Not all sectors are covered (e.g. public
administration) and for the sectors that are covered
(energy, transport, water, healthcare, financial
market infrastructure, banking) there is no specific
mechanism to ensure consistency of policy
approaches in areas with different level of cyber
maturity (e.g. healthcare much less developed than
finance and banking).

Large scale cross-border incidents and Crisis | Not addressed

management

ICT security certification Not addressed and there is no provision that
stimulates increased security of ICT products and
services (e.g. for digital devices and services or
connected objects).

EU level action No mechanism is foreseen to ensure better

coordination of EU institutions, agencies and bodies
and increase EU operational capabilities.

Better and more technical support at the EU level is also needed to help bridge the
existing gaps, for example regarding the availability of reliable data and analyses on
threats and incidents and of EU-wide good practices, in particular in critical sectors.

The lack of an adequate EU-wide technical support and the differences in the approaches
to cybersecurity standards make it difficult to establish common baselines and security
requirements, for instance, to reduce cost burdens on businesses which operate cross-
border.

It is furthermore becoming clear that a variety of requirements for security certification
are emerging at both the national and regional level. For example at a national level,
although VPN®" products are usually certified against international “collaborative”

incidents; (iii) responding to incidents; (iv) providing dynamic risk and incident analysis and situational
awareness.
% The CSIRT Network, brings together CSIRTs from all MSs and CERT-EU (the Computer Emergency
Response Team for the EU institutions, bodies and agencies) with the aim to foster operational
cooperation. ENISA provides the secretariat to the CSIRT Network.

5 Virtual Private Network
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protection profiles (cPP)®, vendors wanting to access the French market are typically
requested to obtain an additional CSPN certification (see box 4). This process takes from
six to nine months and it costs around EUR 80,000. Security products such as Hardware
Security Module (HSMs) and/or the cryptographic modules they employ are typically
certified to internationally recognized standards such FIPS. However, SOG-IS members
request an additional CC certificate with a related vulnerability analysis. At a regional
level, an Italian local public authority> had for example issued requirements in a public
procurement procedure for security certification of a video surveillance system according
to Common Criteria® (CC) at a low assurance level (EAL 1). It has been estimated that
such a certification process takes 6 months and costs around EUR 20,000 (see Annex 7).
In the absence of common ICT security requirements, authorities may decide both at
which level such products should be tested and indeed whether such products should be
tested at all, again leading to a situation of fragmentation and uncertainty within the EU.

Furthermore, existing mechanisms for cooperation on operational matters, in particular
on detection and response to cybersecurity incidents are still limited and often restricted
to close circles of CSIRTs. Despite good results in ‘simulation mode’, especially in the
context of Cyber Europe exercises, and the initial work of the CSIRT Network, the EU is
lacking a coordinated approach in case of cross-border incidents and it is today not
prepared to handle a potential cybersecurity crisis, such as simultaneous attacks on
critical information systems in several Member States.

The type of gaps and developments described above were confirmed by the results of the
recent stakeholder consultations (see table 3 below and for more details Annex 2), in
particular the public consultation. Here — notwithstanding the adoption of the NIS
Directive — cooperation at different levels, including public-private cooperation, and the
capacity to prevent and handle large scale cyber-attacks are still perceived as the most
urgent gaps in the EU.

58
59
60

cPP is a Protection Profile developed by international technical communities

Provincia di Trento

The Common Criteria for Information Technology Security Evaluation (commonly known as CC) is an
international standard (ISO/IEC 15408) for computer security evaluation. It is based on third party
evaluation and envisages 7 Evaluation Assurance Levels (EAL). The CC and the companion Common
Methodology for Information Technology Security Evaluation (CEM) are the technical basis for an
international agreement, the Common Criteria Recognition Arrangement (CCRA), which ensures that
CC certificates are recognized by all the signatories of the CCRA. Within the current version of CCRA
only evaluations up to EAL 2 are mutually recognized.
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Table 3 Most urgent gaps and needs, as emerging from the stakeholder consultations

Most urgent gaps and needs in the cyber security field in the EU

Cooperation across Member States in matters related to cybersecurity
Capacity to prevent, detect and resolve large scale cyber-attacks

Cooperation and information sharing between different stakeholders, including
public-private cooperation

Protection of critical infrastructure from cyber-attacks

Research, knowledge and evidence to support policy action

In addition, there are still gaps in the cooperation and information-sharing mechanisms
both within the private sector, as well as between public and private actors. For example,
the role of industrial players in collecting, analysing and disseminating information on
cyber threats is essential, but the emergence of proper Information Sharing and Analysis
Centres (ISACs) as a two-way information sharing resource between the private and
public sector to support the protection of critical infrastructures is only a recent
phenomenon in the EU. Closing the cooperation gap along these lines should be further
stimulated both within sectors and across different sectors.

Problem 1.b: Uneven capabilities and preparedness across Member States

The persistence of gaps between Member States in terms of their cybersecurity
capabilities and thus their preparedness in facing cybersecurity challenges is a
longstanding issue that requires continuous attention. Today, considerable discrepancies
can still be observed between Member States’ cybersecurity policies, legal frameworks
and operational capabilities®’. As a consequence, the effectiveness of the measures taken
at national level by one or a few Member States can be affected by the lower level of
protection in another Member State, potentially resulting in a ‘contagion’ effect in case
of serious disruptions affecting the ‘weakest links’ in the EU community.

The implementation of the NIS Directive will introduce some common requirements for
the minimum capabilities in each Member State; namely a national strategy, a CSIRT
and a NIS competent national authority. However, it is clear that Member States cannot
count on the same level of resources, experience and risk management culture, which
impacts directly on their level of preparedness®®. For example, while most Member States
have established operational entities, such as CSIRTSs, the mission and the experience of
those entities vary greatly. Also, only about half of the Member States are currently

61 Global Cybersecurity Index & Cyberwellness Profiles, ABI Research and 1TU, 2017. In the Global
Cybersecurity Index, the countries are assessed based on five criteria: legal measures, technical
measures, organisational measures, capacity building, and cooperation. The EU MSs present quite
diverging scores, ranking in the global list from the 5" to the 84™ position.

Cybersecurity in the European Digital Single Market, High Level Group of Scientific Advisors,
Scientific Opinion No. 2/2017.
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conducting national cybersecurity exercises. Similarly, in the area of security
certification, a clear gap of capabilities (e.g. in terms of expertise and conformity
assessment bodies) can be noticed across Members States, thus maintaining an uneven
level of preparedness.

Another significant gap is the different approach to collaboration between governments
and the private sector, including those operating critical infrastructures. While the role of
the industry is key in responding to cybersecurity challenges, only a few Member States
have mature frameworks for public-private partnerships® in place.

In this area, the conclusions of the ex-post evaluation of ENISA present both positive and
negative aspects. An overall positive assessment of the Agency emerges when it comes
to meeting its objective of supporting Member States' capacity building. This is mainly
due to the trainings provided and to the support in developing national strategies, but also
by ENISA acting as a ‘broker’ of national good practices®.

However, Member States have different needs and expectations when it comes to ENISA
support especially on capacity building. While the most equipped ones rely little on the
Agency, the less resourced or experienced Member States would need increased support,
including for detection and response to cybersecurity incidents®.

Problem 1.c: The emergence of multiple national and sectoral certification schemes

The rise of cybercrime and security threats has resulted in national initiatives setting
high-level cybersecurity and certification requirements for ICT components including
those used in traditional infrastructure. While products and services - for which a
mandatory certification is not required - can still circulate in the internal market, the
emergence of these national initiatives bears the risk of creating market fragmentation
and erecting barriers for interoperability. In the absence of mutual recognition
mechanisms among these schemes, one possible consequence would be that an ICT
vendor needs to undergo several certification processes to be able to sell the same
products or service in several Member States.

For example, the technical study that supports this impact assessment shows that smart
meter manufacturers comply with three different certification schemes in three European
countries. These are CPA in the UK, CSPN in France (see box 4 for a description of the
schemes), and a specific protection profile based on CC in Germany. The overall cost of
these certifications is about EUR 1 million, which in particular penalises small and
medium sized enterprises (SMEs). This is an additional barrier to market entry. For
example, in Germany, only one of the biggest smart-metering companies is embarking on
various certification processes to enter other markets, all the other companies are only
present in the German market.

As the reliance on digital devices increases, requirements for ICT security are expected to
proliferate and cover a wide range of products and services. In the worst case, an ICT

88 EU cybersecurity dashboard, BSA, 2015.

% In particular with regard to training to CSIRTs, ENISA has delivered 114 courses during 2014-2017. In
relation to national strategies, since 2013 ENISA has produced good practice guides on how to create
and evaluate a strategy and it has run an experts group with the goal of information exchange on
strategies lifecycle phases. It has furthermore directly supported 5 MSs in creating their strategy.

For more information see the Staff Working Document on ENISA evaluation and the related study
conducted by an external contractor.
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product or service designed to fulfil cybersecurity requirements in one Member State
would have difficulties to enter the market of other Member States where different
requirements are in place.

Box 4 — Existing and emerging certification initiatives in the EU®

e The Commercial Product Assurance (CPA) developed in the UK is an example
of national scheme which applies to commercial off-the-shelf products. According
to CPA, a security product that is successfully assessed is awarded Foundation
Grade certification, which means that the product has been proved to demonstrate
good commercial security practice and is suitable for lower threat environments.
CPA is open to all vendors, developers and suppliers of security products with a UK
sales base. However, there is no Mutual Recognition Agreement for CPA, which
means that products tested in the UK will not normally be accepted as certified
products in other markets where a similar, but still different, security certification is
required. Currently, 37 products have been certified under the CPA, 15 products are
currently under evaluation.

e Certification Sécuritaire de Premier Niveau (CSPN)- an IT Security Certification
Scheme established by the National Cybersecurity Agency of France (Agence
nationale de la sécurité des systémes d’information — ANSSI) in 2008. Its main
purpose is to offer a faster and cheaper alternative for IT Security Certification as
compared to the CC approach. Yearly, ANSSI receives around 50 submissions for
certification under CSPN. The cost of each CSPN certification is in the region of
25.000 — 35.000 euro while duration of process is approximately of 3 months®’.
Similarly to the CPA, there is no MRA for CSPN, which means that products tested
in the France will not normally be accepted in other markets.

e The Dutch Baseline Security Product Assessment (BSPA) scheme is intended to
judge the suitability of IT security products for use in the “sensitive but
unclassified” domain. The BSPA scheme is in pilot phase since 2015. The pilot is
expected to end in 2017 and then the scheme will be operational. In the pilot phase

% A list of existing certification schemes and standards is available at Annex 11.

%7 Length and cost of process may vary depending on the product.
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6 requests for certification were received. The average cost of a certification under
BSPA is € 40.000. The overall process can take up to 2 months.

e SOG-IS MRA® is the main certification mechanism existing at European level. It
includes twelve Member States® plus Norway and has developed a few protection
profiles on digital products (such as digital signature, digital tachograph” and smart
cards). Participants work together to i) coordinate the standardisation of CC
protection profiles; i) coordinate the development of protection profiles™
whenever the European Commission launches a legislation that covers IT-security
among others. Members can participate in the MRA as i) certificate consuming’?
and certificate producers’. Member States often request SOG-IS certification as a
pre-condition to be admitted to national public procurement tenders.

e The German Federal Office for Information Security (BSI) is developing a baseline
approach for low level assurance to improve the efficiency of CC evaluation.

e According to the support study, other emerging initiatives are being developed in
ltaly™, Sweden and Norway.

The risk of a proliferation of national certification initiatives increases costs for
businesses operating cross-border. It would generate a low incentive for them to embark
on such a cumbersome process, with an overall detrimental effect on the quality and
security of ICT used in Europe. Furthermore, such fragmentation would also impact the
performance of evaluators, in that only a limited number of conformity assessment
bodies would be able to certify against the requirements of different schemes.

In the preliminary results of a survey aimed at SMEs (see more details in Annex 2), 18
out of 46 respondents believe that the current existence of multiple ICT certification
schemes represents a barrier to market entry because they are too costly and therefore not
affordable for SMEs™. A recent ENISA survey on ICT security certification (see Annex
2 for the summary results) shows that 57% of respondents (19 out of 33) are aware of
multiple existing ICT security certification schemes across EU Member States for the
same product or service; 37% (12 out of 33) of the respondents replied ‘No’ to the same

%8 The Senior Officials Group — Information Systems Security (SOG-1S) agreement was produced in
response to the EU Council Decision of March 31st 1992 (92/242/EEC) in the field of security of
information systems, and the subsequent Council recommendation of April 7th (1995/144/EC) on
common information technology security evaluation criteria.

Austria, Croatia, Finland, France, Germany, Italy, Luxembourg, Netherlands, Poland, Spain, Sweden,
UK
The tachograph is a device that records the driving time, breaks, rest periods as well as periods of other
work undertaken by a driver.

A Protection Profile (PP) is a technical document that defines a standard set of security requirements

for a specific type of product

Members that only accept certificates issued by other certificate producer members but do not issue
such certificates.

Members that issue and accept SOG-IS certificates issued by other producers.

A recent Italian decree (February 2017) promotes the establishment of a national centre for the
evaluation and certification of ICT products used in critical infrastructure. Awvailable at:
https://www.sicurezzanazionale.gov.it/sisr.nsf/documentazione/normativa-di-riferimento/dpcm-17-
febbraio-2017.html

" Six replied "lack of reference levels" while the rest of respondents did not know.
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question, but expressed their preparedness to accept one single scheme, while 2 ‘do not
know’. In the same survey, 90% (30 out of 33) of respondents agreed that mutual
recognition of ICT security certification schemes is desirable at European level to
address further fragmentation.

In written submissions related to the public consultation on cPPP, respondents
emphasized that no reliable certification scheme exists at the moment at the European
level. Others pointed to the fact that existing national schemes and security requirements
act as barriers to market entry, complaining about the costs of compliance. Some of the
industry associations state that further fragmentation of the market with numerous
certification schemes should be avoided.

2.4.2. Problem 2: Dispersed resources and fragmentation of approaches to
cybersecurity across EU institutions, agencies and bodies.

Problem 2.a: Insufficient critical mass at EU level to complement the action of Member
States.

Despite the importance of cybersecurity on the European agenda, there is still a lack of
cybersecurity capabilities and instruments at European level to complement the
individual efforts by Member States. Overall, the EU investment’® today - including in
the development and the deployment of cybersecurity technology and solutions - is
below the critical mass needed to protect our economy and institutions, in particular if
compared to other key international players’”.

While many organisations at EU level have started to include a cybersecurity perspective
in their policies and/or their operations (see next section), the European Commission has
no operational capabilities, (the Europol's European Cybercrime Centre (EC3) is dealing
specifically with cybercrime) and CERT-EU is responsible for the protection of the EU
institutions, agencies and bodies. The only organisation with some preventive operational
capabilities” and with the official mandate to contribute to the overall network and
information security of the Union is ENISA.

ENISA has a broad mandate (see box 3 in section 1) but it is a rather small agency with
one of the lowest budgets and number of staff compared to all EU agencies (Annex 3

® There is no clear picture of the investment from the MSs. The investment in cybersecurity is channelled
through different programmes of the EU budget: about EUR 600 million have been invested in
cybersecurity and cybercrime projects under the Horizon 2020 Framework Programme for the period 2013-
2020; the European Structural and Investment (ESI) Funds foresee a contribution of up to EUR 400 million
for investments in trust and cybersecurity; about EUR 30 million were invested in the period 2014-2017 for
cybersecurity under the Digital Service Infrastructures (DSIs) stream within the Connecting Europe
Facility (CEF); under the Instrument contributing to Stability and Peace (IcSP) cybersecurity and
combatting cybercrime are a priority area since 2013 with an indicative allocation of EUR 21.5 million
over the period 2014-2017.

" As an example, in the U.S.A., the Government invested over EUR 19 billion for cybersecurity as part
of 2017 Budget (35% increase from 2016 in overall Federal resources for cybersecurity). Source:
White House, Factsheet Cybersecurity National Action Plan.

For example: the organisation of cyber exercises, the support to the CSIRT capacity building and the
development of national cybersecurity strategies, the provision of advice to MSs (upon request) in the
event of breach of security or loss of integrity with a significant impact on the operation of networks
and services.
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shows the detailed figures per each agency). ENISA is also the only EU agency with a
fixed-term mandate, which limits long term planning of its contribution to Member
States and EU institutions. Moreover, the results of stakeholders' consultations also
suggested that ENISA currently does not have sufficient resources to meet its broad
mandate. Looking at the future, the mandate itself, conceived in a different political,
legal, technological and threat landscape, cannot take into account more recent
developments, including the tasks attributed to ENISA by the NIS Directive, and it does
not sufficiently empower the Agency to respond to the forthcoming cybersecurity
challenges.

In particular, the results of the evaluation of ENISA show that the agency needs to
prioritize the demands of Member States and EU institutions, leaving at least partially the
needs of private stakeholders and in particular industry aside. The industry on the other
hand sees a potential important role for ENISA as a future link between the public and
private sector. It could better support European businesses by providing high quality
strategic analysis of threats, developing sector-specific expertise and ensuring
harmonisation baseline requirements for cybersecurity across the EU. Industry sees
ENISA focusing on future priority areas such as the Internet of Things, the move to big
data and machine intelligence, certification, and envisages ENISA becoming more active
in the educational field. Specifically, the large majority of stakeholders that were
consulted on issues related to certification, envisage a role for ENISA in future policy
developments in this area.

Looking ahead, the recently established Cooperation Group and CSIRTs Network could
in the future add to the European level capacity by pooling resources, expertise and
information. However, these remain subject to the limitations explained in the section
above.

In particular when it comes to operational capabilities for the prevention, detection and
response to cyber-incidents, there is currently no EU level capacity to guarantee the
speed, accuracy, efficiency and effectiveness of response needed in a case of crisis. There
is furthermore no European level system which for example covers: the early warning of
threats and incidents; the ability to establish a common qualified picture in case of cross-
border incidents; the capacity to handle communication with the public; and the ability to
pool resources to help the victims of an attack.

Among the EU institutions, agencies and bodies, only CERT-EU has response
capabilities but, as explained above, its mandate is limited to the protection of the
institutions. CERT-EU also does not have 24/7 capabilities.

Problem 2.b: Insufficient coordination of the action of EU institutions, agencies and
bodies.

The pervasiveness of digital technologies in all spheres of economy and society warrants
the mainstreaming of cybersecurity issues into EU policies. The strategic importance
of this objective, set out in the 2013 EU Cybersecurity Strategy, has been reaffirmed in
the NIS Directive — that specified which organisation operating in specific ‘critical’
sectors would be subject to security and notification requirements’ — and in the 2016

" Annex Il of NIS Directive includes the following sectors: Energy: electricity, oil and gas. Transport:

air, rail, water and road. Banking: credit institutions. Financial Market Infrastructures: trading venues,
central counterparties. Health: healthcare providers. Water: drinking water supply and distribution.
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Communication on Strengthening Cyber Resilience, which highlighted the need for
continuous efforts to find cross-sectoral synergies and to mainstream cyber requirements
in all relevant EU policies.

A number of instruments have already been put in place to mainstream cybersecurity
issues at EU level covering: horizontal legislation, sectoral policy initiatives (e.g. in the
energy and transport field), international relations, research & innovation, and EU
agencies and bodies. As a consequence, many organisations in the EU ecosystem are
involved and some are gaining competence in cybersecurity. Within the European
Commission, two main Directorate Generals® are tasked with addressing overall
cybersecurity and cybercrime; while at least eight Directorate Generals have started
initiatives at sectoral level (see Annex 9 for detailed information). The European External
Action Service (EEAS), which manages the EU's diplomatic relations with other
countries outside the EU and conducts EU foreign & security policy, handles cyber
defence as it relates to state activities and multinational or multilateral organisations (UN,
NATO, OECD, etc.).

The same picture applies to EU agencies and bodies, where it is possible to identify four
main actors dealing with cybersecurity, cybercrime and cyber defence (see table 4 below)
and at least a further four which are gaining competences in cybersecurity in sectors like
energy, transport and finance (see Annex 9).

Table 4 Mission of relevant EU agencies and bodies in the cybersecurity field

CERT of the EU institutions, agencies and bodies | To contribute to the security of the ICT
(CERT-EU) infrastructure of all Union institutions, bodies and
agencies ('the constituents’) by helping to prevent,
detect, mitigate and respond to cyber-attacks. It is
also a member of the CSIRT Network.

European Union Agency for Network and | To contribute to a high level of network and
Information Security (ENISA) information security within the Union. It is the EU
network and information security agency and it
works closely together with Members States and
private sector to deliver advice and solutions in
areas like policy, cooperation, capacity and
community building. ENISA is the Secretariat of
the CSIRT Network.

EUROPOL/European Cybercrime Centre (EC3) To strengthen the law enforcement response to
cybercrime in the EU and thus to help protect

Digital Infrastructure: internet exchange points (which enable interconnection between the internet's
individual networks), domain name system service providers, top level domain name registries.

8 Within the European Commission, DG CONNECT and DG HOME approach the challenges of
cyberspace from a slightly different perspective. In particular, DG CONNECT is responsible for
legislation, policy and R&I on cybersecurity (with a focus on cybersecurity resilience). DG HOME,
with its focus on criminal law, works on reducing vulnerabilities, (criminal) threat alerts, awareness
raising, ransomware-prevention advice etc. and deals with issues related to deterring and investigating
cybercrime as well as the judicial follow-up.
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European citizens, businesses and governments
from online crime. It provides operational and
analytical  support to  Member  States’
investigations; it supports training and capacity-
building; it represents the EU law-enforcement
community in areas of common interest.

To support the and the Council in their effort to
improve European defence capabilities in the field
of crisis management and to sustain the European
Security and Defence Policy. The EDA has a
dedicated Project Team on Cyber defence with a
variety of initiatives and reports as well as research
activities in this area.

European Defence Agency (EDA)

One of the results is that information and expertise are dispersed across several entities.
As shown in Annex 4, there are over ten organisations that produce, collect and
disseminate information and analyses, in some cases on the same topic and addressing
the same public. Furthermore, the coordination mechanisms, where they exist, are not
always adequate. For example, a conclusion from the evaluation of ENISA and the
stakeholder consultations is that a good level of cooperation and coordination has been
achieved between ENISA and EC3: There is almost no overlap between the two
organisations, which seem to cooperate well. On the other side, there is still room for
improvement in the coordination between ENISA and sectoral agencies, and between
ENISA and CERT-EU. In particular, the evaluation highlighted that in spite of different
scope of their mandate (one EU-wide, the other targeted to EU institutions) there is a risk
of overlap between ENISA and CERT-EU in the areas of direct support and assistance to
Member States' CSIRTs and cross-border operational cooperation.

Without increased cooperation and a more coordinated approach between the EU
institutions, agencies and bodies, there is the risk of dispersing the efforts and decreasing
the effectiveness and efficiency of their contribution to the EU’s overall cyber resilience.

2.4.3. Problem 3. Insufficient awareness and information of citizens and companies.
Problem 3.a: Citizens' and companies are not sufficiently aware of cyber threats.

Those who want to learn and/or specialize in cybersecurity can nowadays enrol in almost
500 university courses and trainings across Europe®.

At least 18 Member States organise national awareness campaigns, mostly targeting
public sector (80%) but also SMEs and citizens; adults, children, adolescents®. At EU
level, ENISA, together with partners in Member States and the European Commission,
has been running the European Cyber Security Month (ECSM) since 2013. This is an EU
advocacy campaign designed to raise awareness about cybersecurity issues throughout

8 https://www.enisa.europa.eu/topics/cybersecurity-education/nis-in-education/universities
82 prevention and Cyber Awareness across the EU among its citizens and its SMEs, Detailed Report on the
Outcome of the Questionnaire, Council of the European Union, 2017.
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the month of October and which promotes a sense of shared responsibility towards safe
and informed behaviour on the Internet® among citizens.

The findings of a recent survey reveal that Member States' authorities believe that
European cooperation needs to be extended towards more learning and support, and that
the coordination role of ENISA and Europol should be strengthened, with more funds
provided to these bodies for such activities®.

However, despite cybersecurity gaining increasing prominence in the political agenda,
companies’ discourse and in the media, and in spite of Member States and EU actions,
European citizens and companies still lack awareness and knowledge of cybersecurity
issues. This knowledge gap ranges from basic steps to secure one's online presence to the
financial and economic impact of cyber incidents. As an example of the first aspect, very
recently a cyberattack on the UK Parliament has compromised dozens of email accounts
belonging to parliamentarians who reportedly did not respect guidance issued by the
Parliamentary Digital Service regarding password strength®®.

According to the Norton Cyber Security Insights Report®, over six in ten (62%°’) end-
consumers said they believe connected home devices were designed with online security
in mind. However, Symantec researchers identified security vulnerabilities in 50 different
connected home devices ranging from smart thermostats to smart hubs that could make
the devices easy targets for attacks.

8 ENISA provided the following data with regard to the ECSM for the period 2013 — 2016: i) the number
of cybersecurity activities taking place in October across Europe and the online outreach of the campaign
increased at annual growth rate of 41%; featured press articles of European Cyber Security Month
increased at an annual growth rate of 44% reaching 429 articles.

8 Prevention and Cyber Awareness across the EU among its citizens and its SMEs, Detailed Report on the
Outcome of the Questionnaire, Council of the European Union, 2017.

8 https://www.parliament.uk/business/news/2017/june/cyber-incident/ .
8https://www.symantec.com/content/dam/symantec/docs/reports/2016-norton-cyber-security-insights-

report.pdf
¥ This Report is based on an online survey of 20,907 consumers in 21 markets.
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Figure 5 Some issues on awareness and knowledge of cybersecurity issues in Europe
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Sources: "Special Eurobarometer 464", 2017, Attitudes towards the impact of digitisation and automation
on daily life" Eurobarometer 2017, Continental European Cyber Risk Survey 2016 Report

At macro (industry) level, there is still lack of sufficient independent, neutral, EU-wide,
reliable data and analyses on cyber threats, be it cross-sector or sector specific, and lack
of exchange of best practices for the security of the critical infrastructures, including
Internet infrastructure. Furthermore, there is a lack of systematic and reliable information
on the economic impact of cyber incidents®®. This affects investment in cybersecurity,
and makes it very difficult to determine return on investments for instance from staff
trainings or from equipment.

At micro (organisational) level, low security awareness of employees is considered the
first factor inhibiting organizations from adequately defending themselves against cyber
threats®. It is widely acknowledged that successful attacks are often the result of poor
basic cyber "hygiene"*°. Regular, simple security measures could significantly reduce the
risks of an attack and, in the current interconnected business models, spreading the
impact of a cyber-attack to other organisations. However, current cyber hygiene
programmes across Europe vary and do not have a common approach®.

The low level of awareness of cyber threats and their possible impact is a serious issue
that translates in the proliferation of incidents due to human mistakes and it also
contribute to the more general lack of adequate risk management practices within
organisations.

% The cost of incidents affecting Clls, ENISA, 2016.

8 Cyber threat Defence Report, CyberEdge Group, 2017

% 'Cyber hygiene' is meant as the practice of proactively and routinely taking cybersecurity measures—to
resist cyber threats and prevent online security issues.

% Review of Cyber Hygiene practices, ENISA, 2016.

40



Problem 3.b: Citizens' and companies do not have sufficient information concerning the
security properties of ICT products and services they purchase (insufficient use of
certification).

The security properties of an ICT product or service are difficult to assess. There is an
information asymmetry between designers and vendors on one side, and customers/users
of ICT solutions on the other; whereby the former has greater information than the latter
regarding the security properties of an ICT product or service.

Customers lacking information cannot select their products on the basis of their real
security qualities. In a targeted survey, operators of critical infrastructures® report that
ascertaining the accuracy of the security information provided by the vendors on a
specific ICT product is a major obstacle. As such, the selection of products and services
tends to be based on the reputation of the vendor or on price rather than on security
properties. This leads to a potential race to the bottom with regard to investments and
resources allocated to security. Such a sub-optimal outcome would, in a worst case
scenario, increase vulnerability. Currently, Industrial Control Systems (ICS) products -
used to monitor and control electricity generation plants or transportation systems - often
rely on commercial, uncertified off-the-shelf software. This results in a reduction of costs
and improved ease of use, but at the same time the exposure to computer network-based
attacks is increased. Such a circumstance creates a vulnerability that can be exploited to
shut off power to large areas or directing cyber-attacks against power generation plants®.

Furthermore, the co-existence of multiple schemes and standards for security certification
hinders the ability of market operators and public authorities to compare and judge which
ones best satisfy their particular security requirements. In April 2017, ECSO has
published a State-of-the-Art Syllabus which presents an overview of certification
schemes and standards in various sectors and for various products and services. For
example, the document lists six schemes and two standards for security certification in
the area of cloud services. Such a plethora of certification instruments translates into a
missed opportunity in the digital single market. As a targeted survey shows>, operators in
the energy and finance sectors refrain from the use of cloud services due to insufficient
clarity and guarantees that the available standards and schemes can satisfy certain
security requirements (e.g. secure data storage).

Against this background, formal processes such as certification can contribute to increase
transparency of information on the security properties of a product or a service.
According to a recent ENISA survey, 81% (27 out of 33) of respondents from the
certification community® say that, if properly designed, certification can be an effective
tool to increase transparency of the level of assurance of ICT products and services and
enhance trust across the digital single market (see Annex 2 for the details of the survey
results). In the same survey, 66% (22 out of 33) of respondents say that greater efforts are
needed to promote certification, while 21% of respondents believe that certification is a
pure market issue. In the result of another survey aimed at SMEs (see Annex 2), 39 out of

% Preliminary results of this survey are available in Annex 7.

%For example, the Dragonfly attack in 2014 targeted energy grid operators, electricity generation firms,
pipeline operators, across numerous countries including, Spain, France, Italy, Germany, Romania,
Poland, Turkey, and United States and potentially could have led to damage or disruption to energy
supplies in affected countries.

% Preliminary results of this survey are available in Annex 7.

% National certification authorities, ICT vendors, Security certification laboratory, users of ICT products
and services.
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46 respondents were in favour of a common label for certified ICT products®. According
to Eurobarometer, the majority of respondents said that the security and privacy features
of an ICT product play a role in their choice; 27% are ready to pay more for better
security and privacy features, while 34% are not willing to pay more but these aspects
have a role in their choice®’.

The suboptimal use of certification impacts the intrinsic security of the products, but also
the level of information on security features of the products. To give an example, if a
proper certification system had been in place throughout the EU, hospitals and other
critical operators affected by the latest Wannacry attack (see section 1) would have been
able to compare IT systems' security levels and, most importantly, the IT vendors'
commitment to providing on-going support to users, which is not the case today.

A number of factors can explain this situation. First, existing certification schemes are to
a large extent inefficient due to their high costs and lengthy processes. In addition, the
current complexity of the certification landscape exacerbates such inefficiency, where
separate schemes co-exist or are emerging across the EU without being mutually
recognised.

These are some of the main factors which explain why ICT certification is only used in a
systematic way in certain very specific domains, such as public procurement, defence and
critical sectors. In many other cases, certification is left to private sector initiative, often
without any involvement from public authorities and therefore without a proper
monitoring on their suitability and functioning. As such, commercial/mass consumption
products are rarely cyber-certified. The ever-increasing connectivity of poorly secured
devices (including systems that control our cars, factories, homes, farms and critical
infrastructures) could further increase the level of vulnerability of ICT devices used in
Europe.

Overall, the lack of adequate information on the security properties of an ICT device can
adversely affect the capacity of buyers to procure more secure products and can create a
low incentive to produce more secure ICT devices. This would have a detrimental result
on the level of cybersecurity of our society and economy.

2.5. Who is affected by the problem and to what extent?

Section 2.2 above presented the possible scale of cybersecurity incidents and their far-
reaching impact on the economy and society. Possible failures or attacks could have an
impact on a vast number of stakeholders, comprising large and small businesses, public
authorities, administrations and individual citizens. In other words, everyone is
concerned and potentially affected by cybersecurity issues.

Businesses

The existing gaps in the cooperation and information-sharing mechanisms within the
private sector and between public and private actors limit the access to key information
on cyber threats and to possible solutions for businesses to handle cyber incidents.

% 3 replied "no", 4 replied "don't know".
% Attitudes towards the impact of digitisation and automation on daily life, Eurobarometer, 2017.

42



They are also impacted by the dispersed resources and approaches across EU institutions,
agencies and bodies since they lack adequate EU-level technical support, for example to
identify threats, and to learn from EU-wide good practices. Also, businesses operating
cross-border may face additional costs and different policies established at EU level if
required to comply with different national security requirements.

In addition, the insufficient awareness of cyber-threats of employees and poor cyber
hygiene practices within the organisations can lead to the proliferation of incidents due to
human behaviour which can seriously harm the network and information security of
small and large companies.

All these factors contribute to increased vulnerability of companies to cyber-threats,
which, in case of significant incidents can lead to potentially huge direct financial losses,
a loss of productivity, reputational damages and loss of competitiveness®. Beyond the
costs that are currently best known — such as technical investigations, customer breaches
notifications, replacement of hardware/software, legal expenses — there are less "visible"
costs that can occur also once the incident has been solved: insurance premium increases,
increased costs to raise debts, value of lost contract revenues, just to give a few
examples®.

Manufacturers/vendors of ICT products or providers of ICT services are affected by the
emergence of multiple certification schemes since they may need to certify their products
or services in several Member States. Moreover, they may find it difficult to compete for
public contracts, as the tender conditions refer to specific and different security and
certification requirements. In general, the fragmentation of security and certification
schemes and requirements leads to additional costs for businesses operating cross-border
and may thus favour local firms.

Businesses who are buyers of ICT products and services, in particular operators of
essential services, are affected by inadequate certification schemes as they have little
information on the security properties of the ICT devices used in their infrastructures.

Conformity assessment bodies are affected by the fragmentation of security and
certification schemes as they may find it difficult to penetrate other national markets
where different local security requirements and/or certification schemes are present.

Public authorities

National authorities can be impacted by the the lack of adequate European capacity to
complement Member States action. This refers both to insufficient technical support, for
example for the establishment of best practices or the implementation of EU policies at
national level, and to the lack of hands-on support, especially for the less equipped
Member States needing assistance in prevention, detection and response to cyber
incidents. This situation creates inefficiencies, due to duplication of efforts (many
Member States tackling issues individually) on the one side, and to limited yet dispersed
resources for cybersecurity on the other.

% Companies do not systematically make public the costs they bear due to cyber incidents, also due to the
difficulty to calculate those, but they can be very high. For example, the British telecom company Talk
Talk, that had suffered an attack in October 2015, revealed to have lost 101,000 customers and suffered
costs of £60m as a result of that attack. https://www.theguardian.com/business/2016/feb/02/talktalk-
cyberattack-costs-customers-leave

% Beneath the surface of a cyberattack - A deeper look at business impacts, Deloitte, 2016.
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National and European public authorities can also be victims of cyber incidents and are
therefore also impacted by fragmented approaches to cybersecurity and insufficient
awareness of cyber threats. This can, result in direct financial losses, loss of productivity
and reputational damages including critical breaches concerning national security.

Public authorities are also affected as important category of buyers of ICT products and
services by the lack of sufficient information on the level of assurance of these products.
Given the public interest dimension of their activities, they may wish to receive particular
assurance that the solutions they procure provide a certain cyber-security assurance. They
may insert in their public procurement contracts a requirement that only certified
solutions are used. In case these requirements act as a barrier to foreign bidders, public
bodies cannot reap the full benefits of unfettered competition and cross-border free trade
across the Union.

Citizens

Citizens are still not sufficiently aware of cyber threats and how to handle them. Very
often they have only a limited knowledge of basic measures, such as the need to regularly
change passwords or avoiding opening attachments in suspicious emails (see section
2.2.3). According to the UK government document “Usin% behavioural insights to
improve the public’s use of cyber security best practices™ %, even people aware of

security risks continue to ignore best practices (e.g. leave devices always on and online).

Citizens are therefore exposed to significant risks to bear the costs of repairing or
replacing damged software or hardware, to lose and expose personal data and to direct
financial losses (for example as a result of identity theft). Citizens are also affected by the
lack of information on the level of assurance of ICT products and services that are on the
market as they are rarely certified (see problem 3.b above). Security concerns can
influence citizens' choices and prevent them to fully benefit from the advantages of
digital economy and society.

EU citizens are also indirectly impacted by the multiple approaches to cybersecurity
across Member States and across the EU institutions, as these can contribute to an
insufficient protection of critical infrastractures and hence prevent citizens from
accessing essential services (e.g. healthcare, water, energy, transport) in case of
significant incidents.

100 https://www.gov.uk/government/uploads/system/uploads/attachment data/file/309652/14-835-cyber-

security-behavioural-insights.pdf
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2.6.  How will the problem evolve?

The number, complexity and scale of cybersecurity incidents and their impact on
economy and society are growing over time and they are expected to further increase in
parallel to technological developments, for example the proliferation of the internet of
things. It is predicted that cybercrime will continue rising and cost businesses globally
more than $6 trillion annually by 2021,

This implies that the need for increased common effort from Member States, EU
institutions and private stakeholders to face cybersecurity threats can only be expected to
increase in the future.

With regard to the issue of cooperation across Member States, between public and
private actors and across EU institutions, agencies and bodies, some progress may
happen over time but at the time of drafting there is no existing plan or benchmarks in
this respect. In particular, the voluntary cooperation mechanisms foreseen by the NIS
Directive do not present specific targets to be achieved for both the strategic and
operational levels and the level of ambition depends on work plans adopted by Member
States for both the Cooperation Group and the CSIRT Network.

In absence of intervention, maintaining the status quo would imply that ENISA would
remain a small agency with a broad while temporary mandate and yet key activities in the
area of resilience (for example linked to policy implementation and operational
cooperation) and market (in particular certification) would not be refocused according to
the new context or not included at all. The Agency would therefore not be able to provide
long term sustainable support to the Member States and the EU to address new threats
which are horizontal in nature impacting on multiple industrial sectors.

The information asymmetry and ineffectiveness/inefficiency of the current certification
schemes is unlikely to be solved in the absence of intervention. In fact, as technology
becomes increasingly complex and pervasive, it will be increasingly difficult for buyers
to ascertain the security qualities of ICT products and services in absence of adequate
certification. Furthermore, in the absence of action, the market fragmentation is very
likely to increase in the short-medium term (next 5-10 years). As technology evolves so
do the cyber-threats and vulnerabilities and with them a number of national and sectorial
certification schemes and requirements keep on emerging. The lack of coordination and
interoperability across such initiatives on certification is an element which decreases the
potential of the digital single market.

The number and scale of cyber incidents and attacks are expcted to lead to a modest
natural increase in the level of awareness, due to the rising attention paid to cybersecurity
issues at the level of public authorities and enterprises.

More details on the expected evolution of the problem can be found in section 5 where
baseline scenarios are presented.

101 Ccybercrime Report, Cybersecurity Ventures, 2016. The estimate is based on historical cybercrime
figures.
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3. WHY SHouLD THE EU ACT?
3.1.  Legal basis

The legal basis for EU action is Article 114 TFEU, which deals with the approximation
of laws of the Member States in order to achieve the objectives of Article 26 TFEU,
namely, the proper functioning of the internal market.

The internal market legal basis for ENISA has been recognised by the Court of Justice
(C-217/04, judgment of 2 May 2006) and was further confirmed by the 2013 Regulation
setting the current mandate of the Agency. In addition, activities that would reflect the
objectives to increase cooperation and coordination and EU level capabilities to
complement the action of Member States, they fall within the field of "operational
cooperation”. This is specifically identified by the NIS Directive (for which art 114
TFEU is the legal basis) as an objective to be pursued in the context of the CSIRT
Network where "ENISA shall provide the secretariat and shall actively support the
cooperation™ (Article 12(1)). In particular, Article 12 (f) further identifies as tasks of the
CSIRT Network: identifying further forms of operational cooperation, including in
relation to: (i) categories of risks and incidents; (ii) early warnings; (iii) mutual
assistance; (iv) principles and modalities for coordination, when Member States respond
to cross-border risks and incidents.

The current fragmentation of the certification schemes for ICT products and services is a
result of the lack of a common legally binding and effective framework process
applicable to the Member States. This hinders the creation of an internal market for ICT
products and services and hampers the competitiveness of the European industry in this
sector.

3.2.  Subsidiarity

The subsidiarity principle requires the assessment of the necessity and the added value of
the EU action.

Cybersecurity is an issue of common interest of the Union. The interdependencies
between networks and information systems are such that individual actors (public and
private, including citizens) very often cannot face the threats, manage the risks and the
possible impacts of cyber incidents in isolation. On one hand, the interdependencies
across Member States, including with regard to the operation of critical infrastructures
(energy, transport, water, just to name a few) make public intervention at the European
level not only beneficial but needed. On the other hand, the EU intervention can bring a
positive "spill over" effect due to the sharing of good practices across Member States,
which can result in an enhanced cybersecurity of the Union.

In summary, in the current context and looking at the future scenarios, it appears that to
increase collective cyber-resilience of the Union individual actions by Member States
and a fragmented approach to cybersecurity will not be sufficient.

The respect of subsidiarity in this area was also recognised when adopting the current
ENISA Regulation'®.

102 Regulation (EU) No 526/2013 of the European Parliament and of the Council of 21 May 2013
concerning the European Union Agency for Network and Information Security (ENISA) and repealing
Regulation (EC) No 460/2004.
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EU action is deemed necessary also to address the fragmentation of the current
certification systems. It would allow manufacturers to fully benefit from an internal
market with significant savings regarding testing and redesign costs. While the current
SOG-IS Agreement has achieved important results, it has also shown important
limitations to be a long term suitable and sustainable solution.

The added value of acting at EU level, in particular to enhance cooperation between
Member States but also between NIS communities, has been recognised by the 2016
Council Conclusions'® and it also clearly emerges from the evaluation of ENISA.

None of the options analysed in this Impact Assessment go beyond what is necessary to
achieve the objectives set in the following section in a satisfactory manner. Furthermore,
the scope of EU intervention would not impede any further national actions in the field of
national security matters.

EU action is therefore justified on grounds of subsidiarity and proportionality.

4. OBJECTIVES: WHAT SHOULD BE ACHIEVED?

Based on the problems identified in section 1, the following policy objectives for the
current initiative have been set:

4.1. General objectives
The main policy objectives of this initiative are to:

1. Increase the cyber resilience of the Member States, businesses and the EU as a
whole.

2. Ensure the proper functioning of the EU internal market for ICT products and
Services.

3. Increase the global competitiveness of the EU companies operating in the ICT
field.

4.2.  Specific objectives

With the general objectives in mind, in the broader context of the new Cybersecurity
Strategy the initiative intends to achieve the following specific objectives:

1. Increasing capabilities and preparedness of Member States and businesses

2. Improving cooperation and coordination across Member States and EU,
institutions, agencies and bodies.

3. Increasing EU level capabilities to complement the action of Member States,
in particular in the case of cross-border cyber crises.

4. Increasing awareness of citizens and businesses on cybersecurity issues.

103 Council Conclusions on Strengthening Europe's Cyber Resilience System and Fostering a Competitive
and Innovative Cybersecurity Industry - 15 November 2016.
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5. Increasing the overall transparency of cybersecurity assurance'® of ICT
products and services to strengthen trust in the digital single market and in digital
innovation.

6. Avoiding fragmentation of certification schemes in the EU and related security
requirements and evaluation criteria across MS and sectors.

5. WHAT ARE THE AVAILABLE POLICY OPTIONS?

5.1.  What is the baseline from which options are assessed?

The instruments currently available to support Member States capabilities, cooperation
and the EU cyber resilience, including those of the current ENISA Regulation and the
NIS Directive, are insufficient for the current cybersecurity challenges. As presented
earlier in the problem statetemet, although the NIS Directive entered into force only in
July 2016, and consequently it is too early to give conclusive assessment of its
effectivenenss, it does not cover all sectors and it does not necessarily include sufficient
mechanisms to stimulate fully fledged EU-wide cooperation for the future cyber
challenges. Also, the NIS Directive does not address the topic of ICT security
certification and it does not include provisions for handling of large scale cross border
incidents.

With the (upcoming) adoption of the 2017 Septemper Communication, new instruments
would be in place, in particular in the field of cybersecurity resilience and response (see
paragraph 1 of the report). For the purpose of this analysis, the baseline scenario would
be affected by the adoption of the Recommendation on the EU cybersecurity blueprint
and the (forthcoming) legal instruments to implement the European Cybersecurity
Research and Competence Centre and possibly also on the Emergency Fund.

With regard to the blueprint, it is assumed that the EU will have in place a framework for
coordinated response to possible large scale cross-border cyber incidents. However, the
role of ENISA envisaged in the blueprint — from supporting situational awareness to
handling communications — goes beyond the current mandate of the Agency. Therefore,
the blueprint could not be implemented effectively without a revised mandate of the
Agency or a replacement of the Agency with other similar body to perfom those
functions. In the context of EU response to cybersecurity crisis situations, the baseline
scenario would include — upon its adoption in the context of the next Multiannual
Financial Frameword - the Cybersecurity Emergency Fund that would allow Member
States to seek help at the EU level in case of major incident, provided that the Member
State had put in place a prudent system of cybersecurity prior to the incident, including
full implementation of the NIS Directive, mature risk management and respective
supervisory frameworks at national level. The Fund could deploy a rapid response
capability in the interests of solidarity and finance specific emergency response actions
such as replacing compromised equipment or deploying mitigation or response tools to
assist victims.

104 Transparency of cybersecurity assurance means providing users with sufficient information on
cybersecurity properties which enables users to objectively determine the level of security of a given
ICT product, service or process.

48



In the field of research and development, upon the adoption of the related legal
instrument, ENISA (both in case of existing and revised mandate) would links its efforts
in the area — maninly advisories on EU needs — to the work the European Cybersecurity
Research and Competence Centre, which would become a major player by pooling and
shaping research efforts and supporting the development of industrial capabilities.

Avrticle 36 of the current ENISA Regulation includes a sunset clause, fixing the duration
of the agency mandate for seven years until June 2020. For the purpose of this analysis,
the status quo, which sees the existence of an EU decentralised agency with a fixed term
mandate, is considered as baseline scenario. The sunset clause and thus termination of
ENISA is also explored among the possible options.

With specific regard to certification, the baseline scenario translates into non-EU action.
In this case, it is unlikely that ICT producers would establish self-regulatory measures to
allow buyers to better ascertain the security qualities of ICT products and services. It is
however possible that Member States take action, which could result in even more
national and sectoral only certification schemes. In this case, fragmentation is expected to
widen in the short-medium term (5-10 years) with a negative impact on the full potential
of the digital single market.

The current SOG-IS agreement and the CCRAs are also unlikely to constitute a possible
solution to the problem in the short and medium term. As explained above, the SOG-IS
MRA is based on the methodology of CC, thus it shares similar criticism related to the
length of process, high cost, unsuitable for products requiring low level of assurance,
suitable to certify products rather than services. For these reasons, only a few protection
profiles related to digital products have been developed under the current SOG-IS MRA.
These are for example, digital tachographs, digital signatures and smart cards.

5.2.  Policy options related to ENISA

The policy options on the possible future of ENISA, including those that were discarded
as result of the impact assessment exercise, are presented below.

Option 0 — Baseline scenario

This option is about the preservation of the status quo. ENISA would continue to be an
Agency with a mandate limited in time. ENISA's mandate would be extended in a
manner similar to the previous renewals (Regulation (EC) No 1007/2008 and Regulation
580/2011) and the objectives and tasks of the Agency would be largely similar to the
ones of today subject to adaptations based on acts that entered into force after the
adoption of the current ENISA Regulation in particular the NIS Directive and the
Regulation on electronic identification and trust services for electronic transactions in the
internal market'® (eIDAS Regulation). It might also include provisions from the
Electronic Communications Code, which is currently in the legislative process and
therefore not yet adopted. Preserving the status quo would also imply maintaining a
fixed-term mandate for ENISA. Therefore, the activities described in the box below
would also be subject to a time limit.

105 Regulation EU 910/2014 on electronic identification and trust services for electronic transactions in the
internal market (eIDAS Regulation).
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1. ENISA's mandate, currently expiring in 2020, would be extended for a fixed term period
based on previous mandates.

2. The current mandate, objectives, governance and organisation of the Agency would
remain unchanged.

3. The tasks of the Agency would remain mostly unchanged, except for additional tasks
due to alignment with the specific provisions of relevant laws:

e As provided by the NIS Directive, ENISA would support Member States at their request,
in developing national strategies or national CSIRTSs.

e As provided by the NIS Directive, ENISA would provide the secretariat of the CSIRTs
network and actively support the cooperation among national CSIRTs. ENISA will also
be part of the Cooperation Group, with a view of supporting strategic cooperation
between national competent authorities.

e As provided by the Framework Directive for Electronic Communications (the new
Electronic Communication Code is currently in the legislative process), ENISA would be
required to contribute to an enhanced level of security of electronic communications by
providing expertise and advice, and promoting the exchange of best practices.

e As provided by the eIDAS Regulation, ENISA would collect summary information from
supervisory bodies on the notifications of security breaches.

Option 1 — No policy intervention —Expiry of ENISA’s current mandate without
renewal and termination of ENISA

This option would not entail a new legislative proposal to amend or repeal the current
ENISA Regulation. This would lead to the termination of ENISA at the end of its
mandate in June 2020 (seven years from 19 June, 2013 in accordance with article 36 of
ENISA Regulation). The Commission would then need to decide on the possible
redistribution of competences/activities at EU and/or national level. To be noted that
according to the provisions of the Common Approach on decentralised agencies "closing
down an agency could be a solution for dealing with underperforming agencies unless the
agency is still the most relevant policy option, in which case the Agency should be
reformed"'%. In this case and in the absence of a new proposal, in accordance with the
current Regulation (recital 54 to be in footnote) the Commission should take the relevant
measures addressing in particular issues relating to staff contracts and budget
arrangements.

1. If a decision is taken not to extend ENISA's mandate, pursuant to art. 36 of the ENISA

106 joint Statement of the European Parliament, the Council of the European Union and the European
Commission on decentralised agencies — Common Approach — 2012.
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Regulation, it would expire as of 19 June, 2020.

2. As provided by the 'sunset clause™® of the ENISA Regulation, the Agency and the
Commission should take the relevant measures towards the end of the current mandate,
addressing in particular issues relating to staff contracts and budget arrangements.

3. The tasks currently attributed to ENISA would be terminated and, in the absence of EU
intervention, fall back under the responsibility of Member States.

4. The tasks attributed to ENISA by subsequent legislation, in particular by the NIS
Directive, would have to be re-assigned to other EU or national bodies. This would entail
the repeal of the Regulation and a new proposal for NIS Directive with a new
arrangement for what concerns ENISA. Such a proposal would need to be prepared in
time for there not to be a gap affecting the proper implementation of NIS Directive due to
take place in May 2018.

Option 2 — 'Reformed ENISA’

This option would reform the Agency building on the strengths emerged in the course of
the current mandate and addressing shortcomings and weaknesses. The new mandate
would take into account new threats, policy, actors and technology changes as well as the
results of the evaluation.

In particular, this would imply a redefinition of ENISA's role, competences and
functioning, scope, the duration of the mandate, as well as the synergies with other EU
agencies and bodies.

1. ENISA would be granted a permanent mandate and thus be put on a stable footing for the
future. The mandate, objectives and tasks would still be subject to regular reviews.

2. The mandate would further clarify the role of ENISA as the EU agency for cybersecurity
and as the reference point in the EU cybersecurity ecosystem, acting in close cooperation
with all the other relevant bodies of such ecosystem.

3. The organisation and the governance of the Agency, which were overall positively
judged in the course of the evaluation, would be moderately reviewed, in particular to
make sure that the needs of the wider stakeholders’ community are better reflected in the
work of the Agency. This would imply, for example, the need that the Executive Director
and the Management Board take into utmost account the opinion of the Permanent
Stakeholder Group (PSG) in the preparation of the annual and multiannual work
programme, as well as enabling the participation of a limited number of PSG members as
observers in the Management Board, upon request of the Chair.

4. The scope of the mandate would be delineated, strengthening those areas where the
agency has shown clear added value and adding those new areas where support is needed
in view of the new policy priorities and instruments, in particular the NIS Directive, the
review of the EU Cybersecurity Strategy, the upcoming EU Cybersecurity Blueprint for
cyber crisis cooperation and ICT security certification:

197 According to the Common Approach on decentralised agencies, founding acts should include review or
sunset clauses. The sunset clause refers to the possible termination of the activities of an agency at the
end of the mandate, as established in its founding act.
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EU policy development and implementation: ENISA would be tasked with
proactively contributing to the development of policy in the area of Network
Information Security, as well as to other policy initiatives with cybersecurity
elements in different sectors (e.g. Energy, Transport, Finance, etc.). To this end,
it would have a strong advisory role, including the provision of independent
opinion and preparatory work for the development and update of policy and law.
ENISA would also support the EU policy and law in the areas of electronic
communications, electronic identity and trust services, with a view of promoting
an enhanced level of cybersecurity. In the implementation phase, in particular in
the context of the Cooperation Group, ENISA would assist Member States in
achieving a consistent approach to the NIS Directive implementation across
borders and sectors as well as other policy and laws where cybersecurity is
involved. In order to support the regular review of policy and law in the area of
cybersecurity, ENISA would also provide regular reporting on the state of
implementation of the EU legal framework.

Capacity building: ENISA would be contributing to the improvement of EU and
national public authorities' capabilities and expertise, including on incident
response and supervision of cybersecurity related regulatory measures. The
agency would also be required to contribute to the establishment of Information
Sharing and Analysis Centres (ISACS) in various sectors by providing best
practices and guidance on available tools, procedures as well as appropriately
addressing regulatory issues related to information sharing.

Knowledge and information, awareness raising: ENISA would have a new task
in developing the information hub of the EU. This would imply the promotion
and sharing of best practices and initiatives across the EU by pooling information
on cybersecurity deriving from the EU and national institutions, agencies and
bodies; the Agency would also make available advice, guidance and best
practices on the security of critical infrastructures. In the aftermath of significant
cross-border cybersecurity incidents, ENISA would also compile reports with a
view of providing guidance to businesses and citizens across the EU. This stream
of work would involve also the regular organisation of awareness raising
activities in coordination with Member States authorities.

Market related tasks: ENISA would perform a number of functions specifically
supporting the internal market, which would include new tasks: cybersecurity
'market observatory', by analysing relevant trends in the cybersecurity market to
better match demand and supply; support the EU policy development in the ICT
standardisation and ICT security certification areas. In particular, it would
facilitate the establishment and uptake of security standards. ENISA would also
execute the tasks foreseen in the context of the future framework for certification
(see below section 5.3 — options for certification).

Research and innovation: ENISA would contribute its expertise by advising EU
and national authorities on priority-setting in research and development,
including in the context of the contractual public-private partnership on
cybersecurity. ENISA's advices on research would feed into the new European
Hub of Excellence in Cybersecurity, as developed in the context of the review of
the Cybersecurity Strategy, ENISA would also be involved, when asked to do so
by the Commission, in the implementation of research and innovation EU
funding programmes.

Operational cooperation and crisis management: this stream of work would build
on the existing preventive operational capabilities, in particular the pan-European
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cybersecurity exercises (Cyber Europe), and a supporting role in operational
cooperation as secretariat of the CSIRTs Network (as per NIS Directive
provisions) by ensuring, among the others, the well-functioning on the CSIRTs
Network IT infrastructure and communication channels. In this context, a
structured cooperation with CERT-EU, EC3 and other relevant EU bodies would
be required.

Furthermore, a structured cooperation with CERT-EU should result in a function
to provide technical assistance in case of significant incidents and to support
incident analysis. Member States that would request it would receive assistance
to handle incidents and backend support for analysis of vulnerabilities, artefacts
and incidents in order to strengthen their own preventive and response capability.
In cooperation with the CSIRT Network, ENISA would also conduct ex-post
technical enquiries of significant incidents with a view to issue recommendations
in order to prevent future incidents.

ENISA would also play a role in the upcoming EU cybersecurity blueprint,
setting the Commission's proposal to Member States for a coordinated response
to large-scale cross-border cybersecurity incidents and crises at the EU level'®. |
ENISA would facilitate the cooperation between individual Member States, in
dealing with emergency response by analysing and aggregating national
situational reports based on information made available to the Agency on a
voluntary basis by Member States and other entities.

Option 3 — EU cybersecurity agency with full operational capabilities.

This option implies restructuring ENISA according to the model that several Member
States have adopted, by bringing together three main functions: 1. policy advisory 2. the
centre of information and expertise and 3. the Computer Emergency Response Team. In
this case, the Agency would cover the entire cybersecurity lifecycle and deal with
prevention, detection and response to cyber incidents.

1. The new ENISA would be granted a permanent mandate. The mandate, objectives and
tasks would be subject to regular reviews.

2. The organisation and the operations of the Agency would be reviewed, in particular to
ensure that the needs of the wider stakeholders' community are better reflected in the
work of the Agency.

3. To alarge extent this option would imply the same change in the scope of the mandate as
option 2 (policy support, capacity building, market, knowledge and awareness raising)
however additional tasks would be added in the area of incident response and crisis
management.

4. The new operational tasks of ENISA might require a new legal basis for the
corresponding Regulation.

198 The "blueprint" will apply to cybersecurity incidents whose disruption is more extensive than any
Member State can handle on its own or affects two or more Member States with such a wide-ranging
and significant impact or political significance that they require timely policy coordination and
response at Union political level.
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5. The new ENISA would be in a position to provide fully-fledged CERT services, adapted
to its EU-level mission ensuring no duplication with the tasks of national CERTS, such
as:

e Establish and provide its own sources of information related to cybersecurity
incidents and threats.

e Produce real-time situational awareness and dynamic (live) threat intelligence
feeds (accessible to national CSIRTs and possibly CSIRTSs of private entities like
the operators of essential services) based on ENISA's own sources as well as
information that is mandatorily shared with the Agency during large scale
cybersecurity incidents and crises.

e Provide active technical operational assistance, both in terms of technical
expertise as well as human resources to Member States CSIRTs (and possibly to
other actors like operators of essential services, EU bodies and institutions), in
preventing, detecting and particularly in responding to incidents.

e Coordinate CSIRTs Network operations, pooling national resources on analysing
threats and responding to incidents.

5.3.  Options related to certification

The results of the consultations with national certification authorities, ICT vendors and
providers, operators of critical infrastructures (see Annex 2) as well as inputs of technical
support studies and reports (e.g. by JRC and ENISA) have been used to select the most
appropriate policy options to address the problems identified in this Impact Assessment.
These options respond to the need to promote security certification through agile and
flexible mechanisms on the one hand, as well as the desire to support an EU-wide
approach to security certification that builds as much as possible on existing mechanisms,
on the other hand.

On this basis, the following policy options were considered to achieve the policy
objectives and to address the problems identified.

Option 0: Baseline scenario - Do-nothing.

Under this option the Commission would not undertake any policy or legislative action.
With regard to the three identified problems, this option would result in the following
situation:

1. The problem of market fragmentation is very likely to increase in the short-medium term
(next 5-10 years), as a number of national and sectoral certification schemes and competing

sectoral standards are emerging™®.

2. The co-existence of competing schemes and standards would undermine the ability of
vendors and end-users (citizens and operators of critical infrastructures) to compare and

109 For a full overview of existing cybersecurity sectoral standards and certification schemes see here:
www.upm.es/observatorio/vi/gestor_general/recuperar_archivo.jsp?idf=642&tipo=2
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judge which scheme or standard would best satisfy their particular security requirements
This circumstance would worsen the problem related to information asymmetry.

The lack of coordination would cause a situation where Member States continue to put in
place certification requirements for their critical infrastructures through public
procuremeents, thus creating an uneven level of protection. As Member States are
increasingly interconnected, this scenario would increase vulnerability and the risk of a cross-
border proliferation of attacks (esp. on critical infrastructures), even in those Member States
adopting high level of security requirements.

The lack of coordination and interoperability across multiple schemes and standards would
not contribute to create a chain of trust in the digital single market. A divide may persist
between operators of critical infrastructures - which increasingly rely on digital products and
services for their operations - and vendors or providers. This may hamper the digital single
market

Agreements establishing mutual acceptance of certificates among Member States should be
expected in the future. However, they will occur in an uncoordinated manner and would
depend on the willingness of each Member States. For example, the German national
baseline certification scheme (under development) is likely to be mutually recognized with
the existing French national scheme (CSPN), but not necessarily with similar British scheme
(e.g. Baseline Security, CPA). Such a piecemeal approach may turn out to be inefficient and
resource-intensive

Market operators will put in place self-regulatory measures or embark on certification
processes only in presence of strong economic incentives such as compliance with public
procurements requirements which would limit the roll-out and possible positive impact of
ICT certification.

The effectivenss and efficiency of current certification mechanisms such as SOG-IS MRA
and the CCRAs will not improve in the short and medium term. The shortcomings of CC - on
which SOG-IS MRA is based - related to high cost, long duration of process, limited
membership and scope will remain.

Option 1: Non-legislative (*'soft law'") measures. Under this option, the Commission
would use soft policy instruments to reach the objectives of this initiative (e.g. improve
the level of information related to the security pproperties of ICT devices and reduce
fragmentation). As such, the Commission could issue interpretative guidelines,
encourage co- or self-regulation initiatives, promote the development of technical
standards, support reasearch or awareness rising activities. The specific contents of the
individual measures cannot be delineated with precision at this stage, as they will emerge
as a result of the overall process within the Commission and with the stakeholders.

1.

Issuing interpretative communications: The Commission would provide guidance on
elements of national or sectorial schemes, such as in particular requirements for certification
authorities and conformity assessment bodies. The Commission would request ENISA to
provide a preliminary assessment of such interpretative communications and to explore the
views of public and private stakeholders by means of workshops and formal consulations.

Support EU-wide co- or self-regulatory initiatives: together with ENISA, the Commission
will support, and incentivise the establishiment of voluntary EU-wide schemes for the
certification of ICT products and services so as to foster the emergence of EU-wide solutions.
The Commission may also initiate co-regulatory activities, thus entrusting the development
of a specific certification scheme to economic operators. However, under such scenario, the
system in place would include a dedicated supervisory mechanism.
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3. Strengthen standardisation activity: the Commission would further intensify and support
the adoption of EU standards in the field of security of ICT products and services with a view
to harmonising the substantive requirements at EU level. The Commission could define the
need of EU standards on the basis of the recommendations from the Focus Group on
Cybersecurity established by CEN/CENELEC/ETSI*™®, for example. The Group's
recommendation will also take into account inputs from ENISA.

4. In order to avoid duplication and ensure coherence, the above activities should be carried
out in close consultation with institutional actors responsible for certification initiatives
stemming from other legislation (e.g. GDPR) and from other sectoral legislation on security

of critical infrastructures.

5. Research and awareness-raising activities. The Commission would increase the funds
related to R&D projects in the field of ICT security certification. In addition, ENISA would
be tasked with carrying out awareness-raising activities such as setting-up an ad hoc website,
online advertising campaign, ad hoc conferences, events and training for national officials.

Option 2: EU legislative act to create a mandatory system for all Member States
based on the SOG-IS system.

Under this policy option, the Commission would propose a legislative act that would
incorporate SOG-IS MRA so that it becomes binding on all Member States. Therefore,
the Management Committee of the current SOG-IS MRA will be composed of
representatives from all Member States. Sectoral Working Groups will provide technical
support to the Management Committee. ENISA would help run the Secretariat of the
Management Committee and would support the coordination of activities of the Working
Groups.

The legislative act will have the following essential content:

1. Lay down rules of participation: representatives from Member States can participate in two
fundamental ways: as certificate consuming participants and as certificate producers

2. Lay down the requirements that Member States have to comply with when designating
certification authorities and testing facilities;

w

Refer to CC as the applicable security evaluation criteria.

&>

Establish the objectives and roles of the Management Committee such as:
a. Coordinate the standardisation of CC protection profiles
b. Coordinate the certification policies between national Certification Bodies

c. Coordinate the development of protection profiles whenever the European
Commission launches a directive that should be implemented in national laws and
that includes aspects related to information security

d. Define role of the Management Committee in international fora such as CCRA

5. Establish general rules for mutual recognition of certificates issued under the new SOG-1S
system;

6. Lay down provisions to initiate consultations with other institutional actors to seek

10 https:/iwww.cencenelec.eu/standards/sectors/defencesecurityprivacy/security/pages/cybersecurity.aspx
111 Eor example, consultations may be conducted with the future European Data Protection Board or other
authorities in charge of security of critical infrastructures.
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coherence with other certification initiatives deriving from other legislation.

Option 3: EU general ICT cybersecurity certification framework

Under this option, the Commission would propose a new European ICT Security
Certification Framework laying down rules for the development of individuals EU-wide
cybersecurity certification schemes for specific ICT products and services or
cybersecurity risks, leading to the issuance of certificates valid and recognised in the
whole EU.

A European Cybersecurity Certification Framework (the "Framework"”) for ICT
products and services and specifies the essential functions and tasks of ENISA in the
field of cybersecurity certification. The Framework lays down common provisions and
procedures enabling the creation of EU-wide cybersecurity certification schemes for
specific ICT products/services or cybersecurity risks. The creation of European
cybersecurity certification schemes in accordance with the Framework will allow
certificates issued under those schemes to be valid and recognised across all Member
States and to address the current market fragmentation.

A European cybersecurity certification scheme shall be understood as the comprehensive
set of rules, technical requirements, standards and procedures defined at Union level
applying to the certification of ICT products and services falling under the scope of the
scheme. As such, the type of ICT product and service covered by a European
certification scheme will be defined in the approved scheme itself. Moreover, it is
essential to underline that certification schemes do not, as a rule, set the technical
standards, i.e. they do not lay down the technical requirements that the products need to
comply with. This is the task of legislation and technical standardisation.'*? Certification
schemes set out, insetad, a specific process for evaluating — at a specific level of
assurance - the security properties of ICT products and services falling within the scope
of the scheme™® Evaluation of security functionalities of these products or services
would be carried out against the requirements to which a particular scheme will refer.
Existing standard can be used when considered appropriate to express these technical
requirements ..

The main elements of this option are specified in more detail below:

1. The proposal does not introduce directly operational certification schemes, but rather creates
a system (framework) for the establishment of specific certification schemes for specific ICT
products/services (i.e. "European cybersecurity certification scheme"). The creation of
individual European cybersecurity certification schemes in accordance with the Framework
will allow certificates issued under those schemes to be valid and recognised across all
Member States and to address the current market fragmentation.

2. The framework would apply in so far as there are no specific provisions with the same

12 In the case of European standards, this agreement is reached within the so-called European
standardisation organisations and endorsed by the European Commission by means of its publication
in the Official Journal (see Regulation 1025/2012).

113 .. for testing the security functionalities of ICT products and therefore to establish the required level of
confidence

57



https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=VER&code2=&gruppen=Link:1025/2012;Nr:1025;Year:2012&comp=

objective in Union legislation. The priorities of the certification framework will be identified
by Member States, the Commission or ENISA on the basis of the perceived needs of Member
States or emerging from the market. The initial ideas on the priority areas for certification
which derive from public consultations as well as discussions with Member States and the
industry are presented in the 2017 September Communication that is adopted as part of the
cybersecurity package''.

3. The general purpose of a European scheme would be to attest that the ICT products and
services that have been certified in accordance with such schemes comply with specified
requirements (as detailed for instance in an European standard) as regards their ability to
resist at a given level of assurance, and actions that aim to compromise the availability,
authenticity, integrity or confidentiality of stored or transmitted or processed data or the
related functions of or services offered by, or accessible via those products, processes,
services and systems.

4. The proposal will lay down a specific set of security objectives, which should be taken into
account in the design of a specific European scheme. They will include, for instance, the
ability to protect data stored, transmitted or otherwise processed against accidental or
unauthorised storage, processing, access, disclosure, destruction, accidental loss or alteration.

5. The proposal will also provide the minimum content of European schemes. In particular,
such schemes will have to include a number of specific elements setting out the scope and
object of the certification, including the categories of products and services covered the
specific evaluation criteria and evaluation methods, the level of assurance basic, substantial
or high intended to ensure as well as a detailed description of technical security requirements,
for example by reference to standards or technical specifications.

6. European schemes would be prepared by ENISA, with the assistance and close cooperation
of the European Cybersecurity Certification Group (see below), and adopted by the
Commission by means of delegated or implementing acts. In practice, the Commission may
request ENISA to prepare a scheme for specific ICT products/services or cybersecurity risks.
ENISA will work on the scheme closely in cooperation with national certification bodies
represented in the European Cybersecurity Certification Group. Member States and the
Group may also propose to the Commission that it requests ENISA to prepare a particular
scheme.
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10.

Figure 6 Overview of a how a European cybersecurity certification scheme is adopted

Recourse to European cybersecurity certification would remain voluntary. However, future
Union or national legislation may mandate the use of an approved European scheme for
specific products or services. As such, no specific measures are foreseen nor are necessary
for relevant products not covered by an EU certification scheme. However, in order to ensure
harmonisation and avoid fragmentation, Member States should not introduce new national
certification schemes for ICT products and services where an European cybersecurity
certification scheme for the same product or service exists. Similarly, current national
schemes or procedures for the ICT security certification of products and services will cease
to produce effects where a European cybersecurity certification scheme for the same product
or service will be established. Existing certificates issued under current national
cybersecurity certification schemes shall remain valid until their expiry date. The creation of
national schemes with high level of assurance remains possible if introduced on the ground
of national security.

Once a cybersecurity certification scheme is adopted, manufacturers of ICT products or
providers of ICT services will be able to submit an application for certification of their
products or services to a conformity assessment body of their choice. Conformity assessment
bodies should be accredited by an accreditation body in accordance with Regulation
675/2008/EC. Accreditation bodies should revoke an accreditation of a conformity
assessment body where the conditions for the accreditation are not, or are no longer, met or
where actions taken by a conformity assessment body infringe this Regulation.

Under this option, Member States would have to provide for one certification supervisory
authority, tasked with supervising compliance of conformity assessment bodies and of the
certificates issued by conformity assessment bodies established in their territory, with the
requirements of this Regulation and of the relevant European certification schemes. National
certification supervisory authorities should handle complaints lodged by natural or legal
persons in relation to certificates issued by conformity assessment bodies established in their
territories. Moreover, they should cooperate with other certification supervisory authorities or
other public authorities by sharing information on possible non-compliance of ICT products
and services with the requirements of this Regulation or specific cybersecurity schemes.

European Cyber-certification Group (ECCG): the proposal establishes the European
Cyber-certification Group (ECCG), consisting of representatives of certification authorities
of all Member States. The main task of the Group would be to advise the Commission on
issues concerning cybersecurity certification policy and to work with ENISA on the
development of candidate European cybersecurity certification schemes. ENISA would assist
the Commission in providing the secretariat of the Group and would maintain the inventory
of schemes approved under the Framework. ENISA would also liaise with standardisation
bodies to ensure the appropriateness of standards used in approved schemes and to identify
areas in need of certification schemes and cybersecurity standards.

Option 4: ICT security internal market legislation

Under this option the Commission would propose an EU ICT security legislation based

on the 2008 internal market New Legislation Framework. As a result of this option,
selected ICT products and services could only be put on the market if they comply with

identified essential requirements on the basis of a prior conformity assessment. This

would entail adding a new requirement for compliance with an ICT security standards to
the other requirements needed to obtain the CE mark. In line with the approach of the
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new legislative framework, the law would rely on standards

115 and would establish a

presumption that compliance with such standards implies compliance with the EU
internal market. The main elements of such legislation are discussed below:

1.

Essential requirements for the construction and provision of ICT products and services.
Such requirements would concern mainly security, privacy, transparency and safety.

Requirements relating to the provision of information to Member States, the Commission
and consumers.

Requirements concerning the registration and traceability of ICT products and services.

Requirements that ICT products and services cannot be placed on the market if they do not
comply with the requirements of the legal instrument.

Specific obligations of manufacturers, importers and distributors with regard in
particular to the declaration of conformity and the affixing of the CE mark.

Provisions concerning market surveillance, including the appointment by MS of
supervisory bodies, conformity assessment bodies, measures for correcting, withdrawing or
recalling non compliant products and services.

5.4. Options discarded at an early stage

In the course of the impact assessment exercise two of the policy options identified in the
previous section were discarded at an early stage and thus were not subject to deeper
analysis and assessment.

e Option 1 'Expiry of ENISA mandate'. This option has been discarded for
several reasons. First of all from the evaluation it emerged that the Agency
showed to be relevant and to provide EU added value and that, if its weaknesses
are addressed, ENISA has the strong potential to contribute even more to increase
cybersecurity in the EU. The need for even further cooperation, including at
operational level, is one of the key findings of the evaluation. This concluded that
it would not be possible to ensure the same degree of community building and
cooperation across the Member States without a more centralised EU agency for
cybersecurity; the picture would be more fragmented with bilateral or regional
cooperation stepping in to fill a void left by ENISA. ENISA is in fact the only EU
agency that currently can ensure EU coordination and the needed cross-border
approach.

Secondly, the option of terminating ENISA would be incoherent with the
provisions of the NIS Directive, which require ENISA to perform tasks that have
no end date. Some of the tasks conferred upon ENISA by the NIS Directive could
be performed by the Commission. However, this would be incoherent with the
decision of the co-legislators that specifically assigned those to an independent
EU agency. The termination of ENISA - and in the that case it would not be
replaced by an equivalent EU level body - would also imply less EU level support

115 This option would also encourage the development of standards, in case they do not exist for specific

products
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in the field of cybersecurity and, as such, be in contrast with the vision expressed
in the review of the EU Cybersecurity Strategy. In particular, it would be
incoherent with the EU cybersecurity blueprint for large scale cross-border
incidents, which foresees a role for ENISA in supportive a cooperative Union
response to such incidents.

Thirdly, with regard to the EU budget, the discontinuation of ENISA would imply
the disinvestment of the current contribution to ENISA budget (about EUR 11
million per year). However, in case of a discontinuation of ENISA without
replacement, this would require additional investments by national public
authorities (multiplied per each Member State) and businesses as they would not
benefit any longer from ‘free of charge’ services (for example the trainings, the
publications, the good practices, the cyber exercises) that would have to be
replaced either with in-house capacity or with external contracts. A recent study
shows that it is considerably less costly to carry out the tasks assigned to the
agencies at the EU level than it would be if these tasks were undertaken by the
EU28 Member States™'®. In the case of the replacement of ENISA with a new EU
level body, the EU would incur additional set-up and operating costs, which
would be as a minimum equal to the existing ones. The establishment of a new
body would require additional time: a minimum estimate would be of additional
three years (including one year to develop a proposal and one to two years for a
new seat agreement and logistic set-up). A significant negative impact on the
efficiency would derive from the loss of the current expertise of ENISA staff and
economies of experience of the organisation as a whole.

Lastly, this option has not received support by any category of stakeholders. The
need for an EU-level body, in particular ENISA, to improve cybersecurity across
the EU has been expressed by 98% of the respondents to the public consultation
on ENISA review. The opinions expressed by stakeholders across the board
(Member States authorities, CSIRTS, industry, academia, EU institutions) went in
the same direction during the course of the evaluation of ENISA and the other
targeted consultations (CSIRTs Network survey, stakeholder workshops, Member
States roundtable — see Annex 2 for more details).

e Option 4 'ICT security internal market legislation'. This option could
significantly solve the problems identified. However, it would entail the
identification or development of a cybersecurity standard that is product-specific.
Extensive analysis would be needed to identify such a product. It would be also
challenging to justify the selection of a specific product or sectors over others
equally in need of cybersecurity assurance. Such a 'vertical' approach may be
limited in light of the high variety of ICT products and services, their specific
security needs and types of employment. Rather, stakeholders’ consultations and
technical studies suggest focusing on identifying priorities for ICT certification
across sectors. Moreover, this option was discarded because it would imply a

118 The Cost of non-agencies with relevance to the internal market, European Parliament study, 2016. The
study introduces general findings and then focuses on the case of seven fully or partially self-financed
agencies.
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disproportionate burden and cost, especially for industry and Member States. 72%
of respondents (e.g. 24) of the ENISA survey on ICT security certification (see
Annex 2) indicate 'cost' as the main issue they face when dealing with security
certification. SMEs in particular will bear an unduly high costs and administrative
burden. Another factor that explains this choice is related to the lack of evidence
as on the impact as well as on what should be the scope of such a measure
(products, services, sectors, component, and systems) and capabilities across the
EU. This option will require a significant mobilization of resources to monitor
and ensure compliance. In addition, this approach is not flexible enough to cope
with technological changes and developments taking place in a dynamic
environment.

For these very reasons, this option has very little support from stakeholders.
Overall, at least at this stage, this is a very ambitious and impractical option, that
could however be considered in the future, as further evidence on its impact and
scope becomes available.

6. WHAT ARE THE IMPACTS OF THE POLICY OPTIONS?

This section analyses the economic, environmental and social impact of the options in
line with the Better Regulation Guidelines together with the coherence with other policy
and the views of stakeholders. The description of the impact of the options included in
this section is complemented by the economic analyses conducted by external contractors
in the context of two studies supporting the present impact assessment (see Annexes 5, 6
and 7). As the external studies make clear, the economic assessment faced some
limitations in the collection of data, whose impact was mitigated to a maximum possible
extent.

6.1. ENISA

Option 2 Reformed ENISA

Objective 1: Increasing capabilities and preparedness of Member States and businesses

A permanent mandate would ensure that ENISA supports Member States and businesses in a
sustainable manner, providing opportunities for long term vision and planning of the work both
to the Agency and to its constituents.

The partial revision of the Agency's governance and operations — in particular the closer
involvement of the Permanent Stakeholder Group (PSG) in the definition of the work programme
of the Agency — would allow the wider community of stakeholders, in particular businesses to
receive better support in terms of what they really need to increase their capabilities.

A very significant impact on the capabilities and preparedness of Member States is in particular
expected from the provision of long-term strategic analyses of cyber threats and incidents. This
will help identify emerging trends, provide authoritative guidance and reports on cybersecurity
matters targetted at private organisations and citizens, assist in the brokerage of expertise and
good practices between Member States and provide trainings and training material for national
authorities and for CSIRTs operations, as well as guidance on improving CSIRT maturity
according to EU and international best practices. The reinforcement of the Cyber Europe
exercises, and the involvement in the proposed blueprint for cyber crisis cooperation (see
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description of the option for more details), could help achieve one key milestone for EU
preparedness which is the availability of a well-reharsed and agreed plans in case of large scale
cross-border cyber incident. The involvement of ENISA in the development and implementation of
EU policy on ICT security certification is furthermore expected to positively, although indirectly,
impact EU overall preparedness. In fact, the promotion of appropriate certification guidelines
supporting EU recognised schemes will not only improve the level of assurance of the security
properties of ICT products and services, but it will also stimulate the uptake of adequate security
standards. The impact of this policy is expected to be quite far-reaching considering the wide
concerned range of stakeholders (from individual buyers to operators of critical infrastructures).

A positive impact can be inferred on the capabilities of private actors which operate within
Member States and across borders, through the contribution to the establishment of Information
Sharing and Analysis Centres (ISACs) in various sectors. ENISA would be able to provide best
practices and guidance on available tools, procedures as well as support to appropriately
addressing regaulatory issues related to information sharing.

Objective 2: Improving cooperation and coordination across Member States and the
EU, institutions, agencies and bodies.

This option builds on what the evaluation identified as one of the key strenghts of ENISA —
bringing Member States and, more broadly, NIS communities together for the purpose of
cooperation — so it is expected to fully support the objective of improved cooperation across
Member States and EU institutions, agencies and bodies. In particular, the support for a
harmonised approach to EU cybersecurity policy, both upstream in the development phase and
dowstream in the phase of implementation (starting with the key role the Agency can play under
the NIS Directive), can signficantly contribute to increasing effective cooperation. A positive
impact is also expected in terms of enhancing cooperation within the private sector, in
particular through increased information sharing linked to the stimulation of ISACs ( see above).
The positive impact will moreover also cover the link between public and private actors,
especially through the support through the establishment of research and innovation priorities in
the context of the contractual public-private partnership on cybersecurity and the operational
cooperation. Here an increased involvment of industry is expected, in particular regarding critical
infrastructures.

The contribution to policy development in the area of NIS should furthermore support
cooperation amongst national authorities and regulators across all sectors as part of the NIS
Directive and should lead he telecoms sector to promote best practices and exchange lessons
learned amongst sectors.

Furthermore, it is reasonable to assume that the clear positioning of ENISA in the EU
cybersecurity ecosystem and the better definition of the links and ‘bonds’ with other EU
institutions, agencies and bodies would result into a stronger cooperation within the EU
cybersecurity ecosystem.

With respect to the aim of improved coordination, both across Member States and EU
institutions, agencies and bodies, some activities included under option 2 are presumed to be
particularly effective, in particular: the pooling of information on cybersecurity deriving from the
EU institutions, agencies and bodies; the support to test the blueprint for cyber crisis
cooperation; the requirement for EU and national authorities to consult and/or take into account
ENISA's opinion when developing/implementing policies on cybersecurity; and the support for
the Cooperation Group to achieve a consistent approach to the NIS Directive implementation
across borders and sectors.

An important caveat that would influence the effectiveness of this option with regard to objective
2 is the degree of actual engagement in cooperation and coordination (besides the overall positive
attitude shown in the consultation process) by both Member States and EU institutions and bodies,
which otherwise can only be stimulated to a limited extent by empowering the Agency to further
work in these areas.

Objective 3: Increasing EU level capabilities to complement the action of Member
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States, in particular in the case of cross-border cyber crises.

Under this scenario, the factor of change that would significantly help meet the objective of
increased EU capabilities is the provision to grant ENISA a more precise mandate on the range of
the operational activities it could perform.

ENISA would develop its existing prevention capabilities within the cybersecurity lifecycle
(incident prevention, detection, response) and would be able, upon request and limited to pre-
identified services (see description of the option for more details) to provide additional ‘EU
operational capacity’ to complement the action of Member States. This option in fact foresees an
increase in the existing capabilities, in particular linked to: the organisation of the pan-European
cybersecurity exercises; the support to operational cooperation within the CSIRT Network,
including the provision, upon Member States request, of technical assistance in case of significant
incident; the funtion related to incident analysis; the involvement of ENISA in the blueprint for
cyber-crisis cooperation.

These tasks are expected to have a positive impact on the success of incident prevention, detection
and response both at Member State and Union level. While response would remain the competence
of Member States, ENISA could significantly support those Member States who would request to
strenghten their own capabilities and react in case of incidents and all Member States in
developing a cooperative response in case of large scale cross-border incident.

Objective 4: Increasing awareness of citizens and businesses of cybersecurity issues.

Increased cybersecurity awareness of citizens and businesses can only be achieved if all the
concerned actors, from the public authorities to the individual citizens/employees, engage in the
pursuit of this objectives. Uunder this option, an enhanced agency would partly contribute to this
result by positioning itself as a centre of excellence for EU knowledge and information in this
field. This would in fact entail a series of activities that are expected to positively impact the
overall level of information and knowledge of cyber issues. It would include: the promotion and
sharing of best practices from across the EU by pooling information on cybersecurity deriving
from the EU and national institutions, agencies and bodies; the provision of advice, guidance and
best practices for the cyber hygiene within the organisations; and the regular organisation of
awareness raising campaigns in coordination with the responsible authorities in the Member States.

Objective 5: Increasing the overall transparency of cybersecurity assurance of ICT
products and services in order to strengthen trust in the digital single market and in digital
innovation.

Through the direct involvement of ENISA in the development and implementation of EU policy
on ICT security certification, this option would contribute to achieve the objective of increasing
the overall transparency of cybersecurity assurance of ICT products and services.

The extent to which ENISA will be able to effectively contribute to this objective will depend on
the policy approach finally taken with regard to certification, in particular whether it goes towards
voluntary measures or mandatory requirements (see section 6.2).

Objective 6: Avoiding fragmentation of certification schemes in the EU and related
security requirements and evaluation criteria across MS and sectors.

Under this option, ENISA could effectively contribute to avoiding the fragmentation of
certification schemes by supporting the development and mantainance of either an EU-wide
scheme (as identified in section 6.2 as the extension of current SOG-IS agreement) or an EU
framework for ICT security certification. In addition, linked to the possible establishment of an
Expert Group (for further information see option 3 in section 6.2 below), ENISA woud help the
Commission provide the secretariat of the Group.

The overall impact on the EU economy of reinforcing an EU agency on cybersecurity could not
be estimated. Indeed, the lack of reliable detailed data and analyses related to the impact both of
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increased network and information security and of cybersecurity incidents is widely
acknowledged. As presented in this impact assessment, this is one of the key drivers of the
problems this initiative aims to tackle. It is however possible to infer that a reinforced instrument
supporting capabilities, prevention, cooperation and awareness at EU level, and therefore designed
to increase overall EU cyber resilience, will have a positive economic impact by helping to reduce
the costs of cybersecurity/cybercrime incidents, for which the estimated economic impact in the
Union stands at 0.41% of EU GDP (i.e. around EUR 55 billion ).

With regard to the EU budget and the overall functioning of the Agency, efficiency gains can be
expected by the reform of the Agency. It is expected that the new set-up would help address some
of the weaknesses identified in the course of the evaluation. As regards to the difficulties in
recruiting and retaining highly qualified experts, this issue will be mitigated by the possibility for
the Agency to offer better conditions of employment. In particular, the new tasks assigned to the
Agency will increase its attractiveness in the labour market. This applies both to the permanent
posts, which are considered more attractive "per se", and the posts for external staff (contract
agents and seconded national experts), for which the opportunity to be involved in prestigious and
specialised tasks will increase future employability (after the end of the contracts). Finally, the
structural links between ENISA and CERT-EU, with the co-location of ENISA's staff dealing with
operational matters with CERT-EU, that ensure that ENISA benefits from the needed additional
expertise in the field of operational cooperation by leveraging the existing competences in CERT-
EU.

The costs associated to the option of strenghtening ENISA would mostly be borne by the EU
budget, while Member States would still be able to provide voluntary financial contributions to the
Agency. Under this option, the current budget for ENISA (EUR 11 million ) would need to be
increased by about EUR 9- 12 million per year and be brought to about EUR 20- 23 million,
covering the costs for about 50 additional staff members, equipment and meetings required by the
new activities. In terms of staffing needs, it is estimated that 36 additional FTE would be
permanent posts and 14 FTEs would be external posts (contract agents and seconded national
experts) Annex 6 presents detailed breakdown of economic estimates.

It has to be noted that an increase of the EU contribution to the Agency would be accompanied by
economies of scale in collecting relevant information on risks, threats and vulnerabilities and
possibly in stronger operational cooperation at EU level, which would in turn benefit Member
States' finances.

National public authorities and businesses are not expected to bear costs, as under this option it
is foreseen that the Agency would continue to provide its services free of charges. At the other end,
public and private organsiations are expected to enjoy direct and indirect economic benefits. The
direct benefits would derive from the reduced investment needed in high quality commercial
analyses and reports, as they could use those provided by the Agency, with the added value of
receiving information, recommnedations and good practices from an independent source with an
EU-wide perspective. In addition, businesses would incurr into indirect economic benefits deriving
from a more harmonised policy approach to cybersecurity in the EU, in particular with regard to
baseline security requirements, and the expected reduction of cyber incidents that would improve
their overall competitiveness (see section below).

Under this option, the Agency would perform several functions that could lead to increased
competitiveness of the EU businesses, in particular for SMEs.

Providing adequate support to EU common policy objectives and standards for security and
resilience could facilitate businesses' investments, including cross-borders. In particular, this
applies to the role of facilitator in the establishment and take-up of European and international
standards for risk management, and for the security of electronic products, networks and services.
This focuses on the cooperation with Member States on technical areas concerning the security
requirements for operators of essential services and digital service providers. A positive impact on
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competitiveness would furthermore derive from support for increased resilience, by providing the
advice, guidance and best practices for the security of critical infrastructures, by developing
excellence in the security of the internet infrastructure, and by supporting the sectors identified in
Annex Il of the NIS Directive (energy, transport, health, water, banking, financial market
infrastructure).

The businesses operating in the cybersecurity sector could also benefit from the information
provided by the agency's function of market observatory, which would make the analyses of the
main trends in the EU cybersecurity market available in order to enhance alignment of the demand
and supply and thus enhance the competitiveness of the companies in the sector.

For SMEs and micro-enterprises, the access to free, high quality and independent information,
analyses and recommendations can significantly releave their budgets, for which investments in
cybersecurity can represent a significant burden. This particularly applies to the dissemination of
good practices of cybere hygiene, since this could limit the currently high incidence of incorrect
human behaviours on the overall number of incidents affecting companies. It has however to be
noted that the overall positive impact on SMEs/microenterprises can be limited through linguistic
barriers. Unless the agency would be able to devote an increasing part of its resources to
translation services or national experts, cooperating with the agency would involve translation
responsibilities, and the dissemination of material exclusively in English limits its accessibility
throughout the EU.

No significant environmental impact is expected for any of the objectives.

A positive, although indirect, impact can be attained on the social sphere. As extensively presented
throughout the report, cyber incidents can have far-reaching consequences for the society. The
incidents related to connected devices that are increasingly represented by consumer goods used in
the everyday light further exemplify the risks incurred. A reformed EU agency can contribute to
achieving increased security and trust of EU citizens and businesses in the digital society. This is
in particular relevant for the protection of their access to essential services, such as energy,
healthcare, water, transport, as well as the security of personal data.

Internal market — NIS policies and the Digital Single Market Strategy.

The initiative would be highly coherent with the existing and forthcoming policies, in particular in
the area of the internal market. Indeed, it is designed according to the overall approach to
cybersecurity, as defined by the review of the Digital Single Market Strategy, in order to
complement a comprehensive set of measures, such as the review of the EU Cybersecurity
Stratgey, the blueprint for cyber crisis cooperation and the initiatives to fight cybercrime. It would
ensure alignement with and build on the provisions of the existing cybersecurity legislation, in
particular the NIS Directive, in order to pursue further the cyber resilience of the EU through
enhanced capabilities, cooperation, risk management and cyber awareness.

The overall impact on the internal market can be expected to be positive. By contributing to ensure
better cooperation, more harmonised approaches to EU cybersecurity policies and increased
capabilities at EU level, a more effective agency will most likely help reduce market
fragmentation, build trust in digital technologies and thus reinforce the internal market.

Impacts on Fundamental Rights.

The initiative follows the main principles set out by the Cybersecurity Strategy, according to which
fundamental rights are promoted and protected online in the same way and to the same extent as in
the offline world.

By strengthening ENISA's expertise and support to EU policy makers, national authorities,
businesses and citizens, this option is expected to help face threats such as those related to security
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breaches and unauthorised access to data. It therefore promotes the safeguard of information-
related rights enshrined in the Charter of Fundamental Rights, particularly the right to the
protection of personal data and private life. These are highly critical issues, considering that only
in 2016 about 183.4 million data records were lost or stolen in Europe due to security breaches
(+93.5% in comparison to 2015).

Impacts on innovation.

This option is slated to have a positive impact on innovation. A reformed ENISA can in fact be a
valuable partner for both industry and academia in the field of cybersecurity research and
innovation, leveraging its practical expertise in areas such as cooperation, information sharing and
regulatory requirements. In particular, under this option ENISA would support the development of
Cybersecurity Research Agendas at EU and national level by providing input to the strategic
analysis of trends with regard to threats, incidents and available solutions and feed into the new
European Hub of Excellence in Cybersecurity, as developed in the context of the review of the
Cybersecurity Strategy.

The vast majority of stakeholders across all categories appear to welcome this option. In
particular, the results of the public consultation show that ENISA is perceived by all stakeholders
as having the potential to help bridge the most important gaps in the current EU by fulfilling a
number of roles, such as support for: stronger cooperation between different authorities and
communities; stronger EU cooperation mechanisms between MS, including at operational level;
improving capacity in Member States through training and capacity building; and improving
research to address cybersecurity challenges. Respondents from national authorities, in contrast to
those from the industry, also specifically singled out a role for ENISA in the development of a
harmonised framework for ICT security certification.

This has been further confirmed by the meetings and the interviews held with representatives of
Member States' authorities and industry stakeholders. The evaluation also clearly showed that
often ENISA's stakeholders express different needs which could lead to a more or less strong
desire for intervention by an EU body. However, there is common agreement on the need to have
(as a minimum) a well functioning agency, with a permanent mandate, which is adequately
resourced and mandated to face the present and future cybersecurity challenges.

Further informaton on stakeholders' views is presented in Annex 2.

Option 3 EU cybersecurity agency with full operational capabilities

Obijective 1: Increasing capabilities and preparedness of Member States and businesses.

This option would significantly contribute to achieving the objective. In addition to the positive
impacts described in Option 2, this option would increase the capacity of both Member States and
the private sector to handle and respond to incidents by providing CERT-like services. By
creating and maintaining the capacity to provide technical operational assistance to Member States
CSIRTS, operators of essential services, EU bodies and institutions, the reformed ENISA could
significantly step up the capabilities and preparedness of Member States and businesses.

These additional operational (responsive) capabilities can be considered a real added-value, since it
would be provided to those organisations that are expressing a need and it would ensure, among
the other things, that in the case of an incident or an attack, the agency can be called upon to
intervene and to issue EU-level flash reports that would inform the public of the situation and, if
need be, provide guidance to citizens and businesses. This would help strenghten the capabilities
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of those Member States that are currently less resourced and equipped and support the more
advanced Member States in gaining an EU-wide picture in crisis situations. Furthermore, in a
context where organisations network and the information systems are so interconnected, bringing
additional capabilities to those who are in greater need would result in an overall increased
preparedness of the EU.

Obijective 2: Improving cooperation and coordination across Member States and EU
institutions, agencies and bodies.

This option would significantly contribute to achieve objective 2. The impact described for option
2 equally apply to this option. In addition, an EU cybersecurity agency with full operational
capabilities is expected to achieve increased operational cooperation and coordination.
Building on its role of secretariat of the CSIRT Network but enhanced with capacity for real time
monitoring of threats and response, the reformed ENISA would be able to contribute to the
information exchange within the CSIRT Network. It would maximise its output by providing
real time situational awareness reports and dynamic threat intelligence feeds accessible to all
CISRTs and, in times of crisis, to the operators of affected critical infrastructures.

Furthermore, a higher degree of coordination would be achieved, as the Agency would pool the
national resources, in terms of available information, to coordinate the operations of the CSIRTs
in case of incidents with cross-border dimension. This would avoid overlaps and maximise the
possible synergies in handling the situation and mitigating its effect. In this context, there would be
full operational coordination with the EU institutions, ensured by structural cooperation with
CERT-EU (integration) within the context of the CSIRT Network, but also in relation to capacity
building of the EU institutions (see below).

Obijective 3: Increasing EU level capabilities to complement the action of Member
States, in particular in the case of cross-border cyber crises.

This option would fully meet objective 3. In fact, it would ensure that the Agency would provide
the function of European CERT, providing all Member States and operators of essential services
with support throughout the cybersecurity lifecycle - from incident prevention to response. While
currently ENISA does not have CERT functions, the capacity for it could be built, for example by
building on the existing competences in CERT-EU.

This approach would bring about a more radical change in the current scope of ENISA's mandate
and the way operational cooperation is organised at EU level. It is expected to effectively achieve
objective 3 by:

e Ensuring that the expertise and the information generated by the operational (‘on the ground’)
side would feed into strategic analysis, the advisories and the function of facilitating
enhanced EU-wide operational cooperation;

e Increasing the overall cybersecurity capacity, currently below the needed critical mass, and
by consolidating the competences at EU level,

e Granting the Member States, with effective ongoing hands-on support on operational
matters, in particular in terms of incident response.

In addition to option 2, under this scenario ENISA would take a coordination role in the
implementation of the blueprint for cyber crisis cooperation.

Objective 4:  Increasing awareness of citizens and businesses of cybersecurity issues.

This option, as presented above in option 2, will partly contribute to achieving objective 4. In
addition to the impact described earlier in relation to 'Reformed ENISA', it would lead to a more
effective situation awareness of citizens and businesses. In fact, the Agency would provide a
service that currently does not exist at EU level, which refers to fast information and guidance in
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a format accessible to the general public in the case of a signficant cross-border incident.

Obijective 5: Increasing the overall transparency of cybersecurity assurance of ICT
products and services in order to strengthen trust in the digital single market and in digital
innovation.

The expected impact is the same presented for Option 2 (see above).

Obijective 6: Avoiding fragmentation of certification schemes in the EU and related
security requirements and evaluation criteria across MS and sectors.

The expected impact is the same presented for Option 2 (see above).

The impact on the EU economy, as well as the one on the investment needed by public authorities
and businesses, is expected to be to some extent higher than what is presented under option 2. It is
possible to infer that adding more operational capabilities at EU level to complement the action of
Member States can only be beneficial to the overall cyber resilience of the Union. This support
would be provided to the organisations where and when it is most needed. As it has been
extensively presented througout the report, an increased resilience is conducive to higher economic
prosperity.

This option would entail efficiency gains due to the new functioning of the Agency as presented in
the previous section assessing the efficiency of option 2.

The costs associated to the option of reforming ENISA to make it an agency with full operational
capabilities would mostly be borne by the EU budget, while Member States would still be able to
provide spontaneous financial contributions to the Agency. Under this option, the current budget
for ENISA (EUR 11 million) would need to be increased by about EUR 17 million and be brought
to about EUR 28 million. This would include the costs needed for the initial set-up of the unit
providing real time threat monitoring and the set-up of the team dealing with EU-wide support for
incident response. In terms of human resoources, a total of about 70 additional staff members (44
permanent posts and 26 external staff) are estimated during the start-up phase, which could further
increase after some years depending on the assessment of the requests received by Member States.
Further information on the analysis of the economic impact is presented in Annex 6.

The expected impact is the same as presented for Option 2 (see above).

No significant environmental impact is expected.

The expected impact is the same as presented for Option 2 (see above).

Internal market — NIS policies and Digital Single Market Strategy.

The expected impact is the same as presented for Option 2 (see above).

Impacts on Fundamental Rights.

The expected impact is the same as presented for Option 2 (see above).

Impacts on innovation.

The expected impact is the same as presented for Option 2 (see above).

The stakeholders expressed divergent views on this option. The different needs of ENISA's
stakeholders, as they emerged from the evaluation and the consultation process, lead to a lack of
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consensus on whether the Agency should take on a more operational role - expanding into real
time monitoring of threats and incident detection and response - or continue to remain strictly on
the prevention side of the cybersecurity landscape. In particular, industry stakeholders are more
positive about ENISA becoming more "hands on" in handling threats and incidents. The same
applies to some Member States, in particular those that are less equipped and resourced, as they
count on additional support at EU level and this could at least partially help bridge the gaps with
other countries. On the other hand, the Member States that are more advanced in terms of
capabilities and preparedness expressed concerns about a more radical transformation of the
Agency. This departs from a model of the cybersecurity agency with full operational capabilities
which is increasingly used at national level, but which is not deemed appropriate for ENISA due
to, among the other things, the possible overlaps with the mission of national agencies.

Further informaton on stakeholders' views is presented in Annex 2.

6.2.  Certification
Option 1: Non-legislative (*'soft law'") measures

Objective 1: Increasing capabilities and preparedness of Member States and businesses.

Under this option, voluntary activites related to certification may be promoted intermittently. This
may produce some positive impact on the increase of cyber resilience in the EU, but in a limited
and indirect manner.

Option 1 would provide a low incentive to invest resources to developing relevant expertise and
facilities (e.g. conformity assessment bodies) - which involve high economic impact. In light of the
fast-moving threat landscape and increased complexity of attacks, this option would have a
detrimental effects on the capabilities and level of preparedness of Member States, business and
critical infrastructure, which would remain uneven.

In the case of co-regulation, there is a risk that the entrusted market operator may decide to
promote new certification schemes that are designed to minimise its costs of compliance rather
than to satisfy a public need for better ICT security. In addition, co-regulation may not be a viable
political option given the high sensitivity that Member States attach to issues such as of security of
their critical infrastructures.

Objective 2: Improving cooperation and coordination across Member States and EU
institutions, agencies and bodies.

In the absence of an institutional mechanism fostering a European approach on the policy priorities
in this field, Member States are likely to generate uncordinated approaches to certification . In
addition, cooperation and coordination would be undermined as Member States are likely to
promote their national scheme and boost its reputation. This may trigger competition among
similar national schemes with Member States failing to accept certificates from foreign or private
schemes.

Objective 3: Increasing EU level capabilities to complement the action of Member States, in
particular in the case of cross-border cyber crises.

This option will not produce any sigificant impact to increase EU level capabilities that
complement the actions of Member States.

Objective 4:  Increasing awareness of citizens and businesses of cybersecurity issues.

A soft-law approach may offer quick and cost-effective ways to embark on cybersecurity
certification. This can incentivise businesses to resort to certification as a way to make customers
and citizens aware of cybersecurity threats and solutions. Public authorities can lend support and
encourage this approach, therefore strengthening overall awareness levels. This option may
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however at the same time, have some negative impact on reaching this objective. Due to their
flexibility, the soft laws instruments envisaged in this option would not act as a deterrent to the
proliferation of schemes and standards. As a result, businesses and end-users (e.g. operators of
critical infrastructures and citizens) may still be in a situation where multiple schemes or standards
exist. Such a variety engenders lack of readability and comparability, meaning that these actors
will face difficulties to judge which scheme or standard would best satisfy their particular
requirements. This would increase the risk that these actors use inappropriate products or services,
thus lowering the level of security of their operations.

Similarly, the development of a EU scheme through soft law would materialize on condition that
public authorities, vendors and operators are highly committed and ready to mobilize resources. It
is generally expected a long period of time for these conditions to occurr and thus for a EU scheme
to emerge. As a result, only few products and services certified according to a EU schemes would
be available on the market for end-users (citizens and operator of critical infrastructures).

Objective 5: Increasing the overall transparency of cybersecurity assurance of ICT products
and services so as to strengthen trust in the digital single market and in digital innovation.

While the soft measures identified in this option may to a certain extent contribute to improving
the current lack of overall transparency of information of ICT products and services, they also
present a number of limitations. Essential elements of certification schemes would not be binding
and would therefore only act as best practice recommendations. Similarly, self-regulatory
initiatives tipically lack legal regulatory oversight and regular monitoring systems. This
circumstance increases the risks of deceptive behaviours, that can ultimately undermine the trust in
and effectiveness of these type of initiatives.

European Commission support, coordination and encouragement of industry-driven initiatives is
indeed expected to help private operators in their effort to establish schemes. However, the success
of these initiatives depends on the goodwill and agreement of the participating stakeholders. In
addition, negotiations among stakeholders may occurr on an ad-hoc basis, may take considerable
time, or may fail, while there is no guarantee that newly established schemes are widely accepted
across national authorities. All self and co-regulatory efforts would necessarily follow a piecemeal
approach rather than a well defined strategic design, and could entail a cumbersome and resource-
intensive process. This option may therefore cause a low incentive to embark on voluntary
activites, with detrimental effect on the overall need for more transparency of information on the
cybersecurity of ICT products and services.

Research and raising awareness in the field of ICT certification would be very helpful as a
collateral measure, but would not fully address per se the main issue of the lack of transparency on
the security assurance levels of ICT products and services.

Objective 6: Avoiding fragmentation of certification schemes in the EU and related security
requirements and evaluation criteria across Member States and sectors.

Under this option, the existing national certification schemes will still use different procedures,
unless Member States agree on ad hoc mutual recognition agreements. In addition, sectorial
certification initiatives are expected to proliferate, as the need to ensure cybersecurity becomes
more pressing across sectors. This would lead to a possible scenario of a twofold fragmentation
across Member States and sectors. Such a fragmentation is also likely to persist as each MS would
continue to use and improve its national scheme; thus creating a strong legacy and reluctance to
adopt equivalent schemes from other Member States.

The effects of this uncoordinated proliferation of multiple approaches to cybersecurity certification
are likely to be that vendors as well as consumers and end-users making cross-border purchases
will not necessarily be able to compare and understand the security properties of the devices
purchased.
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The Commission would need to bear costs related to the implementation of the measures proposed
under this Option: e.g. bear costs to issue guidance, follow the standardisation efforts, facilitate
self / industry led-initiatives to the extent possible, and launch awareness raising campaigns. It is
estimated that this would require two administrators and one assistant working full time on these
matters (running cost).

The launching of an awareness raising campaign may require the help of an external contractor or
EU agency such as ENISA. The cost may be estimated in the region of EUR 250-400,000
depending on the tools employed (one-off cost)."” The funding of projects under the CEF may be
dedicated to upgrade exisitng testing facilities or building new ones.

National authorities should be involved in the co-regulatory efforts on a voluntary basis. This
cost would vary according to the number of meetings and the degree of cooperation. Assuming
that many issues may be steered by the Commission (e.g. a conservative estimate of three
meetings a year for three years), the cost may be estimated to be between EUR 2,500 and 7,000
per authority/per annum (running cost)**2. Similarly, national authorities would need to finance
participation in efforts towards coordinated enforcement. Assuming in this case two meetings per
year, the annual cost would be between EUR 1,700 and 4,700 (running cost). Minimal compliance
costs for Member States’ authorities to get familiar with the new implementing/soft law measures

would be around EUR 1,000 per authority (1 day of training) (one-off cost)***.

Businesses would benefit from a fast and cost-effective approach for the development of voluntary
tools. A soft law approach would also imply a higher level of engagement and greater influence of
business in the process of developing tools (e.g. guidelines, certification schemes etc) that better
suit market sensitivities. As such, this may produce an incentive for industry to resort to ICT
certification as a way to improving the quality of their products and possibly increasing their
market share. However, industry will incur some costs for the participation in activities, such as
establishing codes of conduct and standard-setting etc. Considering past similar exercises, it could
be assumed that the increase of cost would be moderate, as participation would be voluntary and
normally only a relatively small proportion of businesses participate in such activities (running
cost for the duration of the standardisation activities). Indeed, some businesses already participate
in such activities'®. Businesses would be more extensively affected by the specification of EU
standards, to the extent that they would implement the new standards (one-off cost and lower
running cost ensuring updates). Depending on the content of such standards, companies concerned
may be more significantly affected. However, the implementation of such standards will
essentially depend on the decision of each and every firm (i.e. it will be voluntary). Therefore, it is
not possible to provide a clear and precise estimate of the magnitude of the impact. Some cost
savings (especially for industry already subject to certification requirements) would occur if a EU-
wide certification schemes in specific sectors is established. This would enable industry to certify
their products and services only once and against a scheme that is recognised in the whole of the
EU. However, given the voluntary nature of this option and the absence of a formal governance
structure for ICT certification in the EU, industry will have to invest significant resources (both
human and financial) to reach consensus among various actors (both private and national) on the
development of a ICT certification scheme that is widely accepted across Member States.

In conclusion, this option presents moderate/low implementation costs for the Commission and

17 This means that costs will be lower in case e.g. only an online campaign would be launched. In case e.g. an EU-
wide awareness-raising campaign is launched with printed materials, informative events, discussion rounds etc., the
costs will of course be higher than this estimate.

118 This is based on the assumption that between one and two persons per MS might join, that they need to spend time
on travel, the meeting itself and preparation considering the hourly salary quoted by the Commission and that they
need to pay for flight and in some cases for one night accommodation.

119 Familiarisation/training costs= 3 staff-members per authority needing training * hours spent on training per staff (8
hours) *staff costs per hour (hourly wage rate EUR 41.5, Eurostat data 2012).

120 Examples ares the cloud computing group and the C-1TS group.
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Member States. In particular, the weak benefits/cost savings for businesses in Option 1 would
indeed materialize, but only after a successful complition of a scheme. However, such a process
would imply additional costs and generate some inefficient allocation of resources. At the same
time, the dissemination of additional guidance may contribute to enhance legal certainty.

The impact on SMEs under this option would depend on their willingness to participate in the
development of guidelines, certification schemes, standards and best practices recognized across
Member States.

SMEs and microenterprises already subject to ICT security certification requirements would have
a significant interest in following these voluntary activities. Possible outcomes of soft law activites
may improve SME's access to markets. However, contrary to larger businesses, these actors
typically have limited budgets. Unless they are willing to bear the costs deriving from
participation, microenterprises and SMEs would be mere recipients of the outcome of voluntary
initiatives. This implies that they need to understand and apply new guidelines and standards
developed by other actors. In addition, under this option any initiative or proposed processes for
security certification will be defined without paying attention to the needs of SMEs, with
unfavourable effects on their competitiveness.

No significant environmental impact is expected for any of the objectives.

To the extent that multiple certification schemes remain in place and the process of developing
new European schemes is uncoordinated, the incentive to encourage ICT certification will be low.
As a consequence, this option would provide limited support to mitigate the current asymmetry of
information among various stakeholders (e.g. manufacturers, operator of critical
infrastructure, citizens) and foster trust in the Digital Single Market. In particular, ad hoc
voluntary initiatives promoted by the Commission would provide limited support to increase the
level of assurance of critical infrastructures. Operators would not be able to rely on an institutional
framework to express their need for more security, rather they will have to bear the burden of
gathering consensus among vendors and national authorities.

Internal market — NIS policies, digital single market, trade.

The impact on the internal market may be considered mildly positive. Interpretative
communications from the Commission, self and co-regulation initiatives, as well as standardisation
activity at EU level would contribute to a certain extent to greater harmonisation and to reducing
fragmentation. International trade is promoted to the extent that these voluntary activities adhere to
internationally recognized standards.

However, there are also important limitations to the harmonising effects that these measures could
achieve. The development of private and national schemes will not be discouraged, leading to
detrimental effects on the digital single market. In addition, as measures are not binding, it will rest
ultimately on the national authorities and buyers whether or not to propagate the usage of these
schemes/measures. Moreover, the success of self-regulatory measures depends on a number of
circumstances, such as the degree of participation and compliance by the industry concerned.
Finally, since the use of IT certification would not be directly promoted, this option would not help
reduce the risk that Member States set different security requirements to demonstrate compliance
with the NIS Directive.

Impacts on Fundamental Rights.

To the extent that ICT security certification will contribute to increase cybersecurity online, these
proposed actions will produce a mild increase in the protection of fundamental rights, such as
rights to privacy, data protection, security and life.
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Impacts on innovation.

To the extent that it raises funding for R&D activities in the field of security research and that it
encourages the establishment of industry initatives promoting cyber-certified security solutions,
Option 1 is slated to have a positive impact on innovation.

The majority of stakeholders would welcome soft-law initiatives and Commission support to
industry-driven initiatives across all categories. However, they are also widely convinced that, in
the absence of an overarching European legal framework for certification , these types of
initiatives would not by themselves be sufficient to significantly discourage the proliferation of
certification schemes and would not increase transparency. Member States have also stressed the
risk that providers of essential services operating cross-border could be subject to different
security requirements in relation to IT certification.

Option 2: EU legislative act to create a mandatory system for all Member States
based on SOG-IS.

Objective 1: Increasing capabilities and preparedness of Member States and businesses.

This option would provide Member States with an institutional fora, enabling all Member States
to express their security needs related to certification. As a result, Option 2 is expected to help
Member States improve their capacity and preparedness, thus generating an overall positive
effect on the cybersecurity resilience in the EU.

The SOG-IS MRA community gathers national officials from 12 Member States plus Norway
with long-standing expertise in the field of IT security. As such, new members — who will be
required to join SOG-1S MRA - are enabled to gain relevant competence in this area. However,
any concrete action to increase both capabilities and level of preparedness remains at discretion
of each Member State. In addition, it is important to note that new members are expected to join
the SOG-IS MRA as ‘certificate consumers' from the outset, with a view to becoming a
‘certificate producers' once adequate expertise and facilities will be built. Once again, such a
decision would be voluntary. In addition, the impact of this option on level of capabilities and
preparedness of critical infrastructures may depend on the extent to which Member States decide
to foster the use of SOG-IS-certified products (e.g. through public procurement) for the operation
of critical infrastructures in their territory.

For business, the positive impact on their capabilities and preparedness will highly depend on
their level of commitment to adopt the certification methodology promoted under the new SOG-
IS MRA.

Objective 2: Improving cooperation and coordination across Member States and EU
institutions, agencies and bodies.

This option would improve cooperation and coordination among Member States within its
product scope, since it provides an institutional mechanism that enables exchange of information
and consensus on the policy priorities in the field of security certification. However, in line with
the experience of the current SOG-IS MRA, cooperation and coordination may be limited to high
level product certification. National and uncordinated approaches can still proliferate for a wide
range of products and services requiring medium to low level of assurance. This is already
happening in countries which are members of the SOG-IS MRA. Examples of national schemes
include: CSPN in France, CPA in UK and a baseline scheme in Germany. Currently, these
schemes are not mutually recognised.

ENISA would help run the Secretariat of the EU-wide SOG-IS. The choice of ENISA for this
role is consistent with the need to ensure cooperation and coordination in the area of
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cybersecurity (see Option 3, section on effectiveness, for analysis of alternative to ENISA).

Objective 3: Increasing EU level capabilities to complement the action of Member States, in
particular in the case of cross-border cyber crises.

This option would mildly help meet this objective, to the extent that all Member States agree on
the creation of capabilities for certification at EU level. However, this could only be envisaged in
the long term. Initiatilly, Member States would be simply encouraged to improve their national
capabilities.

Objective 4:  Increasing awareness of citizens and businesses of cybersecurity issues.

The current SOG-1S MRA has to date undertaken only limited awareness raising activities. This
situation is likely to remain unchanged if the MRA is extended to all Member States, unless
Member States specifically allocate budget for these activities.

Objective 5: Increasing the overall transparency of cybersecurity assurance of ICT products
and services so as to strengthen trust in the digital single market and in digital innovation.

Option 2 would partially contribute to achieve this objective. The SOG-IS MRA, which relies
on the testing methodology of CC', has been used to certify only a few digital products
requiring high level of assurance (e.g. tachographs, digital signatures and smart cards). This is
due to the depth of the evaluation? of CC, which generates high costs, and lengthy processes.
As such, the CC methodology used by SOG-IS MRA is unsuitable for the security certification
of products requiring medium and low level of assurances.

It is therefore expected that this option would foster transparent information only for products
requiring high levels of assurance. In addition, there will not be an increase of transparency of
cybersecurity of ICT services as the current CC methodology is only suitable for the security
certification of products.

Objective 6: Avoiding fragmentation of certification schemes in the EU and related security
requirements and evaluation criteria across MS and sectors.

Option 2 would partially contribute to achieving the objective. The creation of a mandatory
system for all Member States under the SOG-1S agreement would imply that certificates issued
under the extended SOG-IS MRA would be recognised in all Member States and not only in the
13 members of the current SOG-IS MRA. However, as SOG-IS certificates are used for products
(not services) requiring high level of assurance, the proliferation of national schemes to certify
commercial products as well as services — normally requring a low level of assurance - can still
be expected. If not addressed, each Member State would continue to use and improve its national
scheme for low levels of assurance; therefore creating a strong legacy and reluctance to adopt
equivalent schemes from other Member States.

As previously explained, this is already happening in countries which are members of the SOG-
IS MRA. Examples are: CSPN in France, CPA in UK and a baseline scheme in Germany.
Currently, these schemes are not mutually recognised.

This scenario is expected to worsen as the demand for some form of IT security covering also
commercial products and services grows worldwide.

Overall, the positive impact of Option 2 in solving fragmentation is potentially significant, but
limited to high level certification. Not only national schemes for medium, and low level of
assurance can proliferate outside the extended SOG-IS MRA, but they can also compete. In this
last scenario, Member States may have a little incentive to turn to the mutual recognition of a
similar, competing scheme.

121 For an overview of criticism related to CC, see JRC study Annex 8, pp. 24-26.
122 The CC methodology is based on third-party evaluation for all its 7 levels of assurances. As such it
does not envisage self-evaluation.

75




The costs for the Commission are not very high and essentially coincide with the legislative
process. The Commission would have to invest resources to oversee the implementation and
extension of the current SOG-IS MRA. It is estimated that this would require two administrators
and one assistant working full time on these matters (running cost).

Member States will have to implement the new rules. The 13 Member States which are already
members of the SOG-IS will not have to bear any significant additional cost. Costs will be more
significant for those Member States that are not currently members. According to the the data
produced by the Interim Report of the technical study, the costs of participation in the SOG-IS
MRA for a Certification Authority are approximately EUR 58,000. This includes the
participation in Management Committee meetings (1-2 times per year) and the JIWG meetings
(3-4 times per year). It also includes yearly travelling costs for three members attending six
meetings, the preparation of meetings, attendance and national reporting.

Other costs are related to the start-up of an IT certification (e.g. process setup, development and
accreditation of evaluation facilities, institutional communication). However, it should be
considered that the SOG-IS MRA provides the possibility for its members to act as certificate
‘consumers'?® as well as certificate ‘producers™®*. Consumers would be able to benefit from a
situation in which they simply accept certificates issued from producers, and will have little
incentive to invest resources to build the appropriate facilities and expertise to become a
producer. As a consequence, existing producing members may face a raise in the demand for
certification which will trigger the need for an economic investment aiming to upgrade the
existing facilities. However, producers would gain more expertise to set priorities and shape the
course of IT security certification in Europe. Conversely, new members of the SOG-IS are
expected to join as consumers in order to avoid upfront investment costs related to capacity
building and training. As such they would have little incentive to build extensive expertise.

This Option would not imply significant additional costs for industry, namely because security
certification will remain essentially a voluntary tool. As it is the case today, businesses will
remain free to choose whether to certify their products. By contrast, whenever a SOG-IS
certificate will be required (e.g. public procurement), business would benefit from a EU-wide
mechanism. This would certainly act as a cost-reductor especially for those firms that already use
SOG-IS certificates.

Option 2 may have a positive effect on SMEs that already rely on the SOG-IS mechanism as
they can use certificates throughout the entire EU. In addition, this option may provide an
incentive for those SMEs willing to certify their products, as they can rely on such an EU-wide
mechanism. However, these positive effects are limited due to the shortcomings of the current
SOG-IS MRA (e.g. fit for high level of assurance, duration of process and costs). SMEs would
likely not have the resources to go through such a time-consuming and potentially expensive
process. It is therefore reasonable to expect that the competitiveness gains will not very high for
market operators.

No significant environmental impact is expected.

This option would increase the security of our critical infrastructures. Member States may wish

123 E g. national authorities accepting certificates issued by other authorities who are members of the SOG-
IS MRA.

124 g. national authorities issuing and accepting certificates from other authority's members of the SOG-
IS MRA.



to include SOG-IS certificates in public procurements requirements, with a view to enhance the
assurance level of critical infrastructres. For their part, vendors would be able to certify their
products by relying on a one-stop shop mechanism. This would foster a chain of trust among
vendors and operators of critical infrastructures. However, asymmetry of information would
persist between vendors and citizens for commercial products requiring medium to low level of
assurance.

Internal market - NIS policies and digital single market, trade and international aspects

Option 2 would have a positive effect on the internal market. The measures at stake would cover
some gaps of the existing European certification landscape, partially solving the problems related
to its lack of transparency, inconsistency and fragmention. Accordingly, the option is expected to
slightly or moderately enhance harmonisation of certification requirements in the digital single
market. The increased cooperation may foster consistency across Member States and possibly
promote a common use of ICT certification as a way to demonstrate compliance with the NIS
directive. Finally, as the CC methodology relies on an international standard, this option would
be aligned with the terms of international trade. This effect is however limited to products
requiring high level of assurance.

Option 2 would also lead to a strengthened European position in the international context, and
may become a model for other world's regions.

Impacts on Fundamental Rights

To the extent that ICT certification will contribute to increase cybersecurity online, these
proposed actions will also increase the protection of fundamental rights such as rights to privacy,
data protection, security and life.

Impacts on innovation

As the constrainsts of the current SOG-IS would be transferred to its upgraded EU-wide version
(e.g. fit for high level of assurance; focus on products rather than services), firms may not
consider the extended SOG-IS MRA as a suitable tool to ensure the cybersecurity of their
innovative commercial products and services requiring a low level of assurance. They would
rather look for more agile (national or private) certification schemes. However, as these schemes
are usually used within national boundaries and may not be widely accepted, there would be an
incentive to avoid ICT certification in order to cut administrative costs related to multiple
certification processes.

While stakeholders generally praise the work of SOG-IS MRA and are willing to see SOG-IS
scheme thrive in the future as a tool of mutual recognition based on internationally recognised
standards (e.g. CC), the majority of stakeholders (especially Member States and industry) are
aware of the limitations of the current SOG-IS MRA and therefore consider that a significant
adaptation and upgrades would be needed.

Option 3: EU general ICT security certification framework

Objective 1: Increasing capabilities and preparedness of Member States and businesses

Procedures for security certification would be simplified through an EU-wide framework leading
to mutual recognition of certificates issued under a European cybersecurity certification scheme.
This would provide a strong incentive for Member States and operators of essential services to
increasingly resort to security certification (e.g. through public procurements) as a tool to reduce
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the vulnerability of critical infrastructures and increase their preparedness.

Rules are simplified and certificates will be valid across Member States. This will incentivise
businesses (especially those with cross-border operations and digital service providers) to use
security certification as a way to increase preparedness of their operations.

Objective 2: Improving cooperation and coordination across Member States and EU
institutions, agencies and bodies.

This option would improve cooperation among Member States, since it provides an institutional
framework that enables the development of European cybersecurity certification schemes and the
development of a common policy in this crucial field. National and uncoordinated approaches in
this field would be highly discouraged. Contrary to Option 2, such a positive effect is expected to
cover products as well as services at all levels of assurance (high, medium, low). However, the
use of European schemes may vary across Member States. For example, some may resort to
European schemes to better protect a critical infrastructure while other may not. In an
interconnected digital market, this scenario increases the risk of vulnerability and proliferation of
threats, even in those Member States adopting higher level of protection through certification. It
is therefore expected that, Member States not adequately using certification schemes would face
pressure to align with those that do.

Moreover, assigning a role to ENISA in the area of ICT security certification is consistent with
the need to ensure cooperation and coordination in the area of cybersecurity. Over the years, the
Agency has acquired significant expertise in the area of security certification and standardisation.
It has engaged with private sector, notably providers of cybersecurity products and solutions by
means of workshops and targeted surveys. It has established channels of dialogue with the
national certification bodies and standardisation bodies through participation in the Management
Committee meetings of the current SOG-IS MRA and it is in regular contact with the
Cybersecurity Coordination Group created by CEN CENELEC and ETSI. The Agency has also
authored a number of technical studies on certification and standardisation. In particular, in the
area of cloud computing certification, ENISA has developed a meta-framework, which maps the

security requirements in existing cloud certification schemes'?,

DG JRC has been considered as an alternative to ENISA. DG JRC has considerable expertise in
this area since it currently hosts testing laboratories for certification of digital tachographs and
has published a number of studies that have informed this initiative, among others. However,
stakeholders' consultations suggest that JRC's unique technical competence in relation to
cybersecurity would be best utilized in support to EU's endeavours in research and development,
which are necessary to keep pace with the dynamic nature of digital security. For example, JRC
may explore more efficient testing methodologies to carry out ICT security certification.
Moreover, resorting to JRC as an alternative to ENISA may be discarded on the ground of
political considerations. As security certification may interfere with sensitive areas, national
authorities may resist the option of conferring a coordination role to a Commission DG.

Objective 3: Increasing EU level capabilities to complement the action of Member States, in
particular in the case of cross-border cyber crises.

If needs arise and on condition that financial resources are available in the future, a specialized
European testing laboratory supervised by ENISA could be built to support the capabilities of
Member States lacking such facilities. A future European laboratory may also act as a centre of

125 The Commission has already used the outcome of this project in a large cloud services procurement
tender (2500 cloud virtual machines and 2500 Terabyte of cloud storage), which builds upon the 27
security objectives identified in the meta-framework.
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competence to conduct experiments with a view to advance the state-of-the-art in the field of
security certification.

Objective 4:  Increasing awareness of citizens and businesses of cybersecurity issues.

ENISA would be tasked with activities related to communication and dissemination of best
practices and raising awareness in the field of cybersecurity certification. ENISA has acquired
extensive experience in this type of activities and is bound to further reinforce its role and
resources in this area. This option would, therefore, greatly improve the awareness of citizens
and businesses of cybersecurity issues.

Objective 5: Increasing the overall transparency of cybersecurity assurance of ICT products
and services so as to strengthen trust in the digital single market and in digital innovation.

Option 3 would partially contribute to achieve this objective. Similarly to the other options
presented in this section, in the absence of mandatory requirement to certify, the creation of a
framework alone does not have a direct effect on the increase in transparency of cybersecurity
assurance of ICT products and services. Nevertheless, a European certification framework
increases the value of security certificates as they can be used across Member States through a
single process. This creates an incentive for vendors to embark on such a process with a view to
increase the quality, and market share of their innovative products and services without the
administrative costs of multiple processes. In this respect, initiatives such as the 10T trust label,
which aims to satisfy the need for more transparency, would normally fit within the scope of
such a framework.

This option would also enable operators of essential services to have more information on the
security properties of the digital devices used in their infrastructures, by undergoing the relevant
certification procedures for their products and services in accordance with European scheme,

Objective 6: Avoiding fragmentation of certification schemes in the EU and related security
requirements and evaluation criteria across MS and sectors.

Option 3 would highly contribute to achieving this objective. This Option would remove the
possibility of coexistence of national certification schemes for products and services covered by
a European scheme and make the creation of private outside of the future European certification
framework significantly less attractive. Certificates issued from schemes outside the framework
would face acceptance problems. Similarly, the creation of national schemes remains possible,
but limited to national security, which is a narrow and sensitive area. For this reason, these
national schemes are expected not to interfere with future EU schemes under the framework, that
would be mainly designed for improving the security of the digital single market.

The costs for the EU instituions, ENISA and Member States coincide with the establishment
and maintenance of this European Framework. In particular, the European Commission would
have to place resources to support the establishment of the framework, notably for the adoption
of the European schemes by means of delegated acts or implementing acts. It is estimated that
this would require three FTEs working full time basis (e.g.two administrators and one assistant)

The EU institutions would also bear the costs related to the set up of the Expert Group.
Typically, the Commission allocates 600 Euro per expert who will qualify for travel
reimbursement. Since each Member State will appoint a representative, the total cost of the
group is estimated to be in the region of 16,000 - 17,000 Euro per year.

ENISA is expected to bear the bulk of the costs related to both the functioning and maintenance
of the framework, as it will be in charge of a) preparing the candidate schemes and b) issuing
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guidelines and c) help the Commission provide the secretariat for the Group. The instituional
costs related to ENISA are included in the economic estimates for ENISA (see Annex 6).

As an alternative to ENISA, it has been estimated that establishing a new body with the
appropriate expertise in such a complex area would take between 5-7 years. Approximately, the
costs of setting up a new European body amount to EUR 21,9 million. ENISA as the EU
agency for cybersecurity with strong links with Member States has been considered to be best
placed to ensure a coordinated and efficient approach to any European effort on security
certification, for example by bringing all relevant stakeholders together, coordinating their
work on certification schemes, preparing certification schemes and provide technical expertise.

Member States appointing a competent certification authority are expected to bear costs that
would approximately amount to 1,600,000 Euro per year'?. This estimate include costs related
to personel, equipment, subcontracting, operations (incl. training conferences) as well as set up
of evaluation facilities. The operational management of a certification authority would also
require investments for carrying out enforcement and supervision activities. Costs related to
these activities are in the region of 290,000-300,000 Euro (per year) Generally, the overall
impact will be significantly lower (or neutral) on Member States that are already part of the
SOG-IS MRA and that have a supervision authority already in place.

This Option would not impose additional costs for the industry in the short term, namely
because certification will remain essentially a voluntary tool. As is the case today, businesses
will remain free to choose whether to certify their products or services. By contrast, the
possibility to obtain an EU wide certificate would certainly act as a cost reductor for those
firms that already certify their products or as an incentive for those that are willing to do so.

Since the certification process involved in future European schemes would depend on the
associated level of assurance, cost and duration would be reduced compared to the current
SOG-IS MRA, built on the lenghty and complex CC methodology.

Option 3 would have a very positive effect on competitiveness, as it would significantly reduce
costs and administrative burden for SMEs that already certify or are willing to certify their
products and services at various level of assurance. This option would also eliminate a potential
market-entry barrier (for both new business and SMEs) and enable access to a wider
cybersecurity market.

The mutual recognition mechanism would also boost the competitiveness of firms operating
cross-borders, by providing an incentive to certify their products and thus help them reap the
advantages of increased trust in the digital solutions and gaining access to market segments
where certification is required (e.g. some areas of public procurement).

In addition, this option would foster expertise in the field of IT certification, in particular
among the business community operating in Europe. A security-by-design approach also for
mass products and services would be encouraged as a consequence. Since the demand for more
secure solutions is expected to raise worldwide, industry (incl. SMEs) operating under the
European framework would enjoy a competitive advantage to satisfy such a need, therefore
potentially gaining shares in the global market.

No significant environmental impact is expected.

126 Approximately amount for the first 3 years. More detailscan be found in the support study
(Annex 7)



Certification of products and services at various level of assurances will enable end-users to
make more informed purchase decisions. This would also help maintain a chain of trust among
various stakeholders - from the manufacturer to the operator of critical infrastructure up to the
final end-user (public authorities, citizens). The current asymmetry of information would be
reduced. In particular, this option would enhance the level of assurance of critical
infrastructures, since operators would have an institutional structure to express their need for
ICT certification.

Internal market — NIS policies, digital single market, trade and international aspects

Option 3 would have a positive effect on the internal market. The measures at stake would
address the potential fragmentation caused by existing and emerging national certification
schemes, therefore contributing to the development of the digital single market. Accordingly,
this option is expected to promote convergence on the creation of new European certification
schemes whenever a need arises, thus addressing the risk of multiple approaches across
Member States.

Moreover, this option supports and complements the implementation of the NIS Directive by
providing the undertakings subject to the Directive with a tool to demonstrate compliance with
the NIS requirements in the whole Union. In developing new cybersecurity certification
schemes, the Commission an ENISA should pay particular attention to the need to ensure that
NIS requirements are reflected in the certification schemes. The undertakings subject to the
NIS rules may thus use certificates issued under the European schemes as an element to be
taken into to demonstrate their compliance with the NIS Directive.

Under this option, the functioning of the European ICT security certification framework will be
designed to ensure full coherence with the General Data Protection Regulation(GDPR)**" and
in particular with the relevant provisions on regarding certification'®® as they apply to the
security of the processing of personal data.

An EU level ICT security certification framework which is proportionate and wherever
possible based on international standards would significantly contribute to an international
trade-friendly level playing field for products and services.

To the greatest extent possible the schemes proposed in the future European framework would
rely on international standards as a way to avoid creating trade barriers and ensure coherence
with international initiatives. For example, the current SOG-IS MRA, which coordinates the
standardisation of the international Common Criteria methodology among its European
members, is likely to be included in the future Framework as the European scheme for high
level certification. In addition, a European framework will support the coordination of
certification policies among European certification bodies, thus promoting a common position
in the international CCRA ,

Impacts on Fundamental Rights.

To the extent that ICT certification will contribute to increasing cybersecurity online, these
proposed actions will also increase the protection of fundamental rights such as rights to
privacy, data protection, security and life.

127 Regulation (EU) 2016/679 of 27 April 2016 on the protection of natural persons with regard to the
processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC
(General Data Protection Regulation)

128 Such as Articles 42 (Certification) and 43 (Certification Bodies) as well as Articles 57, 58, and 70
regarding respectively the relevant tasks and powers of the independent supervisory authorities and the
tasks of the European Data Protection Board.


https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=VER&code2=&gruppen=Link:2016/67;Nr:2016;Year:67&comp=
https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=RIL&code2=&gruppen=Link:95/46/EC;Year:95;Nr:46&comp=

Impacts on innovation.

Option 3 would promote the production of innovative, more secure, digital solutions for which
a high demand is expected globally. The development of an innovative solution may not be
sufficient to acquire market shares if its cybersecurity is neglected. For example, Fabasoft (an
innovative Austrian SME) has used security certification'?® to build its credibility as provider
of secure eGov solutions, and gain access to other markets (Germany) through public
procurements*®

Furthermore, the cooperation between ENISA and standardisation bodies would enable to
monitor the appropriateness of standards used in a European scheme so that they ensure an
adequate level of both security and technological innovation. Such a monitoring exercise would
mitigate the risks related to the obsolescence of standards that may provide buyers with a a
false sense of security.

The majority of stakeholders are in favour of the creation of a voluntary, scalable European
framework based on a mutual recognition of certificates, and including all Member States.
However, representatives from industry and national authorities have stressed the necessity to
provide adequate staff in order to support the functionning of this Framework. For this purpose,
it was suggested that ENISA, among other tasks, helps carry out secretarial tasks.

7. How DO THE OPTIONS COMPARE?

This section presents a comparison of the options in the light of the impacts identified.
The options are assessed against the three core criteria of effectiveness, efficiency and
coherence, as well as taking into account the support expressed by the different
stakeholders.

ENISA

Table 5 below presents a comparison of the options based on the analysis of the options 0
and 1 and the detailed assessment of the options 2 and 3. The comparison is mostly based
on a qualitative analysis, while quantitative data support the assessment of the economic
impact and efficiency. With regard to this criterion, it is assessed the expected impact on
the EU economy as well as the financial implications for the EU budget. As stressed
since the beginning of this report, the impacts of the options for the future of ENISA
cannot be considered as generated exclusively by the Agency, as no entity can have a
standalone impact in cybersecurity. Therefore, the effort here made is to focus as much
as possible on the impact that can be attributed to the Agency, while taking into account
the contextual elements and the other known instruments.

Having regard to the effectiveness, it appears that both option 0 (baseline) and option 1
(expiry of ENISA mandate) would not be able to achieve the objectives of the initiative
which call for increased capabilities, cooperation, transparency and reduced
fragmentation. With respect to the baseline, both option 2 and 3 are clearly more
effective. A 'Reformed ENISA', which builds on the NIS Directive, including in terms of

129 A list of security certificates acquired by Fabasoft are available here:
https://www.fabasoft.com/en/group/transparency/certifications-audits

130 Certification is obviously not the only criteria taken into account, but fostered a reassurance that
Fabasoft innovative solutions are also secure.
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operational cooperation, and the key strengths highlighted in the evaluation (such as the
cyber exercises and the community building) and provides support in such a key area for
the market as security certification for ICT products, is expected to effectively contribute
to most objectives. Option 3 is deemed more effective than both baseline and option 2 in
relation to meeting the objective of increasing EU level capabilities to support Member
States and the overall preparedness of the EU, especially in times of crisis.

The economic impact of option 0 and option 1 is deemed to be negative. Under the
baseline scenario, ENISA would continue for a fixed number of years to receive funding
from the EU budget — which being rather small in comparison to the investment in other
agencies can be judged as 'efficient’ — but with its current mandate and resources would
not be able to properly support Member States, EU institutions and businesses, with
indirect negative consequences on the economy. In comparison to the baseline, both
option 2 and 3 bear advantages. A 'Reformed ENISA' is expected to bring positive effects
for the cyber resilience and the internal market while still staying an agile organisation
which would require a financial contribution from the EU higher than it is currently the
case but still fairly below other agencies that also operate in critical areas (in the range of
about EUR 23 million per year). The option 3 is expected to have further reaching
economic benefits than option 2 (and the baseline) because the Agency would be able to
provide an extra operational help to both Member States and operators of critical
infrastructures. At the other end, the option of a cybersecurity agency with full
operational capabilities would put higher pressure on the EU budget (associated costs
estimated at about EUR 28 million per year, including the costs needed for the initial set-
up). Both option 2 and option 3 are still considered efficient as potentially conducive of
'high value for money'.

In terms of social impact, option 1 is expected to have negative consequences in
comparison to the baseline, while option 2 and 3, as presented earlier can provide
increasing level of cyber resilience and thus positively impact the social sphere.

According to the criterion of coherence, option 1 would have a negative impact because
it would imply reducing the EU effort in cybersecurity, while option O is considered
moderately incoherent with NIS policy, because a fixed term mandate (in contrast to the
tasks conferred to ENISA by the NIS Directive) and no update to the tasks/resources to
match the new needs would not be consistent with the EU priorities set in the
Cybersecurity Strategy and the Digital Single Market. Option 2 and 3 are both positively
assessed against this criterion, as completely aligned to the objectives of EU policy.

The impact assessment exercise has shown that among all options the stakeholders
favour option 2 the most. There is in fact widespread consensus that an EU cybersecurity
agency is needed and that the current ENISA (baseline) does not fulfil the conditions to
exercise the roles that are needed and to face the present and future cybersecurity
challenges, but that it has a large potential to do so if appropriately mandated and
resourced. As presented above in section 6.1, there is consensus across all categories of
stakeholders for a reformed Agency, for which the main pillars can be found in existing
NIS policy/law and the key strengths emerged from the evaluation. Adding full
operational capabilities to ENISA would be a welcome development for some
stakeholders, while it would be seen as ‘unnecessary revolution' by others, in particular
the most equipped Member States.

Certification
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As the table 6 shows, baseline and option 1 would not produce effective results to
achieve the objectives. National and private schemes would continue to proliferate and
create fragmentation. Such a trend is expected to continue, unless Member States agree
on mutual recognition of their schemes or - together with the Commission - work on the
development of a voluntary European scheme. However, this will occur on an ad hoc
basis. In addition, as Member States would continue to use and improve their national
schemes; they would also create a strong legacy, therefore making harmonisation more
difficult.

End-users making cross-border purchases will not necessary understand or have access to
the information regarding the security properties of the devices they have purchased.
Business segments already subject to certification requirements will continue to bear
costs related to multiple processes. Conversely, businesses that are currently not subject
to certification requirements will not bear any upfront costs and remain free to choose
whether or not to be involved in any certification process. Costs for them may arise in the
future as requirements for ICT certification would be progressively put in place. No
substantial upfront costs are envisaged for Member States.

These options would also yield unsatisfactory results in terms of increasing the level of
assurance of critical infrastructures. The coherence with policies related to the Digital
Single Market, the internal market and the NIS Directive are not fully supported, while
international trade is promoted to the extent that actors concerned commit to use
international standards. However, these options are expected to have positive impact on
innovation and competitiveness at least in the short term. Finally, these options enjoy
some support from industry, especially large, international corporations while Member
States see the risk that providers of essential services operating cross-border could be
subject to different security requirements in relation to ICT certification.

Option 2 would produce some effective results to achieve the objectives. The extension
of the membership of the current SOG-IS MRA to all Member States provides an
institutional framework that ensures mutual recognition. However, such a positive effect
is expected to be limited to certification at high level of assurance. National and private
schemes would continue to proliferate for a wide range of commercial products and
services, thus increasing fragmentation. In addition, end-users of these products may not
have the necessary information on the cybersecurity properties of these products and
services. This option would produce efficient results for industry already applying for
SOG-IS certificates; businesses that are currently not subject to certification requirements
for their commercial products and services will not bear any upfront costs and remain
free to choose whether or not to be involved in any certification process. As for
efficiency, costs for Member States would vary depending on the status that thet would
achieve in the SOG-IS MRA (certificate consumer or producer). Existing members of
SOG-IS MRA may face an increase in demand for certification, which may translate in
higher costs to accommodate such a demand but also higher revenues. This option would
also produce satisfactory effects regarding the increase of the level of assurance of critical
infrastructures as well as the coherence with other policies such as NIS Directive. To the
extent that it ensures mutual recognition for certification of high level of assurance and it
continues to utilise international standards such as CC, this option provides some support
to the internal market and international trade. Finally, industry representatives as well as
existing members of SOG-IS MRA agree on the need to shape future certification
initiatives in Europe building on the experience of the SOG-IS MRA, but they also stress
the need to significantly reform such a EU-wide mechanism.
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Option 3 achieves the objectives effectively. This option builds on the Option 2 (e.g.
extension of the existing SOG-IS MRA) but it goes much further as it envisages the
creation of an institutional, voluntary framework that would allow the Commission to
adopt schemes for ICT security certification, prepared by ENISA in cooperation with
national authorities - represented in a dedicate Group - at various levels of assurance, thus
potentially covering a wide range of products and service as the need arise. In other
words, the proposed framework differs from SOG-IS MRA as the latter is one scheme
while the framework is a "system" of many schemes for different product categories,
different assurance levels'®! using different evaluation methods. Moreover, as it emerged
from consultations and technical studies underpinning this Impact Assessment, SOG-1S
MRA (a scheme built on specific CC standards) does not cover or does not respond well
to market needs for a faster and cheaper certification at lower assurance levels.

In addition, Option 3 would help promote information on the cybersecurity of ICT
products and services. This would be in line with the results of a Eurobarometer survey in
which the majority of respondents consider that security and privacy features of an ICT
product play a role in their choice. As for its efficiency, this Option would not imply
additional, upfront costs for the industry (incl. SMEs). Rather, it would generate
significant savings for those firms that already certify their products (or that are willing to
carry out security certification), with beneficial effects on their competitiveness
worldwide.

On the other side, it would involve some budgetary commitment to ensure the full
operation of the framework at Commission, but mostly at ENISA level. Member States
will have to bear the necessary costs to ensure the implementation and supervision of the
framework at national level.

This option is expected to significantly support internal market by significantly reducing
fragmentation. Positive impacts are also expected on international trade to the extent that
the Framework backs international standards.

131 The expression 'assurance level' should not be confused with CC EAL
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8. PREFERRED OPTION

Based on the above comparison, it appears that a combination of Option 2 with regard to
ENISA and Option 3 for certification is the best option to achieve the objectives, while
taking into account the criteria of efficiency and coherence.

Under this scenario, the EU would have a reformed agency for cybersecurity, focused on
providing support to Member States, EU institutions and businesses in areas where it
would bring the most added value: i.e. policy development and implementation;
information knowledge and awareness; research; operational cooperation and crisis;
market. Moreover, ENISA would play a paramount role in the field of EU cybersecurity
certification policy, as it will prepare (in cooperation with MS certification authorities)
candidate European cybersecurity certification schemes. The reformed ENISA would
also see addressed its current weaknesses in the new mandate.

Under Option 3 for certification, the legislative proposal would provide the EU with a
much needed framework of rules for establishing European cybersecurity certificates
valid and recognised in 28 Member States. The framework will put the right conditions
in place for effectively addressing the problem related to the co-existence of multiple
certification procedures in various Member States, reducing certification costs and thus
making certification in the EU overall more attractive from a commercial and
competitive perspective. Altogether, this should facilitate and improve (in the short-
medium run) businesses' cyber-certification practices, thereby contributing to the
spreading of better cybersecurity practices in the design of ICT products and services
(security by design).

The solution to combine these options is therefore considered the most effective for the
EU to reach the identified objectives of: increasing cybersecurity capabilities,
preparedness, cooperation, awareness, transparency and avoiding market fragmentation.

This combination of options is also the most coherent with policy priorities, as it is
entrenched in the Cybersecurity Strategy and related policies (e.g. NIS Directive), and
the Digital Single Market Strategy. In addition, from the consultations carried out so far,
it clearly emerges that the preferred options enjoy the favour of the majority of
stakeholders.

Furthermore, the analysis conducted in this impact assessment demonstrates that the
combination of these two options would reach the objectives through a reasonable
employment of resources. In particular, a 'reformed ENISA' would provide Member
States with a more adequate support to achieve cyber resilience, and will only have a
limited impact on the EU budget. At the same time, a voluntary European certification
framework will help promote the cybersecurity of digital products and services in the
EU, with a limited impact on the resources of Member States and EU budget, and no
upfront costs for industry.

In line with the principle of proportionality, the preferred option proposes actions that are
not considered going beyond what is necessary to achieve the objectives defined in this
impact assessment. In addition, the nature of the objectives is such that they cannot be
achieved sufficiently by a unilateral action of Member States. For this purpose, an
intervention at Union level is necessary.

Finally, linking the review of the ENISA mandate with the measures on certification is a
coherent way to address the common problem mainly related to insufficient cyber
awareness, and the fragmentation of policies and approaches towards cybersecurity
across Member States. As explained throughout the document, security certification is an
area in which such a fragmentation is increasingly emerging and greater awareness is
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particularly needed. This creates a negative impact on the internal market. As an internal
market agency, and as further confirmed in the evaluation process and the stakeholders
consultations, ENISA is best placed to support a coherent approach to security
certification across the EU.

The establishment of a European legal framework would be a first step to develop a
common policy in this field, build consensus on new priority areas to tackle and plan
future activities, as needs arise. In a fast-moving, dynamic market, such as the one of ICT
products and services, this approach would create the conditions for key decisions to be
taken in the future by the competent authorities, such as the matching between the
products/services and the needed level of security.

The preferred option entails EU legislative intervention as only a binding instrument can
guarantee the translation into practice of the measures proposed and the achievement of
the related specific objectives. The chosen legal instrument is a Regulation that will
cover the new mandate for ENISA and lay down a European ICT security certification
framework.

Table 7 Overview of main changes in the tasks between current ENISA and preferred option

Areas Before Factors of change After
Policy development and | e  Assisting and | e Strengthen/refocus | e  Actively contribute
implementation advising on all existing mandate its independent

matters relating to
Union NIS policy

opinion to policy

e New tasks/align to development  and

subsequent

and law N implementation in
legislation  (e.g. the - o
e preparatory  work, NIS Directive , cybersecurity
advice and analyses elDAS, Electronic including in sectoral
relating to  the Communications law and policy
development and Code) where cybersecurity
update of Union NIS & il
policy and law
. . e contribute to the
o Ana}lyzmg publicly e o T
avallaple . Cooperation Group,
S an_d pursuant to Article
PREITEHT their 11 of NIS Directive,
publication by providing its
expertise and
assistance
e supporting the

development  and
implementation  of
Union policy in the
area of electronic
identity and trust
services (eIDAS)

e supporting the
promotion of an
enhanced level of
security of
electronic
communications
(Code)

supporting regular
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review of the EU
cybersecurity policy
and law (annual
report including
summary
notifications as per
NIS Directive,
eIDAS and Code)

Capacity building

supporting MSs at
their ~ request, to
develop and improve
the prevention,
detection and
analysis of and the
capability to respond
to NIS problems and
incidents

assisting the EU
institutions, bodies,
offices and agencies
in their efforts to
develop the
prevention, detection
and analysis of and
the capability to
respond to NIS

problems and
incidents, in
particular by
supporting the

operation of a CERT
for them.

Offering NIS
training for relevant
public bodies,

supporting the

raising of the level
of capabilities of
national/government
al and Union
CERTS, including by
promoting dialogue
and exchange of
information, with a
view to ensuring
that, with regard to
the state of the art,
each CERT meets a
common set of
minimum
capabilities and
operates  according
to best practices

Strengthen/refocus
existing mandate

Align  to NIS
Directive

New tasks

Keep mandate with
regard to trainings,

CSIRTs  maturity
and general
principle of
assistance to

Member States and
EU institutions

support the
development  and
review of EU
cybersecurity
strategies,
promoting their
dissemination and
tracking progress of
their
implementation

assist Member
States in developing
national NIS

strategies  pursuant
to Article 7(2) of
Directive (EV)
2016/1148

assist Member
States, upon their
request, in
developing national
CSIRTSs pursuant to
Acrticle 9(5) of NIS
Directive

assist the
Cooperation Group,
with exchanging of
best practices, in
particular with
regard to  the
identification of
operators of
essential  services,
including in relation
to cross-border
dependencies,
regarding risks and
incidents, pursuant
to Article 11(3)()
of NIS Directive

Market

Facilitating the

Strengthen/refocus

1)Standardization: keep
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establishment and take-
up of European and
international  standards
for risk management

existing mandate

Align with NIS
Directive

mandate and align with
Article 19 (2) of NIS
Directive with regard to
collaboration with

e New tasks Member States to draw
up advice and guidelines
regarding the technical
areas to be considered.
2) Certification: support
Union policy
development and
implementation;
contribute to
development and
maintenance of the ICT
security certification
framework.

3) Market Observatory:
analyses and
dissemination of the
main trends in the
cybersecurity market.
Operational cooperation | ¢  Promoting dialogue | ¢  Strengthen/refocus | ¢  Establishing
and exchange of existing mandate systematic
information between cooperation on
national/government * Newtasks operational matters
al CERTs, including | «  Align to with EU
CERT-EU subsequent institutions,
. . legislation ~ (NIS agencies and
" BUinctttons and |  Dieetive) and the | Dodies, in partiular
Member States, new initiatives CERT-EU and EC3
upon request, in the (Blueprint) -
event of breach of * Providing the
security or loss of secretariat of the
integrity  with  a CSIRTs netV\_/ork_as
significant impact on gﬁg NIS D;(r;ii%:g\;e
the operation of A y
networks and _faC|I|tat|r_1g Fhe
services information sha_rlng
and the cooperation.
e Organizing
Cybersecurity e Contribute to
exercises operational
e supporting the cooperation  within
development of a the CSIRT

Union early warning
mechanism that is
complementary  to
MSs’ mechanisms

e promoting and
facilitating voluntary
cooperation among
Member States and
between EU
institutions and the
Member States in
their  efforts  to
prevent, detect and

Network, providing,
in cooperation with
CERT-EU, support
to Member States
that would request it

by:

1. Advising on how to

improve their
capabilities to
prevent, detect and
respond to
incidents.

2. Providing technical
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respond to cross-
border incidents

assistance in case of
significant
cybersecurity
incident.

Ensuring  backend
support for analysis
of  vulnerabilities,

artefacts and
incidents in order to
strengthen
preventive and
response
capabilities of

Member States

Organizing
Cybersecurity
exercises

Contribute to the
blueprint,
supporting a
cooperative  EU
response to large
scale cross-border
cybersecurity
incidents and
crises, mainly by:

Aggregating reports

from national
sources with a view
to establish

common  situation
awareness;

Ensuring the
efficient flow of
information and the
provision of
escalation
mechanisms
between the CSIRT
Network and the
technical and
political ~ decision
makers;

Supporting
technical handling
of the incident,

including
facilitating sharing
of technical

solutions  between
Member States;

Supporting the
handling of the
Union public
communication

around the incident;
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Testing the Union
cooperation plans to
respond to cross-
border incidents and
crises

Research and Innovation

Advising the Union and
the Member States on
research needs in the NIS
area

Strengthen/refocus
existing mandate

New task

Advice on research
needs and priorities
and feed into the
Hub of Excellence

Upon request of
Commission
participate in
implementation of
R&I Programmes

Knowledge, information,
awareness

e assisting the Union
institutions, bodies,
offices and agencies
and the MSs in their
efforts to collect,
analyse and, in line
with MSs’ security
requirements,
disseminate relevant
NIS data

e providing Member
States  with  the

necessary
knowledge to
improve the

prevention, detection
and analysis of and
the capability to
respond to network
and information
security ~ problems
and incidents.

e promoting the
development and
sharing  of  best

practices

e promoting best
practices in
information sharing
and awareness
raising

e supporting the EU
and the Member
States in organizing
awareness raising

93

Strengthen/refocus
existing mandate

New Tasks

Analyses of
emerging

technologies  and
assessment of
economic, societal,
legal, regulatory
impacts on

cybersecurity

Advice, guidance
and best practices,
in cooperation with
Member States
experts, for the
security of NIS, in
particular  internet
infrastructures and
those related to
sectors listed in NIS
Directive

Information  Hub:
one-stop-shop ~ for
information on
cybersecurity
deriving from EU
institutions,
agencies and
bodies.

Compile reports
based on public
information  after
cyber incidents to
provide guidance to
citizens and
businesses

Raise awareness
about cyber hygiene
good practices

Keep mandate on
awareness  raising
campaigns (e.0.
Cybersecurity



Month)

Case studies on the preferred option:

An example of Reformed ENISA in the event of a cyber crisis

Box 5 — Before/after (fictional) scenario of large scale cross-border cyber incident

1. "Before" scenario

A new computer virus infects the systems of the national branch office of a major accounting
firm. Citizens and companies are not sufficiently aware of cyber threats and do not have
sufficient information of cyber hygiene practices, so the virus spreads with phishing emails to
clients across the EU. National experts scramble to determine how the virus works and how to
stop its spread, information is shared only between a few members within the CSIRT Network
and ENISA does not have the capacity to monitor the situation and provide assistance to those
Member States who do not have sufficient resources. There is no rehearsed coordination plan
between ENISA, CERT-EU and EC3 and between Member States and the EU bodies. The lack
of a common EU situation awareness slows down the identification of the root causes and the
estimation of the scale of the event. The computer virus continues to spread rapidly across the
EU and the affected companies take their IT systems off-line to contain the damage. Incident
responders are overwhelmed by the increasing number of incidents at national level and there is
no assistance available at EU level to help technical handling of the incidents. In the aftermath
of the event, some countries do not have the necessary resources to conduct incident analysis.
Some Member States authorities publish reports and recommendations, in national language,
for the future targeting businesses and citizens.

2. "After" scenario

A new virus infects systems of the national branch office of a major accounting firm. Citizens'
and companies are better informed of cyber threats and how to address them: ENISA, in
cooperation with experts from Member States, regularly provides guidance and best practices,
for the security of network information systems and it provides cyber hygiene
recommendations targeted. As a consequence, the spread of the virus is somehow contained in
comparison to scenario 1 as more users are able to detect phishing emails. However, some
Member States are still severely affected. The CSIRT Network swiftly goes into information
sharing mode, ENISA runs efficiently the communication channels and ensures that the
competent actors at EU level are kept informed so to allow swift decision making. Operational
cooperation and coordinated activities allow for faster identification of the causes of the
incident. The spread of the computer virus continues to slow across the EU. The infected
companies across the EU have at hand good practices and guidance about how to deal with
incidents and are able to maintain key services running. ENISA and CERT-EU experts provide
assistance to national incident responders that request help with mitigating measures, based on
the solution adopted in other Member States. They are also assisted with restoring IT services
and incident analysis. Based on a thorough analysis of the incident and the information made
available at Member State level, ENISA compiles an EU wide report on the event with
recommendations for future.

Examples of how the EU Cybersecurity Certification Framework would change the
present situation.
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1. Smart meters

Now

e In order to sell in UK and France
manufacturers have to certify against

Requirements different schemes:

o CPA (Commercial Product

Assurance) in UK,

o CSPN (Certification de Sécurité
de Premier Niveau) in France

e The overall cost is at least 300 thousand
euros for the two markets (about 150
thousand euro in UK and about 150
thousand euros in France).

Cost

e 6 to 18 months. This estimate takes into
account:
Time
o Completion of
certifications  processes
supporting documentation

multiple
and

o ldentification  of  various
requirements that a vendors
needs to comply with.

o limited number of conformity
assessment bodies able to
certify against the requirements
of different schemes.

e Different methodologies for risk
assessment and definition of security

Other requirements
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Future

e Manufacturers will need to

undergo a single
certification  process, as
envisaged in the future

European certification
scheme for smart meters.
The resulting certificate will
be accepted by all public

authorities in Member
States.
e The estimation of costs

saving ranges up to 80% of
current costs

o [Faster process that takes

into account:

o Role of ENISA that
provides information
needed for compliance
with  the  European
scheme (e.g. specialised
conformity assessment;
documentation)

o Completion of single
process no multiple
certifications are needed
and capacities of
existing CABs can be
used more efficiently

e Standard methodologies
for risk assessment and
definition of  security

requirements



2. Cloud Computing

Requirements

Cost

Time

Other

Now

In order to sell Cloud Computing
Products / Services in France and
Germany providers have to certify
against:SecNumCloud and
Compliance Controls Catalogue
(C9)

Costs associated to compliance
with different technical rules and
multiple testing is estimated around
1.2 billion euro, that accounts for
2% to 10% of companies' annual
expenditures.

Around 7-9 months due to the
multiple audit and testing processes
to obtain several certifications

Faced with co-existence of multiple
schemes and standards*®, end-users
(esp. in the banking sector) are not
able to compare and judge which
scheme or standard would best
satisfy their particular security
requirements. This deteriorates the
trust in cloud computing services.

Future

e Providers need to undergo a
single certification process, as
envisaged in the future
European certification scheme
for cloud computing. The
resulting certificate will be
accepted by all  public
authorities in Member States

e Anincreased level of
competition, introducing an EU
wide Certification Scheme,
would result in a yearly saving
of € 1.1 billion in the EU
public sector alone

e Reduced time: duration of a
single process is estimated to
take around 4 to 6 months.
ENISA would accelerate the
process by providing the
information needed for
compliance with the European
scheme

e The existence of a security
certification scheme for cloud
computing agreed at EU level,
increases the trust in this
service

e Competitive gain for cloud
providers due to cost and time
reduction

9. HOW WILL ACTUAL IMPACTS BE MONITORED AND EVALUATED?

This section describes the monitoring and evaluation that could be applied to assess the
impact of the objectives and the preferred option.

Monitoring will start right after the adoption of the legal instrument and it will focus on
its application. The Commission will organise meetings with ENISA, Member States
representatives (e.g. group of experts) and the relevant stakeholders in particular to

132 ECSO has published a State-of-the-Art Syllabus listing 6 different schemes and 2 standards to certify
the security of cloud computing services.
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facilitate the implementation of the rules concerning certification such as the
establishment of the Cybersecurity Certification Group.

In particular, monitoring activities on certification will consider the widening of the
product and services scope covered by EU certification schemes. This would help better
evaluate the potential uptake and interest in the setting up of EU-level certification
schemes. Moreover, an eventual decrease of national initiatives or industry-driven
schemes would equally provide an indication of a reduced level of fragmentation in the
certification landscape in the EU. Similarly, it would signal a positive move towards a
proper functioning of the EU internal market for ICT products and services.
Transparency elements such as publication of cybersecurity market trends in Europe and
surveying the awareness of security features of ICT products and services among end-
users and businesses would provide further indications.

The first evaluation should take place five years after the entry into force of the legal
instrument, provided sufficient data is available. An explicit evalaution and review
clause, by which the Commission will conduct an independent evalaution, will be
included in the legal instrument. The Commission will subsequently report to the
European Parliament and the Council on its evaluation accompanied where appropriate
by a proposal for its review, in order to measure the impact of the Regulation and its
added value. Further evaluations should take place every five years. The Commission
Better Regulation methodology on evaluation will be applied. These evaluations will be
conducted with the help of targeted, expert discussions, studies and wide stakeholders
consultations.

ENISA's Executive Director should present to the Management Board an ex-post
evaluation of ENISA's activities every two years. The Agency should also prepare a
follow-up action plan regarding the conclusions of retrospective evaluations and report on
progress bi-annually to the Commission. The Management Board should be responsible
to vigilate on the adequate follow-up of such conclusions.

Alleged instances of maladministration in the activities of the Agency may be subject to
inquiries by the European Ombudsman in accordance with the provisions of Article 228
of the Treaty.

The list of monitoring indicators that could be used to monitor progress towards meeting
the general and specific objectives is presented in table 8 below. The data sources for
planned monitoring would mostly be ENISA, the European Cyber-Certification Group,
the Cooperation Group, the CSIRT Network and the Member States' authorities. Besides
the data deriving by the reports (including the annual activity reports) of ENISA, the
European Cyber-Certification Group, the Cooperation Group and the CSIRTs Network,
specific data gathering tools will be used when needed (for example surveys to national
authorities, Eurobarometer and reports from Cybersecurity Month campaign and the pan-
European exercises).

97



86

(9993) dnous uoneaynie) pue ueadoin3 jo
AunoasiagAD ueadoing uonesipJepuels ueadoin3 dn-ae1 pue Juawysi|geIss
ay1 Jo sdnoub Bunpiom oy} aeN|IoR} O e

A11n23s18gAd Jo dlom ay1 01
VSIN3T JO uonnqLiuod Jejnbay e ‘spua} BuiBiawa Aynuap
0] SJUSpIoUI ‘sTeall) JagAd

VSIN3 Aq spuan 10 sasAJeue 216a1e11s WIB)
VSINT Buibisws Aynuspi o3 syusproul -BuOj UM $3SS8UISNG pUE
pue sjeaiy} J9gAa Jo sisAeue SaeIS Jaquisly apinoid o] e

216a1e11S [BNUUR JO UONBIIIgNd  ®
‘salnseaw Aloyenbal
VSIN3 pale|as A11undasIagho
VSIN3 Aq papinoud SIS Joy seanoeid 10 uoIsiAIadns pue
poob apIM-N3 JO JAWNN  ® | (s1y1SD) asuodsas Juapioul
A11un28s18gAd i Jejnaied

VSIN3 u1 ‘as1iadxa sanjigeded
VSINT Aq papiaoid sainonaiselul sanuoyine argnd
[ean119 JoJ seonoeld [euolyeu Jo Juswaoidwl
poob apim-N3 Jo JaquinN e 01 9INQLIIUOD 0] e
VSIN3
salnseaw Aloyenbal paje|al ‘sa1Ba1enS A11IN28s18gAD
A11un23s.18gA9 Jo uoisialadns N3 pue [euoneN
pue Aynyew 1 H1SD 01 sarepdn Asessagau pue
1O SwLIa] ul sa1e1s Jaquisi Aq wawdojansp ayy Loddns o e

payoeral ssaupatedaid Jo [9A8T] e

VSIN3T pue 3IoMisN LHISO "(019 ‘eaueul4 ‘yodsuel |
‘ABiau3 "6°9) 10109s Aoy

ul S)uUaWiaje A114n2asIagA

VSIN3 Aq papinoud
90URISISSE 12311p 3y JO (Sease
pue $a11IUN09d JO Jagquinu)

IM SaAReNIUL A91j0d SainponJisesjul "9loym e se

eI 8be1an00 [eolydebodD e se __%,.> se m_._a/_ .Ho 29 E._os [ean112 8yy Jena1ed | N3 8yl pue sassauisng
vSIN3 Aq ut Aatjod jo yuswidojanap ayp Ul 'sassaulsng pue saels | ‘sajels JaquisIN

VSIN3 pasiueblo sBulules) Jo JaquNN e | 01 A]9AI108))8 SINQLIUODI O] 1aquiaNl Jo ssaupaJedaid | ayr  Jo  doudl|isal

pue sanljigedes Buisealou] | 48gAd a8yl  aseadou]

e1ep J0 82UN0S $101B21pUl BULIOYIUOIA saAnoalqo [euonetsdo saAnalqo a110ads saAn2slqo [easusD

saAn2alqo [easuab spaemoy ssaaboad Joluow 01 SA01eIIpUl JO 1517 8 9|qe.L



66

VSING

9003 pue YSINT

VSIN3

VSIN3

MI0MIBN 1HISD pue VSINT

(Apmis) salpoq pue salouabe
‘suoiimnsul N3 Jo AsAIng

(Apms) sanuioyine
SIS JIaquIs|Al JO AB3AINS

VSIN3 Aq paw.oyiad
SjuUsWISSasse aouel|dwod

AloreinBai Jo JsquinN

$10199S pue SJ9pJoq $S0Joe
uoneuawajdwi aAndalq
SIN ay1 01 yoeoidde Jualsisuo)

dnoio uoneladoo) ayy
AqQ pasn pue 0] a|qe|leAe apew
suodal [ea1uydal Jo JaquinN

S|auuBYD UOITEIIUNWILLIOD

pue 81njonJselyul | | YIomisN
S141SD 8y uo Buiuonouny
-11om pue swweiboud

MI0M HI0MISN 1HISO
10 uoneuswsa|dwi Jenbay

ssad04d Bunjew Aarjod s1ayy ul
suoluido pue suolEPUSLILLIODDI
VSINI  Jo  8sn  apew
Buiney selpoq pue Ssaldusbe
‘suonmnsul N3 4O JaquINN

ssa20.4d Bunjew Aarjod J1ayy ul
suoluldo pue suolepusILIOdal
WSIN3 Jo asn apew Buiney
S31L1S J3qLUBIA JO Jaquinp

apinoud ol

'$3IpoQ pue salouahe
‘suonniisul N3 ay
wody BulaLiep A11i1n2asIagAd
UO  UOITRWOUI  3|qe|IeAR
ayew pue aziuebio ‘jood o0

'$10108S
SNOLIBA UI S81JU3)) SISA[euy
pue BuueyS UONRWIOU]
Jo JusWIYSI|qrISD
3yl 01 anguuod ol

Aunwwod SN 8yl ui
SaAIeIUSSaIdal Jasn pus pue
Ansnpui ‘suolensiuiwpe
U93MI3( SyJoMIau abueyoxa
uonewJoul Buysijgelss o1

‘N3 ay1 ui sardijod
palejal A1undasiagAd

10 M3IABJ puUB Uolen|ens
ay1 01 8INQLIIU0D O

A1indasiagAo

01 yorolidde Aiojejnba.

N3 ays Jo Aoenbape ayy

puUB 39Ua.13Y09J 3y} 3INSUd 0

Sa1poq pue salousbe
‘suonninsul ‘N3 pue serels
JaguIap SS0498 UOIRUIPA009
pue uoneadood Buinoidwi

SalelS JaquIBIA

$S0J0B ‘UOIEIILIIBD | D] Ul
pazie1dads S81poq 1UBWISSAsSe
AWI0JU09 JO JBqUINN

"(s0s3) suonesiuehlQ

S0IAIBS
pue syJomiau ‘sjonpoud
21U0.198]8 J0 A11INDaS

a1 10} pue Juswabeuew Ysu
10} spJepuels [euolfeulaul




00T

VSIN3 Aq
dAI0a11d SIN Japun paniodal

swisiueydaw asuodsal
aleridoadde Buiysijgeisa

Ul S91L1S JaquUIaA 1SISSY 01

VSIN3 JUBPIDUI JO UOITeWIOUI
palebiaibbe Jo uonealjgnd SjuapIoul
Bunodali pue Buriouow ) £
WSING Aq spuain DUE S3NI[IGelau[NA $85140 18049 EEB-MmoS
VSINT Buibiawsa Apnuspi 01 syuspioul pue sysu A111nJasIagAd wpo 9SEd 3yl Ul rfejnonted ul
pue sjealy 1agAd Jo siskjeue BuiAynuspi Ajaanoeoud Hﬂmwmwwm_ Qﬁw%m_w_u USWM_M___H_MMMMW
21631e11S [BNUUE JO UOIBIIIgN Ul Sa1e1S Jaquual 1SIsse 0 -l
1Ds1el)S | J0 uonedlignd I S3JeIS IBqUIBIA 18I L . A3 Buiseaiou]
MJomawel
ay1 Japun padojanap
pue papn|aul Sawayds
UO11e31411489 JO JaquINN
soeld ul N3-1430
pue €23 ‘VSINI Usamisq
1uswsalbe uoneiadoo)d
sawwrelfoid y4om uoreAouul
pue yaleasal NJ Jo uolesedaid
9203 ay1 03 uonNQgIu0d Jejnbay
VSIN3 Salpoq
pue saiouabe ‘suonniisul )
A3 U woly BUIALIAP slanew [euonelado
uonewlojul A111n2ss1aqAa uo sejnorpred ui mom_ac:m
uoISSILIWOYD Buneuiwsssip wJoped N3-1430 YuM uoneIsdoos
uorrew.oyul jo Buruuni [EBINIONAS B 3AIYIE 0L
JeinBal pue Juawyst|qelss
‘sjuawidojanap
$3IN)oNJISel Ul [eI111D 10 _o\ma ;%mmme ur  bumss
Jenoiued ul ‘S10198S JualaplIp “AHOLCd U0 - UOISSILIWOY
UoISSILWOYD ut 89e|d ulI SOVS| 40 JaquinN o} pue  SSEIS  ISqUIBIN

0l

suoljepuswiwiodal




10T

VSIN3G

Jalawoleqoing

VSING

J0 Buluuni Jejnbay

suaznio N3 Buowre
ssauaseme JagA9 Jo asealou|

"spaau Bulutes] Buibiaws

ay1 01 Buipioaae saidoy ayy Jo
a1epdn JejnbaJ pue subredwed
Bulsiel ssaualeme [euoljeu pue
apim-N3 Jo Buruunl Jejnbay

N3 8y} SS0.0. WOoIy
saonoe.d 159q A111n238s19gAd
aJseys pue ajowold o

'saa110e4d aualBAy JagAd
pue sjeay) A111n28sIaqA
JO sassauIsng pue suaziio
10 ssauaseme asiel 0]

J0
10

'sanss1 A111n2as1agAd
S9ssaUISNg  pue  SuUaZNId
ssauateme  Buiseasou|

VSIN3G

N3-1430 pue VSINT

VSING

VSIN3G

"JusapIaul
18042 13pJ0Qg-$5049 8JeIs

af.e| JO 8Sed UI SaNIUL JBY10
pue saels JaquisiAl Ad WSINT
01 3|ge|leAR apew uolewsoul
uo paseq syuodal [euolens
apim-n3 Jo Aljige|ieny

'N3-143D yum uonesadood ui
VSIN3T Aq paw.opiad syuspioul
pue s}oejalIe ‘sanljiqelaujnA

10 sasAJeue Jo JaquinN

AKouaby a1 Ag pawioyiad

pUE \YSINI 0} SalelS Jaqusin
Aq asuodsal Aouabiswa
uoddns 01 sisanbal Jo JaquinN

"panjoAul suonesiuehiio

pue Sa1e1s Jaquis|N

0 Jaquinu pue Aousby

ay) Aq pareu1pI00d SasIoIaxa
ueadoin3-ued Jo JaquinN

S8SLIJ puUe S1uapIoUl
A111N23s18gAd 18p10Q-55049
3|eos able| 01 asuodsal N3

anneIadood e pyoddns o




[40)

3JOMBLWIRL) UOIIED1}I11I3
Aunaas | O ueadoung

a1 Jo sanJ ay) 01 Buipioaoe
$90IAJSS pue sjonpoid

a1 Jo s1aAnq ayy o)

UONEBLIOJUI Ja)13( aINsus 0]

pa1}11180 aJe ey} sjonpoud

19y4eW afBuls [eubip ay1 ui 1sni

uaBualls 0] Se 0S SBIIAISS
pue s1onpoid | | JO sourINsSSe
A11un2as18gAd Jo Aouaiedsueay

VSIN3 121 Pa1}11439 Jo JaquinN 3} 40 3dods ayp uspim 01 [[eJan0 au) BuISEaou|
QEENRVREMTE
AunoasiagAo Jo Ajddns pue
5 Hw_v_mm%mw:hmohm%g\w puewsap ay} Jo Juswubie
N3 8Y} Ul spuasy urew ay} 4 40 Juswubife poddns 0
VSINI sasA[eue Jo uonealjgnd Jejnbay
(Apms) "A1noas 1 D] 10J 8181411180

saluedwod N3 Jo ABAINS

e BuluIelqo JO 1500 paonpay

sbunssw Jo uonesiuehio
Jejnbal pue dnoio

uoneuswa|dwi

VSINT uoneaIua) A1unaasiagAd pue juswdojansp
ueadoin3 ay Jo dn-18s £a110d uoIIEI11LI8D
Aunaas 191 woddns o
aoe|d ui
VSINT ‘920903 3Jomawely N3 ay 0] Buipioade sawayds . .
UOITBIIH1182 IO} SBUI[apIND LONEOIILISD JO UOMUBOD) 5101995 pue S|Al $50.408 mce%o Qmmo_zmm
[eNINW U0 Paseq YI0Mmatuei co:mm_gm pue syuswalinbal | pue  s)onpol 121
omaLEl 13 34 0 UONEMIED KBS | e woebyru | 12 oy 10 Buonouny
: aJaype Jeyl SaWwayds Jo Jaquin ue dojansp o - SN S
VSINT '9203 ype reys Uds JO JsquinN 121 N3 [8Asp 01 10 uoneuawbely buipiony | sadosd ey ainsug
‘suonesiueflo
pue saakojdwa 01
pa1abie) saonaeid poob aualbAy
120942 pue A1n2ssiagAd
10 uonealgnd sejnbay
VSINT ‘sasuodsal

103.409 J0 abejuadiad ay)
0O aWI 8y JaA0 asealoul pue
ZInb ssauateme A111n23s1agAd




€0t

VSIN3G

"YIoMaWel) N3 8yl 01 alaype
eyl SaWBYds  Jo  JaquinN

$a1npadoid uonesI 180
[e1anas 0Biapun 01 paau sy}
01 anp ssausANNBdWOI 8s0]

saluedwoo N3 18y PIOAR 0]

(Apms) saluedwod N3
10 AsAIns pue Jsidwoseqoing

S80IAJIBS puUe S19NpoId

101 10 sainyeay A11indas

1O 2JeME 3Je OYM SIasn

-pus JO Jaquinu 8y} Ul asealou|

S82IAJ8S pue s1onpo.d
101 o saunyeay A1ndss

uoleAouul [euBip ui pue

‘PIey
121 8yr ur Buiresado
sa1uedwod N3

8yl Jo ssauannnadwod
[egolf 8yl asealou|




70T

'SY33 pue 'JAVYHL 9d "HVAN 94 "HH 94 FNOH 94 ‘MOdD 9d
'VINSIH 94 ‘*¥3IN3 94 "1dINT 94 ‘119d 9d ‘'dINOD 9a ‘©angd 94a Ag paxuely sem 1 D3IND 94 pue ‘9S Aq paireyd sem Bunsaw sy “210Z ‘AeiN
2 uo ade|d X001 pue ‘YJomallel) uolIedad Alindas 19| ueadoind e Jo dn-18s ayl pue WYSINT JO MaIAaJ 8y} 01 pajedipap sem Bunsaw 9| paIyl ayL

Juasald alam Syy33 pue 9S ‘1191d 94 ‘123AND 9d

WwoJ) SaAleIuasaldal 8yl ‘9T0Z ‘4aquiadad 6 Uo pIay sem Bunsaw puodass ayl ‘Bunssw ayy ul pajedidied S\w33 pue (9S) [elauss) Jelie)aldss ayl ‘1SNC
9a ‘2dr ‘INOH 94 ‘LOIND 9d "9T0Z dunf g uo ade|d %001 Bunasw 1siif aYL "pPIay d19m WYSINT 40 MaIAaI 8y} Uo OS] ay} Jo sbunasw om) ‘910z Ul
"J0MaWe.) UOoIIed141ad A11undas | D] ueadoin3 ay) pue uoie|nbay WSINT 4O MalAal 8yl BUIAJOAUI BAITRIIIUL 8] JO MBIASI

ay1 ssnasip 01 pablejua Jayriny sem dnoab siyy 210z Ul "seseyd Aay |je Bulnp WwSINT JO uoienjeAs ayl 43a1s 01 9T0Z Ul dn 13s sem ‘(S\Y33) 921AI8S U0V
[eusa1x3 ueadoun3 ay) pue UOISSILLWOYD ayl JO |BIBUSD-SaIRI01d31IQ SNOLIBA WOJ) SaAleIuasaldal Jo Bunsisuod ‘(9S]) dnois BuliealS adIAIeS-1a1u| Uy

'sisAJeue sy} Jo JuawdojaAsp syl Ul Pa1eIdosSe Uaaq aARY aAIRIIUI BY) JO JUSLUSSASSE aU) Ul 1SaJajul Ue YIIM UOISSILUWIOD) aU) JO S3IAISS [BIaNSS

ONIWI] ANV NOILVSINYDYO 'TT

"/ T0Z 10} swwelBold YIOAA UOISSILIWIOD 8y} Ul PapNnjoul Sem SINT JO MaIA3J aY) U0 aAIeIIul 8y |

"G00/LD3AND/LTOZ S! ,,S32IAIBS pue s1onpoid (1D1) ABojouyda ] suonedIuNwwo) pue uoljewlou] 1o} dJomauwel)

uonealyIed A1undss ueadoun3 e umop Bulke] pue £T0z/92S 'ON (N3) uonenbay Huleadal ‘(WSINT) AIN23S uolRWIOJU| puR YJoMIBN Joj Adusby
uolun ueadoin3 ay) BuILIBIUOI [19UNOD 8] JO pUR JUsWEIjIed Ueadoin3g ayl Jo uone|nbay e Jo) Jesodold,, aAIRIIUI 8] JO 8duUaJajal Buluue|d ap1daq ayl

"(LO3ND 9a) .ABojouyda ] pue JuIU0Y ‘SHIOMISN
suoneIIUNWWOD),, [eJauas) a1el012al1d 3yl Jo ,,A1undasiagAD pue isnay ‘A18100S [eubiq,, H arelo1aiig Ag patedaid sem 1iodeay Juswissassy 1oedw| Siyl

SIONIHIHATY dAMD / ONINNVId 3a103Q ‘'9Dg aval o1

UONBULIOJUI [BANPIIOL] : | XoUUy



https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=VER&code2=&gruppen=Link:526/2013;Nr:526;Year:2013&comp=

S0T

| suonepuswiwodsl syl Jo uonejuswisjdw] | UoluIdQ 8y} Ul sUOIEPUBIWO0IBY S,pleoq |

"Passalppe Uaaq aABY S32IAISS JAU10 JO pue pJeod ay) JO SJUSLLIWIOI aU) MOY SaSLIBLUWINS MO|3q 3]gel aUL "SUOIRAISSA] YIIM
uoluido aAnisod Yyeup e panssi pJeog ay1 1snbny Gz uQ ‘2102 ‘AInc 6T uo paeog Aunnios Aloreinbay ayl Aq paulwexa sem 11odal JusWssassy 1oedwl| ay L

(gS¥) advog ANILNYOS AHOLYINOTY IHL 40 NOILVLINSNOD €T
*1agquwialdas ul ajgejreAe aq Aew s} nsal pue pauapeolq Buiag osje Ajjualind si AsAins ay ‘110daJ pasiAal syl

Ul pasn aJam S}Jnsal [euly pue JTOZ ‘dung O UO Pasod SeM MJomawely A1LIN2as pue Uo1edILed | D] Uo AsAIns sasiidialus wnipsw pue jjews syl e

pue “\ySIN3T Aq pasiueflo pue Allunwiwiod uonealiniad ayy bunabiel ‘uonediyntad A1indas 1 D| uo AeAinsayl e
:suolrelNsuod 1sed ayl Jo Sy nsal ay) uswa|dwod 01 ZTOZ Ul pasiuebio usaq aAey uoIedIyIIBd A1INdas | D] Bulpiebal sAaains om) ‘Ajjeuonippy

"/ TOZ Ul Pa1onpuod ‘YSINJ JO uoienjeAs pue MalAad 8yl Uo uolneynsuod aljgnd syl e

pue ‘9Tz ul 82ejd 001 18yl sainseaw BulAuedwodoe ajqissod pue A11u1n28siagAd uo diysiauried areaAlid-o1ignd ay) uo uoneyNsuod algnd ayl e
:SuoIe}NSuU0d 21jgnd BuIMO]|0) 8yl Ul UOIIRIISILIBD
A11IN2as 1| JO anssI ayl U0 SMIIA 18y} ssaidxa 0] Ajiuniioddo ayy uaAIb alam SIBPJOYaXeIS ‘J9ASMOH ‘Paldnpuod usaq Jou Sey NJ 8yl Ul UOILIIILID
Aundas 19| uo Buissnooy uolleynsuod algnd pajealpap e ‘Ajjedlydoads sauljaping uonenbay Janeg ay) 01 uondadxa auo paiynuapl sey 1D3IND 9d

SANITIAINS NOILYINDIY ¥3113g IHL OL SNOILdIOXT "ZT

1snNBNY Og U0 play sem Buiesw OS] el 1sed [euly e ‘'gSy 8y Aq panssi uojuido aamisod e BuImo|jod ‘9S pue ‘3avyL 94 ‘ST
‘1SNC 94d ‘MOYD 9@ ‘Ag apew sjuswiwod ayy Jepnoryed ul ‘Bunssw 9| ay1 - BUIMO]|0) pue - 12 PaAISdal SJUBWILIOD 3yl JUNod9e ojul Buie) Aq 1oday

JusWssassy 1oedw| ay) parepdn sey 103IND 94 "AAVHL 94 pue ‘ANXVL 9A ‘A0 94 (ST) 891AI8S [e6se] 8y ‘1SNC 9A *dH 94a 'FNOH 9a

‘MOY9D 9a ‘Y3AN3T 9d “1dINT 94 ‘LI19d 94 '9angd 94 :buimojo) sy aiam sjuedionied sy pue 9 Aq paireys sem Bunssw syl */T0Z ‘sunf gz uo
(gsy) pseog Aunniog AlojejnBay a8y 01 UoIssILgNS ay) 810jaq OS] 8yl Jo Bunsaw 1se| 8yl sem sIyL “2T0Z ‘dunt zz uo adejd 001 Bunssw HS| yunoy ayL



90T

0S¥ (LTOZ)NIOC g

1oy suondo Aarjod ayy 1eyr paijlie|d osfe si i

"Spaau
yoJeasal N3 UO SBLIOSIAPE SI MUl PINOM
Aouaby syl yoiym 01 ‘enus) aoualadwo)
pue yoteasay AlnodasiegA)  ueadoun3
9yl pue  SJUBPIOUI  JBPIOC-SSOID  B[eds
abe] 01 puodsal 01 yoeosdde sAnesadood
e o 1juawdojanep ayr Bunuoddns ur sjou
Jolew e Aejd 031 pajoadxa sI Aouaby sy alaym
quudanig An2esiaghko N3 8yl WSIN3T
10} ddUBARJ3) [e10ads © aney pue (..,/TOZ
laquiaidas) A11un2asiagAD uo uoneIIUNWILWOD

3yl Ul papnjoul  ale  Jeyl  sainseaw
ayl Jenomded Ul ‘1xa1u09  A11IN2asIagAd
N3 o8yl Uuo SpeIep  aIoN  AINndas

J18Y) pue SW=sISAS uoljewlojul pue XIomiau
UM Sale[alialul 3l moy pue SisAjeue ayl Jo
asod.nd ayi 10} A111n23s180A2 Jo Buluesw ayl

(uoneoy e
0] paejas  suondo) €6  uonodes 8yl
pue (01IeUBDS Buljaseq) T'G uoI19as ‘(1X81u09)
T uonoss syl ‘Aressolb ayr 01 pJebas yum
Jenoied ul ‘pajepdn usaq sey uodal a8yl

uoneluswbely
19)Jew pauodal pue spoob JO JuswaAow
9al] 01 suwij Bunnsas ayr pue (syonpoud
121 01 ynegep Aq Ajdde jou saop 1 Aym *6°8)
uoniubogas jeninw Jo uonesijdde jualind ay)
Buiuladuod surewsal AlnbBigque awos ‘uonippe
Ul SJUspIoul 19pJ0Q-SS0J0 Beds able| uo
wdanq ayp 68 ‘|lam 1xa1u09 A11INdasIagAd
N3 8yl 8guossp 1Jou ssop uodal 8yl

110day V| pasinal syl olul

/T0Z Isnbny Gz Jo



https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=COM&code2=&gruppen=Code:JOIN;Year:2017;Nr:450&comp=450%7C2017%7CJOIN

L0T

01 parejal swajqoud apoel djay pue saAojdws
se SsSauaAnoee S anoidwi pnom ‘N3
-143D yum uonesadood [elnlonis sy pue
JuawAojdwa JO SuoIIpuUOd JaNaQ 8yl ‘SySel
Mau ay) Buipnjoul ‘Aoushy a8yl JO wloyal ayl
MOy U0 papinoid ale suoleuejdxa Jsejnaiyed
ul (qoedwi 8y JO JUBWISSASSE "T'Q UOINDAS)
passalppe aq 0] paidadxe ale ‘uolenjeAs ay)
ur paiybiybry ‘Aousioyye wSINI 01 pajejal
S3SSaUMBaM BWOS MOY U0 pue (Z'G uonoas)
VSIN3 01 pajejas suondo Aorjod sy ul
suonebqo mau ayl uo suoneaijLe|d apinoid
01 pejeBajul Jayun) usag sey wodas ayl

‘alepuew pabiejus ue uo
AJ9A11934]3 JaAIjap 0] pue $82IN0SaJ [euonippe
giosge 01 Aljige SsYSINI YlM pajeroosse
SYSII SYOO4BA0 ]|  'S3SSauMeam  WSINI
uo sbulpuly uonenjeas ayl saioubi 1odas syl

"uo1eII113d AQ papincid uolewloyul ayl 0}
anjeA ybiy e ubisse Aayy se ‘syonpoud paiyinied
aseyound 01 Bunpm  aiow  Ajqewnseaid
aJe SIBWO0ISND ‘Bsed Jene| 8yl Ul UBALIP
-19yew aqg ued Inq AJoyepuew Asessadau jou
aJe UOI1eIIJILI8D 10) Sluswalinbay ‘81e|nalid
[INS UeD S$3JIAIBS pue sjonpoad paljisdun
‘UOINROILIIBD 10} Sluswalinbas  Alorepuew
JO 92U8sSCe Ul ‘Jeyl pailoads Jayuny Si 1

"SJRIS JaqLUBIAl Yaes Jo ssaubulljim ay)
Uo pusdap PINOM pue Jsuuew pPareulpioooun
ue Ul Jnodo Aew uonuBodsl  femnuw
® Uong ‘saAjeswiayl sionpold Jo jou pue
SOWBYDS UOITRIILII8Y [euoneu Wwoly Bunjnsal
SOJROI}IIRD  JO  uomuBooas  [emnw 8y}
01 paje|a) sBUILIOJLIOYS O] I3 UOINRIILILISD




80T

90IAIBS pue 1onpoud 191 Jo adAl a8yl reyl
surejdxs ¢ uondo Jo uondiiosap pasiAal ayL

aYy} op 0S pue Jesjoun surewsal Ajdde pjnod
UOIRIIILAY Ydiym 0] s1onposd Jo abues syl

2’9 U0N28s
ul pajrelap usaq sey AindasiagAo uo Aouasbe
[8A8] N3 Ajuo syl pue pjaly syl ul Uadxa
se WSIN3 JO 8d10yd 8y} Joy ajeuonel syl

"WB1SAS S1-90S W8LINd 8y}
sanoldwi pue siaip YJomawels pasodoid syl
MOy JO uoneue|dxa ue sapnjoul ‘(Aouaioiye
uo uonoss) ¢ uondo Jo 1oedwl uo z'9 pue
uosiredwos uondo uo / UOIaS ‘uonippe uj

‘(dnois 1adx3 Jo dn 18s *6°9) IoMawely
UOITeII4I1I8D MBU 8y} 0] pPale|al UoISSILIWO)D
ayl Joj suonedldwi 82in0sal pue  jJels
AUl UO Se [[dM Se SallIAIIOR JUSWSdI0US pue
Buisintedns yym pajerdosse ‘serels JaguIsIA
10} S1S00 8yl UO SBJRWIISS SapNnjoul Os|e
¢ uondo jo 1oedwi uo uonadss syl -olydesb
e Bulpnjoul ‘g uondo Jo uoneue|dxs pajlelap
9J0W ® apIA0Id 0] JBpIO Ul pPasiAal Uda( aAey
(suondo Aarjod Jo 10edwi ay) JO JUBLLISSASSE)
2’9 pue (uoneoynusd uo uondo Aoijod
pauajesd 8yl Jo uondudsep) €'G UOID8S

"UOITRIIJ1143D
UO Uydonw JBAIIBP 10U  PINOM  WSIN3T
eyl Msu e sI assyl 100 pue Aujigisesy
‘pappe anjeA [enualod ssasse 0} pJey 1l Saxew
SIyl -eonoesd ul MJOM PINOM UOIRIIILIBD
MOY N0 [Jads 10U saop 1odal 8yl “Jesjoun si
uonealy1uad Bulpsebal uondo passajald syl

"€ pue g suondo
Aoljod 01 paeroosse  (WSINTI 10)) S1S0D
JO dleWNSe pasinal e Slussaid osje 1odas
3yl 01 9 Xauuy ‘suadxe JO JuaWlINIdaL 8yl




60T

[oA9]-NT  JO aeidn pue  uoneuswbely
JO 9sealdap Jo Buuonuow ‘68) uoneIILIIBD
uo aAnelIul 8yl Jo 10edwi  aAnisod
aUl 81enfeAs 0} SJUsWad JaYlN4 ‘U01198]|0
elep Jo Aouenbaiyy pue ulbuo a8y uo
UOITeWIOLUI PaXJ.| 11 INQ PajleIsp pue |njasn
seM 3\ J0J 9|gel a8yl yoiym o0} Buiplodoe
pJeog sy} JO JUSLIWOI 8y} SSappe 0} parepdn
Ajsnoinaid usaq pey podal ayl Jo g UOIDBS

'$S800NS
Burinseaw 10} SYJeWydUSq pue BLISILID SHOe|
3lomawel) uoneneAs pue Builloyiuow 8yl

"uo1Bal S,p|40M J3Y10 10} [9POLL B BW098]
Aew pue ‘1Xa1u09 JeuOITeUIBUI Y} Ul uonisod
ueadoun3 pauayibuans e 01 peaj OS[e pjnom
Z uondo -spsau Ajunoss Jlsyl ssaldxe 0]
Sae1S JaquisN |1e Buljgeus ‘e10) [euonNIisul
UM Sa1els Jaquis|A apiaoid pjnom g uondo
*JauURW BAII08)J9-1S00 8I0W B Ul pue Joise)
saAoalgo Aorjod ayy Jaaljep djay pinom T
uondQ Jejnaiued u| ‘suondo asayl Jo S11jauaq
AUl 9QquIOsap JaNaQ 01 PasiAal Udag dAey

suondo ssoJoe atedwod Asy) Moy pue siiyauaq
a|qibue] paloadxa Jo apnuubew ayl aglIdssp
AJIuaIoIyns 10U S80p 11 ‘SIS0D JO UOIRWIOLUI

Z pue T uondo Jo 10edwi 8y} UO SUONIas ay] | Jeuonippe  sapinoid  uodas Byl 9JIYM
S19sse 418y} 39830.d

01 SaWwayas asay) Buisn se1e1S Jaquisi Jaylo

woJ} ainssaid aoey Aew SaWBYIS UOIRIILIISD

ueadoing  Buisn 10U  SALIS  JOQUIBIN ¢SaWaYos

1eyl salj1oads uoneaiynuad oy (z aAndslgo)
‘e uondo Jo 10edwl 8yl uO UONIBS BYL

N3 Buisn 1o Bundope 10u $8ILIS JBQUIBIN
JO sd22usanbasuod pue SySL 8yl ale JeymA

*J]9S11 awiayds panoidde ayy ul paulyap aq [|Im
aWayds uolealyiued uesdoing e Aq paianod

10edwi Bunnsai




0TT

‘WVSIN3 Aq pa1onpuod Buljjage] pue uonealinad uo SUoIRId0SSE JaWNsuod pue Aisnpul ‘santioyine A11in2asiagAd jeuoileu Joj AsAIns v (8)
"(S3INS) sestidiaiua winipaw pue |[ews 0] passalppe buljjage] pue uoiedlfaed uo AsAins v (/)
‘(101001U0D
[euid1xe ue Ag auo Jayloue pue ‘(DYC) anus)d Yyaleasay ulor ayl Ag palonpuod auo) uonediiuad Anodas 19| Buipsebal saipms om] °q
pue {1019eJ1U0J |BUIBIXd Ue AQ patedald WSINT JO MaIA3I puR UOIIBN|BAS ay) U0 10dal Jelp [euly auQ e
:Sa1pns [ealuyaal saiyl (9)
‘JJe1S WSINT pue ‘dnols) Japjoysyels usuewlad ‘pieog aAnndax3 ‘pleoq juswabeue|N WSINT ayl 01 Aenins v ()
"MI0MIBN Swea | asuodsay usplou] A11in2as Jaindwo) ayl 01 MalAal WYSINIT 8yl uo Asauns v (1)
"MBIA3I WSINT 8y Buipaebal smaiaisul Ladxs AylH (€)
"M3IARJ WSINT ay1 Buipaebal sauQ °q
pue ‘uo1eol}ad A1ndas | D) Bulpiebal saiyl e
:Ansnpul pue se1e1s Jagquis\ yim sdoysy4om Japjoysyels 1no4 (z)
*(uoneaI1I8d A111N23S | D] UO U0oI198S B papnjoul) sainseaw bulAuedwodde ajqissod pue A11indssiagAd uo diyssaunied ajealsd-oijgnd syl g
pue ‘\/SINJ JO MalIAal pue uolenjeAs ayl e
:Buipsebas (110dais SIY) 01 Z XaUUY 0} paydente si yolym Jo Arewuwins ) suoneljnsuod aijgnd om] (T)

:$924N0S SNOLIEA WOJJ 89UaPIAS aAlEIURND pue aAnelIenb palayleb uolssIWWo) ay L

ALITVNQO ANV SIOHNOS ‘IONIAIAT ¥ T

A1esso|b ayy 01 pappe usag aAeY (SNOYY pue
HOdl ‘6°8) suoneinaiqge paonposul AjmeN uoljelussald

pappe Uaaq aAey (SaWwayos




11T

"SIaMsue 8y} 4o Bununod a|gnop e ul 3Nsal pJNoM SIYL “usyl AsAINS ay}
919]dw 09 01 821A8P 10 JBSMOUQ JualayyIp e Buisn 11 pauadoal aAey usyl ybiw pue ‘siyr pa1ajdwod Ajjensed Ajuo pue AsAins ay) panels aney ybiw
Sjuspuodsal 8y} JO BWOS Jaylaym Mouy 0} 81qissod 1ou SI 1 ‘snyl ‘snowAuoue alam SABAINS UY10Qg Ul SIBMSUR U} ‘STINS 01 passalppe YIoMallel)
uonedIyIad A1undas || ueadoun3 ayl uo AsAIns ay) pue ‘s1¥HISD pue S1¥ID 01 passaippe sem eyl WYSINT uo Asains ay) 01 spiebas sy e

*9>9e1 01 Bulwie sI 8AleIRIUL Y] TeY) $BNSSI 8y} 4O aUO SI SIY ] *Awouoxe] paalbe |[elsno ou
SI alayl ‘uonippe uj ‘wayl wuey Ajjenualod pinod so1doy asayl uo Buniodai 1ey) Buriapisuod ‘A11undssiagAa Buipaebal uoiewIolul a1eys 01 JUrloNjal
aJe saluedwod ‘renaided uj "ajoym e se A111n2asiagAd JO plal) aYl Ul adUBPIAS JO XIe| |[eJan0 ayl Aq paroedwi sI saipns ayl Jo Aujenb ayyl e

:A111N28s.18gAd
YUM paxul] aJe SalllAnoe asoym sasudisius ueadoing Jo Jaquinu uedyiubis e Bunuassaidal snyy ‘suonesiueblo ejjaiquin jybie apnjoul
YoIym suspuodsal /z Aq pajuasaidal sI 10108s a1eAlld sy ‘pajussaldal ate (sduel4 Ag papinoad saded uonisod ayy Buipnjoul) se1elS Jaquusin
GT JO S311LIOYINE |RUOITRU JO SMBIA 3Y) ‘J9ASMOH ‘Pauladuod SIapjoyayels |[e JO aAneuasaidal Ajjny agq 01 PaJapiSuod aq Jouued UOIR]NSU0I
a1ignd ay1 Jo s)nsal ayy ‘sasuodsal 0F JO [e101 B YUAA 8sIoiaxa BunayreBb-indul uno ul S3INS woldp Indul yonw paAladal 1ou sey 1DIND
pue ‘suoISSILIgNS 0f PaAIadal M3IA3L WYSINT 8yl uo uoieynsuod a1jgnd syl ‘aauelsul 104 "elep Buuayreh 01 paebas Yyum suoneliwi| aje aidyl e

‘Modal 1yeup euty e st Apms YSINI ayL e
:/TOZ dunr O U0 Paso]d SJINS 01 passalppe Buljjage| pue uoIedIf1I8d uo AsAINs ayl e

:palou aq 1snw syutod saiyy Buimol|oy) sy ‘sousplne syl Jo Alljenb sy 01 psebas Yyuaa

"1D3IANNOD 94 Aq asnoy-ul auop MalAal ainjelall] pue yaseasal ysed (z1)
') T0Z |Mdw Gz uo ‘disuy snipuy ‘19l 9]buls [enbiq syl 10) 1UBpISaId-adIA UOISSILUIWOD ueadoing Yylim ajgeipunod (TT)
"uoI1ed1411432 A11un2ss | D) buipaebal
Jejnaied ul ‘salisnpul palsalalul JO SaAneussaidal yium sbunssw ooy pe ybnoayl Jepnainued ul ‘siapjoyadels yum anbojelp 10a11Q (o)

:(0SH3) uonesiuebiO A11uN23sIagAD uradoun3 syl WoJy uoledlad A1undss | D) bulpiebal sinduj (6)



112



€17

¢p81]NSU0J UOISSILILIOD 8Y1 SBY WOUAA ‘19T
SOIdO.L NOILV.LINSNOD ANV ‘NOILY.LINSNOD 40 SNVIW ‘3 LTNSNOD SHIATOHIMV.LS 40 SdNOYD 40 NOILVOIHILNIA] "9T

‘apew Bulag sjulod Jusiindal 1SOW ay) JO M3IAIBAO Ue apiaoad padjay
anssi Jepnanued e uo dnoub JejnanJed e wouy sesuodsay ‘(*919 ‘Sjuspuodsal Jay1o ‘10199s a1eAlld wol) sluspuodsal ‘santioyine a1e1s JaquisiN 69) sdnoib
lapjoyaxels peouq ol padnoib Ajisow usaq aney sasuodsey ‘pardope Ajgbie| usaq sey yoroudde sisAjeue a1seq ay ‘sjool pue ABojopoyiaw ayj spJebal sy

"aAI1eIUDSaIdaI [[RI9A0 Se PalapISU0d aJe passnasip Agalay SMBIA Ssiapjoyadels ayl ‘dnolb
SI3PJOYaXelS |[e Woi) paAladal Indul pue sasuodsal Jo aaibap ybiy AjpAIR|a] aU] pue ‘paljNsuod SISPJoYaxelS puR $32Nnos JO A1alieA apIM 3yl JO MaIA U]

‘Ajerewixoudde /T0Z
KelN 01 9T0Z AInc wouy - pouad Buoj e Jano pauueds poriad uoleynsuod ayl ‘uonedionued apIMm 10} MOJJe 01 JapJo Ul ‘iowlayling "(Mojag Z'Z Uuoloes
99S) aAey 1ybiw SIapjoyaxeIs 8yl suoingliuod Jo sadAl Juaiayip 01 wayl sidepe pue sjool Buliayreh eyep a1enualajip 01 uonuane sAed uoISSILIWOD ayL

‘Indul 1ueAs|aJ Jayreh 01 JapJo Ul Way) 3Jnsuod o}
Aem 159 a1 pue sdnoib Japjoysxels Jueas|al ayl Anuapl 01 usag sey deis 1sA1) 8yl ‘Spoylaw uoieynsuod Jo Xiw ayeridoidde 1sow ayl Aj1nuspl 01 JapJo uj

"YJOM S,UOISSILUWIOYD 3y} Ul AJIjIgeIuUN0d2e pue Aduasedsues
sainsua ABayens siyL "ajqissod uoIneINSU0I 1S8PIM 3yl ainsua 0] ABajesls Japjoyasyelrs e padojaAap UOISSILUWOD aY) ‘BAIRIIUI 3Y) JO JUSBLISSASSEe ay) Ul
pa109]Jal ||am sI — sdnoJb Japjoysyels Jo abuel molreu e Jo sisalslul [e10ads 0) pasoddo se — 1saisiul a1jgnd [essusb s,uoclun 8yl 18yl 8ins ayeul 0] JBpJo U]

ADTILVHLIS NOILVLTNSNOD d3ATOHIAMVLS 'qT

uonNeI[NSuo0)) JIP[OYdIYLIS :7 Xouuy




viT

:suoneyNSu0) aljand

‘dewpeol uonenpeAs WSINI 8yl Uo Xoeqpaa) apinoid 0] a|qe alam sIapjoyaxels paisaiaiul [fe ‘poltad Ysam- e Buling

"UOITE]INSUOD 31 19NPUOD 0] JBPJO Ul Pasn 31aM SPOLIBW pue S|o0] JuaiaIp ‘parnuapl dnoib Japjoysxels syl uo Buipuadaq

¢S1ap|oyaXeIs PalNSuU09 UOISSILUWOD 8y} Sey MOH ‘29T

'SUSZIND
pue ‘suonesiuebiQ [euolreusaIu]

{(WSIN3 Buipaebal Apsow) (WwS11-n3) 921sne pue A111N28S ‘LOPaal JO ealy ayl Ul SWBISAS | | 9jedas-abieT Jo Juswabeue| [euoneladQ ayl
10J Aouaby ueadoun3 ‘(D343 Q) suonedlUNWWOoD 21U04193|3 404 s101eNbay ueadoin3 Jo Apog ‘Aousby aauage@ ueadoung ‘(£D3) an1us) awiidIsghD
ueadoun3 sy pue jodoing ‘(NJ-LHY3ID) suonnmnsul N3 a8yl Joj wea] asuodsey Adusbisw3z Jeindwo) se yons ‘selpog pue Ssaldusby N3 18yl

£S1011pNY 0O 1IN0Y ueadoin3 ay) ‘suoibiay ayl JO 9a1IWWO0D By}
‘9911ILIWIOYD [e120S puk d1wou0d3 ueadoin3 ay) ‘uolun ueadoin3 ayj JO [19UN0D AUl ‘JUBWRIjIRd Uradoing ay) ‘92IAISS UONIY [eula1xT ueadoun3 ayl

{S92IAIBS S,UOISSILIWOY ueadoing
{(WSIN3 Buipsebas Appsow) (S1H1SD) swea | asuodsay wuapiou| Ainoas Jaindwo)/(s1y3D) swes | asuodsay Adusbisw3 eindwo)d
‘SaAlleIUasaldal ,S1awnsu0)

:(STINS) sastidiaiua wnipaw pue Jjews Joy senaied ul) yiomisN adoin3 astidisiug syl pue ‘adoin3enbig ‘(1LOIV) uoleAouu|
sbulyl Jo 18ulaul Jo) souellY ‘(0SDH3) uonesiuebio AlndasiagA) ueadodn3 syl Buipnjoul ‘saAneiussaldas Alsnpul pue SuoljelIdosse apel|

‘S1921JJO UOSIeIT JO YJI0MISN pue dnolo Jsp|oysyeIS Jusuewlad ‘pJeogd aANdax3 ‘preog Juswabeue| S,SINT JO Slequisw 8y
‘(uoneoiiad Buipaebas Apsow) siaquiswi (S1-90S) A11iN2aS SWISAS uolewloju] —dnois) sjeIdIyQ J01uUas

‘S31p0Q UOIESIpIRpURIS

‘sa1uno) (W.143) UoeId0SSY apel] 8314 ueadong Wo.y 8SOy) Se [|Jam Se SallLIoyINe [euoiieu sarels Jaquisi\ N3 8y.L

:$91p0q BuIMO|[04 BY) SepN|oul ‘(MOJaq Paredlpul asIAMIBYI0
SS9|UN ‘YJOMBLLIRIL UOITRIINIBY A1UNd8s 1D N3 8yl pue WSINT JO MaIAaL 8yl Ylog J0J) pPa)jnsuod usag aARY Jeyl SIapjoyaxels Jo 1SI| sAlSneyxa-uou v



STT

"UOITEDIJILISD PUR MBIA3I \WYSINT UO UOISSILLUWOYD 3y) 01 IN0 Bulyoeal s1apjoysyels [enpiAlpul yiim anbojeip 10a11Q

‘spadxa paJalsibal 9gzZ sepnjoul Buljjage| pue uoiediyned
uo OSH3 Jo T dnois Buopn “Buljjage] pue uoneoIIed Jo sabuajeyd ayl uo (OSHI) uonesiueblO A1N2aS 19gAD ueadoun syl wouy sinduj

*/T0Z dung Ul pa1onpuod sem Buljjage] pue uonealyied Aundss 1| Jo 91dol sy uo aireuuonsanb pajabie) v

"UOISSILLILOD
ay) pue WSINI Aq pa1onpuod ‘Buljjage] pue uoIedIjIsd Jo 21do) syl UO SUOIRID0SSE SIBWNSU0D ‘A1Snpul ‘SaLIOYINe UOIELdIJILISD [euolleu Jo AsAINg

*A]aA1109dsa. UOITLIILINIBY pUR MBIABI WSINT 8yl U0 IN0 paliied alem sdoysyiom g ‘,ToZ Ul ©

‘U0ILDIJ11189 JO 21d0] BU) UO PIaY 848M S3ILIOYINE [euoiteu Yum sdoysyiom g ‘9Toz Ul ©

:sdoysxiom Japjoyayers
"UOITRIILI1IBD Ul 3104 S)I UO Buipnjoul ‘malnal WSINT 8yl uo Allunwiwod A111n2asiagAa ayy ul siakeld Aoy 0g AjpAewixoidde yim ‘smainlaiul yidap-uj

"8A1192113 SIN 8yl 01 Buipiodde
1e11e18103s 8yl sapinoid Aousby ayr yoiym 1oy ‘(s1dI1SD) MJoMmiaN swea] asuodsay usplou) A1indas Jeindwo) syl 1e palebiel WSINT uo AsAing

‘uonesiueflo pue adueulanob s11 01 pue Aouabyy 8yl JO SSaUBAINRYLS 3yl pue AJuaidlye ayl 01 pare|al sanssi yidap-ul 810w J3A0D 0]
S19211O UosIelT Jo YIoMiaN ‘dnois) J1apjoyaxelS Jusuewlad ‘pleog aAlNIex3 ‘pieog Juswabeue|y ‘Juswsbeuew pue yels YSINT e paiabiel Asaing

"UoI1RIIJI11I8D
Jo 21doy ay1 Buipnjour ‘A1in2asiagAd Jo eale ayl ul Sanuold pue spasu aining ayl UO SUOISaNb osfe papnjoul UOIELINSUOD 3yl "MaIASI pue
uolenfeAs wSIN3 uo (suapuodsal 0 "xoidde) a1jgnd JapIm ay1 WO} SMBIA ¥3as 0] IN0 Pallied Sem UOITBINSU0D J1jgnd auljuo ¥aam-zT e ‘20z ul ©

‘(syuspuodsal o7z “xoadde) uoieai}iiad Jo 21dol syl uo uoIdas / suonsanb o1419ads papnjoul Yarym ‘A11indesiaghd
uo diysiaupied arealid-a1jgnd |en1oeUOD 8Yl JO Yyoune] 8yl JO UOISLII0 3yl 1e 1IN0 paliied sem UOITEINSUOd d1jgnd auljuo ¥9am-gT e ‘9T0Z U] ©




91T

*(saA1193[qo 8y JO Yoes 10J 94E9 1Sed] 1) SaA1198[qo JualaIp si BulAsIyde 8q 01 WSINIT PalapIsSuod alowiayling sjuspuodsal
Jo Aolew v “(9%t2) Swuspuodsal Jo Aliolew e Ag passasse Ajpanisod sem 910z 01 £T0Z poldad syl Buunp WwSINT 10 aouewlopiad |[eJdA0 8yl e

:suonsanb Buyoo| paemyaeq ayl 01 pale|ad S1Nsal Ulejy

*A111N285189A2 0] payul| aJe SalllAlde
asoym sastidisiue ueadoin3g Jo Jaquunu uediyiubis e Bunussaidal snyy ‘suonesiueblo ejjaiqwn ybia spnjoul yadiym suspuodsal gz Aq palussadal
SI 10308s a1eAld ay | ‘peiuasaldal are (souei4 Ag papinoad Jaded uonisod syl Buipnjour) salels Jaquisi\ GT JO S3IILIOYINE [euolleu JO SMBIA 83U} ‘J1aASMOH
"PaUIBdUOI SIap|oyaXeIS |8 JO aAlRluasaldal Ajny ag 01 paiapiSuod ag Jouued uoleynNsuod aljgnd Siyl Jo S)nsal ayl ‘sasuodsal 0 JO [€101 B UIAA

‘siaded uonisod puas 01 Aljigissod ay) pey siuspuodsal ‘uonIppe uj *SuoIldas Yiog 1o auo Jaylld Jamsue 0] Pamo|[e alam siuspuodsey

‘2ainny
Ayl uI wiay) 1898w 01 Apog N3 ue Jo ajoJ ajqissod ay1 pue adeaspue| A111N2as1agAd ay) ul sabusjjeyd pue spasu BulAjoAs uo Buisnoo) — Buoo] pjemioq e

pue ‘\/SINJ JO uonen|eAs 1sod-xa — BuIyoo| pJemyoeg e

:SUOIN09S O] PUNOJR PaIN1oNJIS Sem
uoIL)NSU09 ay) ‘asodind sIy) 104 “arepuew s\YSINIJ JO UOISIA3J ay) Joj suondo Aorjod [enusiod uo uondaLal B 0] PAINQLIIUOD OS[e Uole)jnsuod aljgnd ay L
"9T0Z 01 £T0Z pouiad ay) Joj adeaspue] A111N28sI1agAd 8y 01 UOIINQIIIUOI |[LISAO S\/SINT SSasse 0] saled palsalaiul pue SIspjoyadelIs JO SMIIA ay) Jayed
0] pawiIe uone)nsuod a1jgnd syl "/T0Z [dy 2T pue Arenuer gT usamiaq adejd 400] WYSINT JO MalAa) pue uoljenjeAs syl uo uoleynsuod aljgnd uado ay L

WVSINT JO M3IA3J puB UOIEN[BAS 8y} UO UoIe)Nsuod a1jgnd ayi Jo synsey "1'8T

VSINT ONIQdY93d SNOILYLINSNOD IHL WOHH SLINSTY 40 AYVINIANNS "§T

'G pue € sjulod ‘T Xauuy Ul paiyiuspl sauljsping
uonenbay Janag ayl 01 uondaoxs ay) 99s ases|d ‘JIOASMOH 18W USa(Q aARY SauljapIng uolie|nbay Jsneg syl Ul 189S Se SpJepuels uoISSIWWo) ayl

¢1L3W N339 SAYVANVLS NOISSININOD IHL IAVH /T



LT1T

(15 10
%6L) 2s1019xy adoing 194D dy) Suneurpiood ‘Juip[ing Ajunwiwod Surdueyud ‘SuLleys uoneuojul ‘uoneladood ajealid-oiignd ybnoayy ‘69

‘Aunwiwod Amdasiagqhd ayy ur uonerddood 3unioddng,, Aq pamor[oy ‘(9§ 10 94,98) syuapuodsar Jo Joqunu I1saY3IY Ay} £q ,JUIIXd dWOS,, 0)
IO JUIIXD JBAI3,, B 0] PAAIYIE 3UIdq SB PAIIJ[AS SeM , AJLINDOISIOQAD Ul asIddXd JO [9A9] Y31y & Sururejurewt pue 3urdo[ord(,, Jo aandafqo ayp, o

"JUS1Xa 12316 © 0] 10 aWos 0] SaAID3[Co pPajafise) 11 panalyde pey WYSINT 18yl Pareslpul Uone)Nsuod aljgnd sy 01 sjuspuodsal ||y ©

N 2y ul SIN 0} uounqLyuod S, FSING g

"901AJ8S SIY] J0J JUBLUSSASSE dwres Ay} dAe3 syudpuodsar 1910, Jo dnoid Yy, * JUBAJ[AI J0U,, JO  JeyMAWOS,, A[UO SUIdq SB PAIIJ[IS
U31JO 1SOW Sem  JIY[00} IO [eLIdjewW Sululel],, ° SJUSAH,, SB [[oM SB  SUONRII[qNJ YoIedsdy 29 s10day,, d10M SINIANIR / JIom  Sjudpuodsar
0] JueAdal (A19A),, 3urdq se Pajodas Apuonbary jsowr sao1A10s 10 sjponpoid oy ‘suoneroosse ssouisng 10 sosudioquo djeand Fuowry o

"SONITAIIOR / SHIOM JISY) 0} , JUBAJ[OI
AI9A,, 10  JUBAD[QL,, JOYIId SUI0q SB  SPIEpUE)S U0 SUIPN[OUl ‘SUOIBPUIWIIOI 29 SAUI[IPIND),, Pajedrpul Apusnbalf 1SOW SaNLIOYINe [euoleN ©

" Jeak 1od sawry om) 03 duo,, JorIAUI  SIUdPUOdSAI IO, JO 9, GE pue  Jedk 13d sown maj e, 0S op (%,05) siudpuodsax
uoneroosse ssouisng pue dsudiguo jeanrd jo uontodoid jsadre] ayy d[ym ‘ Siseq APoom © UO,, JOBIAUI Sjuspuodsal Ajlioyine [euoireu
3yl JO %Lt ‘dnoI3 UdAIS © uIy)Im SIJTAIRS pue sponpod s, yVSING JO asn 3y} 10 YSINH UM uonoderdjul Jo Aduanbary oy Sunredwod uaypy o

" SIseq A[ypuowt & Uo,, 10 _ SISeq A[Q9M B UO,, P10BIdIUI SJUdpu0dsal Jo 9,9t
oy “, Jedk 10d sowr omj 03 Uo,, AJuo 10  JedA 1od Sow) mIJ B, SOOIAISS pue sjonpoid s, VSING UM PjoeIdjul 9,6 ‘syuopuodsar oy Suowry O

VSINT Yum uondessiul 1
:s21doy 2131938ds Buipaebal suonsanb Buyoo| psemyorq ayl 01 pare|ad S1nsaJ ule

"(9%65) 1UBIIJJNSUI BQ 0 SISCLUS JJe)S JO SULId) UI AZIS S, VSINH PaIopIsuod syuspuodsar jo fjuofewr v - e

"(9%29) Aujenb nayy Joy pue (9£8) Apoq [9A8]-NT ue woly wes Aayl eyl
108} 8y} 10} pajeldaldde ate pue (949%) Suspuodsal ayl Jo ey 1sowe Ag pasn (usyo aiow 1o Ajyiuow) Apreinbal are syonpoid pue s90IAIS S, VSING



8TT

SUONDSIUDS.LO 42Y]O JO 2SOY] YIIN SNIALIID S, FSINH JO 20U2.040)) "€

“Yuo\ A114n2as1agAD ueadoun3 ay eIA A111N23SI90AD UO SSaUaJeME 3Sealoul 0] SLIOKT =
"3AI10211 SIN 2y} Japun YoM ayl Yim Bunsissy =

‘siauonnoeid 1agAa pue siexew Aaijod
0] 90UQIQJAI JOJ SB [[oM SB ‘SyIomdwel) AJLndds [euoneu djepdn pue 9)eaId 0) [NJISN SB PADPISUOD d1dM Jey) suonedrqnd S, YSINT =

*abueyoxa pue uoneuIplood Bureiso) sdoysyiom pue Buiuresy ybnoayl s141SH/S1H3D 01 Loddns Jo uoisinoud ay] =
'SasI0Joxa adoin3 J18gAD 8yl JO UOIRUIPIOOd 8y =

:SJUSWIOAJIYO. UTBW S, VSINH St SUImo[[o} oy} paArdd1ad sdnoi3 [[e woiy sjuopuodsay]
‘syjuopuodsar  J9U)0,, WoIJ 7g PUB SUONBIJOSSE ssaulsng pue sasudidud djeArnrd wogj (g ‘SonLIoyine [euoneu Woj dwed ¢ YIIYM JO PaAIadal
9JaM sasuodsal uado GG [10] U] '9T0Z-E 10T IOAO SJUIWIAIIYIL UTew S, VSINH St PoA1aotad A9y jeym UO JUSWWOD 0) POyt dIoM Sjudpuodsay ©

* A11In29s19gAd ur asn1adxd
1O [9A9]-Yy31y & Sururejurewr pue FurdojoAa(y,, paAdIyde pey YSINA eyl pajedrpur Apuanbaiy jsow (7g 10 94,68) sjudpuodsar IOy, =

" BuIp[ing Ajunwwod Juroueyud ‘Fulreys uoneuoyul ‘uoneradoos osrqnd-syeard ybnoyl ‘69 Alunwiwiod A111n2as1agAd ay) ul
uoneradoos Sunioddng,, passryoe pey YSINA eyl pajesrpul Apuanbaij jsow (L] 10 %T/) SUOIIRIIOSSE SSAUISNG J0 SaSLIAIRUL d1eAlld =

" JUQ)Xd dWOS 0}, IO , JUIIXD
10213 ' 0],, PAAdIYIE Uddq pey  Aorod NH Jo voneyuowd(dwr ayy Suntoddng,, jeyy pajedipur (G 10 9,00]) SOBLIOYINE [RUONRU [[V =

" JU9IXd 2WOS,, 01 10  JBAI3,, © 0 JoW Uddq pey sdAN23[go
UOIUM 1IN0 1UaJIajlIp 1|9) Salioba1ed 8aiy) 8yl 1eyl pamoys s)jnsal ay) ‘saliofiares Japjoysyels Jualayip Jo sesuodsal ayy Bulledwod Usypn ©



61T

‘sdeb 10 spaau Se asay) palynuap! (IO, pue UONRIOOSSE SSAUISNQ 10 dsLIdIdud djeAnd
‘Saljioyine Jeuolieu ‘a'1) A1obared uspuodsal yaes ulylim syuspuodsal Jo Aliolew v “sieak ua) 1xau ayl JaA0 N3 8y ul paly A114n2asiaghs ay)
ur pasu Jo ded urews e se  syoepe-19gAd 9[eas abie] 9A[0SAI pue 109)9p JudAdId 03 Ayoede)),, o) pue  AJLINIIS I19QAD 0) PRl SId)BW Ul SAJBIS
Jlaquialy ssoioe uonerddoo)),, payynuapr sjuopuodsar Jo Joqunu )sddre] Ay} ‘syudpuodsar 8 Aq opew judwssasse Ay wol ‘sde3 pue spasu
9T J0 1s1] © Buowe sieak ua) 1Xau ay) JoA0 NF a3yl ul pialy A1unaas 1agAd ay ul sdeb Jo spasu Juabin 1sow ay) 199]8S 01 Payse aJam Sluspuodsay ©

sabuaj|eyd pue spaau ainmng T
:s91d01 o1y19ads Buipaebaa suonsanb Huiyoo| paemao) ayl 01 pare|al Synsal ure

'0666 Aq 0s op 01 uonesiuehio 1B syl 8g 01 PaiapISU0I
sem VSIN3T wayl buowe pue Spasu asay) 01 puodsal 0) Apog N3 ue 10y paau e Mmes (0486) Siuapuodsal Jo Aliolew abie| v "asayl ssalppe 01 ayenbape
AjjenJed Ajuo 1o juaIo1ynsul aq 01 [aAs] N3 18 djge|leAr SWSIUBYISW pue SJUSLLINIISUI 1USLIND 3y PaJapIsuod sjuspuodsal Jo (9488) Aliolew able| v e

‘S[euolssajoud Jo Bulures) pue uoneanpa ‘quawdolanap S||IMs
‘SYoBNR-190AD WO 81N1dNJISRIUI [e2111D JO uonda104d ‘uoieladood ajeALid-o1jgnd Buipnjoul ‘s1apjoyadels Jualapip usamiag Bulieys uolew.loul pue
uonetadood :syoene-1aqAd ajeas abue| aAj0Sal pue 19318p ‘quaAaid 01 Alloeded (A111ndas 18qAD 0] palejal Slanew Ul SalelS Jaquus|y $S0J4oe uolleladood
:2JaM (9T JO 11| & ul) g doy ayy Jenoned ul ‘N3 ayl ul A1undasiagAs Jo aininy ayl Jo) sabuajeyd pue sdeb Jo Jaquinu e paljnuspl syuspuodsay e

:suonsanb Buijoo] paemioy ay) 03 paje|aJ synsal urejn|
" [[e 1B 10U,, PIBIS 9 ()T O[IYM ° JUIXI 931 B,, 0} 10 ,JUI)XD JWOS,, 0} A[JUIDIIJO Pue A[OANIIPJQ JIOM SII 10Npuod 0} AJ[Iqe S, VSING Paiodye
uoneao| ujds ayr reyr Buibpnl 948z yum uonsanb siyr 01 uoneal ul passaidxa suondadled paxiw alom alayl "Apusioiyge pue AjpANdaya
SI0M SIT JONPU0d 0} AJ[Ie S} PAJOJJe SUAY)Y PUB UOINBIOH UdaM3Idq uonedo] 1[ds s, VSING 1.yl 12} Aoy} JOYIdYM Payse alom sjuspuodssy ©
21n1on.1s [euolnesiuefio pue uoledo] ‘¥

“(U2IM 191[JU092 10U Op ‘deJJBA0 JOU 0P ‘JUNOIJL OJUI 3e) "8°'1) uolesiuello
119} JO SANIAIOR PuR sAAJ[0d Y} YIM JUIIIYOD  JUIIXD dWOS,, 0} IO JUI)XI 93Ie[,, B 0] 9q 0} SANIANJE S, VSINH PalopIsuod sjuspuodsal 048 ©



0ct

*A111N23s18gAd Ul
MUl 1S93BIM U} ST ,JUSWID[d UBWINY dY),, Jey) UIAIS Ul PI[[IJ AJLIBSSAIAU oq 0) ded & sem AJLndasIdqAd Jo dduetoduwr oy} UoO Ssduareme
uaz1Io Buisealoul 1eyl pajusLIWLIOd Jaylny siuspuodsay "a210p40M paj|Ixs Ajybiy e pasu AjBuisealoul salisnpul alsym spasu 1axsew
Buibueyo ayy ssaippe 01 Aprejnonued ‘sjeuoissajold A11iN2asiagAd 1o) S||IMS 8yl asealdul 0] paau ayl mes Ajiond siyl uo Bunuswwod
siuspuodsay “A114n28sIagAd JO plaly 8yl ul uolneanpa pue juawdojansp S|Is 01 serejal deb 10 pasu passnasip Ajgbie] Jaylouy =

‘salouabe o1jgnd pue Juswulanob
‘STINS ‘saamonansedjul [eand ‘(101) ABojouyssl uoneIIUNWIWOI ‘UCITRWIOJUI Ul SYJeNelagAd 01 asuodsal awi-[eal pue uold91ep
ay1 dn dais pjnoys N3 ayl 1eyl 19e) ay) 01 pajulod syoene aAj0Ssal pue 108]19p ‘wsAaid 03 Aloeded aseasoul 0} pasu syl Uo SJUBLIWOD =

*9d0JNn3 S0 1SNJ] SA3IYIR 0] SE [[9M SE S|0J1U0d A11iNdas Jo uoneuawajdwi sy ul sdeb pue
S919UR)SISUOOUI 3BPIIG d[3Y PINOM YI0MBLWIEIL UOITEDIHILIS UOWIWOI B JO JUSWYSI|QRISa 3y 1ey) palels siuapuodsal a1aym ‘A11indasiagho
JO P[31J 8Y) Ul UOITRIILILISD pue SpJepuels PasiuoLIey J0) Spasu PalLiIuapl syl 81aM uolteladood Jo) pasu paliuapl syl 01 payull Ajasol) =

'S1ealy] aininj pue 1ua1ind 0] Sasuodsal Joj UOIIBAOUUI pue ‘sa1e1S
laquia|N padueApe ssa| Jo Aloeded A11un2asiagAo ul asealoul ayl 01 uoddns ‘sadiAles 1aulalul Jo uoisinoid syl ybnoayl uonelbaul
19yJew pasealoul Bulpnjoul ‘uoneladood yans Jo S1auaq jeuocnippe 01 pajulod siuspuodsal awos ‘A11un28siagAd Jo slenew ul N3
3yl UIYIIM 32UspIJuod pue 1snJaj pjing 03 osje 1ng ‘uonesadood A1unod-ssod Jo oe| e woly asue 1eyr sdeb Aunoss ayl abplig 01 Ajuo
10U AJessadau sem uoleladood 1ey) pasabbns se1e1s JaquuslA SS04de uoleladood pasealoul Jo) pasu syl uo Bunuswwod sjuspuodsay =

;011069189 Juspuodsal JualalyIp ay) Buowe S1amsue ayl Ul punoj Sem aduabiaAIp ou 0] 81| 1eyl
UBAIS sjuapuodsal [[e Jo sasuodsar oy} Juasardar Mo[oq suonnqriuod Y], syudpuodsar  19y30,, Jo dnoid ay) 01 pasuo[dq ¢ Pue ‘suoljeldosse
ssaulsng 10 sasudigiua areAlid pajuasaidal Tz ‘SanlIoyIne [euoiieu aJam XIS ‘uonsanb uado SIy) 01 Sluspuodsal ay) Jo INQ 'SIeak ua) 1xau
Ayl ul aq 1M pJaly A111n2asiagAa ul sdeb 1o spaau 1usbin 10w ayl JeyM JO U0IISanb ay1 01 SIaMSUR J1ayl UO Jaylin) pajeloge|s sluspuodsal GG ©

'sdeb 10 spaau Juabin
1S0W 3y} JO 3UO Sk 11 PANuapI (syudpuodsar AjLioyine [eUONEU 7] JO [8J0) © JO IN0) sjudpuodsar Ajoyine [euoneu om} A[uo a19ym uorerddood
a1eAld-o1jgnd Buipnjoul ‘SIapjoyadels JUSJBMIP Ueamleq Sulreys uoneuwojur pue uoneiddoo)), Jo — spasu Jo sdef 01 patiajal 1sow 8y}
Buowe - uondaoxa ajgelou ayl Yum ‘pasuejeq Ajaaire|al a1am suondo ayl Jo yoea 03 uolejal ul sdnoib Juspuodsal JUsIaiIp 8yl JO SMBIA 8y  ©



Tt

adeaspue| A11un2as1agAd N3 a4ninj 8yl ul Apog NJ ue Jo 3j0I BYL 7

. SOZUQ[eYD AILINDISIOQAD
SsaIppe 03 yo1edsar guraoxdwr,, pue  AJund3sIdqAd ur uonerddood aeand-orqnd 103uons,, Aq pamojoj ‘Ayuorid doy e se pajodas Appuanbaiy
1Sow sem oA [euonerddo je Surpn[oul ‘saje}S§ IOQUIdJA UddM)oq SwsIueydodw uoneradood NFg 103uons,, "G JO ISI € Jo Jno sasuodsar
83141 0] dn 109]8S pue U0 MOU WOJJ 3g PInoys uonae N3 Joj saiiold syl yeym payse alam sjuspuodsal ‘sdeb 1o spasu paljiuspl 8yl uo paseg ©

‘sjudpuodsar  JOY10,, pue SUOIIBIN0SSE ssaulsnq J0 sastidiojud djeard Jo saanejuasardaor yiim uosLredwod ur SWsIueyodw
pue sjuswnsur asayy Jo Aoenbape ay) noqe danisod arow dq 03 Jeadde sjuopuodsar Ajuoyne JeuoneyN - oenbape [[e je jou,, W) punoy
%G pue . 2enbape Ajreurdrew,, Ajuo 10  A[rented,, 1O St WAY) papIedar spudpuodsal Jo 9, ¢g “AIINdIsIaqAd amsud pue djowoid 03  srenbape
Alng,, 9q 031 (sarpoq pue saudge N ‘sowrwerdord Jurpuny ‘swsiueyodwWw uonerddood romawely A10je[ndal se yons) [9A9] ueddoinyg
ay] 1e swisiueydaLW pue Sspuswinsul JuaIng ayy pabpnl syuspuodsal syl Jo 949 AJUO “palynuapl Ajsnolnsid spasu ayy 01 uolejal ul A111n2asiagAd
ainsua pue ajowold 01 arenbape ase |9A8] ueadong 8yl Je SWSIUBYIBW PUB SIUSWINJISUI JUSLIND BYl JI PaySe OS|e aIaMm sjuapuodsay ©

*snoauafowoy si Sa1eIS JaquUBIAl SSoJae uonisodsues) aAndalid SIN Yl 18yl aInsua =

‘adoJn3 ss04oe spadxs A111n2asIagAd
Bunioddns-sauljapinb Jo juawdojanap ayl ybnoiyl ad1opa10m A11in2asiagAd Jo juswdo|dnsp ayl 01 parejas S1I0y4e Juswulanob uoddns =

"SYJOMaLIRL) pUR SpJepuels pasibe Ajjeuoireulaiul Bunsixa Bunowold Ag uonedIfII8d pue spiepuels Jo uonesiuowsey ay) oddns =
"yaJeasal A111n2as1agAd Jayiny 01 Sa1e1S JaquIB|Al SpJemol uoddns  «

'SUOIIN|OS SAISUBJaP A11IN28s Jo uoneidepe pue sasuodsal 1JIMS 10) UOIRWLIOUI JUSPIdUI pUe 1ealy)
JO MOJJ 9AI09)J8 pue uoneladood Bumnen|ior) ‘10108s d1eAld 8yl pue selelS JaquisiAl ‘suonniisul N3 Buowe uoIeuIPIO0d 810WOold =

:papnjoul asay] ‘sdef 10 spasu paljiuapl 8y} SsaIppe 01 U0 aXel PINod WSINT 18yl
o101 Jo 33s & pasodoid syuopuodsar . 1oy30,, pue suoneroosse ssouisng pue sasudiojuo 9jeand jo sdnoi3 oYy woy syuspuodsal ‘1X8U0d SIY) U] ©



ccl

“Juetodur A19A 10 juelroduwr I3 919M JudWdoPAdp STYISD/SLYID 10) (sdonoeid poob Jo uoiedlynuapl ‘uoddns
ABarens Aumoosioghk) reuoneN ‘Sururen ‘3-9) sanianoe suiprmng Aroeded s, VSINA 18yl MITA U} passardxa (9,,6) Aolewr o316l A19A v O

"Jua1Xa ybiy 1o awos 01 S1H1SD/SLHID Y JO Spasu syl Patanod WSINT 1eyl passasse sjuapuodsal Jo 9,28 "poliad 9T0Z
-£102Z ay1 Bunnp juaixa ybiy 1o awos 01 s1H1SD/5183D Buowe uonesadood panoddns Ajandeold wSINT 16yl passasse sjuapuodsal Jo 9488 ©

:S]INsaJ urey

" Lireyuowo[dwod pue 90UdIdY0d
JO 92139p,, U0 uoNIAS Ay} ur sauo Ay 3dooxa suonsanb Alojepuew syl Jo || patemsue Aay se 1dey alem siamsue parejdwod Ajjeiued Jaylo ayl “AeAins
ay1 Jo uonsanb 1s11) 8yl palamsue AJuo 11 Se palsjap sem asuodsal palajdwod Ajjented T 1 parejdwod Ajenued 2 pue Asains ayl paigjdwod sjuspuodsal 82

"S91R1S JBCUIBIAl 82 [[8 WoJ) saAlelussaldal 1 H1SD / 1 Y3 pa1elue) pue ,T0z Arenuer ul pajanpuod sem AsAins auyL

141D / 143D 03 A3AINs 8y JO synsay ‘78T

"S311IAII0R 8102 S)1 U0 $324n0SaJ S} Sn20j 0] Aouaby ayl 4oy pasu ay) pue N3J-1 83D yum sdejsano Jenuslod Buriapisuod
‘SaNIAIOR asuodsal juapioul Buipiaoad ur 8ol Jeuonesado ue U0 8Xel 10U PINOYS WSINIT eyl pauljlapun salllioyine euoneu awos ‘sdnoib
wspuodsal ||e Ag palsabbns alem SaniAnoe 8sayl ‘yoeasal Bulig)so) pue aAndalId SIN 8yl Jo uonisodsues) ayl Bulinsus :10128s areAlld
ay1 Bunuoddns Buipjing Ayoedes pue Bulures ‘Buisies sssusseme BulnNsua ‘uoljewlojul asuodsal usaploul Buipinoid uonesiplepuels pue
uoNRIILILBY ‘sauljaseq bumes pue ssydeosdde Jo uonesiuowey bulinsus :uolrejuswsdwi pue juswdojansp Adrjod ul ajoJ Jabuons e Bulney
£10109s areAlld pue a1jgnd ay1 UsaMIBQ pue [9A3] [eUOITRUIBIUI T8 S81R]S Jaquis|A Udamiaq uoletadood Bullalsoy) :sallAloe Bulmo)|o) syl paisn0d
WVSINT J0J Uaas 304 8y "Spaau pue sdeb paljiuapr SuIssaIppe ur 9q P[nod [o1 amny s, YSINH 1eym Jo sodwrexd udAI3 dAey sjudpuodsdy o

*a1niny ayy ui sdeh
WaJayip ay1 Buibplig ul 8joJ & [I]N} PIN0D WYSINT 1Yl palapisuod A11indasiagAd Buinoadwi ul Apoq |aAs|-N3 Ue Joj 9]04 B MBS oyMm (g8 JO 1o
18) siuapuodsal ayi JO |e 1sowe ‘alowlayring ‘N3 ay1 ssoade A11in2asiagAa Buinoidwi ul Apog-jans|-N3 Ue 10J 3]0J B Mes sjuspuodsal JO %86 ©



€ct

'SOTIN pue 9Sd ‘(g3) pseog aANdex3
‘(a\) pleog juswsabeuel\ ueyl aanebau alow Apybiis aiem (quswabeuew Buipnjoul) yeis WSINT JoAsmoy :saliobared |je Ssooe SMaIA

Jejiuis papinoid sjuspuodsey JUsIXa aWOS 01 04/ 0S JUBIXS Palllll] B 0] %41'9E (|| 18 10U 04 81T :uoluido aAlebau e aAeb sjuspuodsal Jo
Auolew ay) ‘peopyiom [enioe ay) 1oy arenbape pue YSINJ 01 pal1sniiua ¥Jom ayi Joj areridoidde s1 Aouabyy syl JO 8zIS ay1 JaYIaYM payse Usyp\  ©
dn-1as jeuonesiuebio S,\YSINI T

:S1INsaJ urey

"(9%62) seAneiuasaidal (SON) S42014O uosIelT
JO YIoMIBN pue (9Sd) dnoio JspjoysxelS Jusuewlad se [[dM se (04T/) Siequiaw pJeog aAlNdeaxX3 pue juswabeueln ‘Jels WSINT JO uoneussaidal
poob e papinoid sasuodsal ayl ‘siamsue palajdwod Ajjented alem G pue siamsue 219|dwod alam €8 UIIYM JO ‘SIomsue 88 1O |e10) ® 01 P3| SIYL
‘SISA[eue ay) 10} JUNOJJR OJUI Uaxe] aJam Suonsanb Alojepuew ayl JO 30w 0 950G 01 papuodsal Yyolym siamsue palajdwod Ajfened sy AJuQ ‘siamsue
919]dwod Ajjented £z pue siamsue 919|dwod €8 Jo dn apew sasuodsal 9QT PauleIqo AN “SIBPJoYaxeIS £/ T JO |e101 B 0] 1UdS SeM ABAINS ay) 01 Yul| ayL

'/ T0Z Arenuer ul a0e|d %00) SI1ap|oyaxels 19alIp pue JJels s\YSINJ 01 passaippe AaAns ay L

SJ3P|OYaLIS 19211p pue JJels SYSINT 01 A3AINS ay) JO S Nsay 'e'9T

spaaN Bulpuelsispun =
Buipjing Aloede) =
(S1H1SD Buluizduod sanssi
|eba] pue euonesiuebio ‘[e2IUYIS] UO SuollepuawWodal adnodeld 1seq Bulpinoid ‘6°8) aAndald SIN 8yl uswsjdwi s1¥3) BuldisH =
(uswdojanap weiboud yiom ayr 01 Bunngriauod 6°9) yoddng 19041q =
(sanIAnge Mlomiau ,S1HISD 2yl JO UoITeuIpaood | sdnois
MI0MIBN 1 HISD pue uoieladoo) ayl usamiaq yul| ayl Buipinoid {jaAs] N3F 1e Bulreys eiep ul uoljezipiepuels) uoletadood Buneyjioeq =
:sa110631e0 BUIMO]|0) 81 Ul S1amsue papiAold suapuodsal 9T ((8AN2311Q SIN Y1 Ul U9asalo) Se) YJoMIaN S1H1SD aYl 10) 181Ie1aI09S
Se 9]0J mau s) Jo ued se Bulop WSINT 99sa10) pjnom Aayl Jeym JO ‘Swiia) 81940U0J Ul ‘S|Ielep 9J0W BpIA0Id 0) payse alam Sjuspuodsay ©

JUBIX3 YBIY JO BLUOS 133 0} SPadU STUISI/SLYAD 19400
191190 01 WYSIN3 9|qeua PInom aAIdaIId SIN aY AQ WYSINT 10} Ud9Sal0) S3|0J MaU ay} Jeyl passasse Suspuodsal Jo %G8 ‘aaning ayi Je Buiyoo] ©



et

‘9lepuew s} BuiNdaxa Usym sIspjoyanels
S yum sdiysuoirejas [njisniy pue Buosis 1jing sey usixs ybiy 1o awos 01 WSINT eyl sSmalA syl passaidxe (9e6) Aulofew 1sea ayl ©

:s1apjoy@xers yim diysuonejel syYSINT '€

‘Sjuspuodsal Jo sariobared Jayio syl ueyl Ajaainisod aiow Ajdas 01 punoy sem Jeis wSINI
‘ureby ", Jusxa ybiy e o3, 9z'Ge *,JUSIXd SWOS 03, %6'ET *,JUBIXS PalWI| € 03, %6'€Z ‘.[1e Je Jou,, paljdal o #'TT :U0IeI0] 3} JO ADUBIOIYD
3yl 01 palejal uonsanb ay) ulr punoy sem puaJl awes ay °,Judlxa pajiwi| e 03, 10 ,||e 1e Jou,, paljdai pieog juswabeueln ay) woly syuspuodsal
10 o5z ‘9)dwexa Joj ‘siuspuodsal Jo sali0ba1ed J1aylo ay) ueyl aAnisod atow Ajjeuonodold sem JJeis WSINT (9%8°6€) ua1xe ybiy 01 (%€ 22)
JUBIX8 BaWos 01 (050" LT) JUsIXa panwi| e 0} ‘(% TT) ||e Ye Jou :paljdal syuspuodsal SSaUsAIINBYS 01 pJebas YNAA Yoeqpas) paxiw paAladal
MI0M S]I 19NPUOD A[JUSIDFD PUR (SIAIIA[QO SII FUNOAW JO SULID) UI "9°T) A[OAIIDF 0] I SA[QRUD UONBIO] S, YSINH Ioyioym uo suonsanb ayy, o

"SSBUSAIND3)J9 JO SAIONPUOI || Je 10U saanaeid Juswabeuew ay) punoj siuspuodsal ay)
JO 05/ :S811063120 JaY10 ay) Uey) [eantd aiow Apybls sem JJels s,SINT 'se1i06a1ed |je ssoloe sjuspuodsal Jo %/, pue %, Ag AjaAloadsal
Waxe ybiy Jo swos 0] UonesiuefIo USIDIS pue BAIDAYS Ue BuIesId 0] SAIONPUOD Palapisuod are soonoerd juoweSeuew S, YSING O

"MOU3| 10U pIp Ay
pres SOIN pue 9Sd auyl ‘IJe1s ay1 Jo saaneiussaidal ayl JO 9,0 IN0ge ajiym ‘g3 pue giA ayl Jo saaneiuasaldal ayy Ag sejnaired ul papoddns
usag Sey MaIA SIYyl "pJeog uswabeuelA 8yl Jo Buluonouny JualdIje 9J0W B 0] pPes| 0] PUNO) SeM pJeog aAIINdSXT UR JO JuswysijgeIse ayl o©

'SOTIN 8yl pue 4Je1s WSINT 8yl ueyl aanisod atow Ajybijs alem 9Sd pue paeog aAIINdex3 ‘pieog juswabeue|y ay) Wody
Siuspuodsal ayl ua1xa ybiy 4o swos 01 Aousby ayr Jo Buiuoiouny 1UsIdILS PUR 3AI108)48 8yl 01 SAIONPUOI SI ‘dnoJS) Jap|oysxelS Jusurwlad
3l pue pJeog aAIINJaX3 ue ‘preog juswabeue|n e YIM ‘8injonais adueudanob jualind syl 1eyl puno) (%z'G8) swuspuodsal o Ajolew syl ©
A2UBI214J3 pue SSBUBAIIAYS S,VSINT °C

"Sjuspuodsal Jo sali0baled |je ssoloe
passaldxa suoluido Jepiwis yum ‘(%8'%9) siuspuodsal Jo Aliolew ayy Aq 1usixa ybiy 10 swos 0] ayenbape pabpnl sem uonisodwod yeis ayl ©

pUEING!
ybiy 1o awos 01 arenbape sainpadoid Bulules) pue JuswWIINIdAL 8yl BULIBPISUOD 9406 1SOWe YIIM ‘BANISOd aiow alom pleog aAINdaX3 pue
pJeog juswabeue|A 8]1YM ‘SMBIA Je|IWIS Passaldxa 9Sd 8yl (%2 Sh) 1UsIXe aWos 10 (94G°0Z) JUsIXe pallwl] e 0} AJUO PeOYJOM [enjoe 8y} 10}
alenbape pue YSINT 01 paisnJius Iom ay) 1o} aleridoidde ale saunpadold Buluiesy pue Juawiinidal syl Jeyl punoy jJeis wSINI Jo Aulofew syl ©



14

'S3I1IUNWILIOD SN Pale]a Usamiaq pue Salels Jaquisl\ N3 usamiaq Ylog uoneladood Bunenung o

‘N3 ay3 Inoybnouyl buipjing Auoeded Buloueyus Ul UOISSILLWOD 8y} pue S8yeIs Jaquiay Bunsissy o

"SIN 40 sjuawalinbal Aioyenbias ayl 198w 01 Aressadau sa1o1jod BuidojaAsp ul suonNISUl N3 8yl pue seyels Jaquiay Bunsissy o

'S1019@ N3 JO asIadxa Jo |9A3] ybiy e Bulureiurew pue Buidojpasg ©
:Aouaby ay) Jo MJom ay) 1oy $aA119alqo adueAs|al ybiy anoj Buimoljo) ayr paiyiuapi siuedioied doysylomayl e
:S1|NsaJ ure
*A111n23s13gA2 Jo eale ay) ul adoun3 ul Spasau paAladlad ayl passnasip osje dnoub ay Apnis ayj Jo SisAjeue pue
01198109 elep 8yl 0} BunngLiuod pauleb alem Sybisul jeuonippe pue sbulpul) JO JUBWISSASSE UR ‘siapjoyadels yim sbuipuly Asx Buissnasip A9 "wSINI
JO a1mny ay) Joj suondo Aoijod ay) SSnasIp 03 pue  AIINJOS UOIBULIOJU] PUB NIOMION J10J Aouddy uoru() uedadoinyg ayj Jo uonenjeay ay} uo Apms,,
ay1 uo uodas wiiaul Yeap ayr Jo sbuipuly Areurwinjaad ayy arepijea pue Apljenb ‘ssnasip 01 wayy yum abebus Ajpanoe 01 Allunuioddo ue sem doysyiom ayL
"RILLIBPRIL pue SaAITeIUasaldal Asnpul ‘'s1¥3D pue santoyine A11in2asiagAd jeuolieu
woly seAneludsaidar ‘(nDgd) dnoid s gopjoyaels juduewirdd s, VSINYG SIOQUIDW SB [[oM SB ‘PIROg JANNIIXY PUB JUAWITRUB S, VSING JO SIoquiow

‘UOISSILUWIOYD 3] JO SaAIeluasaldal papnjoul siapjoysyels 8 Jo dnolb v "suoissnasip Buibebus ajgeus 0] sispjoysyels Jo AlsLieA e paisoy doysyiom ayL

"198UU0D 9 J0 sasiwald ay) 1e sjassnig ul 2T0Z YdJeA gz uo ade|d 3001 doysyiom ay L
A111N23s19gA2 N3 01 YSINT 1O uoIlINgLIIUOD 21NNy 8yl uo doysxy4om ayl JO S1nsay v'8T

"SMBIA Je[IWIS passaidxa saliobayed
[[e ssoJoe sjuspuodsay 'sIBpPjoyaels Si JO SaNIANDe pue Saloljod 8yl YIIM JUaIayod ale SanIANe S\ySINT 1eyl punoj sjuspuodsal Jo %6 ©



9T

"M3IA al1soddo ay) passasdxa - 18xsew ueadoin3 syl uo Bunelado saiuedwod jeqolb Ajurew — (0tZ 40 IN0 2i) %S ‘LT
‘puey JaY10 ay) uQ ‘Aansnpul s,adoan3 Jo spaau ayl 140ddns 10U Op SaWBYIS UoIIedILII8d Bunsixs ayl Yulyl (0iZ JO 1IN0 TE) Sluspuodsal JO 946°/E 2

'S A, paldal (OtZ J0 1IN0 £G) %8°EZ 9lluM ‘0N, patjdal (072 4O IN0 Z9) %8'Ge ‘..MOUuX Jou pIp,, Asy) pajels siuspuodsal
10 (0%7Z 10 1IN0 TZT) %P‘0G SRS JagqWIBIA N SS042e pasiubodal Ajfe[ninw aJe Sswiayds UoIiedlIad [euolieu Jaylsym uonsanb syl Buliemsue usypn T

:UOIRII}11180 0] Pare|ad S1Nsal Ule|n

(£1) SO9ON ‘(T) s401eInbau pue (2) suonensiuiwpe a1jgnd jeuoleu ‘(0z) sa1pog yaeasal ‘6a S1ap|oyaxels
1910 se |]am se (9) ssaulsngotdiw ‘(€€) STINS ‘(Ti) ssaulsng Big usamiaqg aduejeq poob e yum ‘suoiesiueblo Jo A1alieA apIm e pajuasaldal sjuspuodsay

'9T0Z Y2JBN TT 01 GTOZ Jaqwiada 8T wiouy aaejd %001 A111n28s1agAd uo diysiaupied a1eAlld 21[gqnd [en19IU0d 8y} U0 UoIe)nsuod aljgnd ayL

UOI11BI1IIBY A1LINJas | D]
01 paejas sainseaw BulAuedwoose pue A111n2as1agAd uo diysiauried syealsd-o1jgnd [enioesiuod syl uo uolreyNsuod aljgnd ay) Jo sy nsay 16l

AHAHOMINVHA NOILVIIHILHTID ALIINOIS | D] ONIAYVO3Id SNOILVLTNSNOD IHL INOdHL SLTNSTY 40 AYVINNNS 6T

‘pa1ebinsaAul Jaylin) usag aAey pInoys anuad A1indasiagho N3 ue
Buiysijgelsa Jo uondo ayl 18yl paredlpul ‘JaAMOY ‘SeM 1] BUO 811INOAR) 8y} Se arepuew s)I 01 sabueyd yim wSINT uayibuans o) uondo syl paleaipul
siuedioiued  doysylom uoissnasip ayl Buimojjo4 “(anusd A1ndasiagAd N3 ue Bulysijgeis3 :elepuew S1 01 sabueyd yum wSIN3 Bulusyibuans
‘WVSIN3T buneutwa] ‘onb snyels ay) buidaay]) pajuasaid asem suondo noH “wSINT JO aininy ayl Jo) suondo ajgissod ay) uo ade|d %00) UOISSNISIP 7 o

"SOIIUNWILIOD
SIN pue sa]1eIS JaqWisN Usamiaq uolesadood soueyus 01 AljIge 8yl SI anjeA pappe urew S\ySINJ eyl passesse sjuedionted doysyiom syl e

'$921N0Sal payiwi|
pue ‘ANNIQISIA S\YSINT panwl] asiadxa asnoy-ul s\/SINT paiiwi] ‘slepuell \YSINTG Wis) paxiy 8yl a1am pajou suolreswl| urew syl “Ayunwiwod
aYyl JO Spaau a8yl 188w AjIny 10U pIp S3NIANDE [en1de aynng ueAs|al Ajybiy sem alepuew WSINT 8yl eyl passesse siuedionued doysyiom ayl e



LT

01 (9102)INOD SUOISSIWIWO)) UI PAJe)S SB JI0OMIWERI] UOIIBIIJ11Id0 AJundas [ )] ueddoin3 e oy jesodoid
e Buidojanap Jo $$3204d 8y Ul SI9PJOY3XLIS JNSUOD 0] JUBWIIWIWOD S,UoISSILWOY 3yl uo dn-Mo||o) B Se PanIas MOJaq pajuasaid sdoysyJom Jo Salias ay

MJomawel4 uoneaiyite) A1unoss 19| ueadoin3 e Jo Juswidojansp ayL, uo sdoysyiopn ayl Jo sinsey ‘26T

‘saanpadoad xajdwod pue Aj1s02 Juataylp ybnoiyy ob 0}
WIaY] 8210} ey J01JB) SI ‘SaLUBYIS JeuOIlTeu JO 92uabiaLa ay) pue awayds UuonedlIad ueadoin3 e Jo 4oe| ayl 1eyl Ino pajulod osfe sjuspuodsal swos 'G

'SJ9pJoq [eutsiul N3 Buoje 1xaew A111n2ssiagAd N3 ayi Jo uoleiuswbel) syl 01 anp Apenailed ‘saliunod N3 puoAaq
1o/pue N3 ay1 UIyIIM 1lodxe pue $SadJe 1ayJew 0] paje|al Sualdreq adualdadxe Aayl 1eyl palrels (92T JO N0 8/) Siuspuodsal JO 94E v URYl BION ¥

:Je|nonyed
ul “(siuswalinbais A11un29s1aqAd JO Swia) ul) 19xsew N3 Jo uonejuswbel) pue Juswaindold J1gnd SS832e 01 S9|NJ JUSIBLIP 2 P3ILIIUSPI SBSSaUMRaM
urew ay) Buowyy ‘aAnnadwos Apualdiynsul se 1axJew ueadodng ayl MaIA siuspuodsal Jo Aliolew ayp ‘Ansnpurl A11n2asiagAd N3 syl 01 pebalt YA

‘psebal s1yp ul saAleniul mau Aue 03 yoeoadde snonned e 1sebbns
910J2JaY) pUR SWAYIS UOILIILIILD Jayloue 184 UYlIM pauspinglano Bulaq Jo saiuedwod 10} s ayl aziseydwsa siaAe|d Ansnpul swos ‘awin) awes ayl 1v

‘PapIOAR 3 PINOYs
SOLIBYDS UOILIIJINISD SNoJBWNU YIIM 1834ew ayl Jo Bunuswbely 1ayriny 1eyr 81els suole1oosse Ansnpuil syl Jo swos adoing ul Sawiayds UOILIIfILISD
[e49A8s YM BuiAjdwod Jo s1s0o ay) noge Bulurejdwod ‘Aus 1axJew 0} Sialiieq Se 1B Sawayds [euoljeu Bunsixa eyl 10e) ayl 0] osje julod siaylo
aWOS ‘|ans] Ueadoing ay) 18 JUSBLIOW 3y 18 SISIX aWayds UOILIILILIS) a|qeljal ou 1ey) aziseydwsa siuspuodsal awos ‘uonsanb uado ayl 01 SIUBWILIOD U]

"Mou>| Jou op |, paljdas (0t 40 IO T6)
%6°LE "S|9qe| pue ‘SaWBYIS UOITRIILILIBD ‘Spaepuels Usamlaq aouajeAlinba ajesisuowsp 01 Ases Jou sI 11 Jeyl sAes sjuepuodsal Jo (0vZ JO N0 6TT) %967 'S


https://www.parlament.gv.at/pls/portal/le.link?gp=XXV&ityp=EU&inr=157815&code1=COM&code2=&gruppen=Code:COM;Year:2016;Nr:410&comp=410%7C2016%7CCOM

8¢l

:SUOISN|OU0D UIe

(101005 ‘A10bared s1onpoud ‘sedIAIeS SA s1onpoud “6°9)
AAIIRIIUL |RIBAO 8Y] JO 8d03s JO uoIIuaq :Se Yyons sanssi Asy uo Aluied Jsjealb J0) pajjed Se1els Jaquisiy ‘|8Aa] ueadodn3 syl Je seinpadosd uoieolyied
121 JoJ $3|nJ 8ziuowey 01 pasu ayl uo Buisalbe sy “doysxyiom ayl Burinp passnasip Jayuny sem — [rews Aq pare|nalid Ajsnoinaid - dewpeoy yeip v

'S91RIS JaqUBIA WOy saAleluasaidal gT Jo uonedionied ay) mes pue (18go120)
doysxJom snoiaaid 8yl JO UOISSNISIP 8y} UO 3jINg doys)Jom Sy "S8dIAI8S pue S1onpoid O uo1edI1ad A1ndss 1| 91qissod e Jo Juswdo|daAap ayp Ssnasip
01 $91B1S JaQUIBIA WOy SaAleuasaldal Jayieboy Buibuiig 1e Buiwre doysyiom dn-mojjo) e pasiuebio SN pue uoIssiwwo) ayl ‘910z Jaquiadag § uo

9T0Z Joqwadaq :z doyssopm 22’61

'SpJepuels [eUOIBUISIUI PUR WSIUBYIaW Bunsixa ayl uo a]qissod se yanw se pjing pjnoys aARIIuI UOILDIJIISD AUy

'Sge| ueadon3 ssoJoe salIbojopoys UuolenjeAs aziuowaey 0] AJessadau sil| e
"UOI1RI1411489-}|8S BuIpn|oul UOITeIILI1IBD JO S|9A3] JUBIBLIP UO paseq g PINOYS YI0Malwel) UOIIRIIISD aInny /e
‘paleIoqge|d 8 0] SeM MJoMawel) uolieal}niad A11undss ueadoin3 Jo Juswdojansp ayi 40} sdals 1xau Bunedipul dewpeol v e

"|]ana] ueadoun3 ay) 1e syuswalinbas A111N23s JO uoleziuow.ey J81soy 01 pasu
ay1 passals Aayr ‘renoiued uj ‘uonedILIad A1IN2aS 1D JO BaJe 3yl Ul UOISSILIWOD 8yl JO aAIRIIUI 8Y) pawodjam sal1ebajap [euoieu Jo Alllolew v e

:SUOISN|OU0D UIe

'9T0Z Yo\ pue Arenugad ul \SIN3I Aqg pasiuebio “uoneaijnad A1