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FURTHER MEASURES TO IMPROVE PASSENGER RAILWAY SECURITY 

I. Actions by the European Commission 

1. By the end of 2018, the Commission will establish an EU Rail Passenger Security 
Platform. This Platform will collect relevant information on rail security and provide good 
practice guidance for Member States. It will assess emerging security threats and incidents, 
and propose an appropriate response. The Platform will be composed of experts from Member 
States and will facilitate information sharing and expertise at European and national level. 

2. By the end of 2018, the Commission will adopt a common methodology for the 
assessment of rail security risks at EU level, and it will keep this methodology up-to-date. 
Building on an initial assessment of security risks to the railway sector carried out by a 
Commission expert group in 2017, the Commission will develop a regular assessment and 
exchange of information concerning international rail services.  

3. By the end of 2019, the Commission will adopt technical guidance based on the work of 
the EU Rail Passenger Security Platform. Where appropriate, the Commission will endorse 
the technical work of the platform in the form of technical guidance documents. Targeted 
areas for action are: (a) information to be provided to passengers in case of a security incident, 
(b) security technology and design solutions adapted to the specificities of the rail sector, and 
(c) staff scrutiny procedures and appropriate security training. 

II. Actions by the Member States 

4. By the end of 2018, Member States are invited to appoint a national contact point on rail 
security for all companies operating on the respective Member State's territory. A clear 
official link for cooperation between law enforcement authorities and railway undertakings, 
station and infrastructure managers, the national contact points will help ensure that security 
measures will take into account the specificity of the railway sector.  

5. By the end of 2018, Member States are invited to implement a mechanism at national 
level for sharing relevant information on rail security domestically and with other 
Member States through the EU Rail Passenger Security Platform. To this end, the 
Commission invites Member States to make the necessary arrangements for the immediate 
sharing of relevant information on rail security between the different national authorities, with 
rail stakeholders and other Member States.  

6. By the first half of 2019, Member States are invited to adopt a programme for rail 
security management at national level, identifying responsibilities and including protection 
and mitigation measures based on an analysis and assessment of risk. Security measures 
should be scalable according to changes to defined national threat levels.  

7. By the end of 2019, Member States are invited to require railway undertakings and 
infrastructure and station managers to adopt a security management plan at company 
level, based on an analysis and assessment of risk, and proportionate to national threat levels. 
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