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COMMUNICATION 

NOTICE OF MEETING AND PROVISIONAL AGENDA 

Contact: twg@consilium.europa.eu 

Tel./Fax: +32.2.281.99.83 

Subject: Terrorism Working Party (TWP) 

Date: 28 March 2023 

Time: 09:30 

Venue: COUNCIL 

JUSTUS LIPSIUS BUILDING 

Rue de la Loi 175, 1048 BRUSSELS 
  

Please note the Council's Security Regulations outlined on page 3, including the need to register all 

delegates who will participate in the classified item(s) of the meeting. 

Format: 1 + 2 

1. Adoption of the agenda 

2. Information from the Presidency 

3. Restrictive measures as a tool in the fight against terrorism 

– General update by the chair of COMET (Working Party on restrictive measures to 

combat terrorism) 
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4. Violent right-wing extremism and terrorism - trends, challenges and update of the four 

work strands 

7307/23 (to be issued) 

Presentations by:  

– IntCen (CONFIDENTIEL UE/EU CONFIDENTIAL) 

– Slovakia (CONFIDENTIEL UE/EU CONFIDENTIAL) 

Exchange of views 

5. Violent anti-system/government extremism as a possible terrorist threat 

Presentations by:  

– IntCen (CONFIDENTIEL UE/EU CONFIDENTIAL) 

– Italy and the Commission representing the ongoing Project Based Collaboration 

– the Netherlands 

Exchange of views 

6. Six-monthly threat assessment in the field of counterterrorism 

Presentations by:  

– IntCen (CONFIDENTIEL UE/EU CONFIDENTIAL) 

– Europol (RESTREINT UE/EU RESTRICTED) 

7. Information on CT and CVE incidents  

8. Information on activities related to CT and CVE 

– Commission 

– Europol 

– Office of the EU CTC 

– EEAS 

9. Any other business 
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Note: This meeting will cover information classified CONFIDENTIEL UE/EU 

CONFIDENTIAL. In accordance with the Council's security rules, all delegates present at the 

discussion of such items must have a valid personnel security clearance for access to EU 

classified information at least up to CONFIDENTIEL UE/EU CONFIDENTIAL level. 

By 22 March 2023 COB, delegations are requested: 

 to forward to twg@consilium.europa.eu the following details for each delegate 

taking part in the discussion of these items: full surname(s), given name, nationality, 

date of birth and the name of the organisation/institution sending them to the meeting; 

 to request their NSAs or other competent security authority to forward to the attention 

of the GSC Security Office (security.clearances@consilium.europa.eu, or fax 

number +32 2 281 5081), a Personnel Security Clearance Certificate (PSCC) for the 

delegates concerned who are not already in the Security Clearances register, together 

with a cover letter mentioning the meeting to be attended. Please note that 

certificates sent by the delegates themselves will not be accepted. 

Please note that no admission to the discussion on the EU CONFIDENTIAL item(s) will be granted 

to delegates for whose clearances the GSC Safety and Security Directorate has no record or who 

cannot present a valid, original personnel security clearance certificate issued by their National 

Security Authorities or by other competent national authorities. 

It is in the interest of the participants to ensure that their personnel security clearance has not 

expired. 

During the discussion of CONFIDENTIEL UE/EU CONFIDENTIAL items, all electronic 

devices must be switched off. 

 

 

NB: Delegations are reminded to register their presence in the Delegates Portal. 

NB: Council documents are available on Delegates Portal. Room attendants will provide 

copies on request at the earliest opportunity. 
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