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Textgegenüberstellung 

Geltende Fassung Vorgeschlagene Fassung 

Artikel 1 Artikel 1 

Bundesgesetz über die Organisation, Aufgaben und Befugnisse des 
polizeilichen Staatsschutzes (Polizeiliches Staatsschutzgesetz – PStSG) 

Bundesgesetz über die Organisation, Aufgaben und Befugnisse des 
Verfassungsschutzes (Staatsschutz- und Nachrichtendienst-Gesetz – 
SNG) 

1. Hauptstück 1. Hauptstück 

Allgemeines Allgemeines 

Anwendungsbereich; Polizeilicher Staatsschutz Anwendungsbereich 

§ 1. (1) Dieses Bundesgesetz regelt den polizeilichen Staatsschutz. Dieser 
erfolgt in Ausübung der Sicherheitspolizei. 

§ 1. (1) Dieses Bundesgesetz regelt den Verfassungsschutz. Dieser erfolgt in 
Ausübung der Sicherheitspolizei. 

(2) Der polizeiliche Staatsschutz dient dem Schutz der verfassungsmäßigen 
Einrichtungen und ihrer Handlungsfähigkeit sowie von Vertretern ausländischer 
Staaten, internationaler Organisationen und anderer Völkerrechtssubjekte nach 
Maßgabe völkerrechtlicher Verpflichtungen, kritischer Infrastruktur und der 
Bevölkerung vor terroristisch, ideologisch oder religiös motivierter Kriminalität, 
vor Gefährdungen durch Spionage, durch nachrichtendienstliche Tätigkeit und 
durch Proliferation sowie der Wahrnehmung zentraler Funktionen der 
internationalen Zusammenarbeit in diesen Bereichen. 

(2) Der Verfassungsschutz dient dem Schutz der verfassungsmäßigen 
Einrichtungen und ihrer Handlungsfähigkeit sowie von Vertretern ausländischer 
Staaten, internationaler Organisationen und anderer Völkerrechtssubjekte nach 
Maßgabe völkerrechtlicher Verpflichtungen, kritischer Infrastruktur und der 
Bevölkerung vor terroristisch, ideologisch oder religiös motivierter Kriminalität, 
vor Gefährdungen durch Spionage, durch nachrichtendienstliche Tätigkeit und 
durch Proliferation sowie der Wahrnehmung zentraler Funktionen der 
internationalen Zusammenarbeit in diesen Bereichen. 

 (2a) Der Verfassungsschutz besteht aus Staatsschutz und Nachrichtendienst. 
Der Staatsschutz umfasst den vorbeugenden Schutz vor verfassungsgefährdenden 
Angriffen. Daneben kommt diesem die Wahrnehmung der Aufgaben nach dem 
Sicherheitspolizeigesetz und der Strafprozessordnung im Zusammenhang mit 
verfassungsgefährdenden Angriffen zu. Der Nachrichtendienst umfasst die 
Gewinnung und Analyse von Information für Zwecke des Abs. 2 sowie die 
erweiterte Gefahrenerforschung. 

(3) Für die Wahrnehmung der in Abs. 2 genannten Angelegenheiten 
bestehen als Organisationseinheit der Generaldirektion für die öffentliche 
Sicherheit das Bundesamt für Verfassungsschutz und Terrorismusbekämpfung 

(3) Für die Wahrnehmung der in Abs. 2 genannten Angelegenheiten 
bestehen als Organisationseinheit der Generaldirektion für die öffentliche 
Sicherheit die Direktion Staatsschutz und Nachrichtendienst (Direktion) und in 
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Geltende Fassung Vorgeschlagene Fassung 
(Bundesamt) und in jedem Bundesland eine für Verfassungsschutz zuständige 
Organisationseinheit der Landespolizeidirektion. 

jedem Bundesland eine für Staatsschutz zuständige Organisationseinheit der 
Landespolizeidirektion. 

(4) Der Bundesminister für Inneres kann bestimmte Angelegenheiten nach 
Abs. 2 dem Bundesamt vorbehalten. Diesfalls kann das Bundesamt die für 
Verfassungsschutz zuständige Organisationseinheit der Landespolizeidirektion 
mit der Durchführung einzelner Maßnahmen beauftragen. Auch kann das 
Bundesamt anordnen, dass ihm direkt über den Fortgang einer Angelegenheit 
laufend oder zu bestimmten Zeitpunkten zu berichten ist. 

(4) Der Bundesminister für Inneres kann bestimmte Angelegenheiten nach 
Abs. 2 der Direktion vorbehalten. Diesfalls kann die Direktion die für 
Staatsschutz zuständige Organisationseinheit der Landespolizeidirektion mit der 
Durchführung einzelner Maßnahmen beauftragen. Auch kann die Direktion 
anordnen, dass ihr direkt über den Fortgang einer Angelegenheit laufend oder zu 
bestimmten Zeitpunkten zu berichten ist. 

(5) Das Bundesamt wird bei Vollziehung dieses Bundesgesetzes für den 
Bundesminister für Inneres, die für Verfassungsschutz zuständige 
Organisationseinheit für die jeweilige Landespolizeidirektion tätig. 

(5) Die Direktion wird bei Vollziehung dieses Bundesgesetzes für den 
Bundesminister für Inneres, die für Staatsschutz zuständige Organisationseinheit 
für die jeweilige Landespolizeidirektion tätig. 

Organisation Organisation 

§ 2. (1) Dem Bundesamt steht ein Direktor vor. Der Direktor nimmt die 
Funktion als Informationssicherheitsbeauftragter für den Wirkungsbereich des 
Bundesministeriums für Inneres nach § 7 des Informationssicherheitsgesetzes – 
InfoSiG, BGBl. I Nr. 23/2002, wahr. 

§ 2. (1) Der Direktion steht ein Direktor vor. Für die Aufgabenbereiche 
Staatsschutz und Nachrichtendienst ist jeweils ein Stellvertreter zu bestellen. Im 
Rahmen der Geschäftseinteilung ist sicherzustellen, dass eine 
Organisationseinheit als Informationsschnittstelle zur Koordinierung dieser 
beiden organisatorisch getrennten Aufgabenbereiche einzurichten ist, welcher 
insbesondere der tagesaktuelle und anlassbezogene Informations- und 
Lageaustausch, die Bewertung von Informationen sowie die Abstimmung 
strategischer und operativer Maßnahmen obliegt. 

(2) Zum Direktor kann nur ernannt werden, wer ein abgeschlossenes 
Studium der Rechtswissenschaften und besondere Kenntnisse auf dem Gebiet des 
polizeilichen Staatsschutzes aufweist. 

(2) Zum Direktor kann nur ernannt werden, wer ein abgeschlossenes 
Hochschulstudium (Z 1.12 der Anlage 1/01 des Beamten-
Dienstrechtsgesetzes 1979 – BDG 1979, BGBl. Nr. 333/1979) und besondere 
Kenntnisse auf den Gebieten des Verfassungsschutzes und der Grund- und 
Freiheitsrechte aufweist. 

 (2a) Wer Mitglied der Bundesregierung, einer Landesregierung oder eines 
allgemeinen Vertretungskörpers ist, kann nicht als Direktor oder Stellvertreter 
bestellt oder mit einer sonstigen Leitungsfunktion in einer Organisationseinheit 
gemäß § 1 Abs. 3 betraut werden. Als Direktor oder Stellvertreter kann weiters 
nicht bestellt werden, wer in den letzten drei Jahren Mitglied der 
Bundesregierung, einer Landesregierung oder einer gesetzgebenden 
Körperschaft war. 

(3) Bedienstete der Organisationseinheiten gemäß § 1 Abs. 3, die mit dem 
Vollzug dieses Bundesgesetzes betraut sind, haben eine spezielle Ausbildung für 

(3) Bedienstete der Organisationseinheiten gemäß § 1 Abs. 3, die mit dem 
Vollzug dieses Bundesgesetzes betraut sind, haben eine spezielle Ausbildung für 
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Geltende Fassung Vorgeschlagene Fassung 
Verfassungsschutz und Terrorismusbekämpfung zu absolvieren, welche durch die 
Sicherheitsakademie (§ 11 Sicherheitspolizeigesetz – SPG, BGBl. Nr. 566/1991) 
durchzuführen ist. 

Verfassungsschutz zu absolvieren, welche durch die Sicherheitsakademie (§ 11 
Sicherheitspolizeigesetz – SPG, BGBl. Nr. 566/1991) durchzuführen ist. Die 
Ausbildung hat sich insbesondere an den Schwerpunkten der 
Arbeitsplatzbeschreibungen zu orientieren und Menschenrechts-, Gender- und 
Diversitätsaspekte zu berücksichtigen. 

(4) Sofern es sich bei Bediensteten in Leitungsfunktionen nicht bereits um 
Organe des öffentlichen Sicherheitsdienstes handelt, können sie nach 
erfolgreicher Absolvierung der Ausbildung (Abs. 3) zur Ausübung unmittelbarer 
Befehls- und Zwangsgewalt ermächtigt werden. Diesfalls gelten sie als Organe 
des öffentlichen Sicherheitsdienstes nach § 5 Abs. 2 SPG. 

(4) Sofern es sich bei Bediensteten in Leitungsfunktionen der für den 
Aufgabenbereich Staatsschutz zuständigen Organisationseinheiten gemäß § 1 
Abs. 3 nicht um Organe des öffentlichen Sicherheitsdienstes handelt, können sie 
nach erfolgreicher Absolvierung der Ausbildung (Abs. 3) zur Ausübung 
unmittelbarer Befehls- und Zwangsgewalt ermächtigt werden. Diesfalls gelten sie 
als Organe des öffentlichen Sicherheitsdienstes nach § 5 Abs. 2 SPG. 

 (5) Der Direktor sowie die Leiter der für Staatsschutz zuständigen 
Organisationseinheiten der Landespolizeidirektionen haben für ihren jeweiligen 
Zuständigkeitsbereich ein System zur Qualitätssicherung hinsichtlich der 
Bewertung wahrscheinlicher Gefährdungen sowie der damit verbundenen 
Maßnahmen einzurichten. 

 (6) Dem Direktor, den Stellvertretern sowie den Leitern der für Staatsschutz 
zuständigen Organisationseinheiten der Landespolizeidirektionen ist die 
Ausübung jeder Nebenbeschäftigung mit Ausnahme von Tätigkeiten im Bereich 
der Lehre untersagt. Die Ausübung einer unentgeltlichen Nebenbeschäftigung 
kann ausnahmsweise durch die Dienstbehörde genehmigt werden, wobei vor der 
Entscheidung der Dienstbehörde hinsichtlich des Direktors eine Stellungnahme 
des Generaldirektors für die öffentliche Sicherheit, hinsichtlich der Stellvertreter 
sowie der Leiter der für Staatsschutz zuständigen Organisationseinheiten der 
Landespolizeidirektionen eine Stellungnahme des Direktors einzuholen ist. Die 
Genehmigung ist zu versagen, wenn die Ausübung dieser Nebenbeschäftigung 
den begründeten Verdacht hervorrufen würde, dass die Nebenbeschäftigung die 
Erfüllung der dienstlichen Aufgaben behindert, die Vermutung der Befangenheit 
hervorruft oder sonstige wesentliche dienstliche Interessen gefährdet. 

 (7) Sonstige Bedienstete der Organisationseinheiten gemäß § 1 Abs. 3 
dürfen Nebenbeschäftigungen mit Ausnahme von Tätigkeiten im Bereich der 
Lehre nur nach Genehmigung durch die Dienstbehörde ausüben, wobei vor der 
Entscheidung der Dienstbehörde eine Stellungnahme des Direktors einzuholen 
ist. Bei der Beurteilung, ob die Ausübung einer Nebenbeschäftigung nach § 56 
Abs. 2 BDG 1979 oder § 5 Abs. 1 Vertragsbedienstetengesetz 1948 – VBG, BGBl. 
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Geltende Fassung Vorgeschlagene Fassung 
Nr. 86/1948, oder der dazu erlassenen Verordnung unzulässig ist, ist das sich aus 
dem Verfassungsschutz ergebende dienstliche Interesse besonders zu 
berücksichtigen. 

 (8) Abweichend von § 7 Abs. 2 Ausschreibungsgesetz 1989 – AusG, BGBl. I 
Nr. 85/1989, hat der Leiter der Zentralstelle für die Begutachtungskommission 
für den Direktor sowie für die beiden Stellvertreter entweder ein weibliches oder 
männliches Mitglied zu bestellen. Der Bundesminister für Kunst, Kultur, 
öffentlichen Dienst und Sport hat das weitere weibliche oder männliche Mitglied 
zu bestellen, wobei dabei auf die Geschlechterparität Bedacht zu nehmen ist. 

Vertrauenswürdigkeitsprüfung Vertrauenswürdigkeitsprüfung 

§ 2a. (1) Vor Beginn der Tätigkeit muss sich jeder Bedienstete gemäß § 2 
Abs. 3 einer Vertrauenswürdigkeitsprüfung für den polizeilichen Staatsschutz 
unterziehen (Vertrauenswürdigkeitsprüfung). Die Vertrauenswürdigkeitsprüfung 
ist die Abklärung der Vertrauenswürdigkeit eines Menschen anhand 
personenbezogener Daten, die Aufschluss darüber geben, ob Anhaltspunkte dafür 
bestehen, dass von dieser Person ein Risiko für den polizeilichen Staatsschutz 
ausgeht. Die Vertrauenswürdigkeitsprüfung umfasst die Verarbeitung und 
Überprüfung der in der Vertrauenswürdigkeitserklärung (Abs. 3) enthaltenen 
Informationen einschließlich einer mündlichen Erörterung mit dem Bediensteten. 

§ 2a. (1) Vor Beginn der Tätigkeit muss sich jeder Bedienstete gemäß § 2 
Abs. 3 einer Vertrauenswürdigkeitsprüfung für den Verfassungsschutz 
unterziehen (Vertrauenswürdigkeitsprüfung). Die Vertrauenswürdigkeitsprüfung 
ist die Abklärung der Vertrauenswürdigkeit eines Menschen anhand 
personenbezogener Daten, die Aufschluss darüber geben, ob Anhaltspunkte dafür 
bestehen, dass von dieser Person ein Risiko für den Verfassungsschutz ausgeht. 
Die Vertrauenswürdigkeitsprüfung umfasst die Verarbeitung und Überprüfung 
der in der Vertrauenswürdigkeitserklärung (Abs. 3) enthaltenen Informationen 
einschließlich einer mündlichen Erörterung mit dem Bediensteten. 

(2) und (3) ... (2) und (3) ... 

(4) Der Bundesminister für Inneres hat die Themenbereiche, die Gegenstand 
der Vertrauenswürdigkeitsprüfung sind, und die in diesem Zusammenhang 
abzufragenden personenbezogenen Daten, die Aufschluss darüber geben, ob 
Anhaltspunkte dafür bestehen, dass von dem Bediensteten ein Risiko für den 
polizeilichen Staatsschutz ausgeht, mit Verordnung festzulegen. Dabei ist die 
Verhältnismäßigkeit zwischen den Interessen des Privat- und Familienlebens der 
Betroffenen gegenüber den zwingenden öffentlichen Interessen zu wahren. Die 
Verarbeitung von personenbezogenen Daten, aus denen religiöse oder 
weltanschauliche Überzeugungen hervorgehen, sowie von Gesundheitsdaten der 
Betroffenen darf nur vorgesehen werden, wenn dies für die Erreichung des 
Zwecks gemäß Abs. 1 unbedingt erforderlich ist. Die Verarbeitung anderer 
besonderer Kategorien personenbezogener Daten (§ 39 DSG) darf nicht 
vorgesehen werden. 

(4) Der Bundesminister für Inneres hat die Themenbereiche, die Gegenstand 
der Vertrauenswürdigkeitsprüfung sind, und die in diesem Zusammenhang 
abzufragenden personenbezogenen Daten, die Aufschluss darüber geben, ob 
Anhaltspunkte dafür bestehen, dass von dem Bediensteten ein Risiko für den 
Verfassungsschutz ausgeht, mit Verordnung festzulegen. Dabei ist die 
Verhältnismäßigkeit zwischen den Interessen des Privat- und Familienlebens der 
Betroffenen gegenüber den zwingenden öffentlichen Interessen zu wahren. Die 
Verarbeitung von personenbezogenen Daten, aus denen religiöse oder 
weltanschauliche Überzeugungen hervorgehen, sowie von Gesundheitsdaten der 
Betroffenen darf nur vorgesehen werden, wenn dies für die Erreichung des 
Zwecks gemäß Abs. 1 unbedingt erforderlich ist. Die Verarbeitung anderer 
besonderer Kategorien personenbezogener Daten (§ 39 DSG) darf nicht 
vorgesehen werden. 

(5) und (6) … (5) und (6) … 
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Geltende Fassung Vorgeschlagene Fassung 

(7) In die Beurteilung der Vertrauenswürdigkeit sind nur jene Umstände 
einzubeziehen, die von Relevanz für den polizeilichen Staatsschutz sind. 
Widersprechen die Ergebnisse der Vertrauenswürdigkeitsprüfung den Angaben 
des Bediensteten oder bestehen Anhaltspunkte dafür, dass von ihm ein Risiko für 
den polizeilichen Staatsschutz ausgeht, so ist dem Bediensteten im Rahmen der 
mündlichen Erörterung Gelegenheit zur Äußerung zu geben. Wurde eine 
Vertrauenswürdigkeitsprüfung eines Bediensteten aufgrund eines Ersuchens der 
für Verfassungsschutz zuständigen Organisationseinheit einer 
Landespolizeidirektion durchgeführt, ist das Ergebnis an diese zu übermitteln. 

(7) In die Beurteilung der Vertrauenswürdigkeit sind nur jene Umstände 
einzubeziehen, die von Relevanz für den Verfassungsschutz sind. Widersprechen 
die Ergebnisse der Vertrauenswürdigkeitsprüfung den Angaben des Bediensteten 
oder bestehen Anhaltspunkte dafür, dass von ihm ein Risiko für den 
Verfassungsschutz ausgeht, so ist dem Bediensteten im Rahmen der mündlichen 
Erörterung Gelegenheit zur Äußerung zu geben. Wurde eine 
Vertrauenswürdigkeitsprüfung eines Bediensteten aufgrund eines Ersuchens der 
für Staatsschutz zuständigen Organisationseinheit einer Landespolizeidirektion 
durchgeführt, ist das Ergebnis an diese zu übermitteln. 

(8) und (9) ... (8) und (9) ... 

 Sicherheit und Geheimnisschutz 

 § 2b. (1) Der Direktor kann geeignete und besonders geschulte Bedienstete 
dazu ermächtigen, Personen, die Gebäude oder Räumlichkeiten der Direktion 
betreten, zu betreten versuchen, sich in solchen aufhalten, diese zu verlassen 
versuchen oder unmittelbar zuvor verlassen haben, zu durchsuchen, sofern dies 
zum Schutz klassifizierter Informationen erforderlich ist. Die Ermächtigung zur 
Durchsuchung einer Person umfasst auch das Öffnen und Durchsuchen von 
Behältnissen oder Gegenständen, die diese Person mit sich führt. Diese 
Bediensteten sind ermächtigt, eine Durchsuchung mit unmittelbarer 
Zwangsgewalt durchzusetzen; die §§ 29, 40 Abs. 4 sowie 50 Abs. 2 und 4 SPG 
gelten sinngemäß. Für diese Bediensteten gilt die Richtlinien-Verordnung – RLV, 
BGBl. Nr. 266/1993. 

 (2) Der Direktor kann im Einzelfall geeigneten und besonders geschulten 
anderen Bediensteten als Organen des öffentlichen Sicherheitsdienstes für den 
Fall gerechter Notwehr zur Verteidigung eines Menschen (§ 7 Z 1 
Waffengebrauchsgesetz 1969, BGBl. Nr. 149/1969) eine Dienstwaffe zur 
Verfügung stellen. Die §§ 5 und 6 Waffengebrauchsgesetz 1969 gelten auch für 
diese Bediensteten. 

 (3) Soweit Bundesbehörden, Behörden der mittelbaren Bundesverwaltung, 
durch Gesetz eingerichtete Körperschaften und Anstalten des öffentlichen Rechts 
oder Bürgermeister gesetzlich zur Ausstellung von Urkunden berufen sind, haben 
sie auf Verlangen des Bundesministers für Inneres für Bedienstete der Direktion, 
die mit Aufgaben der Gewinnung und Analyse von Information oder deren 
Vorbereitung betraut sind, zur Gewährleistung ihrer Sicherheit oder ihrer 
Aufgabenerfüllung Urkunden herzustellen, die über die Identität der Bediensteten 
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Geltende Fassung Vorgeschlagene Fassung 
täuschen; der Bundesminister für Inneres hat zuvor die Zustimmung des 
Rechtsschutzbeauftragten (§ 91a SPG) einzuholen. § 54a Abs. 2 und Abs. 3 
zweiter und dritter Satz SPG gilt sinngemäß. 

Geschäftsordnung des Bundesamtes Geschäftsordnung der Direktion 

§ 3. Der Direktor des Bundesamtes hat festzulegen, wem die Genehmigung 
von Entscheidungen für den Bundesminister für Inneres im Rahmen der 
Geschäftseinteilung zukommt, in welchen Fällen ihm die Genehmigung 
vorbehalten ist und wem diese im Fall der Verhinderung obliegt 
(Geschäftsordnung). Vor Erlassung und vor jeder Änderung der 
Geschäftsordnung ist der Generaldirektor für die öffentliche Sicherheit zu 
befassen. 

§ 3. Der Direktor hat festzulegen, wem die Genehmigung von 
Entscheidungen für den Bundesminister für Inneres im Rahmen der 
Geschäftseinteilung zukommt, in welchen Fällen ihm die Genehmigung 
vorbehalten ist und wem diese im Fall der Verhinderung obliegt 
(Geschäftsordnung). Vor Erlassung und vor jeder Änderung der 
Geschäftsordnung ist der Generaldirektor für die öffentliche Sicherheit zu 
befassen. 

Bundesamt als Zentralstelle Direktion als Zentralstelle 

§ 4. Das Bundesamt erfüllt für den Bundesminister für Inneres folgende 
zentrale Funktionen: 

§ 4. Die Direktion erfüllt für den Bundesminister für Inneres folgende 
zentrale Funktionen: 

 1. und 2. …  1. und 2. … 

  2a. Meldestelle für extremistisch oder terroristisch motivierte Inhalte 
elektronischer Medien (Meldestelle Extremismus und Terrorismus); 

 3. und 4. …  3. und 4. … 

 5. die internationale Zusammenarbeit auf dem Gebiet des Staatsschutzes; 
davon unberührt bleibt die Zusammenarbeit der für Verfassungsschutz 
zuständigen Organisationseinheiten der Landespolizeidirektionen mit 
benachbarten regionalen Sicherheitsdienststellen. 

 5. die internationale Zusammenarbeit auf dem Gebiet des 
Verfassungsschutzes; davon unberührt bleibt die Zusammenarbeit der für 
Staatsschutz zuständigen Organisationseinheiten der 
Landespolizeidirektionen mit benachbarten regionalen 
Sicherheitsdienststellen; die Leistung von Amtshilfe an ausländische 
Sicherheitsbehörden, denen ausschließlich Gefahrenerforschung obliegt, 
kommt, unabhängig von sonstigen Aufgabenzuweisungen nach diesem 
Bundesgesetz, ausschließlich der für den Aufgabenbereich 
Nachrichtendienst zuständigen Organisationseinheit der Direktion zu. 
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Geltende Fassung Vorgeschlagene Fassung 

2. Hauptstück 2. Hauptstück 

Aufgaben auf dem Gebiet des polizeilichen Staatsschutzes Aufgaben auf dem Gebiet des Verfassungsschutzes 

Erweiterte Gefahrenerforschung und Schutz vor verfassungsgefährdenden 
Angriffen 

Erweiterte Gefahrenerforschung und Schutz vor verfassungsgefährdenden 
Angriffen 

§ 6. (1) Den Organisationseinheiten gemäß § 1 Abs. 3 obliegen § 6.  

 1. die erweiterte Gefahrenerforschung; das ist die Beobachtung 
einer Gruppierung, wenn im Hinblick auf deren bestehende Strukturen und auf zu 
gewärtigende Entwicklungen in deren Umfeld damit zu rechnen ist, dass es zu 
mit schwerer Gefahr für die öffentliche Sicherheit verbundener Kriminalität, 
insbesondere zu ideologisch oder religiös motivierter Gewalt kommt; 

(1) Der für den Aufgabenbereich Nachrichtendienst zuständigen 
Organisationseinheit der Direktion obliegt die erweiterte Gefahrenerforschung; 
das ist die Beobachtung einer Gruppierung, wenn im Hinblick auf deren 
bestehende Strukturen und auf zu gewärtigende Entwicklungen in deren Umfeld 
damit zu rechnen ist, dass es zu mit schwerer Gefahr für die öffentliche Sicherheit 
verbundener Kriminalität, insbesondere zu ideologisch oder religiös motivierter 
Gewalt kommt. 

 2. der vorbeugende Schutz vor verfassungsgefährdenden 
Angriffen durch eine Person, sofern ein begründeter Gefahrenverdacht für einen 
solchen Angriff besteht (§ 22 Abs. 2 SPG). 

(2) Den für den Aufgabenbereich Staatsschutz zuständigen 
Organisationseinheiten gemäß § 1 Abs. 3 obliegt der vorbeugende Schutz vor 
verfassungsgefährdenden Angriffen durch eine Person, sofern ein begründeter 
Gefahrenverdacht für einen solchen Angriff besteht (§ 22 Abs. 2 SPG). 

3. der Schutz vor verfassungsgefährdenden Angriffen aufgrund von 
Informationen von Dienststellen inländischer Behörden, ausländischen 
Sicherheitsbehörden oder Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG) 
sowie von Organen der Europäischen Union oder Vereinten Nationen zu 
Personen, die im Verdacht stehen, im Ausland einen Sachverhalt verwirklicht zu 
haben, der einem verfassungsgefährdenden Angriff entspricht. 

 

(2) Ein verfassungsgefährdender Angriff ist die Bedrohung von 
Rechtsgütern 

(3) Ein verfassungsgefährdender Angriff ist die Bedrohung von 
Rechtsgütern 

 1. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 278b bis 278f oder, soweit es der Verfügungsmacht einer 
terroristischen Vereinigung unterliegende Vermögensbestandteile 
betrifft, nach § 165 Abs. 3 StGB strafbaren Handlung; 

 1. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 278b bis 278g oder, soweit es der Verfügungsmacht einer 
terroristischen Vereinigung unterliegende Vermögensbestandteile 
betrifft, nach § 165 Abs. 3 StGB strafbaren Handlung; 

 2. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 274 Abs. 2 erster Fall, 279, 280, 283 Abs. 3 oder in § 278c StGB 
genannten strafbaren Handlung, sofern diese ideologisch oder religiös 
motiviert ist; 

 2. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 274 Abs. 2 erster Fall, 279, 280, 283 Abs. 3 oder in § 278c StGB 
genannten strafbaren Handlung, sofern diese ideologisch oder religiös 
motiviert ist; 
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Geltende Fassung Vorgeschlagene Fassung 

 3. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 242 und 246 StGB, dem fünfzehnten Abschnitt des StGB oder nach 
dem VerbotsG strafbaren Handlung; 

 3. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 242, 246 oder 247a StGB, dem fünfzehnten Abschnitt des StGB oder 
nach dem VerbotsG strafbaren Handlung; 

 4. durch die rechtswidrige und vorsätzliche Verwirklichung des 
Tatbestandes einer nach §§ 175, 177a, 177b StGB, §§ 79 bis 82 
Außenwirtschaftsgesetz 2011 – AußWG 2011, BGBl. I Nr. 26/2011, § 7 
Kriegsmaterialgesetz – KMG, BGBl. Nr. 540/1977, § 11 
Sanktionengesetz 2010 – SanktG, BGBl. I Nr. 36/2010, nach §§ 124, 
316, 319 oder 320 StGB sowie nach dem sechzehnten Abschnitt des 
StGB strafbaren Handlung; 

 4. durch die rechtswidrige und vorsätzliche Verwirklichung des 
Tatbestandes einer nach §§ 175, 177a, 177b StGB, §§ 79 bis 82 
Außenwirtschaftsgesetz 2011 – AußWG 2011, BGBl. I Nr. 26/2011, § 7 
Kriegsmaterialgesetz – KMG, BGBl. Nr. 540/1977, § 11 
Sanktionengesetz 2010 – SanktG, BGBl. I Nr. 36/2010, nach §§ 124, 
316, 319 oder 320 StGB sowie nach dem sechzehnten Abschnitt des 
StGB strafbaren Handlung; 

 5. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 118a, 119, 119a, 126a, 126b oder 126c StGB strafbaren Handlung 
gegen verfassungsmäßige Einrichtungen und ihre Handlungsfähigkeit 
(§ 22 Abs. 1 Z 2 SPG) sowie kritische Infrastrukturen (§ 22 Abs. 1 Z 6 
SPG). 

 5. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach 
§§ 118a, 119, 119a, 126a, 126b oder 126c StGB strafbaren Handlung 
gegen verfassungsmäßige Einrichtungen und ihre Handlungsfähigkeit 
(§ 22 Abs. 1 Z 2 SPG) sowie kritische Infrastrukturen (§ 22 Abs. 1 Z 6 
SPG). 

 (4) Ergibt sich im Rahmen der Wahrnehmung einer Aufgabe nach Abs. 1 
oder 2 der Anfangsverdacht (§ 1 Abs. 3 StPO) hinsichtlich eines Vergehens, das 
kein verfassungsgefährdender Angriff gemäß Abs. 3 ist, kann die 
Berichterstattung nach § 100 StPO für jenen Zeitraum, für den die Ermächtigung 
für die Aufgabenerfüllung nach Abs. 1 oder 2 erteilt wurde, längstens jedoch für 
sechs Monate, aufgeschoben werden, wenn andernfalls die Erfüllung dieser 
Aufgabe gefährdet wäre. Die Gründe für den Aufschub sind zu dokumentieren. 

 Fallkonferenz Staatsschutz 

 § 6a. (1) Zum Zweck des vorbeugenden Schutzes vor 
verfassungsgefährdenden Angriffen (§ 6 Abs. 2) können die für den 
Aufgabenbereich Staatsschutz zuständigen Organisationseinheiten gemäß § 1 
Abs. 3 im Einzelfall erforderliche Maßnahmen mit Behörden und jenen 
Einrichtungen, die mit dem Vollzug öffentlicher Aufgaben, insbesondere zum 
Zweck der Deradikalisierung, der Extremismusprävention oder der sozialen 
Integration von Menschen, betraut sind, erarbeiten und koordinieren, wenn 
aufgrund bestimmter Tatsachen, insbesondere wegen vorangegangener 
Verwaltungsübertretungen nach Art. III Abs. 1 Z 4 Einführungsgesetz zu den 
Verwaltungsverfahrensgesetzen 2008 – EGVG, BGBl. I Nr. 87/2008, § 3 
Abzeichengesetz 1960, BGBl. Nr. 84/1960, oder § 3 Symbole-Gesetz, BGBl. I 
Nr. 103/2014, der Gefahrenverdacht besteht, dass ein bestimmter Mensch einen 
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Geltende Fassung Vorgeschlagene Fassung 
verfassungsgefährdenden Angriff gemäß § 6 Abs. 3 Z 1 bis 4 begehen werde 
(Fallkonferenz Staatsschutz). 

 (2) Die Übermittlung personenbezogener Daten, die im Rahmen der 
Sicherheitspolizei verarbeitet wurden, an die Teilnehmer einer Fallkonferenz 
Staatsschutz ist zulässig, soweit dies für die Aufgabenerfüllung unbedingt 
erforderlich ist, wobei die Teilnehmer – sofern sie nicht ohnehin der 
Amtsverschwiegenheit unterliegen – zur vertraulichen Behandlung der Daten 
verpflichtet sind; darüber sind sie zu informieren. 

Polizeilich staatsschutzrelevante Beratung Verfassungsschutzrelevante Beratung 

§ 7. Den Organisationseinheiten gemäß § 1 Abs. 3 obliegen zur Vorbeugung 
verfassungsgefährdender Angriffe, insbesondere auf dem Gebiet der 
Cybersicherheit, die Förderung der Bereitschaft und Fähigkeit des Einzelnen, sich 
über eine Bedrohung seiner Rechtsgüter Kenntnis zu verschaffen und Angriffen 
entsprechend vorzubeugen. 

§ 7. (1) Den Organisationseinheiten gemäß § 1 Abs. 3 obliegen zur 
Vorbeugung verfassungsgefährdender Angriffe, insbesondere auf dem Gebiet der 
Cybersicherheit, die Förderung der Bereitschaft und Fähigkeit des Einzelnen, sich 
über eine Bedrohung seiner Rechtsgüter Kenntnis zu verschaffen und Angriffen 
entsprechend vorzubeugen. 

 (2) Die Organisationseinheiten gemäß § 1 Abs. 3 sind ermächtigt, 
Einrichtungen, die mit einer Gebietskörperschaft eine Kooperationsvereinbarung 
zum Zweck der Deradikalisierung, Resozialisierung oder Reintegration von 
Personen mit extremistisch radikalisiertem Umfeld abgeschlossen haben, auf 
deren Ersuchen bei ihrer Entscheidungsfindung, ob eine bestimmte Person vom 
Zweck der Einrichtung erfasst ist, im Einzelfall zu unterstützen. 

Information Gewinnung und Analyse von Information 

Die Wahrnehmung der Aufgabenerfüllung nach diesem Bundesgesetz umfasst 
ferner die Analyse und Beurteilung von staatsschutzrelevanten Bedrohungslagen, 
die sich auch aus verfassungsgefährdenden Entwicklungen im Ausland ergeben 
können, zur Information verfassungsmäßiger Einrichtungen, sofern nicht der 
Vollziehungsbereich des Bundesministers für Landesverteidigung und Sport 
betroffen ist. 

§ 8. (1) Der für den Aufgabenbereich Nachrichtendienst zuständigen 
Organisationseinheit der Direktion obliegt für Zwecke des § 1 Abs. 2, 
insbesondere zum Schutz vor verfassungsgefährdenden Angriffen, die Gewinnung 
und Analyse von Information zur Beurteilung von verfassungsschutzrelevanten 
Bedrohungslagen, insbesondere aufgrund von Informationen von Dienststellen 
inländischer Behörden, ausländischen Sicherheitsbehörden oder 
Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG) sowie von Organen der 
Europäischen Union oder Vereinten Nationen. 

(2) Über staatsschutzrelevante Bedrohungen sind die obersten Organe der 
Vollziehung (Art. 19 B-VG) sowie die mit der Leitung der gesetzgebenden 
Körperschaften des Bundes und der Länder betrauten Organe zu unterrichten, 
soweit diese Information für die Wahrnehmung der gesetzlichen Aufgaben in 
deren Zuständigkeitsbereich von Bedeutung ist. Ebenso sind die Genannten über 

(2) Über verfassungsschutzrelevante Bedrohungen sind die obersten Organe 
der Vollziehung (Art. 19 B-VG) sowie die mit der Leitung der gesetzgebenden 
Körperschaften des Bundes und der Länder betrauten Organe zu unterrichten, 
soweit diese Information für die Wahrnehmung der gesetzlichen Aufgaben in 
deren Zuständigkeitsbereich von Bedeutung ist. Ebenso sind die Genannten über 
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Geltende Fassung Vorgeschlagene Fassung 
Umstände zu unterrichten, die für die Ausübung ihres Amtes von wesentlicher 
Bedeutung sind. 

Umstände zu unterrichten, die für die Ausübung ihres Amtes von wesentlicher 
Bedeutung sind. 

 2a. Hauptstück 

 Befugnisse auf dem Gebiet des Staatsschutzes 

 Gefährderansprache zur Deradikalisierung 

 § 8a. (1) Die für den Aufgabenbereich Staatsschutz zuständigen 
Organisationseinheiten gemäß § 1 Abs. 3 sind zum Zweck des vorbeugenden 
Schutzes vor verfassungsgefährdenden Angriffen (§ 6 Abs. 2) ermächtigt, einem 
Menschen, von dem aufgrund bestimmter Tatsachen, insbesondere wegen 
vorangegangener Verwaltungsübertretungen nach Art. III Abs. 1 Z 4 EGVG, § 3 
Abzeichengesetz 1960 oder § 3 Symbole-Gesetz, anzunehmen ist, er werde einen 
verfassungsgefährdenden Angriff gemäß § 6 Abs. 3 Z 1 bis 4 begehen, mit 
Bescheid aufzuerlegen, zu einem bestimmten Zeitpunkt bei einer Dienststelle 
persönlich zu erscheinen, um ihn nachweislich über rechtskonformes Verhalten 
zu belehren. Bei der Belehrung ist insbesondere auf das besondere 
Gefährdungspotential durch Radikalisierung und die damit verbundenen 
Rechtsfolgen einzugehen und auf Deradikalisierungsprogramme hinzuweisen. 

 (2) Bei der Festlegung des Zeitpunkts und der Dienststelle sind die 
persönlichen Lebensumstände und Bedürfnisse des Betroffenen zu 
berücksichtigen. 

 (3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich, 
kann die Zustellung auch durch Organe des öffentlichen Sicherheitsdienstes 
erfolgen. Wer nicht durch Krankheit oder sonstige begründete Hindernisse vom 
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten 
und kann zur Erfüllung der Gefährderansprache vorgeführt werden, wenn dies im 
Bescheid angedroht ist. 

 Meldeverpflichtung 

 § 8b. (1) Die für den Aufgabenbereich Staatsschutz zuständigen 
Organisationseinheiten gemäß § 1 Abs. 3 sind zum Zweck des vorbeugenden 
Schutzes vor verfassungsgefährdenden Angriffen (§ 6 Abs. 2) ermächtigt, einem 
Menschen, von dem aufgrund bestimmter Tatsachen, insbesondere wegen 
vorangegangener Verwaltungsübertretungen nach Art. III Abs. 1 Z 4 EGVG, § 3 
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Geltende Fassung Vorgeschlagene Fassung 
Abzeichengesetz 1960 oder § 3 Symbole-Gesetz, anzunehmen ist, er werde einen 
verfassungsgefährdenden Angriff gemäß § 6 Abs. 3 Z 1 bis 4 begehen, mit 
Bescheid aufzuerlegen, sich ein- oder mehrmals innerhalb eines Zeitraums von 
längstens sechs Monaten bei einer Dienststelle zu melden; eine wiederholte 
Anordnung ist zulässig. 

 (2) Bei der Festlegung der Zeitpunkte und der Dienststelle sind die 
persönlichen Lebensumstände und Bedürfnisse des Betroffenen zu 
berücksichtigen. 

 (3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich, 
kann die Zustellung auch durch Organe des öffentlichen Sicherheitsdienstes 
erfolgen. Wer nicht durch Krankheit oder sonstige begründete Hindernisse vom 
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten 
und kann zur Erfüllung der Meldeverpflichtung vorgeführt werden, wenn dies im 
Bescheid angedroht ist. 

3. Hauptstück 3. Hauptstück 

Verarbeiten personenbezogener Daten auf dem Gebiet des 
polizeilichen Staatsschutzes 

Verarbeiten personenbezogener Daten auf dem Gebiet des 
Verfassungsschutzes 

Allgemeines Allgemeines 

§ 9. (1) ... § 9. (1) ... 

(2) Personenbezogene Daten dürfen von den Organisationseinheiten gemäß 
§ 1 Abs. 3 gemäß diesem Hauptstück nur verarbeitet werden, soweit dies zur 
Erfüllung der ihnen übertragenen Aufgaben erforderlich ist. Ermächtigungen 
nach anderen Bundesgesetzen bleiben unberührt. 

(2) Personenbezogene Daten dürfen von den Organisationseinheiten gemäß 
§ 1 Abs. 3 gemäß diesem Hauptstück nur verarbeitet werden, soweit dies zur 
Erfüllung der ihnen übertragenen Aufgaben erforderlich ist. Ermächtigungen 
nach anderen Bundesgesetzen, insbesondere die Bestimmungen des PolKG und 
des EU-Polizeikooperationsgesetzes – EU-PolKG, BGBl. I Nr. 132/2009, bleiben 
unberührt. 

(3) und (4) ... (3) und (4) ... 

Ermittlungsdienst für Zwecke des polizeilichen Staatsschutzes Ermittlungsdienst für Zwecke des Verfassungsschutzes 

§ 10. (1) Die Organisationseinheiten gemäß § 1 Abs. 3 dürfen 
personenbezogene Daten verarbeiten für 

§ 10. (1) Die Organisationseinheiten gemäß § 1 Abs. 3 dürfen 
personenbezogene Daten verarbeiten für 

 1. die erweiterte Gefahrenerforschung (§ 6 Abs. 1 Z 1),  1. die erweiterte Gefahrenerforschung (§ 6 Abs. 1), 

 2. den vorbeugenden Schutz vor verfassungsgefährdenden Angriffen (§ 6  2. den vorbeugenden Schutz vor verfassungsgefährdenden Angriffen (§ 6 
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Geltende Fassung Vorgeschlagene Fassung 
Abs. 1 Z 2), Abs. 2), 

 3. den Schutz vor verfassungsgefährdenden Angriffen aufgrund von 
Informationen von Dienststellen inländischer Behörden, ausländischen 
Sicherheitsbehörden oder Sicherheitsorganisationen sowie von Organen 
der Europäischen Union oder Vereinten Nationen (§ 6 Abs. 1 Z 3) und 

 3. die verfassungsschutzrelevante Beratung (§ 7 Abs. 2) und 

 4. die Information verfassungsmäßiger Einrichtungen (§ 8).  4. die Gewinnung und Analyse von Information (§ 8). 

(2) … (2) … 

(3) Die Organisationseinheiten gemäß § 1 Abs. 3 sind berechtigt, von den 
Dienststellen der Gebietskörperschaften, den anderen Körperschaften des 
öffentlichen Rechtes und den von diesen betriebenen Anstalten Auskünfte zu 
verlangen, die sie zur Erfüllung ihrer Aufgaben nach Abs. 1 Z 1 und 2 benötigen. 
Eine Verweigerung der Auskunft ist nur zulässig, soweit andere öffentliche 
Interessen überwiegen oder eine über die Amtsverschwiegenheit (Art. 20 Abs. 3 
B-VG) hinausgehende sonstige gesetzliche Verpflichtung zur Verschwiegenheit 
besteht. 

(3) Die Organisationseinheiten gemäß § 1 Abs. 3 sind berechtigt, von den 
Dienststellen der Gebietskörperschaften, den anderen Körperschaften des 
öffentlichen Rechtes und den von diesen betriebenen Anstalten Auskünfte zu 
verlangen, die sie zur Erfüllung ihrer Aufgaben nach Abs. 1 Z 1, 2 und 4 
benötigen. Eine Verweigerung der Auskunft ist nur zulässig, soweit andere 
öffentliche Interessen überwiegen oder eine über die Amtsverschwiegenheit 
(Art. 20 Abs. 3 B-VG) hinausgehende sonstige gesetzliche Verpflichtung zur 
Verschwiegenheit besteht. 

(4) und (5) … (4) und (5) … 

Besondere Bestimmungen für die Ermittlungen Besondere Bestimmungen für die Ermittlungen 

§ 11. (1) Zur erweiterten Gefahrenerforschung (§ 6 Abs. 1 Z 1) und zum 
vorbeugenden Schutz vor verfassungsgefährdenden Angriffen (§ 6 Abs. 1 Z 2) ist 
die Ermittlung personenbezogener Daten nach Maßgabe des § 9 und unter den 
Voraussetzungen des § 14 zulässig durch 

§ 11. (1) Zur erweiterten Gefahrenerforschung (§ 6 Abs. 1) und zum 
vorbeugenden Schutz vor verfassungsgefährdenden Angriffen (§ 6 Abs. 2) ist die 
Ermittlung personenbezogener Daten nach Maßgabe des § 9 und unter den 
Voraussetzungen des § 14 zulässig durch 

 1. bis 4. …  1. bis 4. … 

 5. Einholen von Auskünften nach §§ 53 Abs. 3a Z 1 bis 3 und 53 Abs. 3b 
SPG zu einer Gruppierung nach § 6 Abs. 1 Z 1 oder einem Betroffenen 
nach § 6 Abs. 1 Z 2 sowie zu deren jeweiligen Kontakt- oder 
Begleitpersonen (§ 12 Abs. 1 Z 4) von Betreibern öffentlicher 
Telekommunikationsdienste (§ 92 Abs. 3 Z 1 
Telekommunikationsgesetz 2003 – TKG 2003, BGBl. I Nr. 70/2003) und 
sonstigen Diensteanbietern (§ 3 Z 2 E-Commerce-Gesetz – ECG, 
BGBl. I Nr. 152/2001), wenn die Erfüllung der Aufgabe durch Einsatz 
anderer Ermittlungsmaßnahmen aussichtslos wäre; 

 5. Einholen von Auskünften nach §§ 53 Abs. 3a Z 1 bis 3 und 53 Abs. 3b 
SPG zu einer Gruppierung nach § 6 Abs. 1 oder einem Betroffenen nach 
§ 6 Abs. 2 sowie zu deren jeweiligen Kontakt- oder Begleitpersonen 
(§ 12 Abs. 1 Z 4) von Betreibern öffentlicher 
Telekommunikationsdienste (§ 92 Abs. 3 Z 1 
Telekommunikationsgesetz 2003 – TKG 2003, BGBl. I Nr. 70/2003) und 
sonstigen Diensteanbietern (§ 3 Z 2 E-Commerce-Gesetz – ECG, 
BGBl. I Nr. 152/2001) sowie Einsatz technischer Mittel zur 
Lokalisierung von von diesen mitgeführten Endeinrichtungen, wenn die 
Erfüllung der Aufgabe durch Einsatz anderer Ermittlungsmaßnahmen 
aussichtslos wäre; 

 6. Einholen von Auskünften zu Kontaktdaten, Nummer und Art des  6. Einholen von Auskünften zu Kontaktdaten, Nummer und Art des 
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Geltende Fassung Vorgeschlagene Fassung 
Reisedokuments sowie Zahlungsinformationen eines Betroffenen nach 
§ 6 Abs. 1 Z 2, Datum der Buchung, Reiseverlauf, Reisestatus, 
Flugscheindaten, Zahl und Namen von Mitreisenden im Rahmen einer 
Buchung von Personenbeförderungsunternehmen zu einer von ihnen 
erbrachten Leistung; 

Reisedokuments sowie Zahlungsinformationen eines Betroffenen nach 
§ 6 Abs. 2, Datum der Buchung, Reiseverlauf, Reisestatus, 
Flugscheindaten, Zahl und Namen von Mitreisenden im Rahmen von 
Buchungen von Dienstleistungsunternehmen im Sektor der 
Personenbeförderung zu einer von ihnen erbrachten Leistung; 

 7. Einholen von Auskünften über Verkehrsdaten (§ 92 Abs. 3 Z 4 
TKG 2003), Zugangsdaten (§ 92 Abs. 3 Z 4a TKG 2003) und 
Standortdaten (§ 92 Abs. 3 Z 6 TKG 2003), die nicht einer Auskunft 
nach Abs. 1 Z 5 unterliegen, zu einer Gruppierung nach § 6 Abs. 1 Z 1 
oder einem Betroffenen nach § 6 Abs. 1 Z 2 von Betreibern öffentlicher 
Telekommunikationsdienste (§ 92 Abs. 3 Z 1 TKG 2003) und sonstigen 
Diensteanbietern (§ 3 Z 2 ECG), wenn dies zur Vorbeugung eines 
verfassungsgefährdenden Angriffs, dessen Verwirklichung mit 
beträchtlicher Strafe (§ 17 SPG) bedroht ist, erforderlich erscheint und 
die Erfüllung der Aufgabe durch Einsatz anderer Ermittlungsmaßnahmen 
aussichtslos wäre. Eine Ermächtigung darf nur für jenen künftigen oder 
auch vergangenen Zeitraum erteilt werden, der zur Erreichung des 
Zwecks voraussichtlich erforderlich ist. 

 7. Einholen von Auskünften über Verkehrsdaten (§ 92 Abs. 3 Z 4 
TKG 2003), Zugangsdaten (§ 92 Abs. 3 Z 4a TKG 2003) und 
Standortdaten (§ 92 Abs. 3 Z 6 TKG 2003), die nicht einer Auskunft 
nach Abs. 1 Z 5 unterliegen, zu einer Gruppierung nach § 6 Abs. 1 oder 
einem Betroffenen nach § 6 Abs. 2 von Betreibern öffentlicher 
Telekommunikationsdienste (§ 92 Abs. 3 Z 1 TKG 2003) und sonstigen 
Diensteanbietern (§ 3 Z 2 ECG), wenn dies zur Vorbeugung eines 
verfassungsgefährdenden Angriffs, dessen Verwirklichung mit 
beträchtlicher Strafe (§ 17 SPG) bedroht ist, erforderlich erscheint und 
die Erfüllung der Aufgabe durch Einsatz anderer Ermittlungsmaßnahmen 
aussichtslos wäre. Eine Ermächtigung darf nur für jenen künftigen oder 
auch vergangenen Zeitraum erteilt werden, der zur Erreichung des 
Zwecks voraussichtlich erforderlich ist. 

Die Ermittlung ist zu beenden, sobald ihre Voraussetzungen wegfallen. Die Ermittlung ist zu beenden, sobald ihre Voraussetzungen wegfallen. 

 (1a) In der für den Aufgabenbereich Nachrichtendienst zuständigen 
Organisationseinheit der Direktion können Ermittlungen gemäß Abs. 1 durch 
geeignete und besonders geschulte Bedienstete wahrgenommen werden. 

(2) ... (2) ... 

(3) Beim Einholen von Auskünften nach Abs. 1 Z 7 hat das Bundesamt der 
um Auskunft ersuchten Stelle die Verpflichtung nach Abs. 2 und ihren Umfang 
sowie die Verpflichtung, mit der Ermächtigung verbundene Tatsachen und 
Vorgänge gegenüber Dritten geheim zu halten, aufzutragen und die 
entsprechende Ermächtigung des Rechtsschutzsenats anzuführen. 

(3) Beim Einholen von Auskünften nach Abs. 1 Z 7 hat die Direktion der um 
Auskunft ersuchten Stelle die Verpflichtung nach Abs. 2 und ihren Umfang sowie 
die Verpflichtung, mit der Ermächtigung verbundene Tatsachen und Vorgänge 
gegenüber Dritten geheim zu halten, aufzutragen und die entsprechende 
Ermächtigung des Rechtsschutzsenats anzuführen. 

Datenverarbeitungen Datenverarbeitungen 

§ 12. (1) Der Bundesminister für Inneres und die Landespolizeidirektionen 
dürfen als gemeinsam Verantwortliche in einer Datenverarbeitung zum Zweck 
der Bewertung von wahrscheinlichen Gefährdungen sowie zum Erkennen von 
Zusammenhängen und Strukturen mittels operativer oder strategischer Analyse 

§ 12. (1) Der Bundesminister für Inneres und die Landespolizeidirektionen 
dürfen als gemeinsam Verantwortliche in einer Datenverarbeitung zum Zweck 
der Bewertung von wahrscheinlichen Gefährdungen sowie zum Erkennen von 
Zusammenhängen und Strukturen mittels operativer oder strategischer Analyse 

 1. zu einer Gruppierung nach § 6 Abs. 1 Z 1  1. zu einer Gruppierung nach § 6 Abs. 1 
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Geltende Fassung Vorgeschlagene Fassung 

 a) bis g)  a) bis g) 

 2. zu Betroffenen nach § 6 Abs. 1 Z 2  2. zu Betroffenen nach § 6 Abs. 2 

 a) bis o)  a) bis o) 

  p) Informationen im Zusammenhang mit Verpflichtungen nach §§ 8a und 
8b, insbesondere Angaben zu Grund und Umfang (räumlich und 
zeitlich) der Verpflichtung einschließlich früherer Verpflichtungen 
nach §§ 8a und 8b, 

 3. …  3. … 

   3a. zu Betroffenen von Befugnissen nach §§ 8a und 8b die Datenarten nach 
Z 2 a) bis j), l), o) und p), 

4. und 5. …  4. und 5. … 

sowie tat- und fallbezogene Informationen und Verwaltungsdaten gemeinsam 
verarbeiten, die gemäß §§ 10 oder 11 oder auf Grundlage des SPG oder der StPO 
ermittelt und verarbeitet wurden. Der Bundesminister für Inneres übt die 
Funktion des Auftragsverarbeiters gemäß § 36 Abs. 2 Z 9 in Verbindung mit § 48 
DSG aus. 

sowie tat- und fallbezogene Informationen und Verwaltungsdaten gemeinsam 
verarbeiten, die gemäß §§ 10 oder 11 oder auf Grundlage des SPG oder der StPO 
ermittelt und verarbeitet wurden. Der Bundesminister für Inneres übt die 
Funktion des Auftragsverarbeiters gemäß § 36 Abs. 2 Z 9 in Verbindung mit § 48 
DSG aus. 

 (1a) Die Direktion ist ermächtigt, zum Zweck der Beurteilung von 
verfassungsschutzrelevanten Bedrohungslagen (§ 8 Abs. 1) mittels strategischer 
Analyse Datenarten nach Abs. 1 Z 1 d) und e), Z 2 a) bis p) sowie sachverhalts-, 
tat- und fallbezogene Informationen und Verwaltungsdaten zu verarbeiten, die sie 
gemäß § 10 ermittelt oder in Vollziehung von Bundes- oder Landesgesetzen 
verarbeitet hat oder verarbeiten darf. Sobald die Voraussetzungen des Abs. 1 
vorliegen, sind die diesbezüglichen personenbezogenen Daten in die 
Datenverarbeitung nach Abs. 1 zu überführen. Darüber hinaus sind die Daten zu 
löschen, sobald diese für die Erfüllung der Aufgabe nach § 8 Abs. 1 nicht mehr 
benötigt werden, längstens jedoch nach zehn Jahren. Die Direktion hat diese 
Daten einmal jährlich daraufhin zu prüfen, ob ihre Verarbeitung weiterhin 
erforderlich ist. 

(2) Die Daten sind vor der Verarbeitung in der Datenverarbeitung auf ihre 
Erheblichkeit und Richtigkeit zu prüfen sowie während der Verwendung zu 
aktualisieren. Erweisen sich Daten als unrichtig, dann sind diese richtigzustellen 
oder zu löschen, es sei denn, die Weiterverarbeitung von Falschinformationen mit 
der Kennzeichnung „unrichtig“ ist zur Erfüllung des Zwecks (Abs. 1) 
erforderlich. Bei Einstellung von Ermittlungen oder Beendigung eines Verfahrens 
einer Staatsanwaltschaft oder eines Strafgerichtes sind die Daten durch 

(2) Die Daten sind vor der Verarbeitung in der Datenverarbeitung auf ihre 
Erheblichkeit und Richtigkeit zu prüfen sowie während der Verwendung zu 
aktualisieren. Erweisen sich Daten als unrichtig, dann sind diese richtigzustellen 
oder zu löschen, es sei denn, die Weiterverarbeitung von Falschinformationen mit 
der Kennzeichnung „unrichtig“ ist zur Erfüllung des Zwecks (Abs. 1 und 1a) 
erforderlich. Bei Einstellung von Ermittlungen oder Beendigung eines Verfahrens 
einer Staatsanwaltschaft oder eines Strafgerichtes sind die Daten durch 

104/M
E

 X
X

V
II. G

P - M
inisterialentw

urf - T
extgegenüberstellung

14 von 29

w
w

w
.parlam

ent.gv.at



  15 von 29 

 

 

Geltende Fassung Vorgeschlagene Fassung 
Anmerkung der Einstellung oder Verfahrensbeendigung und des bekannt 
gewordenen Grundes zu aktualisieren. Eine Aktualisierung oder Richtigstellung 
von Daten nach Abs. 1 Z 1 lit. a bis d und Z 2 lit. a bis i darf jeder 
Verantwortliche vornehmen. Hievon ist jener Verantwortliche, der die Daten 
ursprünglich verarbeitet hat, zu informieren. 

Anmerkung der Einstellung oder Verfahrensbeendigung und des bekannt 
gewordenen Grundes zu aktualisieren. Eine Aktualisierung oder Richtigstellung 
von Daten nach Abs. 1 Z 1 lit. a bis d und Z 2 lit. a bis i darf jeder 
Verantwortliche vornehmen. Hievon ist jener Verantwortliche, der die Daten 
ursprünglich verarbeitet hat, zu informieren. 

(3) Daten sind nach Maßgabe des § 13 zu löschen. Daten zu Verdächtigen 
gemäß Abs. 1 Z 3 und damit in Zusammenhang stehenden Personen gemäß 
Abs. 1 Z 5 sind längstens nach fünf Jahren, Personen gemäß Abs. 1 Z 4 längstens 
nach drei Jahren zu löschen. Daten zu Kontakt- und Begleitpersonen gemäß 
Abs. 1 Z 4 sind jedenfalls zu löschen, wenn keine Gründe für die Annahme mehr 
vorliegen, dass über sie für die Erfüllung der Aufgabe relevante Informationen 
beschafft werden können. 

(3) Daten sind nach Maßgabe des § 13 zu löschen. Daten zu Verdächtigen 
gemäß Abs. 1 Z 3 und damit in Zusammenhang stehenden Personen gemäß 
Abs. 1 Z 5 sind längstens nach fünf Jahren, Personen gemäß Abs. 1 Z 4 längstens 
nach drei Jahren und zu Betroffenen gemäß Abs. 1 Z 3a längstens nach fünf 
Jahren zu löschen; bei mehreren Speicherungen nach derselben Ziffer bestimmt 
sich die Löschung nach dem Zeitpunkt der letzten Speicherung. Daten zu 
Kontakt- und Begleitpersonen gemäß Abs. 1 Z 4 sind jedenfalls zu löschen, wenn 
keine Gründe für die Annahme mehr vorliegen, dass über sie für die Erfüllung der 
Aufgabe relevante Informationen beschafft werden können. 

(4) Übermittlungen sind an Sicherheitsbehörden für Zwecke der 
Sicherheitspolizei und Strafrechtspflege, an Staatsanwaltschaften und ordentliche 
Gerichte für Zwecke der Strafrechtspflege, an verfassungsmäßige Einrichtungen 
nach Maßgabe des § 8 und darüber hinaus an Dienststellen inländischer 
Behörden, soweit dies eine wesentliche Voraussetzung zur Wahrnehmung einer 
ihr gesetzlich übertragenen Aufgabe ist, an ausländische Sicherheitsbehörden und 
Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG) sowie Organe der 
Europäischen Union oder Vereinten Nationen entsprechend den Bestimmungen 
über die internationale polizeiliche Amtshilfe zulässig. 

(4) Übermittlungen sind an Sicherheitsbehörden für Zwecke der 
Sicherheitspolizei und Strafrechtspflege, an Staatsanwaltschaften und ordentliche 
Gerichte für Zwecke der Strafrechtspflege, an Einrichtungen (§ 7 Abs. 2), soweit 
dies für die Erfüllung der Aufgabe der Einrichtung unbedingt erforderlich ist und 
die Einrichtung sich zur vertraulichen Behandlung verpflichtet hat, an 
verfassungsmäßige Einrichtungen nach Maßgabe des § 8 Abs. 2, an Betreiber 
kritischer Infrastrukturen, soweit dies für den Betrieb von wesentlicher 
Bedeutung ist, und darüber hinaus an Dienststellen inländischer Behörden, soweit 
dies eine wesentliche Voraussetzung zur Wahrnehmung einer ihr gesetzlich 
übertragenen Aufgabe ist, an ausländische Sicherheitsbehörden und 
Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG) sowie Organe der 
Europäischen Union oder Vereinten Nationen entsprechend den Bestimmungen 
über die internationale polizeiliche Amtshilfe zulässig. 

(5) … (5) … 

(6) Die Kontrolle der Datenanwendung nach Abs. 1 obliegt dem 
Rechtsschutzbeauftragten nach Maßgabe des § 91c Abs. 2 SPG sowie § 15 
Abs. 1. 

(6) Die Kontrolle der Datenverarbeitungen nach Abs. 1 und 1a obliegt dem 
Rechtsschutzbeauftragten nach Maßgabe des § 91c Abs. 2 SPG sowie § 15 
Abs. 1. 

(7) Darüber hinaus ist das Bundesamt nach Maßgabe des § 54b SPG 
ermächtigt, personenbezogene Daten von Menschen, die Informationen zur 
Erfüllung der Aufgabe der erweiterten Gefahrenerforschung (§ 6 Abs. 1 Z 1), des 
vorbeugenden Schutzes vor verfassungsgefährdenden Angriffen (§ 6 Abs. 1 Z 2), 

(7) Darüber hinaus ist die Direktion nach Maßgabe des § 54b SPG 
ermächtigt, personenbezogene Daten von Menschen, die Informationen zur 
Erfüllung der Aufgabe der erweiterten Gefahrenerforschung (§ 6 Abs. 1), des 
vorbeugenden Schutzes vor verfassungsgefährdenden Angriffen (§ 6 Abs. 2), zur 
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Geltende Fassung Vorgeschlagene Fassung 
zur Abwehr gefährlicher Angriffe oder krimineller Verbindungen (§ 21 Abs. 1 
SPG) weitergeben, zu verarbeiten. 

Abwehr gefährlicher Angriffe oder krimineller Verbindungen (§ 21 Abs. 1 SPG) 
weitergeben, zu verarbeiten. 

Besondere Löschungsverpflichtung Besondere Löschungsverpflichtung 

§ 13. (1) Soweit sich eine Aufgabe nach § 6 Abs. 1 Z 1 oder 2 gestellt hat, 
sind die nach diesem Bundesgesetz verarbeiteten personenbezogenen Daten zu 
löschen, wenn sich nach Ablauf der Zeit, für die die Ermächtigung dazu erteilt 
wurde, keine Aufgabe für die Organisationseinheiten gemäß § 1 Abs. 3 stellt. 
Überdies kann die unverzügliche Löschung unterbleiben, wenn in Hinblick auf 
die Gruppierung oder den Betroffenen aufgrund bestimmter Tatsachen, 
insbesondere aufgrund von verfassungsgefährdenden Aktivitäten im Ausland, 
erwartet werden kann, dass sie neuerlich Anlass zu einer Aufgabe nach § 6 Abs. 1 
Z 1 oder 2 geben wird. Die Organisationseinheiten gemäß § 1 Abs. 3 haben diese 
Daten einmal jährlich daraufhin zu prüfen, ob ihre Verarbeitung weiterhin 
erforderlich ist. Wenn sich zwei Jahre nach Ablauf der Zeit, für die die 
Ermächtigung dazu erteilt wurde, keine Aufgabe für die Organisationseinheiten 
gemäß § 1 Abs. 3 stellt, bedarf die Verarbeitung für jeweils ein weiteres Jahr der 
Ermächtigung des Rechtsschutzbeauftragten (§ 15). Nach Ablauf von sechs 
Jahren sind die Daten jedenfalls zu löschen. 

§ 13. (1) Soweit sich eine Aufgabe nach § 6 Abs. 1 oder 2 gestellt hat, sind 
die nach diesem Bundesgesetz verarbeiteten personenbezogenen Daten zu 
löschen, wenn sich nach Ablauf der Zeit, für die die Ermächtigung dazu erteilt 
wurde, keine Aufgabe für die Organisationseinheiten gemäß § 1 Abs. 3 stellt. 
Überdies kann die unverzügliche Löschung unterbleiben, wenn in Hinblick auf 
die Gruppierung oder den Betroffenen aufgrund bestimmter Tatsachen, 
insbesondere aufgrund von verfassungsgefährdenden Aktivitäten im Ausland, 
erwartet werden kann, dass sie neuerlich Anlass zu einer Aufgabe nach § 6 Abs. 1 
oder 2 geben wird. Die Organisationseinheiten gemäß § 1 Abs. 3 haben diese 
Daten einmal jährlich daraufhin zu prüfen, ob ihre Verarbeitung weiterhin 
erforderlich ist. Wenn sich zwei Jahre nach Ablauf der Zeit, für die die 
Ermächtigung dazu erteilt wurde, keine Aufgabe für die Organisationseinheiten 
gemäß § 1 Abs. 3 stellt, bedarf die Verarbeitung für jeweils ein weiteres Jahr der 
Ermächtigung des Rechtsschutzbeauftragten (§ 15). Nach Ablauf von sechs 
Jahren sind die Daten jedenfalls zu löschen. 

(2) ... (2) ... 

4. Hauptstück 4. Hauptstück 

Rechtsschutz auf dem Gebiet des polizeilichen Staatsschutzes Rechtsschutz auf dem Gebiet des Verfassungsschutzes 

Rechtsschutzbeauftragter Rechtsschutzbeauftragter 

§ 14. (1) Dem Rechtsschutzbeauftragten (§ 91a SPG) obliegt der besondere 
Rechtsschutz bei den Aufgaben nach § 6 Abs. 1 Z 1 und 2 sowie die Kontrolle der 
Datenverarbeitung nach § 12 Abs. 6. 

§ 14. (1) Dem Rechtsschutzbeauftragten (§ 91a SPG) obliegt der besondere 
Rechtsschutz bei den Aufgaben nach § 6 Abs. 1 und 2, sofern es sich nicht um die 
Aufgabe nach § 6a oder die Ausübung einer Befugnis gemäß §§ 8a oder 8b 
handelt, sowie die Kontrolle der Datenverarbeitungen nach § 12 Abs. 6. 

(2) Die Organisationseinheiten gemäß § 1 Abs. 3, denen sich eine Aufgabe 
gemäß § 6 Abs. 1 Z 1 oder 2 stellt, haben vor der Durchführung der Aufgabe die 
Ermächtigung des Rechtsschutzbeauftragten im Wege des Bundesministers für 
Inneres einzuholen. Dasselbe gilt, wenn beabsichtigt ist, besondere 
Ermittlungsmaßnahmen nach § 11 zu setzen oder gemäß § 10 Abs. 4 ermittelte 
Daten weiterzuverarbeiten. Jede Einholung einer Ermächtigung ist entsprechend 

(2) Die Organisationseinheiten gemäß § 1 Abs. 3, denen sich eine Aufgabe 
gemäß § 6 Abs. 1 oder 2 stellt, haben vor der Durchführung der Aufgabe die 
Ermächtigung des Rechtsschutzbeauftragten im Wege des Bundesministers für 
Inneres einzuholen. Dasselbe gilt, wenn beabsichtigt ist, besondere 
Ermittlungsmaßnahmen nach § 11 zu setzen oder gemäß § 10 Abs. 4 ermittelte 
Daten weiterzuverarbeiten. Jede Einholung einer Ermächtigung ist entsprechend 
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Geltende Fassung Vorgeschlagene Fassung 
zu begründen, insbesondere sind darin die Gründe für den Einsatz einer 
Vertrauensperson (§ 11 Abs. 1 Z 2 iVm § 54 Abs. 3 und 3a SPG) anzuführen. 
Eine Ermächtigung darf nur in jenem Umfang und für jenen Zeitraum erteilt 
werden, der zur Erfüllung der Aufgabe voraussichtlich erforderlich ist, höchstens 
aber für die Dauer von sechs Monaten; Verlängerungen sind zulässig. 

zu begründen, insbesondere sind darin die Gründe für den Einsatz einer 
Vertrauensperson (§ 11 Abs. 1 Z 2 iVm § 54 Abs. 3 und 3a SPG) anzuführen. 
Eine Ermächtigung ist zu begründen und darf nur in jenem Umfang und für jenen 
Zeitraum erteilt werden, der zur Erfüllung der Aufgabe voraussichtlich 
erforderlich ist, höchstens aber für die Dauer von sechs Monaten; Verlängerungen 
sind zulässig. 

(3) … (3) … 

Rechte und Pflichten des Rechtsschutzbeauftragten Rechte und Pflichten des Rechtsschutzbeauftragten 

§ 15. (1) Die Organisationseinheiten gemäß § 1 Abs. 3 haben dem 
Rechtsschutzbeauftragten bei der Wahrnehmung seiner Aufgaben jederzeit 
Einblick in alle erforderlichen Unterlagen und Aufzeichnungen sowie in die 
Datenverarbeitung nach § 12 Abs. 1 zu gewähren, ihm auf Verlangen Abschriften 
(Ablichtungen) einzelner Aktenstücke unentgeltlich auszufolgen und alle 
erforderlichen Auskünfte zu erteilen; insofern kann ihm gegenüber 
Amtsverschwiegenheit nicht geltend gemacht werden. Dies gilt jedoch nicht für 
Auskünfte über die Identität von Personen nach Maßgabe des § 162 StPO. 

§ 15. (1) Die Organisationseinheiten gemäß § 1 Abs. 3 haben dem 
Rechtsschutzbeauftragten bei der Wahrnehmung seiner Aufgaben jederzeit 
Einblick in alle erforderlichen Unterlagen und Aufzeichnungen sowie in die 
Datenverarbeitungen nach § 12 Abs. 1 und 1a zu gewähren, ihm auf Verlangen 
Abschriften (Ablichtungen) einzelner Aktenstücke unentgeltlich auszufolgen und 
alle erforderlichen Auskünfte zu erteilen; insofern kann ihm gegenüber 
Amtsverschwiegenheit nicht geltend gemacht werden. Dies gilt jedoch nicht für 
Auskünfte über die Identität von Personen nach Maßgabe des § 162 StPO. 

(2) … (2) … 

(3) In Verfahren über Beschwerden von Betroffenen einer Aufgabe nach § 6 
Abs. 1 Z 1 oder 2 vor der Datenschutzbehörde, den Verwaltungsgerichten sowie 
den Gerichtshöfen des öffentlichen Rechts kommt dem Rechtsschutzbeauftragten 
die Stellung einer mitbeteiligten Amtspartei zu. 

(3) In Verfahren über Beschwerden von Betroffenen einer Aufgabe nach § 6 
Abs. 1 oder 2 vor der Datenschutzbehörde, den Verwaltungsgerichten sowie den 
Gerichtshöfen des öffentlichen Rechts kommt dem Rechtsschutzbeauftragten die 
Stellung einer mitbeteiligten Amtspartei zu. 

(4) … (4) … 

Information Betroffener Information Betroffener 

§ 16. (1) Nimmt der Rechtsschutzbeauftragte wahr, dass durch Verarbeiten 
personenbezogener Daten Rechte von Betroffenen einer Aufgabe nach § 6 Abs. 1 
Z 1 oder 2 verletzt worden sind, die von dieser Verarbeitung keine Kenntnis 
haben, so ist er zu deren Information oder, sofern eine solche aus den Gründen 
des § 43 Abs. 4 DSG nicht erfolgen kann, zur Erhebung einer Beschwerde an die 
Datenschutzbehörde nach § 90 SPG verpflichtet. In einem solchen Verfahren vor 
der Datenschutzbehörde ist auf § 43 Abs. 4 DSG über die Beschränkung des 
Auskunftsrechtes Bedacht zu nehmen. 

§ 16. (1) Nimmt der Rechtsschutzbeauftragte wahr, dass durch Verarbeiten 
personenbezogener Daten Rechte von Betroffenen einer Aufgabe nach § 6 Abs. 1 
oder 2 oder im Rahmen der Datenverarbeitung gemäß § 12 Abs. 1a verletzt 
worden sind, die von dieser Verarbeitung keine Kenntnis haben, so ist er zu deren 
Information oder, sofern eine solche aus den Gründen des § 43 Abs. 4 DSG nicht 
erfolgen kann, zur Erhebung einer Beschwerde an die Datenschutzbehörde nach 
§ 90 SPG verpflichtet. In einem solchen Verfahren vor der Datenschutzbehörde 
ist auf § 43 Abs. 4 DSG über die Beschränkung des Auskunftsrechtes Bedacht zu 
nehmen. 

(2) Nach Ablauf der Zeit, für die die Ermächtigung erteilt wurde, ist der 
Betroffene einer Aufgabe nach § 6 Abs. 1 Z 1 oder 2 von den 

(2) Nach Ablauf der Zeit, für die die Ermächtigung erteilt wurde, ist der 
Betroffene einer Aufgabe nach § 6 Abs. 1 oder 2 von den Organisationseinheiten 
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Geltende Fassung Vorgeschlagene Fassung 
Organisationseinheiten gemäß § 1 Abs. 3 über Grund, Art und Dauer sowie die 
Rechtsgrundlage der gesetzten Maßnahmen zu informieren. Über die 
durchgeführte Information ist der Rechtsschutzbeauftragte in Kenntnis zu setzen. 

gemäß § 1 Abs. 3 über Grund, Art und Dauer sowie die Rechtsgrundlage der 
gesetzten Maßnahmen nachweislich zu informieren. Über die durchgeführte 
Information ist der Rechtsschutzbeauftragte in Kenntnis zu setzen. 

(3) … (3) … 

Berichte über den polizeilichen Staatsschutz Berichte über den Verfassungsschutz 

§ 17. (1) Das Bundesamt hat unter Einbeziehung der Tätigkeiten der für 
Verfassungsschutz zuständigen Organisationseinheiten der 
Landespolizeidirektionen jährlich einen Bericht zu erstellen, mit dem die 
Öffentlichkeit, unter Einhaltung von gesetzlichen Verschwiegenheitspflichten, 
über aktuelle und mögliche staatsschutzrelevante Entwicklungen informiert wird. 

§ 17. (1) Die Direktion hat unter Einbeziehung der Tätigkeiten der für 
Staatsschutz zuständigen Organisationseinheiten der Landespolizeidirektionen 
jährlich einen Bericht zu erstellen, mit dem die Öffentlichkeit, unter Einhaltung 
von gesetzlichen Verschwiegenheitspflichten, über aktuelle und mögliche 
verfassungsschutzrelevante Entwicklungen informiert wird. 

 (1a) Darüber hinaus erstattet die Direktion dem Bundesminister für Inneres 
jährlich bis spätestens 31. März des Folgejahres einen Bericht über die 
Wahrnehmung der Aufgaben nach diesem Bundesgesetz durch die Direktion und 
die für Staatsschutz zuständigen Organisationseinheiten der 
Landespolizeidirektionen. Der Bundesminister für Inneres hat diesen Bericht dem 
ständigen Unterausschuss des Ausschusses für innere Angelegenheiten zur 
Überprüfung von Maßnahmen zum Schutz der verfassungsmäßigen Einrichtungen 
und ihrer Handlungsfähigkeit (ständiger Unterausschuss) zu übermitteln. 

(2) Der Bundesminister für Inneres hat dem ständigen Unterausschuss des 
Ausschusses für innere Angelegenheiten zur Überprüfung von Maßnahmen zum 
Schutz der verfassungsmäßigen Einrichtungen und ihrer Handlungsfähigkeit in 
dessen Sitzungen über Unterrichtungen gemäß § 8 Abs. 2 erster Satz zu 
berichten. 

(2) Der Bundesminister für Inneres hat dem ständigen Unterausschuss in 
dessen Sitzungen über die Erfüllung der Aufgaben nach diesem Bundesgesetz, 
insbesondere über wesentliche Änderungen von die innere Sicherheit 
betreffenden Lagebildern, über einzelne Sachverhalte, die Gegenstand politischer 
Diskussionen oder öffentlicher Berichterstattung sind, oder über wesentliche 
Änderungen der Organisation oder der Aufgaben der Direktion zu berichten. 

(3) Über die Erfüllung der Aufgaben nach diesem Bundesgesetz sowie über 
die Information Betroffener nach § 16 hat der Bundesminister für Inneres dem 
ständigen Unterausschuss des Ausschusses für innere Angelegenheiten zur 
Überprüfung von Maßnahmen zum Schutz der verfassungsmäßigen Einrichtungen 
und ihrer Handlungsfähigkeit jedenfalls halbjährlich zu berichten. 

(3) Über den Stand der Ausbildung nach § 2 Abs. 3, Maßnahmen zur 
Qualitätssicherung nach § 2 Abs. 5, Unterrichtungen nach § 8 Abs. 2 erster Satz 
sowie die Information Betroffener nach § 16 hat der Bundesminister für Inneres 
dem ständigen Unterausschuss jedenfalls halbjährlich, über die personelle und 
finanzielle Ressourcenausstattung der Direktion im abgelaufenen Jahr jedenfalls 
jährlich zu berichten. 

(4) Den Bericht des Rechtsschutzbeauftragten gemäß § 15 Abs. 4 hat der 
Bundesminister für Inneres dem ständigen Unterausschuss des Ausschusses für 
innere Angelegenheiten zur Überprüfung von Maßnahmen zum Schutz der 
verfassungsmäßigen Einrichtungen und ihrer Handlungsfähigkeit zu übermitteln. 

(4) Den Bericht des Rechtsschutzbeauftragten gemäß § 15 Abs. 4 hat der 
Bundesminister für Inneres dem ständigen Unterausschuss zu übermitteln. 
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Geltende Fassung Vorgeschlagene Fassung 

(5) Der Rechtsschutzbeauftragte hat dem ständigen Unterausschuss des 
Ausschusses für innere Angelegenheiten zur Überprüfung von Maßnahmen zum 
Schutz der verfassungsmäßigen Einrichtungen und ihrer Handlungsfähigkeit für 
Auskünfte über wesentliche Entwicklungen zur Verfügung zu stehen; zudem 
steht es dem Rechtsschutzbeauftragten frei, in solchen Angelegenheiten jederzeit 
von sich aus an den ständigen Unterausschuss heranzutreten. In einem solchen 
Fall hat er seine Absicht dem Vorsitzenden des ständigen Unterausschusses 
mitzuteilen, der für eine umgehende Einberufung sorgt. 

(5) Der Rechtsschutzbeauftragte hat dem ständigen Unterausschuss für 
Auskünfte über wesentliche Entwicklungen zur Verfügung zu stehen; zudem 
steht es dem Rechtsschutzbeauftragten frei, in solchen Angelegenheiten jederzeit 
von sich aus an den ständigen Unterausschuss heranzutreten. In einem solchen 
Fall hat er seine Absicht dem Vorsitzenden des ständigen Unterausschusses 
mitzuteilen, der für eine umgehende Einberufung sorgt. 

 4a. Hauptstück 

 Unabhängige Kontrollkommission Verfassungsschutz 

 Unabhängige Kontrollkommission Verfassungsschutz 

 § 17a. (1) Zum Zweck der Sicherstellung der gesetzmäßigen 
Aufgabenerfüllung der Organisationseinheiten gemäß § 1 Abs. 3 ist beim 
Bundesminister für Inneres eine unabhängige Kontrollkommission 
Verfassungsschutz (Kontrollkommission) eingerichtet. Dieser obliegt die 
begleitende strukturelle Kontrolle der Tätigkeit der Organisationseinheiten 
gemäß § 1 Abs. 3, insbesondere im Hinblick auf die Erkennung organisatorischen 
Optimierungsbedarfs. Die Kontrollkommission kann hiezu aus eigenem oder über 
Anregung des Bundesministers für Inneres oder des ständigen Unterausschusses 
tätig werden. 

 (2) Die Kontrollkommission hat ihr zur Kenntnis gebrachten, nicht 
offenkundig unbegründeten Vorwürfen gegen die Tätigkeit der 
Organisationseinheiten gemäß § 1 Abs. 3 nachzugehen. Die Kontrollkommission 
erfüllt weder sicherheits- oder kriminalpolizeiliche, noch dienst- oder 
disziplinarbehördliche Aufgaben. 

 (3) Die Kontrollkommission besteht aus einem Vorsitzenden und zwei 
weiteren Mitgliedern, die bei der Besorgung ihrer Aufgaben unabhängig und 
weisungsfrei sind. Sie unterliegen der Amtsverschwiegenheit sowie den sonstigen 
Geheimhaltungspflichten, die im Zusammenhang mit der Wahrnehmung 
nachrichtendienstlicher Tätigkeiten zur Anwendung kommen. Darüber hinaus 
sind sie nicht verpflichtet, die Identität einer Auskunftsperson preiszugeben oder 
gerichtlich strafbares Verhalten oder Dienstpflichtverletzungen anzuzeigen. 
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 (4) (Verfassungsbestimmung) Die Mitglieder werden auf Vorschlag des 
Hauptausschusses vom Nationalrat in Anwesenheit von mindestens der Hälfte der 
Mitglieder mit einer Mehrheit von zwei Dritteln der abgegebenen Stimmen für 
eine Funktionsperiode von zehn Jahren gewählt; eine Wiederwahl ist unzulässig. 
Sie leisten vor Antritt ihres Amtes dem Bundespräsidenten die Angelobung. Bei 
Wegfall der Voraussetzungen können die Mitglieder durch Beschluss des 
Nationalrats in Anwesenheit von mindestens der Hälfte der Mitglieder mit einer 
Mehrheit von zwei Dritteln der abgegebenen Stimmen abberufen werden. 

 (5) Die Kontrollkommission hat nähere Regelungen zu ihrem 
Zusammenwirken, insbesondere über die Vertretung des Vorsitzenden im 
Verhinderungsfall, die Einberufung von Sitzungen sowie dessen 
Entscheidungsfindung, in einer Geschäftsordnung zu treffen. 

 Organisation 

 § 17b. (1) Der Vorsitzende muss mindestens fünf Jahre in einem Beruf tätig 
gewesen sein, in dem der Abschluss des Studiums der Rechtswissenschaften 
Berufsvoraussetzung ist, und besondere Kenntnisse und Erfahrungen auf dem 
Gebiet der Grund- und Freiheitsrechte aufweisen. Die weiteren Mitglieder 
müssen ein abgeschlossenes Hochschulstudium (Z 1.12 der Anlage 1/01 des 
Beamten-Dienstrechtsgesetzes 1979 – BDG 1979, BGBl. Nr. 333/1979) aufweisen 
und mindestens fünf Jahre in einem Beruf tätig gewesen sein, in dem für die 
Aufgabe gemäß § 17a Abs. 1 einschlägige Kenntnisse insbesondere im Bereich 
der Rechts-, Politik- oder Wirtschaftswissenschaften erforderlich sind. 

 (2) Zum Mitglied darf nicht bestellt werden, wer Mitglied der 
Bundesregierung, einer Landesregierung oder eines allgemeinen 
Vertretungskörpers ist, wer in den letzten zwölf Jahren Direktor oder 
Stellvertreter der Direktion oder wer in den letzten drei Jahren sonstiger 
Bediensteter einer Organisationseinheit gemäß § 1 Abs. 3 war. Richter und 
Staatsanwälte des Dienststandes, Rechtsanwälte, die in die Liste der 
Rechtsanwälte eingetragen sind, und andere Personen, die vom Amt eines 
Geschworenen oder Schöffen ausgeschlossen oder zu diesem nicht zu berufen 
sind (§§ 2 und 3 des Geschworenen- und Schöffengesetzes 1990, BGBl. 
Nr. 256/1990), dürfen nicht bestellt werden. 

 (3) Die Bestellung zum Mitglied erlischt bei Verzicht oder im Todesfall. 
Wenn ein Grund besteht, die volle Unbefangenheit eines Mitglieds in Zweifel zu 
ziehen, hat sich dieses des Einschreitens in der Sache zu enthalten. 
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 (4) Vor Beginn der Tätigkeit muss sich jedes Mitglied einer 
Sicherheitsüberprüfung (§ 55 SPG) für den Zugang zu streng geheimer 
Information unterziehen. Die Sicherheitsüberprüfungen sind alle drei Jahre zu 
wiederholen. 

 (5) Zur Bewältigung der administrativen Tätigkeiten der 
Kontrollkommission hat der Bundesminister für Inneres die notwendige Sach- 
und Personalausstattung bereitzustellen. Zur Sicherstellung der Unabhängigkeit 
sind der Kontrollkommission Büroräumlichkeiten außerhalb des Raumverbundes 
der Generaldirektion für die öffentliche Sicherheit oder einer ihr nachgeordneten 
Sicherheitsbehörde zur Verfügung zu stellen. Die Mitglieder haben Anspruch auf 
eine dem Zeit- und Arbeitsaufwand entsprechende Vergütung, deren 
Pauschalsätze sich nach der Rechtsschutzbeauftragten-
Entschädigungsverordnung, BGBl. II Nr. 116/2016, bemessen. 

 Rechte und Pflichten 

 § 17c. (1) Die Organisationseinheiten gemäß § 1 Abs. 3 sind verpflichtet, die 
Kontrollkommission bei ihrer Tätigkeit zu unterstützen. 

 (2) Die Organisationseinheiten gemäß § 1 Abs. 3 haben der Kontrollkommission 
bei der Wahrnehmung ihrer Aufgaben jederzeit Einblick in alle erforderlichen 
Unterlagen und Aufzeichnungen zu gewähren und ihr auf Verlangen Abschriften 
(Ablichtungen) einzelner Aktenstücke unentgeltlich zu erteilen; insofern kann ihr 
gegenüber keine Amtsverschwiegenheit geltend gemacht werden. Dies gilt jedoch 
nicht für Auskünfte und Unterlagen über die Identität von Personen oder über 
Quellen und für Abschriften (Ablichtungen), wenn das Bekanntwerden der 
jeweiligen Information die nationale Sicherheit oder die Sicherheit von Menschen 
gefährden würde oder wenn überwiegende Interessen ausländischer 
Sicherheitsbehörden oder Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG) 
entgegenstehen. Außerdem haben sie der Kontrollkommission Zutritt zu 
sämtlichen Räumlichkeiten zu gewähren, soweit dem keine überwiegenden 
Interessen ausländischer Sicherheitsbehörden oder Sicherheitsorganisationen 
(§ 2 Abs. 2 und 3 PolKG) entgegenstehen. 

 (3) Der Direktor, seine Stellvertreter sowie die Leiter der für Staatsschutz 
zuständigen Organisationseinheiten der Landespolizeidirektionen sind 
verpflichtet, der Kontrollkommission zumindest vierteljährlich für ein Gespräch 
zur Verfügung zu stehen. 
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 (4) Gemäß Abs. 2 erteilte Abschriften (Ablichtungen) sind zu löschen, sobald der 
darauffolgende Bericht gemäß § 17d Abs. 1 erstattet wurde. 

 Berichte 

 § 17d. (1) Die Kontrollkommission erstattet dem Bundesminister für Inneres und 
dem ständigen Unterausschuss jährlich bis spätestens 31. März des Folgejahres 
einen Bericht über ihre Aufgabenwahrnehmung und Empfehlungen. 

 (2) Über ihre Tätigkeit kann die Kontrollkommission jederzeit dem 
Bundesminister für Inneres und dem ständigen Unterausschuss berichten. 

 (3) Überdies kann die Kontrollkommission jederzeit Empfehlungen an den 
Bundesminister für Inneres richten, welche der Bundesminister für Inneres dem 
ständigen Unterausschuss in dessen Sitzungen zur Kenntnis zu bringen hat. 

 (4) Die Kontrollkommission hat dem ständigen Unterausschuss für Auskünfte 
über wesentliche Entwicklungen zur Verfügung zu stehen; zudem steht es der 
Kontrollkommission frei, in solchen Angelegenheiten jederzeit von sich aus an 
den ständigen Unterausschuss heranzutreten. In einem solchen Fall hat der 
Vorsitzende seine Absicht dem Vorsitzenden des ständigen Unterausschusses 
mitzuteilen, der für eine umgehende Einberufung sorgt. 

5. Hauptstück 5. Hauptstück 

Schlussbestimmungen Straf-, Schluss- und Übergangsbestimmungen 

 Verwaltungsübertretungen 

 § 17e. (1) Wer 

  1. einer Verpflichtung gemäß § 6a Abs. 2 zur vertraulichen Behandlung 
personenbezogener Daten zuwiderhandelt, 

  2. einer Gefährderansprache zur Deradikalisierung nach § 8a oder einer 
Meldeverpflichtung nach § 8b nicht nachkommt oder 

  3. die amtliche Belehrung nach § 8a behindert oder stört, 

 begeht eine Verwaltungsübertretung und ist mit Geldstrafe bis zu 1 000 Euro, im 
Wiederholungsfall mit Geldstrafe bis zu 4 600 Euro, im Falle ihrer 
Uneinbringlichkeit mit Ersatzfreiheitsstrafe bis zu vier Wochen zu bestrafen. 

 (2) Eine Verwaltungsübertretung liegt nicht vor, wenn eine Tat nach Abs. 1 
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den Tatbestand einer in die Zuständigkeit der ordentlichen Gerichte fallenden 
strafbaren Handlung bildet. 

Inkrafttreten Inkrafttreten 

§ 18. (1) bis (4) … § 18. (1) bis (4) … 

 (5) Der Titel, § 1 samt Überschrift, § 2, § 2a Abs. 1, 4 und 7, die §§ 2b bis 4 
samt Überschriften, § 6, die §§ 6a bis 8 samt Überschriften, das 2a. Hauptstück 
samt Überschrift, § 9 Abs. 2, § 10 Abs. 1 und 3 samt Überschrift, § 11 Abs. 1, 1a 
und 3, § 12, § 13 Abs. 1, § 14, § 15 Abs. 1 und 3, § 16 Abs. 1 und 2, § 17 samt 
Überschrift, das 4a. Hauptstück samt Überschrift, § 17e samt Überschrift sowie 
die Überschriften zum 2., 3., 4. und 5. Hauptstück in der Fassung des 
Bundesgesetzes BGBl. I Nr. xx/20xx treten mit xx. xx 20xx in Kraft. 

Artikel 2 Artikel 2 

Änderungen des Sicherheitspolizeigesetzes Änderungen des Sicherheitspolizeigesetzes 

Inhaltsverzeichnis Inhaltsverzeichnis 

4. Abschnitt: Besondere Befugnisse zur Verhinderung von Radikalisierung  

 § 49d Gefährderansprache zur Deradikalisierung  
 § 49e Meldeverpflichtung  

5. Abschnitt: Unmittelbare Zwangsgewalt 4. Abschnitt: Unmittelbare Zwangsgewalt 

 § 50 …  § 50 … 

Bundesminister für Inneres Bundesminister für Inneres 

§ 6. (1) Die Organisationseinheiten des Bundesministeriums für Inneres, die 
Angelegenheiten der Sicherheitsverwaltung besorgen, sowie der Chefärztliche 
Dienst bilden die Generaldirektion für die öffentliche Sicherheit. Die Einrichtung 
und Regelung der Organisation des Bundeskriminalamtes und des Bundesamtes 
für Verfassungsschutz und Terrorismusbekämpfung als Organisationseinheiten 
der Generaldirektion für die öffentliche Sicherheit sowie des Bundesamtes zur 
Korruptionsprävention und Korruptionsbekämpfung erfolgt jeweils durch 
besonderes Bundesgesetz. 

§ 6. (1) Die Organisationseinheiten des Bundesministeriums für Inneres, die 
Angelegenheiten der Sicherheitsverwaltung besorgen, sowie der Chefärztliche 
Dienst bilden die Generaldirektion für die öffentliche Sicherheit. Die Einrichtung 
und Regelung der Organisation des Bundeskriminalamtes und der Direktion 
Staatsschutz und Nachrichtendienst als Organisationseinheiten der 
Generaldirektion für die öffentliche Sicherheit sowie des Bundesamtes zur 
Korruptionsprävention und Korruptionsbekämpfung erfolgt jeweils durch 
besonderes Bundesgesetz. 
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(2) und (3) … (2) und (3) … 

4. Abschnitt  

Besondere Befugnisse zur Verhinderung von Radikalisierung und 
extremistisch motivierten Straftaten 

 

Gefährderansprache zur Deradikalisierung  

§ 49d. (1) Die Sicherheitsbehörden gemäß § 1 Abs. 3 und 5 Polizeiliches 
Staatsschutzgesetz – PStSG, BGBl. I Nr. 5/2016, sind ermächtigt, einem 
Menschen, von dem aufgrund bestimmter Tatsachen, insbesondere wegen 
vorangegangener Verwaltungsübertretungen nach Art. III Abs. 1 Z 4 EGVG, § 3 
Abzeichengesetz 1960 oder § 3 Symbole-Gesetz, anzunehmen ist, er werde einen 
verfassungsgefährdenden Angriff gemäß § 6 Abs. 2 Z 1 bis 3 PStSG begehen, mit 
Bescheid aufzuerlegen, zu einem bestimmten Zeitpunkt bei einer Dienststelle 
persönlich zu erscheinen, um ihn nachweislich über rechtskonformes Verhalten 
zu belehren. Bei der Belehrung ist insbesondere auf das besondere 
Gefährdungspotential durch Radikalisierung und die damit verbundenen 
Rechtsfolgen einzugehen und auf Deradikalisierungsprogramme hinzuweisen. 

 

(2) Bei der Festlegung des Zeitpunkts und der Dienststelle sind die 
persönlichen Lebensumstände und Bedürfnisse des Betroffenen zu 
berücksichtigen. 

 

(3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich, 
kann die Zustellung auch durch Organe des öffentlichen Sicherheitsdienstes 
erfolgen. Wer nicht durch Krankheit oder sonstige begründete Hindernisse vom 
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten 
und kann zur Erfüllung der Gefährderansprache vorgeführt werden, wenn dies im 
Bescheid angedroht ist. 

 

Meldeverpflichtung  

§ 49e. (1) Die Sicherheitsbehörden gemäß § 1 Abs. 3 und 5 PStSG sind 
ermächtigt, einem Menschen, von dem aufgrund bestimmter Tatsachen, 
insbesondere wegen vorangegangener Verwaltungsübertretungen nach Art. III 
Abs. 1 Z 4 EGVG, § 3 Abzeichengesetz 1960 oder § 3 Symbole-Gesetz, 
anzunehmen ist, er werde einen verfassungsgefährdenden Angriff gemäß § 6 
Abs. 2 Z 1 bis 3 PStSG begehen, mit Bescheid aufzuerlegen, sich ein- oder 
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mehrmals innerhalb eines Zeitraums von längstens sechs Monaten bei einer 
Dienststelle zu melden; eine wiederholte Anordnung ist zulässig. 

(2) Bei der Festlegung der Zeitpunkte und der Dienststelle sind die 
persönlichen Lebensumstände und Bedürfnisse des Betroffenen zu 
berücksichtigen. 

 

(3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich, 
kann die Zustellung auch durch Organe des öffentlichen Sicherheitsdienstes 
erfolgen. Wer nicht durch Krankheit oder sonstige begründete Hindernisse vom 
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten 
und kann zur Erfüllung der Meldeverpflichtung vorgeführt werden, wenn dies im 
Bescheid angedroht ist. 

 

5. Abschnitt 4. Abschnitt 

Unmittelbare Zwangsgewalt Unmittelbare Zwangsgewalt 

§ 50. … § 50. … 

Zentrale Informationssammlung; Zulässigkeit der Ermittlung, Verarbeitung 
und Übermittlung 

Zentrale Informationssammlung; Zulässigkeit der Ermittlung, Verarbeitung 
und Übermittlung 

§ 57. (1) Soweit dies jeweils für die Erreichung des Zweckes der 
Datenverarbeitung erforderlich ist, dürfen die Sicherheitsbehörden als gemeinsam 
Verantwortliche Namen, Geschlecht, frühere Namen, Staatsangehörigkeit, 
Geburtsdatum, Geburtsort und Wohnanschrift, Namen der Eltern und Aliasdaten 
sowie ein Lichtbild eines Menschen ermitteln und im Rahmen einer Zentralen 
Informationssammlung samt dem für die Speicherung maßgeblichen Grund, einer 
allenfalls vorhandenen Beschreibung des Aussehens eines Menschen und seiner 
Kleidung sowie einem Hinweis auf bereits vorhandene, gemäß § 75 Abs. 1 
verarbeitete erkennungsdienstliche Daten und einem allenfalls erforderlichen 
Hinweis auf das gebotene Einschreiten für Auskünfte auch an andere Behörden 
gemeinsam verarbeiten, wenn 

§ 57. (1) Soweit dies jeweils für die Erreichung des Zweckes der 
Datenverarbeitung erforderlich ist, dürfen die Sicherheitsbehörden als gemeinsam 
Verantwortliche Namen, Geschlecht, frühere Namen, Staatsangehörigkeit, 
Geburtsdatum, Geburtsort und Wohnanschrift, Namen der Eltern und Aliasdaten 
sowie ein Lichtbild eines Menschen ermitteln und im Rahmen einer Zentralen 
Informationssammlung samt dem für die Speicherung maßgeblichen Grund, einer 
allenfalls vorhandenen Beschreibung des Aussehens eines Menschen und seiner 
Kleidung sowie einem Hinweis auf bereits vorhandene, gemäß § 75 Abs. 1 
verarbeitete erkennungsdienstliche Daten und einem allenfalls erforderlichen 
Hinweis auf das gebotene Einschreiten für Auskünfte auch an andere Behörden 
gemeinsam verarbeiten, wenn 

 1. …  1. … 

 2. aufgrund der Gesamtbeurteilung des Betroffenen, insbesondere aufgrund 
der bisher von ihm begangenen Straftaten, zu befürchten ist, er werde 
künftig eine mit beträchtlicher Strafe bedrohte Handlung nach dem 
Anhang I Teil A zum Bundesgesetz über die justizielle Zusammenarbeit 
in Strafsachen mit den Mitgliedstaaten der Europäischen Union – EU-
JZG, BGBl. I Nr. 36/2004, oder nach § 6 Abs. 2 PStSG begehen; 

 2. aufgrund der Gesamtbeurteilung des Betroffenen, insbesondere aufgrund 
der bisher von ihm begangenen Straftaten, zu befürchten ist, er werde 
künftig eine mit beträchtlicher Strafe bedrohte Handlung nach dem 
Anhang I Teil A zum Bundesgesetz über die justizielle Zusammenarbeit 
in Strafsachen mit den Mitgliedstaaten der Europäischen Union – EU-
JZG, BGBl. I Nr. 36/2004, oder nach § 6 Abs. 3 SNG begehen; 
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 3. bis 12 …  3. bis 12 … 

(2) und (3) … (2) und (3) … 

Rechtsschutzbeauftragter Rechtsschutzbeauftragter 

§ 91a. (1) ... § 91a. (1) ... 

(2) Der Rechtsschutzbeauftragte und seine Stellvertreter haben gleiche 
Rechte und Pflichten. Im Bereich des polizeilichen Staatsschutzes (Polizeiliches 
Staatsschutzgesetz – PStSG, BGBl. I Nr. 5/2016) haben sie sich regelmäßig über 
ihre Wahrnehmungen zu unterrichten und in grundsätzlichen Fragen der 
Aufgabenerfüllung eine einvernehmliche Vorgangsweise anzustreben. Sie werden 
vom Bundespräsidenten auf Vorschlag der Bundesregierung nach Anhörung der 
Präsidenten des Nationalrates sowie der Präsidenten des 
Verfassungsgerichtshofes und des Verwaltungsgerichtshofes auf die Dauer von 
fünf Jahren bestellt. Wiederbestellungen sind zulässig. Zumindest bei einem 
Stellvertreter muss es sich um eine Person handeln, die als Richter oder 
Staatsanwalt mindestens zehn Jahre tätig war und nicht gemäß § 91b Abs. 1 
zweiter Satz ausgeschlossen ist. Der Rechtsschutzbeauftragte hat gemeinsam mit 
seinen Stellvertretern nähere Regelungen zu ihrem Zusammenwirken, 
insbesondere über die Vertretung des Rechtsschutzbeauftragten im 
Verhinderungsfall, die Einberufung von Sitzungen, die Zusammensetzung des 
Rechtsschutzsenates (§ 14 Abs. 3 PStSG) sowie dessen Entscheidungsfindung in 
einer Geschäftsordnung zu treffen. 

(2) Der Rechtsschutzbeauftragte und seine Stellvertreter haben gleiche 
Rechte und Pflichten. Im Bereich des Verfassungsschutzes (Staatsschutz- und 
Nachrichtendienstgesetz – SNG, BGBl. I Nr. 5/2016) haben sie sich regelmäßig 
über ihre Wahrnehmungen zu unterrichten und in grundsätzlichen Fragen der 
Aufgabenerfüllung eine einvernehmliche Vorgangsweise anzustreben. Sie werden 
vom Bundespräsidenten auf Vorschlag der Bundesregierung nach Anhörung der 
Präsidenten des Nationalrates sowie der Präsidenten des 
Verfassungsgerichtshofes und des Verwaltungsgerichtshofes auf die Dauer von 
zehn Jahren bestellt. Wiederbestellungen sind nicht zulässig. Zumindest bei 
einem Stellvertreter muss es sich um eine Person handeln, die als Richter oder 
Staatsanwalt mindestens zehn Jahre tätig war und nicht gemäß § 91b Abs. 1 
zweiter Satz ausgeschlossen ist. Der Rechtsschutzbeauftragte hat gemeinsam mit 
seinen Stellvertretern nähere Regelungen zu ihrem Zusammenwirken, 
insbesondere über die Vertretung des Rechtsschutzbeauftragten im 
Verhinderungsfall, die Einberufung von Sitzungen, die Zusammensetzung des 
Rechtsschutzsenates (§ 14 Abs. 3 SNG) sowie dessen Entscheidungsfindung in 
einer Geschäftsordnung zu treffen. 

(3) … (3) … 

Inkrafttreten Inkrafttreten 

§ 94.  § 94. (x) Die §§ 6 Abs. 1, 57 Abs. 1 Z 2, 91a Abs. 2 und 96 Abs. 10, die 
Abschnittsbezeichnung sowie das Inhaltsverzeichnis in der Fassung des 
Bundesgesetzes BGBl. I Nr. xx/20xx treten mit xx.xx 20xx in Kraft. Gleichzeitig 
tritt der 4. Abschnitt des 2. Teils des 3. Hauptstücks außer Kraft. 

Übergangsbestimmungen Übergangsbestimmungen 

§ 96. (1) bis (9) … § 96. (1) bis (9) … 

 (10) § 91a Abs. 2 dritter und vierter Satz in der Fassung des Bundesgesetzes 
BGBl. I Nr. xx/20xx kommt bei Bestellungen des Rechtsschutzbeauftragten oder 
eines Stellvertreters nach Inkrafttreten des Bundesgesetzes BGBl. I Nr. xx/20xx 
zur Anwendung. 
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Artikel 3 Artikel 3 

Änderungen des Strafgesetzbuches Änderungen des Strafgesetzbuches 

Geheimer Nachrichtendienst zum Nachteil Österreichs Geheimer Nachrichtendienst zum Nachteil Österreichs 

§ 256. Wer zum Nachteil der Republik Österreich einen geheimen 
Nachrichtendienst einrichtet oder betreibt oder einen solchen Nachrichtendienst 
wie immer unterstützt, ist mit Freiheitsstrafe bis zu drei Jahren zu bestrafen. 

§ 256. Wer zum Nachteil der Republik Österreich einen geheimen 
Nachrichtendienst einrichtet oder betreibt oder einen solchen Nachrichtendienst 
wie immer unterstützt, ist mit Freiheitsstrafe von sechs Monaten bis zu fünf 
Jahren zu bestrafen. 

Artikel 4 Artikel 4 

Änderungen der Strafprozeßordnung 1975 Änderungen der Strafprozeßordnung 1975 

 
Sicherstellung in Behörden und öffentlichen Dienststellen 

 
§ 112a. (1) Die Sicherstellung von schriftlichen Aufzeichnungen und 

Datenträgern in Behörden und öffentlichen Dienststellen des Bundes, der Länder 
und der Gemeinden sowie anderen durch Gesetz eingerichteten Körperschaften 
und Anstalten des öffentlichen Rechts ist nur zulässig, wenn konkrete 
Anhaltspunkte dafür bestehen, dass ein Ersuchen um Amtshilfe (§ 76 Abs. 1) im 
Einzelfall den Zweck der Ermittlungen gefährden würde, weil sich das 
Ermittlungsverfahren gegen den zur Amtshilfe verpflichteten Organwalter richtet. 

 
(2) Der Sicherstellung ist von Amts wegen der jeweilige 

Rechtsschutzbeauftragte, ist ein solcher nicht bestellt, der 
Datenschutzbeauftragte, im Verhinderungsfall der jeweilige Stellvertreter, 
beizuziehen. Dieser und die von der Sicherstellung betroffene Behörde, 
öffentliche Dienststelle, Körperschaft oder Anstalt (Abs. 1) können der 
Sicherstellung von schriftlichen Aufzeichnungen oder Datenträgern unter 
Berufung darauf widersprechen, dass 

  1. eine ausdrückliche gesetzliche Verschwiegenheitsverpflichtung 
gegenüber den Staatsanwaltschaften oder Strafgerichten besteht, 

  2. überwiegende öffentliche Interessen entgegenstehen oder 
  3. diese Informationen oder Daten enthalten, die von ausländischen 

Behörden oder internationalen Organisationen übermittelt wurden und 
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Geltende Fassung Vorgeschlagene Fassung 
nur mit deren vorheriger Zustimmung zu anderen als den der 
Übermittlung zugrundeliegenden Zwecken verarbeitet werden dürfen. 

 Im Falle eines Widerspruchs sind die Unterlagen auf geeignete Art und 
Weise gegen unbefugte Einsichtnahme oder Veränderung zu sichern und 
bei Gericht zu hinterlegen. 

 
(3) Die von der Sicherstellung betroffene Behörde, öffentliche Dienststelle, 

Körperschaft oder Anstalt (Abs. 1) und der zum Widerspruch nach Abs. 2 
Berechtigte sind aufzufordern, binnen einer angemessenen, 14 Tage nicht 
unterschreitenden Frist jene Teile der Aufzeichnungen oder Datenträger konkret 
zu bezeichnen, deren Offenlegung einer der in Abs. 2 zweiter Satz genannten 
Gründe entgegenstehen würde; zu diesem Zweck sind sie berechtigt, in die 
hinterlegten Unterlagen Einsicht zu nehmen. Erfolgte der Widerspruch aus dem 
Grund des 

  1. Abs. 2 Z 2 so sind die überwiegenden öffentlichen Interessen im 
Einzelnen anzuführen und zu begründen, 

  2. Abs. 2 Z 3 so hat die Behörde oder öffentliche Dienststelle (Abs. 1) 
binnen der gesetzten Frist mitzuteilen, ob die ausländische Behörde oder 
internationale Organisation der Verarbeitung für die in der Anordnung 
der Sicherstellung genannten Zwecke zugestimmt hat. 

 
(4) Unterlassen die in Abs. 3 genannten Berechtigten eine solche 

Bezeichnung, so sind die Unterlagen zum Akt zu nehmen und auszuwerten. 
Anderenfalls hat das Gericht die Unterlagen unter Beiziehung der Berechtigten 
sowie gegebenenfalls geeigneter Hilfskräfte oder eines Sachverständigen zu 
sichten und anzuordnen, ob und in welchem Umfang sie zum Akt genommen 
werden dürfen. Unterlagen, die nicht zum Akt genommen werden, sind der 
Behörde, Dienststelle, Körperschaft oder Anstalt auszufolgen. Aus deren Sichtung 
gewonnene Erkenntnisse dürfen bei sonstiger Nichtigkeit nicht für weitere 
Ermittlungen oder als Beweis verwendet werden. 

 
(5) Einer Beschwerde gegen den Beschluss des Gerichts kommt 

aufschiebende Wirkung zu. 
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Geltende Fassung Vorgeschlagene Fassung 

Artikel 5 Artikel 5 

Änderungen des Tilgungsgesetzes 1972 Änderungen des Tilgungsgesetzes 1972 

Beschränkung der Auskunft Beschränkung der Auskunft 

§ 6. (1) Schon vor der Tilgung darf über Verurteilungen aus dem 
Strafregister bei Vorliegen der in den Abs. 2 und 3 genannten Voraussetzungen 
lediglich Auskunft erteilt werden 

§ 6. (1) Schon vor der Tilgung darf über Verurteilungen aus dem 
Strafregister bei Vorliegen der in den Abs. 2 und 3 genannten Voraussetzungen 
lediglich Auskunft erteilt werden 

 1. - 2a. …  1. - 2a. … 

 3. den Behörden nach § 18 Abs. 2 des Waffengesetzes 1996 zum Zwecke 
der Vollziehung dieser Bestimmung sowie den Sicherheitsbehörden zum 
Zwecke der Überprüfung der in den waffenrechtlichen und 
sprengmittelrechtlichen Vorschriften geforderten Verläßlichkeit, 

 3. den Behörden nach § 18 Abs. 2 des Waffengesetzes 1996 zum Zwecke 
der Vollziehung dieser Bestimmung sowie den Sicherheitsbehörden zum 
Zwecke der Überprüfung der in den waffenrechtlichen und 
sprengmittelrechtlichen Vorschriften geforderten Verlässlichkeit oder der 
in den luftfahrtrechtlichen Vorschriften geforderten Zuverlässigkeit, 

 4. - 6. …  4. - 6. … 
  6a. den Sicherheitsbehörden für Zwecke des § 1 Abs. 2 und § 2a 

Staatsschutz- und Nachrichtendienst-Gesetz – SNG, 

 7. -9. …  7. -9. … 

(2) – (6) … (2) – (6) … 
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