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Textgegeniiberstellung

Geltende Fassung

Artikel 1

Bundesgesetz iiber die Organisation, Aufgaben und Befugnisse des
polizeilichen Staatsschutzes (Polizeiliches Staatsschutzgesetz; — PStSG)

1. Hauptstiick
Allgemeines

Anwendungsbereich; Polizeilicher Staatsschutz

§ 1. (1) Dieses Bundesgesetz regelt den polizeilichen Staatsschutz. Dieser
erfolgt in Ausiibung der Sicherheitspolizei.

(2) Der polizeiliche Staatsschutz dient dem Schutz der verfassungsmifBigen
Einrichtungen und ihrer Handlungsféhigkeit sowie von Vertretern ausldndischer
Staaten, internationaler Organisationen und anderer Volkerrechtssubjekte nach
Malgabe volkerrechtlicher Verpflichtungen, kritischer Infrastruktur und der
Bevdlkerung vor terroristisch, ideologisch oder religids motivierter Kriminalitit,
vor Gefahrdungen durch Spionage, durch nachrichtendienstliche Tétigkeit und
durch Proliferation sowie der Wahrnehmung zentraler Funktionen der
internationalen Zusammenarbeit in diesen Bereichen.

(3) Fir die Wahrnehmung der in Abs.2 genannten Angelegenheiten
bestehen als Organisationseinheit der Generaldirektion fiir die Offentliche

Vorgeschlagene Fassung

Artikel 1

Bundesgesetz iiber die Organisation, Aufgaben und Befugnisse des
Verfassungsschutzes (Staatsschutz- und Nachrichtendienst-Geset; —
SNG)

1. Hauptstiick
Allgemeines

Anwendungsbereich

§ 1. (1) Dieses Bundesgesetz regelt den Verfassungsschutz. Dieser erfolgt in
Ausiibung der Sicherheitspolizei.

(2) Der Verfassungsschutz dient dem Schutz der verfassungsmiBigen
Einrichtungen und ihrer Handlungsféhigkeit sowie von Vertretern ausldndischer
Staaten, internationaler Organisationen und anderer Volkerrechtssubjekte nach
MaBgabe volkerrechtlicher Verpflichtungen, kritischer Infrastruktur und der
Bevdlkerung vor terroristisch, ideologisch oder religiés motivierter Kriminalitt,
vor Gefihrdungen durch Spionage, durch nachrichtendienstliche Tatigkeit und
durch Proliferation sowie der Wahrnehmung zentraler Funktionen der
internationalen Zusammenarbeit in diesen Bereichen.

(2a) Der Verfassungsschutz besteht aus Staatsschutz und Nachrichtendienst.
Der Staatsschutz umfasst den vorbeugenden Schutz vor verfassungsgefihrdenden
Angriffen. Daneben kommt diesem die Wahrnehmung der Aufgaben nach dem
Sicherheitspolizeigesetz und der Strafprozessordnung im Zusammenhang mit
verfassungsgefihrdenden Angriffen zu. Der Nachrichtendienst umfasst die
Gewinnung und Analyse von Information fiir Zwecke des Abs. 2 sowie die
erweiterte Gefahrenerforschung.

(3) Fir die Wahrnehmung der in Abs. 2 genannten Angelegenheiten
bestehen als Organisationseinheit der Generaldirektion fiir die Offentliche

Sicherheit das Bundesamt fiir Verfassungsschutz und Terrorismusbekdimpfung Sicherheit die Direktion Staatsschutz und Nachrichtendienst (Direktion) und in
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Geltende Fassung
(Bundesamt) und in jedem Bundesland eine fiir Verfassungsschutz zustindige
Organisationseinheit der Landespolizeidirektion.

(4) Der Bundesminister fiir Inneres kann bestimmte Angelegenheiten nach
Abs. 2 dem Bundesamt vorbehalten. Diesfalls kann das Bundesamt die fir
Verfassungsschutz zustédndige Organisationseinheit der Landespolizeidirektion
mit der Durchfilhrung einzelner Mallnahmen beauftragen. Auch kann das
Bundesamt anordnen, dass ihm direkt iiber den Fortgang einer Angelegenheit
laufend oder zu bestimmten Zeitpunkten zu berichten ist.

(5) Das Bundesamt wird bei Vollziehung dieses Bundesgesetzes fiir den
Bundesminister fiir Inneres, die fir Verfassungsschutz  zustindige
Organisationseinheit fiir die jeweilige Landespolizeidirektion tétig.

Organisation

§ 2. (1) Dem Bundesamt steht ein Direktor vor. Der Direktor nimmt die
Funktion als Informationssicherheitsbeauftragter fiir den Wirkungsbereich des
Bundesministeriums fiir Inneres nach § 7 des Informationssicherheitsgesetzes —
InfoSiG, BGBI. I Nr. 23/2002, wahr.

(2) Zum Direktor kann nur ernannt werden, wer ein abgeschlossenes
Studium der Rechtswissenschaften und besondere Kenntnisse auf dem Gebiet des
polizeilichen Staatsschutzes aufweist.

(3) Bedienstete der Organisationseinheiten gemill § 1 Abs. 3, die mit dem
Vollzug dieses Bundesgesetzes betraut sind, haben eine spezielle Ausbildung fiir
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jedem Bundesland eine flir Staatsschutz zustindige Organisationseinheit der
Landespolizeidirektion.

(4) Der Bundesminister fiir Inneres kann bestimmte Angelegenheiten nach
Abs.2 der Direktion vorbehalten. Diesfalls kann die Direktion die fiir
Staatsschutz zustindige Organisationseinheit der Landespolizeidirektion mit der
Durchfiihrung einzelner MaBnahmen beauftragen. Auch kann die Direktion
anordnen, dass iAr direkt {iber den Fortgang einer Angelegenheit laufend oder zu
bestimmten Zeitpunkten zu berichten ist.

(5) Die Direktion wird bei Vollziehung dieses Bundesgesetzes flir den
Bundesminister fiir Inneres, die fiir Staatsschutz zustindige Organisationseinheit
fiir die jeweilige Landespolizeidirektion titig.

Organisation

§ 2. (1) Der Direktion steht ein Direktor vor. Fiir die Aufgabenbereiche
Staatsschutz und Nachrichtendienst ist jeweils ein Stellvertreter zu bestellen. Im
Rahmen  der  Geschdftseinteilung  ist  sicherzustellen,  dass  eine
Organisationseinheit als Informationsschnittstelle zur Koordinierung dieser
beiden organisatorisch getrennten Aufgabenbereiche einzurichten ist, welcher
insbesondere der tagesaktuelle und anlassbezogene Informations- und
Lageaustausch, die Bewertung von Informationen sowie die Abstimmung
strategischer und operativer Mafsnahmen obliegt.

(2) Zum Direktor kann nur ernannt werden, wer ein abgeschlossenes
Hochschulstudium (Z1.12 der Anlage 1/01 des Beamten-
Dienstrechtsgesetzes 1979 — BDG 1979, BGBI. Nr. 333/1979) und besondere
Kenntnisse auf den Gebieten des Verfassungsschutzes und der Grund- und
Freiheitsrechte aufweist.

(2a) Wer Mitglied der Bundesregierung, einer Landesregierung oder eines
allgemeinen Vertretungskorpers ist, kann nicht als Direktor oder Stellvertreter
bestellt oder mit einer sonstigen Leitungsfunktion in einer Organisationseinheit
gemdfs § 1 Abs. 3 betraut werden. Als Direktor oder Stellvertreter kann weiters
nicht bestellt werden, wer in den letzten drei Jahren Mitglied der
Bundesregierung, einer  Landesregierung oder einer  gesetzgebenden
Korperschaft war.

(3) Bedienstete der Organisationseinheiten gemill § 1 Abs. 3, die mit dem
Vollzug dieses Bundesgesetzes betraut sind, haben eine spezielle Ausbildung fiir
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Verfassungsschutz und Terrorismusbekdampfung zu absolvieren, welche durch die
Sicherheitsakademie (§ 11 Sicherheitspolizeigesetz — SPG, BGBI. Nr. 566/1991)
durchzufiihren ist.

(4) Sofern es sich bei Bediensteten in Leitungsfunktionen nicht bereits um
Organe des Offentlichen Sicherheitsdienstes handelt, konnen sie nach
erfolgreicher Absolvierung der Ausbildung (Abs. 3) zur Ausiibung unmittelbarer
Befehls- und Zwangsgewalt erméchtigt werden. Diesfalls gelten sie als Organe
des offentlichen Sicherheitsdienstes nach § 5 Abs. 2 SPG.
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Verfassungsschutz zu absolvieren, welche durch die Sicherheitsakademie (§ 11
Sicherheitspolizeigesetz — SPG, BGBI. Nr. 566/1991) durchzufithren ist. Die
Ausbildung  hat  sich  insbesondere an den  Schwerpunkten  der
Arbeitsplatzbeschreibungen zu orientieren und Menschenrechts-, Gender- und
Diversititsaspekte zu beriicksichtigen.

(4) Sofern es sich bei Bediensteten in Leitungsfunktionen der fiir den
Aufgabenbereich Staatsschutz zustindigen Organisationseinheiten gemdf3 § 1
Abs. 3 nicht um Organe des 6ffentlichen Sicherheitsdienstes handelt, konnen sie
nach erfolgreicher Absolvierung der Ausbildung (Abs.3) zur Ausiibung
unmittelbarer Befehls- und Zwangsgewalt ermdchtigt werden. Diesfalls gelten sie
als Organe des offentlichen Sicherheitsdienstes nach § 5 Abs. 2 SPG.

(5) Der Direktor sowie die Leiter der fiir Staatsschutz zustindigen
Organisationseinheiten der Landespolizeidirektionen haben fiir ihren jeweiligen
Zustdndigkeitsbereich ein System zur Qualititssicherung hinsichtlich der
Bewertung wahrscheinlicher Gefihrdungen sowie der damit verbundenen
Mafinahmen einzurichten.

(6) Dem Direktor, den Stellvertretern sowie den Leitern der fiir Staatsschutz
zustindigen  Organisationseinheiten der Landespolizeidirektionen ist die
Austibung jeder Nebenbeschdftigung mit Ausnahme von Tdtigkeiten im Bereich
der Lehre untersagt. Die Ausiibung einer unentgeltlichen Nebenbeschdftigung
kann ausnahmsweise durch die Dienstbehorde genehmigt werden, wobei vor der
Entscheidung der Dienstbehorde hinsichtlich des Direktors eine Stellungnahme
des Generaldirektors fiir die dffentliche Sicherheit, hinsichtlich der Stellvertreter
sowie der Leiter der fiir Staatsschutz zustindigen Organisationseinheiten der
Landespolizeidirektionen eine Stellungnahme des Direktors einzuholen ist. Die
Genehmigung ist zu versagen, wenn die Ausiibung dieser Nebenbeschdftigung
den begriindeten Verdacht hervorrufen wiirde, dass die Nebenbeschdftigung die
Erfiillung der dienstlichen Aufgaben behindert, die Vermutung der Befangenheit
hervorruft oder sonstige wesentliche dienstliche Interessen gefihrdet.

(7) Sonstige Bedienstete der Organisationseinheiten gemdfs § 1 Abs. 3
diirfen Nebenbeschdftigungen mit Ausnahme von Tdtigkeiten im Bereich der
Lehre nur nach Genehmigung durch die Dienstbehorde austiben, wobei vor der
Entscheidung der Dienstbehorde eine Stellungnahme des Direktors einzuholen
ist. Bei der Beurteilung, ob die Ausiibung einer Nebenbeschdftigung nach § 56
Abs. 2 BDG 1979 oder § 5 Abs. 1 Vertragsbedienstetengesetz 1948 — VBG, BGBIL.
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Vertrauenswiirdigkeitspriifung

§ 2a. (1) Vor Beginn der Tétigkeit muss sich jeder Bedienstete gemdf3 § 2
Abs. 3 einer Vertrauenswiirdigkeitspriifung fiir den polizeilichen Staatsschutz
unterziehen (Vertrauenswiirdigkeitspriifung). Die Vertrauenswiirdigkeitspriifung
ist die Abklirung der Vertrauenswiirdigkeit eines Menschen anhand
personenbezogener Daten, die Aufschluss dariiber geben, ob Anhaltspunkte dafiir
bestehen, dass von dieser Person ein Risiko fiir den polizeilichen Staatsschutz
ausgeht. Die Vertrauenswiirdigkeitspriifung umfasst die Verarbeitung und
Uberpriifung der in der Vertrauenswiirdigkeitserkldrung (Abs. 3) enthaltenen
Informationen einschlieBlich einer miindlichen Erdrterung mit dem Bediensteten.

) und (3) ...

(4) Der Bundesminister fiir Inneres hat die Themenbereiche, die Gegenstand
der Vertrauenswiirdigkeitspriifung sind, und die in diesem Zusammenhang
abzufragenden personenbezogenen Daten, die Aufschluss dariiber geben, ob
Anbhaltspunkte dafiir bestehen, dass von dem Bediensteten ein Risiko fiir den
polizeilichen Staatsschutz ausgeht, mit Verordnung festzulegen. Dabei ist die
VerhiltnismaBigkeit zwischen den Interessen des Privat- und Familienlebens der
Betroffenen gegeniiber den zwingenden o6ffentlichen Interessen zu wahren. Die
Verarbeitung von personenbezogenen Daten, aus denen religidose oder
weltanschauliche Uberzeugungen hervorgehen, sowie von Gesundheitsdaten der
Betroffenen darf nur vorgesehen werden, wenn dies fiir die Erreichung des
Zwecks gemill Abs. 1 unbedingt erforderlich ist. Die Verarbeitung anderer
besonderer Kategorien personenbezogener Daten (§39 DSG) darf nicht
vorgesehen werden.

(5) und (6) ...
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Nr. 86/1948, oder der dazu erlassenen Verordnung unzuldssig ist, ist das sich aus
dem Verfassungsschutz ergebende dienstliche Interesse besonders zu
beriicksichtigen.

(8) Abweichend von § 7 Abs. 2 Ausschreibungsgesetz 1989 — AusG, BGBL 1
Nr. 85/1989, hat der Leiter der Zentralstelle fiir die Begutachtungskommission
fiir den Direktor sowie fiir die beiden Stellvertreter entweder ein weibliches oder
mdnnliches Mitglied zu bestellen. Der Bundesminister fiir Kunst, Kultur,
offentlichen Dienst und Sport hat das weitere weibliche oder méinnliche Mitglied
zu bestellen, wobei dabei auf die Geschlechterparitiit Bedacht zu nehmen ist.

Vertrauenswiirdigkeitspriifung

§ 2a. (1) Vor Beginn der Tatigkeit muss sich jeder Bedienstete gemil3 § 2
Abs. 3 eciner Vertrauenswiirdigkeitspriiffung fiir den Verfassungsschutz
unterziehen (Vertrauenswiirdigkeitspriifung). Die Vertrauenswiirdigkeitspriifung
ist die Abklarung der Vertrauenswiirdigkeit eines Menschen anhand
personenbezogener Daten, die Aufschluss dariiber geben, ob Anhaltspunkte dafiir
bestehen, dass von dieser Person ein Risiko fiir den Verfassungsschutz ausgeht.
Die Vertrauenswiirdigkeitspriifung umfasst die Verarbeitung und Uberpriifung
der in der Vertrauenswiirdigkeitserklarung (Abs. 3) enthaltenen Informationen
einschlieBlich einer miindlichen Erdrterung mit dem Bediensteten.

) und (3) ...

(4) Der Bundesminister fiir Inneres hat die Themenbereiche, die Gegenstand
der Vertrauenswiirdigkeitspriifung sind, und die in diesem Zusammenhang
abzufragenden personenbezogenen Daten, die Aufschluss dariiber geben, ob
Anbhaltspunkte dafiir bestehen, dass von dem Bediensteten ein Risiko filir den
Verfassungsschutz ausgeht, mit Verordnung festzulegen. Dabei ist die
VerhéltnismaBigkeit zwischen den Interessen des Privat- und Familienlebens der
Betroffenen gegeniiber den zwingenden 6ffentlichen Interessen zu wahren. Die
Verarbeitung von personenbezogenen Daten, aus denen religidse oder
weltanschauliche Uberzeugungen hervorgehen, sowie von Gesundheitsdaten der
Betroffenen darf nur vorgesehen werden, wenn dies fiir die Erreichung des
Zwecks gemiBl Abs. 1 unbedingt erforderlich ist. Die Verarbeitung anderer
besonderer Kategorien personenbezogener Daten (§ 39 DSG) darf nicht
vorgesehen werden.

(5) und (6) ...
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(7) In die Beurteilung der Vertrauenswiirdigkeit sind nur jene Umsténde
einzubeziechen, die von Relevanz fiir den polizeilichen Staatsschutz sind.
Widersprechen die Ergebnisse der Vertrauenswiirdigkeitspriifung den Angaben
des Bediensteten oder bestehen Anhaltspunkte dafiir, dass von ihm ein Risiko fiir
den polizeilichen Staatsschutz ausgeht, so ist dem Bediensteten im Rahmen der
miindlichen Erérterung Gelegenheit zur AuBerung zu geben. Wurde eine
Vertrauenswiirdigkeitspriifung eines Bediensteten aufgrund eines Ersuchens der
fiir Verfassungsschutz zustiandigen Organisationseinheit einer
Landespolizeidirektion durchgefiihrt, ist das Ergebnis an diese zu {ibermitteln.

(8)und (9) ...
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(7) In die Beurteilung der Vertrauenswiirdigkeit sind nur jene Umstinde
einzubeziehen, die von Relevanz fiir den Verfassungsschutz sind. Widersprechen
die Ergebnisse der Vertrauenswiirdigkeitspriifung den Angaben des Bediensteten
oder bestehen Anhaltspunkte dafiir, dass von ihm ein Risiko fiir den
Verfassungsschutz ausgeht, so ist dem Bediensteten im Rahmen der miindlichen
Erorterung  Gelegenheit zur  AuBerung zu geben. Wurde eine
Vertrauenswiirdigkeitspriifung eines Bediensteten aufgrund eines Ersuchens der
fiir Staatsschutz zustindigen Organisationseinheit einer Landespolizeidirektion
durchgefiihrt, ist das Ergebnis an diese zu iibermitteln.

(8)und (9) ...
Sicherheit und Geheimnisschutz

§ 2b. (1) Der Direktor kann geeignete und besonders geschulte Bedienstete
dazu ermdchtigen, Personen, die Gebdude oder Rdumlichkeiten der Direktion
betreten, zu betreten versuchen, sich in solchen aufhalten, diese zu verlassen
versuchen oder unmittelbar zuvor verlassen haben, zu durchsuchen, sofern dies
zum Schutz klassifizierter Informationen erforderlich ist. Die Ermdchtigung zur
Durchsuchung einer Person umfasst auch das Offnen und Durchsuchen von
Behdltnissen oder Gegenstinden, die diese Person mit sich fiihrt. Diese
Bediensteten sind ermdchtigt, eine Durchsuchung mit unmittelbarer
Zwangsgewalt durchzusetzen, die §§ 29, 40 Abs. 4 sowie 50 Abs. 2 und 4 SPG
gelten sinngemdfS. Fiir diese Bediensteten gilt die Richtlinien-Verordnung — RLYV,
BGBI. Nr. 266/1993.

(2) Der Direktor kann im Einzelfall geeigneten und besonders geschulten
anderen Bediensteten als Organen des dffentlichen Sicherheitsdienstes fiir den
Fall gerechter Notwehr zur Verteidigung eines Menschen (§7 Z1
Waffengebrauchsgesetz 1969, BGBIl. Nr. 149/1969) eine Dienstwaffe zur
Verfiigung stellen. Die §§ 5 und 6 Waffengebrauchsgesetz 1969 gelten auch fiir
diese Bediensteten.

(3) Soweit Bundesbehdrden, Behorden der mittelbaren Bundesverwaltung,
durch Gesetz eingerichtete Korperschaften und Anstalten des offentlichen Rechts
oder Biirgermeister gesetzlich zur Ausstellung von Urkunden berufen sind, haben
sie auf Verlangen des Bundesministers fiir Inneres fiir Bedienstete der Direktion,
die mit Aufgaben der Gewinnung und Analyse von Information oder deren
Vorbereitung betraut sind, zur Gewdhrleistung ihrer Sicherheit oder ihrer
Aufgabenerfiillung Urkunden herzustellen, die iiber die Identitdt der Bediensteten
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Geschiftsordnung des Bundesamtes

§ 3. Der Direktor des Bundesamtes hat festzulegen, wem die Genehmigung
von Entscheidungen flir den Bundesminister fiir Inneres im Rahmen der
Geschiftseinteilung zukommt, in welchen Fillen ihm die Genehmigung
vorbehalten ist und wem diese im Fall der Verhinderung obliegt
(Geschiftsordnung). Vor Erlassung und vor jeder Anderung der
Geschiftsordnung ist der Generaldirektor fiir die Offentliche Sicherheit zu
befassen.

Bundesamt als Zentralstelle
§ 4. Das Bundesamt erfiillt fiir den Bundesminister fiir Inneres folgende
zentrale Funktionen:
l.und 2. ...

3.und 4. ...

5. die internationale Zusammenarbeit auf dem Gebiet des Staatsschutzes;
davon unbertihrt bleibt die Zusammenarbeit der fir Verfassungsschutz
zustdndigen Organisationseinheiten der Landespolizeidirektionen mit
benachbarten regionalen Sicherheitsdienststellen.
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tiuschen, der Bundesminister fiir Inneres hat zuvor die Zustimmung des
Rechtsschutzbeauftragten (§ 91a SPG) einzuholen. § 54a Abs. 2 und Abs. 3
zweiter und dritter Satz SPG gilt sinngemdf3.

Geschiftsordnung der Direktion

§3. Der Direktor hat festzulegen, wem die Genehmigung von
Entscheidungen fiir den Bundesminister fiir Inneres im Rahmen der
Geschiftseinteilung zukommt, in welchen Féllen ihm die Genehmigung
vorbehalten ist und wem diese im Fall der Verhinderung obliegt
(Geschiftsordnung). Vor Erlassung und vor jeder Anderung der
Geschiftsordnung ist der Generaldirektor fiir die Offentliche Sicherheit zu
befassen.

Direktion als Zentralstelle

§ 4. Die Direktion erfiillt fir den Bundesminister fiir Inneres folgende
zentrale Funktionen:

1.und 2. ...

2a. Meldestelle fiir extremistisch oder terroristisch motivierte Inhalte

elektronischer Medien (Meldestelle Extremismus und Terrorismus);

3.und4. ...

5.die internationale = Zusammenarbeit auf dem = Gebiet des
Verfassungsschutzes; davon unberiihrt bleibt die Zusammenarbeit der fiir
Staatsschutz zustindigen Organisationseinheiten der
Landespolizeidirektionen mit benachbarten regionalen
Sicherheitsdienststellen; die Leistung von Amtshilfe an auslindische
Sicherheitsbehérden, denen ausschlieflich Gefahrenerforschung obliegt,
kommt, unabhdngig von sonstigen Aufgabenzuweisungen nach diesem
Bundesgesetz,  ausschliefflich  der  fiir den  Aufgabenbereich
Nachrichtendienst zustdindigen Organisationseinheit der Direktion zu.
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2. Hauptstiick
Aufgaben auf dem Gebiet des polizeilichen Staatsschutzes

Erweiterte Gefahrenerforschung und Schutz vor verfassungsgefiihrdenden
Angriffen

§ 6. (1) Den Organisationseinheiten gemdf3 § 1 Abs. 3 obliegen

1. die erweiterte Gefahrenerforschung; das ist die Beobachtung
einer Gruppierung, wenn im Hinblick auf deren bestehende Strukturen und auf zu
gewidrtigende Entwicklungen in deren Umfeld damit zu rechnen ist, dass es zu
mit schwerer Gefahr fiir die offentliche Sicherheit verbundener Kriminalitét,
insbesondere zu ideologisch oder religiés motivierter Gewalt kommt;

2. der vorbeugende Schutz vor verfassungsgefdhrdenden
Angriffen durch eine Person, sofern ein begriindeter Gefahrenverdacht fiir einen
solchen Angriff besteht (§ 22 Abs. 2 SPG).

3. der Schutz vor verfassungsgefihrdenden Angriffen aufgrund von
Informationen von Dienststellen inldndischer Behdrden, auslindischen
Sicherheitsbehorden oder Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG)
sowie von Organen der Europdischen Union oder Vereinten Nationen zu
Personen, die im Verdacht stehen, im Ausland einen Sachverhalt verwirklicht zu
haben, der einem verfassungsgefihrdenden Angriff entspricht.

(2) Ein verfassungsgefihrdender Angriff ist die Bedrohung von
Rechtsgiitern

1. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach
§§ 278b bis 278f oder, soweit es der Verfiigungsmacht einer
terroristischen ~ Vereinigung unterliegende  Vermogensbestandteile
betrifft, nach § 165 Abs. 3 StGB strafbaren Handlung;

2. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach
§§ 274 Abs. 2 erster Fall, 279, 280, 283 Abs. 3 oder in § 278c StGB
genannten strafbaren Handlung, sofern diese ideologisch oder religios
motiviert ist;
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2. Hauptstiick
Aufgaben auf dem Gebiet des Verfassungsschutzes

Erweiterte Gefahrenerforschung und Schutz vor verfassungsgefihrdenden
Angriffen

§ 6.

(1) Der fiir den Aufgabenbereich Nachrichtendienst zustindigen
Organisationseinheit der Direktion obliegt die erweiterte Gefahrenerforschung;
das ist die Beobachtung einer Gruppierung, wenn im Hinblick auf deren
bestehende Strukturen und auf zu gewirtigende Entwicklungen in deren Umfeld
damit zu rechnen ist, dass es zu mit schwerer Gefahr fiir die 6ffentliche Sicherheit
verbundener Kriminalitét, insbesondere zu ideologisch oder religiés motivierter
Gewalt kommt.

(2) Den fiir den  Aufgabenbereich  Staatsschutz  zustindigen
Organisationseinheiten gemdf3 § 1 Abs. 3 obliegt der vorbeugende Schutz vor
verfassungsgefahrdenden Angriffen durch eine Person, sofern ein begriindeter
Gefahrenverdacht fiir einen solchen Angriff besteht (§ 22 Abs. 2 SPG).

(3) Ein verfassungsgefihrdender Angriff ist die Bedrohung von
Rechtsgiitern

1. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach
§§ 278b bis 278g oder, soweit es der Verfligungsmacht -einer
terroristischen ~ Vereinigung unterliegende  Vermogensbestandteile
betrifft, nach § 165 Abs. 3 StGB stratbaren Handlung;

2. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach
§§ 274 Abs. 2 erster Fall, 279, 280, 283 Abs. 3 oder in § 278c StGB
genannten stratbaren Handlung, sofern diese ideologisch oder religios
motiviert ist;
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Geltende Fassung

3. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach

§§ 242 und 246 StGB, dem fiinfzehnten Abschnitt des StGB oder nach
dem VerbotsG strafbaren Handlung;

.durch die rechtswidrige und vorsitzliche Verwirklichung des

Tatbestandes einer nach §§ 175, 177a, 177b StGB, §§ 79 bis 82
AuBenwirtschaftsgesetz 2011 — AuBWG 2011, BGBI. I Nr. 26/2011, § 7
Kriegsmaterialgesetz - KMG, BGBIL  Nr.540/1977, § 11
Sanktionengesetz 2010 — SanktG, BGBI. I Nr. 36/2010, nach §§ 124,
316, 319 oder 320 StGB sowie nach dem sechzehnten Abschnitt des
StGB strafbaren Handlung;

. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach

§§ 118a, 119, 119a, 126a, 126b oder 126¢ StGB strafbaren Handlung
gegen verfassungsmifBige Einrichtungen und ihre Handlungsfihigkeit
(§ 22 Abs. 1 Z 2 SPG) sowie kritische Infrastrukturen (§ 22 Abs. 1 Z 6
SPQG).
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Vorgeschlagene Fassung

3. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach
§§ 242, 246 oder 247a StGB, dem flinfzehnten Abschnitt des StGB oder
nach dem VerbotsG strafbaren Handlung;

4. durch die rechtswidrige und vorsdtzliche Verwirklichung des
Tatbestandes einer nach §§ 175, 177a, 177b StGB, §§ 79 bis 82
AuBenwirtschaftsgesetz 2011 — AuBWG 2011, BGBL. I Nr. 26/2011, § 7
Kriegsmaterialgesetz - KMG, BGBIL  Nr.540/1977, §11
Sanktionengesetz 2010 — SanktG, BGBI. I Nr. 36/2010, nach §§ 124,
316, 319 oder 320 StGB sowie nach dem sechzehnten Abschnitt des
StGB strafbaren Handlung;

5. durch die rechtswidrige Verwirklichung des Tatbestandes einer nach
§§ 118a, 119, 119a, 126a, 126b oder 126¢ StGB strafbaren Handlung
gegen verfassungsmifige Einrichtungen und ihre Handlungsfihigkeit
(§ 22 Abs. 1 Z 2 SPG) sowie kritische Infrastrukturen (§ 22 Abs. 1 Z 6
SPG).

(4) Ergibt sich im Rahmen der Wahrnehmung einer Aufgabe nach Abs. 1
oder 2 der Anfangsverdacht (§ 1 Abs. 3 StPO) hinsichtlich eines Vergehens, das
kein  verfassungsgefihrdender  Angriff gemdfs Abs. 3 ist, kann die
Berichterstattung nach § 100 StPO fiir jenen Zeitraum, fiir den die Ermdchtigung
fiir die Aufgabenerfiillung nach Abs. 1 oder 2 erteilt wurde, ldngstens jedoch fiir
sechs Monate, aufgeschoben werden, wenn andernfalls die Erfiillung dieser
Aufgabe gefihrdet wire. Die Griinde fiir den Aufschub sind zu dokumentieren.

Fallkonferenz Staatsschutz

§6a. (1) Zum  Zweck des  vorbeugenden  Schutzes  vor
verfassungsgefihrdenden Angriffen (§ 6 Abs.2) konnen die fiir den
Aufgabenbereich Staatsschutz zustindigen Organisationseinheiten gemdf3 § 1
Abs. 3 im Einzelfall erforderliche Mafinahmen mit Behorden und jenen
Einrichtungen, die mit dem Vollzug offentlicher Aufgaben, insbesondere zum
Zweck der Deradikalisierung, der Extremismusprdvention oder der sozialen
Integration von Menschen, betraut sind, erarbeiten und koordinieren, wenn
aufgrund  bestimmter Tatsachen, insbesondere wegen vorangegangener
Verwaltungsiibertretungen nach Art. IIl Abs. 1 Z 4 Einfiihrungsgesetz zu den
Verwaltungsverfahrensgesetzen 2008 — EGVG, BGBIL. I Nr.87/2008, §3
Abzeichengesetz 1960, BGBI. Nr. 84/1960, oder § 3 Symbole-Gesetz, BGBI. I
Nr. 103/2014, der Gefahrenverdacht besteht, dass ein bestimmter Mensch einen
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Geltende Fassung

Polizeilich staatsschutzrelevante Beratung

§ 7. Den Organisationseinheiten gemdf3 § 1 Abs. 3 obliegen zur Vorbeugung
verfassungsgefihrdender  Angriffe, insbesondere auf dem Gebiet der
Cybersicherheit, die Forderung der Bereitschaft und Féhigkeit des Einzelnen, sich
iiber eine Bedrohung seiner Rechtsgiiter Kenntnis zu verschaffen und Angriffen
entsprechend vorzubeugen.

Information

Die Wahrnehmung der Aufgabenerfiillung nach diesem Bundesgesetz umfasst
ferner die Analyse und Beurteilung von staatsschutzrelevanten Bedrohungslagen,
die sich auch aus verfassungsgefihrdenden Entwicklungen im Ausland ergeben
konnen, zur Information verfassungsmdfiger Einrichtungen, sofern nicht der
Vollziehungsbereich des Bundesministers fiir Landesverteidigung und Sport
betroffen ist.

(2) Uber staatsschutzrelevante Bedrohungen sind die obersten Organe der
Vollziehung (Art. 19 B-VG) sowie die mit der Leitung der gesetzgebenden
Korperschaften des Bundes und der Lénder betrauten Organe zu unterrichten,
soweit diese Information fiir die Wahrnehmung der gesetzlichen Aufgaben in
deren Zustandigkeitsbereich von Bedeutung ist. Ebenso sind die Genannten {iber
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Vorgeschlagene Fassung
verfassungsgefihrdenden Angriff gemdf3 § 6 Abs. 3 Z 1 bis 4 begehen werde
(Fallkonferenz Staatsschutz).

(2) Die Ubermittlung personenbezogener Daten, die im Rahmen der
Sicherheitspolizei verarbeitet wurden, an die Teilnehmer einer Fallkonferenz
Staatsschutz ist zuldssig, soweit dies fiir die Aufgabenerfiillung unbedingt
erforderlich ist, wobei die Teilnehmer — sofern sie nicht ohnehin der
Amtsverschwiegenheit unterliegen — zur vertraulichen Behandlung der Daten
verpflichtet sind; dariiber sind sie zu informieren.

Verfassungsschutzrelevante Beratung

§ 7. (I) Den Organisationseinheiten gemadll § 1 Abs.3 obliegen zur
Vorbeugung verfassungsgefahrdender Angriffe, insbesondere auf dem Gebiet der
Cybersicherheit, die Forderung der Bereitschaft und Fahigkeit des Einzelnen, sich
iiber eine Bedrohung seiner Rechtsgiiter Kenntnis zu verschaffen und Angriffen
entsprechend vorzubeugen.

(2) Die Organisationseinheiten gemdf3 § 1 Abs. 3 sind ermdchtigt,
Einrichtungen, die mit einer Gebietskorperschaft eine Kooperationsvereinbarung
zum Zweck der Deradikalisierung, Resozialisierung oder Reintegration von
Personen mit extremistisch radikalisiertem Umfeld abgeschlossen haben, auf
deren Ersuchen bei ihrer Entscheidungsfindung, ob eine bestimmte Person vom
Zweck der Einrichtung erfasst ist, im Einzelfall zu unterstiitzen.

Gewinnung und Analyse von Information

§8. (1) Der fiir den Aufgabenbereich Nachrichtendienst zustdindigen
Organisationseinheit der Direktion obliegt fiir Zwecke des §1 Abs. 2,
insbesondere zum Schutz vor verfassungsgefihrdenden Angriffen, die Gewinnung
und Analyse von Information zur Beurteilung von verfassungsschutzrelevanten
Bedrohungslagen, insbesondere aufgrund von Informationen von Dienststellen
inldndischer Behorden, ausldndischen Sicherheitsbehorden oder
Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG) sowie von Organen der
Europdischen Union oder Vereinten Nationen.

(2) Uber verfassungsschutzrelevante Bedrohungen sind die obersten Organe
der Vollziehung (Art. 19 B-VG) sowie die mit der Leitung der gesetzgebenden
Korperschaften des Bundes und der Lénder betrauten Organe zu unterrichten,
soweit diese Information fiir die Wahrnehmung der gesetzlichen Aufgaben in
deren Zustandigkeitsbereich von Bedeutung ist. Ebenso sind die Genannten iiber
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Vorgeschlagene Fassung

Umstidnde zu unterrichten, die fiir die Ausiibung ihres Amtes von wesentlicher Umstdnde zu unterrichten, die fiir die Ausiibung ihres Amtes von wesentlicher

Bedeutung sind.

Bedeutung sind.

2a. Hauptstiick
Befugnisse auf dem Gebiet des Staatsschutzes

Gefihrderansprache zur Deradikalisierung

§8a. (1) Die fiir den Aufgabenbereich Staatsschutz zustindigen
Organisationseinheiten gemdfs § 1 Abs. 3 sind zum Zweck des vorbeugenden
Schutzes vor verfassungsgefihrdenden Angriffen (§ 6 Abs. 2) ermdchtigt, einem
Menschen, von dem aufgrund bestimmter Tatsachen, insbesondere wegen
vorangegangener Verwaltungsiibertretungen nach Art. Ill Abs. 1 Z 4 EGVG, § 3
Abzeichengesetz 1960 oder § 3 Symbole-Gesetz, anzunehmen ist, er werde einen
verfassungsgefihrdenden Angriff gemdfs § 6 Abs.3 Z 1 bis 4 begehen, mit
Bescheid aufzuerlegen, zu einem bestimmten Zeitpunkt bei einer Dienststelle
personlich zu erscheinen, um ihn nachweislich iiber rechtskonformes Verhalten
zu belehren. Bei der Belehrung ist insbesondere auf das besondere
Gefihrdungspotential durch Radikalisierung und die damit verbundenen
Rechtsfolgen einzugehen und auf Deradikalisierungsprogramme hinzuweisen.

(2) Bei der Festlegung des Zeitpunkts und der Dienststelle sind die
personlichen  Lebensumstinde und  Bediirfnisse des  Betroffenen  zu
beriicksichtigen.

(3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich,
kann die Zustellung auch durch Organe des Jffentlichen Sicherheitsdienstes
erfolgen. Wer nicht durch Krankheit oder sonstige begriindete Hindernisse vom
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten
und kann zur Erfiillung der Gefdhrderansprache vorgefiihrt werden, wenn dies im
Bescheid angedroht ist.

Meldeverpflichtung

§8b. (1) Die fiir den Aufgabenbereich Staatsschutz zustindigen
Organisationseinheiten gemdfs § 1 Abs. 3 sind zum Zweck des vorbeugenden
Schutzes vor verfassungsgefihrdenden Angriffen (§ 6 Abs. 2) ermdchtigt, einem
Menschen, von dem aufgrund bestimmter Tatsachen, insbesondere wegen
vorangegangener Verwaltungsiibertretungen nach Art. Ill Abs. 1 Z4 EGVG, § 3
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Geltende Fassung

3. Hauptstiick

Verarbeiten personenbezogener Daten auf dem Gebiet des
polizeilichen Staatsschutzes

Allgemeines

§9.(1) ...

(2) Personenbezogene Daten diirfen von den Organisationseinheiten geméf
§ 1 Abs.3 gemil diesem Hauptstiick nur verarbeitet werden, soweit dies zur
Erfillung der ihnen {iibertragenen Aufgaben erforderlich ist. Erméchtigungen
nach anderen Bundesgesetzen bleiben unberiihrt.

(3)und (4) ...
Ermittlungsdienst fiir Zwecke des polizeilichen Staatsschutzes

§10. (1) Die Organisationseinheiten gemd §1 Abs.3 diirfen
personenbezogene Daten verarbeiten fiir
1. die erweiterte Gefahrenerforschung (§ 6 Abs. 1 Z 1),
2. den vorbeugenden Schutz vor verfassungsgefihrdenden Angriffen (§ 6
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Vorgeschlagene Fassung
Abzeichengesetz 1960 oder § 3 Symbole-Gesetz, anzunehmen ist, er werde einen
verfassungsgefihrdenden Angriff gemdf3 § 6 Abs.3 Z 1 bis 4 begehen, mit
Bescheid aufzuerlegen, sich ein- oder mehrmals innerhalb eines Zeitraums von
ldngstens sechs Monaten bei einer Dienststelle zu melden; eine wiederholte
Anordnung ist zuldssig.

(2) Bei der Festlegung der Zeitpunkte und der Dienststelle sind die
personlichen  Lebensumstinde und  Bediirfnisse des  Betroffenen  zu
beriicksichtigen.

(3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich,
kann die Zustellung auch durch Organe des offentlichen Sicherheitsdienstes
erfolgen. Wer nicht durch Krankheit oder sonstige begriindete Hindernisse vom
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten
und kann zur Erfiillung der Meldeverpflichtung vorgefiihrt werden, wenn dies im
Bescheid angedroht ist.

3. Hauptstiick

Verarbeiten personenbezogener Daten auf dem Gebiet des
Verfassungsschutzes

Allgemeines

§9.(1) ...
(2) Personenbezogene Daten diirfen von den Organisationseinheiten gemél
§ 1 Abs.3 gemil diesem Hauptstiick nur verarbeitet werden, soweit dies zur
Erfillung der ihnen iibertragenen Aufgaben erforderlich ist. Erméchtigungen
nach anderen Bundesgesetzen, insbesondere die Bestimmungen des PolKG und
des EU-Polizeikooperationsgesetzes — EU-PolKG, BGBL. I Nr. 132/2009, bleiben
unberiihrt.
(3)und (4) ...
Ermittlungsdienst fiir Zwecke des Verfassungsschutzes
§10. (1) Die Organisationseinheiten gemal §1 Abs.3 dirfen
personenbezogene Daten verarbeiten fiir
1. die erweiterte Gefahrenerforschung (§ 6 Abs. 1),
2. den vorbeugenden Schutz vor verfassungsgefihrdenden Angriffen (§ 6
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Geltende Fassung
Abs. 1 Z2),

3.den Schutz vor verfassungsgefihrdenden Angriffen aufgrund von
Informationen von Dienststellen inldndischer Behorden, ausldndischen
Sicherheitsbehorden oder Sicherheitsorganisationen sowie von Organen
der Europdischen Union oder Vereinten Nationen (§ 6 Abs. 1 Z 3) und

4. die Information verfassungsmdyfiger Einrichtungen (§ 8).

2)...

(3) Die Organisationseinheiten geméafl § 1 Abs. 3 sind berechtigt, von den
Dienststellen der Gebietskdrperschaften, den anderen Korperschaften des
offentlichen Rechtes und den von diesen betriebenen Anstalten Auskiinfte zu
verlangen, die sie zur Erfiillung ihrer Aufgaben nach Abs. 1 Z 1 und 2 bendtigen.
Eine Verweigerung der Auskunft ist nur zuldssig, soweit andere offentliche
Interessen iiberwiegen oder eine iiber die Amtsverschwiegenheit (Art. 20 Abs. 3
B-VG) hinausgehende sonstige gesetzliche Verpflichtung zur Verschwiegenheit
besteht.

(#)und (5) ...
Besondere Bestimmungen fiir die Ermittlungen

§ 11. (1) Zur erweiterten Gefahrenerforschung (§ 6 Abs. 1 Z 1) und zum
vorbeugenden Schutz vor verfassungsgefahrdenden Angriffen (§ 6 Abs. I Z2) ist
die Ermittlung personenbezogener Daten nach Mallgabe des § 9 und unter den
Voraussetzungen des § 14 zuldssig durch

1. bis4. ...

5. Einholen von Auskiinften nach §§ 53 Abs. 3a Z 1 bis 3 und 53 Abs. 3b
SPG zu einer Gruppierung nach § 6 Abs. 1 Z [ oder einem Betroffenen
nach §6 Abs.! Z2 sowie zu deren jeweiligen Kontakt- oder
Begleitpersonen (§ 12 Abs.1 Z4) von Betreibern o6ffentlicher
Telekommunikationsdienste (§92 Abs. 3 Z1
Telekommunikationsgesetz 2003 — TKG 2003, BGBI. I Nr. 70/2003) und
sonstigen Diensteanbietern (§ 3 Z2 E-Commerce-Gesetz — ECG,
BGBI. I Nr. 152/2001), wenn die Erfiillung der Aufgabe durch Einsatz
anderer ErmittlungsmaBnahmen aussichtslos wére;

6. Einholen von Auskiinften zu Kontaktdaten, Nummer und Art des
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Vorgeschlagene Fassung
Abs. 2),

3. die verfassungsschutzrelevante Beratung (§ 7 Abs. 2) und

4. die Gewinnung und Analyse von Information (§ 8).

2)...

(3) Die Organisationseinheiten geméfl § 1 Abs. 3 sind berechtigt, von den
Dienststellen der Gebietskdrperschaften, den anderen Korperschaften des
offentlichen Rechtes und den von diesen betriebenen Anstalten Auskiinfte zu
verlangen, die sie zur Erfiillung ihrer Aufgaben nach Abs.1 Z1, 2 und 4
bendtigen. Eine Verweigerung der Auskunft ist nur zuldssig, soweit andere
offentliche Interessen iiberwiegen oder eine iiber die Amtsverschwiegenheit
(Art. 20 Abs. 3 B-VGQG) hinausgehende sonstige gesetzliche Verpflichtung zur
Verschwiegenheit besteht.

(4 und (5) ...
Besondere Bestimmungen fiir die Ermittlungen

§11. (1) Zur erweiterten Gefahrenerforschung (§ 6 Abs.1) und zum
vorbeugenden Schutz vor verfassungsgefahrdenden Angriffen (§ 6 Abs. 2) ist die
Ermittlung personenbezogener Daten nach Mallgabe des § 9 und unter den
Voraussetzungen des § 14 zuldssig durch

1.bis4. ...

5. Einholen von Auskiinften nach §§ 53 Abs. 3a Z 1 bis 3 und 53 Abs. 3b
SPG zu einer Gruppierung nach § 6 Abs. 1 oder einem Betroffenen nach
§ 6 Abs.2 sowie zu deren jeweiligen Kontakt- oder Begleitpersonen
(§12 Abs. 1 Z4) von Betreibern offentlicher
Telekommunikationsdienste (§ 92 Abs. 3 Z1
Telekommunikationsgesetz 2003 — TKG 2003, BGBI. I Nr. 70/2003) und
sonstigen Diensteanbietern (§ 3 Z2 E-Commerce-Gesetz — ECG,
BGBI.1 Nr. 152/2001) sowie Einsatz technischer Mittel zur
Lokalisierung von von diesen mitgefiihrten Endeinrichtungen, wenn die
Erfillung der Aufgabe durch Einsatz anderer Ermittlungsmafnahmen
aussichtslos wire;

6. Einholen von Auskiinften zu Kontaktdaten, Nummer und Art des
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Geltende Fassung
Reisedokuments sowie Zahlungsinformationen eines Betroffenen nach
§6 Abs./ Z2, Datum der Buchung, Reiseverlauf, Reisestatus,
Flugscheindaten, Zahl und Namen von Mitreisenden im Rahmen einer
Buchung von Personenbeforderungsunternehmen zu einer von ihnen
erbrachten Leistung;

7. Einholen von Auskiinften iiber Verkehrsdaten (§92 Abs.3 Z4
TKG 2003), Zugangsdaten (§92 Abs.3 Z4a TKG2003) und
Standortdaten (§ 92 Abs.3 Z 6 TKG 2003), die nicht einer Auskunft
nach Abs. 1 Z 5 unterliegen, zu einer Gruppierung nach § 6 Abs. 1 Z I
oder einem Betroffenen nach § 6 Abs. I Z2 von Betreibern 6ffentlicher
Telekommunikationsdienste (§ 92 Abs. 3 Z 1 TKG 2003) und sonstigen
Diensteanbietern (§ 3 Z2 ECG), wenn dies zur Vorbeugung eines
verfassungsgefahrdenden  Angriffs, dessen Verwirklichung mit
betrachtlicher Strafe (§ 17 SPG) bedroht ist, erforderlich erscheint und
die Erfiillung der Aufgabe durch Einsatz anderer Ermittlungsma3inahmen
aussichtslos wére. Eine Erméchtigung darf nur fiir jenen kiinftigen oder
auch vergangenen Zeitraum erteilt werden, der zur Erreichung des
Zwecks voraussichtlich erforderlich ist.

Die Ermittlung ist zu beenden, sobald ihre Voraussetzungen wegfallen.

) ...

(3) Beim Einholen von Auskiinften nach Abs. 1 Z 7 hat das Bundesamt der
um Auskunft ersuchten Stelle die Verpflichtung nach Abs. 2 und ihren Umfang
sowie die Verpflichtung, mit der Erméchtigung verbundene Tatsachen und
Vorginge gegeniiber Dritten geheim zu halten, aufzutragen und die
entsprechende Erméchtigung des Rechtsschutzsenats anzufiihren.

Datenverarbeitungen

§ 12. (1) Der Bundesminister fiir Inneres und die Landespolizeidirektionen
diirfen als gemeinsam Verantwortliche in einer Datenverarbeitung zum Zweck
der Bewertung von wahrscheinlichen Gefdhrdungen sowie zum Erkennen von
Zusammenhingen und Strukturen mittels operativer oder strategischer Analyse

1. zu einer Gruppierung nach § 6 Abs. 1 Z /
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Vorgeschlagene Fassung
Reisedokuments sowie Zahlungsinformationen eines Betroffenen nach
§6 Abs.2, Datum der Buchung, Reiseverlauf, Reisestatus,
Flugscheindaten, Zahl und Namen von Mitreisenden im Rahmen von
Buchungen von  Dienstleistungsunternehmen  im  Sektor  der
Personenbeforderung zu einer von ihnen erbrachten Leistung;

7. Einholen von Auskiinften iiber Verkehrsdaten (§92 Abs.3 Z4
TKG 2003), Zugangsdaten (§92 Abs.3 Z4a TKG2003) und
Standortdaten (§ 92 Abs.3 Z 6 TKG 2003), die nicht einer Auskunft
nach Abs. 1 Z 5 unterliegen, zu einer Gruppierung nach § 6 Abs. 1 oder
einem Betroffenen nach § 6 Abs.2 von Betreibern o6ffentlicher
Telekommunikationsdienste (§ 92 Abs. 3 Z 1 TKG 2003) und sonstigen
Diensteanbietern (§ 3 Z2 ECG), wenn dies zur Vorbeugung eines
verfassungsgefdhrdenden  Angriffs, dessen Verwirklichung mit
betrdchtlicher Strafe (§ 17 SPG) bedroht ist, erforderlich erscheint und
die Erfiillung der Aufgabe durch Einsatz anderer Ermittlungsmaf3nahmen
aussichtslos wiére. Eine Erméchtigung darf nur fiir jenen kiinftigen oder
auch vergangenen Zeitraum erteilt werden, der zur Erreichung des
Zwecks voraussichtlich erforderlich ist.

Die Ermittlung ist zu beenden, sobald ihre Voraussetzungen wegfallen.
(la) In der fiir den Aufgabenbereich Nachrichtendienst zustdndigen
Organisationseinheit der Direktion konnen Ermittlungen gemdf; Abs. 1 durch
geeignete und besonders geschulte Bedienstete wahrgenommen werden.

2) ...

(3) Beim Einholen von Auskiinften nach Abs. 1 Z 7 hat die Direktion der um
Auskunft ersuchten Stelle die Verpflichtung nach Abs. 2 und ihren Umfang sowie
die Verpflichtung, mit der Erméchtigung verbundene Tatsachen und Vorginge
gegeniiber Dritten geheim zu halten, aufzutragen und die entsprechende
Ermichtigung des Rechtsschutzsenats anzufiihren.

Datenverarbeitungen

§ 12. (1) Der Bundesminister fiir Inneres und die Landespolizeidirektionen
diirfen als gemeinsam Verantwortliche in einer Datenverarbeitung zum Zweck
der Bewertung von wahrscheinlichen Gefahrdungen sowie zum Erkennen von
Zusammenhéngen und Strukturen mittels operativer oder strategischer Analyse

1. zu einer Gruppierung nach § 6 Abs. 1
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Geltende Fassung

a) bis g)
2. zu Betroffenen nach § 6 Abs. 1 Z2
a) bis 0)

4. und 5. ...
sowie tat- und fallbezogene Informationen und Verwaltungsdaten gemeinsam
verarbeiten, die gemif3 §§ 10 oder 11 oder auf Grundlage des SPG oder der StPO
ermittelt und verarbeitet wurden. Der Bundesminister fiir Inneres iibt die
Funktion des Auftragsverarbeiters gemill § 36 Abs. 2 Z 9 in Verbindung mit § 48
DSG aus.

(2) Die Daten sind vor der Verarbeitung in der Datenverarbeitung auf ihre
Erheblichkeit und Richtigkeit zu priifen sowie wahrend der Verwendung zu
aktualisieren. Erweisen sich Daten als unrichtig, dann sind diese richtigzustellen
oder zu 16schen, es sei denn, die Weiterverarbeitung von Falschinformationen mit
der Kennzeichnung ,unrichtig“ ist zur Erfiillung des Zwecks (Abs. 1)
erforderlich. Bei Einstellung von Ermittlungen oder Beendigung eines Verfahrens
einer Staatsanwaltschaft oder eines Strafgerichtes sind die Daten durch
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Vorgeschlagene Fassung
a) bis g)
2. zu Betroffenen nach § 6 Abs. 2
a) bis 0)

p) Informationen im Zusammenhang mit Verpflichtungen nach §§ 8a und
8b, insbesondere Angaben zu Grund und Umfang (rdumlich und
zeitlich) der Verpflichtung einschlieflich friiherer Verpflichtungen
nach §§ 8a und 8b,

3....

3a. zu Betroffenen von Befugnissen nach §§ 8a und 8b die Datenarten nach
Z 2 a) bis j), 1), o) und p),

4.und>5. ...
sowie tat- und fallbezogene Informationen und Verwaltungsdaten gemeinsam
verarbeiten, die gemif §§ 10 oder 11 oder auf Grundlage des SPG oder der StPO
ermittelt und verarbeitet wurden. Der Bundesminister fiir Inneres iibt die
Funktion des Auftragsverarbeiters gemall § 36 Abs. 2 Z 9 in Verbindung mit § 48
DSG aus.

(la) Die Direktion ist ermdchtigt, zum Zweck der Beurteilung von
verfassungsschutzrelevanten Bedrohungslagen (§ 8 Abs. 1) mittels strategischer
Analyse Datenarten nach Abs. 1 Z 1 d) und e), Z 2 a) bis p) sowie sachverhalts-,
tat- und fallbezogene Informationen und Verwaltungsdaten zu verarbeiten, die sie
gemdfs § 10 ermittelt oder in Vollziehung von Bundes- oder Landesgesetzen
verarbeitet hat oder verarbeiten darf. Sobald die Voraussetzungen des Abs. 1
vorliegen, sind die diesbeziiglichen personenbezogenen Daten in die
Datenverarbeitung nach Abs. 1 zu tiberfiihren. Dariiber hinaus sind die Daten zu
l6schen, sobald diese fiir die Erfiillung der Aufgabe nach § 8 Abs. 1 nicht mehr
benaotigt werden, lingstens jedoch nach zehn Jahren. Die Direktion hat diese
Daten einmal jdhrlich daraufhin zu priifen, ob ihre Verarbeitung weiterhin
erforderlich ist.

(2) Die Daten sind vor der Verarbeitung in der Datenverarbeitung auf ihre
Erheblichkeit und Richtigkeit zu priifen sowie widhrend der Verwendung zu
aktualisieren. Erweisen sich Daten als unrichtig, dann sind diese richtigzustellen
oder zu 16schen, es sei denn, die Weiterverarbeitung von Falschinformationen mit
der Kennzeichnung ,,unrichtig® ist zur Erfiillung des Zwecks (Abs. 1 und la)
erforderlich. Bei Einstellung von Ermittlungen oder Beendigung eines Verfahrens
einer Staatsanwaltschaft oder eines Strafgerichtes sind die Daten durch

6¢ UOA 1T

Bun|pisegnuabebixe | - INMIUBRLBISIUIIAl - dO “[IAXX JINAOT



e ABruBWe |led MMM

Geltende Fassung
Anmerkung der Einstellung oder Verfahrensbeendigung und des bekannt
gewordenen Grundes zu aktualisieren. Eine Aktualisierung oder Richtigstellung
von Daten nach Abs.1 Z1 lit.ta bis d und Z2 lit.a bis i darf jeder
Verantwortliche vornehmen. Hievon ist jener Verantwortliche, der die Daten
urspriinglich verarbeitet hat, zu informieren.

(3) Daten sind nach MafB3gabe des § 13 zu 16schen. Daten zu Verdéchtigen
gemiBl Abs. 1 Z3 und damit in Zusammenhang stehenden Personen geméf3
Abs. 1 Z 5 sind langstens nach fiinf Jahren, Personen gemif3 Abs. 1 Z 4 ldngstens
nach drei Jahren zu 16schen. Daten zu Kontakt- und Begleitpersonen gemél
Abs. 1 Z 4 sind jedenfalls zu 16schen, wenn keine Griinde fiir die Annahme mehr
vorliegen, dass iiber sie fiir die Erfiillung der Aufgabe relevante Informationen
beschafft werden konnen.

(4) Ubermittlungen sind an Sicherheitsbehdrden fiir Zwecke der
Sicherheitspolizei und Strafrechtspflege, an Staatsanwaltschaften und ordentliche
Gerichte fiir Zwecke der Strafrechtspflege, an verfassungsmiBige Einrichtungen
nach MafBgabe des § 8 und dariiber hinaus an Dienststellen inldndischer
Behorden, soweit dies eine wesentliche Voraussetzung zur Wahrnehmung einer
ihr gesetzlich libertragenen Aufgabe ist, an auslidndische Sicherheitsbehérden und
Sicherheitsorganisationen (§2 Abs.2 und 3 PolKG) sowie Organe der
Europiischen Union oder Vereinten Nationen entsprechend den Bestimmungen
iiber die internationale polizeiliche Amtshilfe zuldssig.

o) ...

(6) Die Kontrolle der Datenanwendung nach Abs. 1 obliegt dem
Rechtsschutzbeauftragten nach Maligabe des § 91c Abs.2 SPG sowie § 15
Abs. 1.

(7) Dariiber hinaus ist das Bundesamt nach Malgabe des § 54b SPG
erméchtigt, personenbezogene Daten von Menschen, die Informationen zur
Erfiillung der Aufgabe der erweiterten Gefahrenerforschung (§ 6 Abs. 1 Z I), des
vorbeugenden Schutzes vor verfassungsgefahrdenden Angriffen (§ 6 Abs. 1 Z2),
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Vorgeschlagene Fassung
Anmerkung der Einstellung oder Verfahrensbeendigung und des bekannt
gewordenen Grundes zu aktualisieren. Eine Aktualisierung oder Richtigstellung
von Daten nach Abs.1 Z1 lit.ta bis d und Z2 lit.a bis i darf jeder
Verantwortliche vornehmen. Hievon ist jener Verantwortliche, der die Daten
urspriinglich verarbeitet hat, zu informieren.

(3) Daten sind nach MafBgabe des § 13 zu 16schen. Daten zu Verdéchtigen
gemil Abs.1 Z3 und damit in Zusammenhang stehenden Personen gemaf3
Abs. 1 Z 5 sind léngstens nach fiinf Jahren, Personen geméfl Abs. 1 Z 4 langstens
nach drei Jahren und zu Betroffenen gemdfs Abs. 1 Z 3a ldngstens nach fiinf
Jahren zu 16schen, bei mehreren Speicherungen nach derselben Ziffer bestimmt
sich die Loschung nach dem Zeitpunkt der letzten Speicherung. Daten zu
Kontakt- und Begleitpersonen gemafl Abs. 1 Z 4 sind jedenfalls zu l6schen, wenn
keine Griinde fiir die Annahme mehr vorliegen, dass iiber sie fiir die Erfiillung der
Aufgabe relevante Informationen beschafft werden kénnen.

(4) Ubermittlungen sind an Sicherheitsbehorden fiir Zwecke der
Sicherheitspolizei und Strafrechtspflege, an Staatsanwaltschaften und ordentliche
Gerichte fiir Zwecke der Strafrechtspflege, an Einrichtungen (§ 7 Abs. 2), soweit
dies fiir die Erfiillung der Aufgabe der Einrichtung unbedingt erforderlich ist und
die Einrichtung sich zur vertraulichen Behandlung verpflichtet hat, an
verfassungsméfige Einrichtungen nach Mallgabe des § 8 Abs. 2, an Betreiber
kritischer Infrastrukturen, soweit dies fiir den Betrieb von wesentlicher
Bedeutung ist, und dariiber hinaus an Dienststellen inldndischer Behorden, soweit
dies eine wesentliche Voraussetzung zur Wahrnehmung einer ihr gesetzlich
ibertragenen Aufgabe ist, an auslidndische Sicherheitsbehérden und
Sicherheitsorganisationen (§2 Abs.2 und 3 PolKG) sowie Organe der
Europdischen Union oder Vereinten Nationen entsprechend den Bestimmungen
iiber die internationale polizeiliche Amtshilfe zulédssig.

) ...

(6) Die Kontrolle der Datenverarbeitungen nach Abs. 1 und Ia obliegt dem
Rechtsschutzbeauftragten nach MaBgabe des § 91c Abs.2 SPG sowie § 15
Abs. 1.

(7) Dariiber hinaus ist die Direktion nach Maligabe des § 54b SPG
ermichtigt, personenbezogene Daten von Menschen, die Informationen zur
Erfiillung der Aufgabe der erweiterten Gefahrenerforschung (§ 6 Abs. 1), des
vorbeugenden Schutzes vor verfassungsgefahrdenden Angriffen (§ 6 Abs. 2), zur

Bun|pisegnuabebixe | - INMIUBRLBISIUIIAl - dO “[IAXX JINAOT

6¢ UOAGT



e ABruBWe |led MMM

Geltende Fassung
zur Abwehr gefihrlicher Angriffe oder krimineller Verbindungen (§ 21 Abs. 1
SPG) weitergeben, zu verarbeiten.

Besondere Loschungsverpflichtung

§ 13. (1) Soweit sich eine Aufgabe nach § 6 Abs. 1 Z I oder 2 gestellt hat,
sind die nach diesem Bundesgesetz verarbeiteten personenbezogenen Daten zu
16schen, wenn sich nach Ablauf der Zeit, fiir die die Erméichtigung dazu erteilt
wurde, keine Aufgabe fiir die Organisationseinheiten geméfB § 1 Abs. 3 stellt.
Uberdies kann die unverziigliche Léschung unterbleiben, wenn in Hinblick auf
die Gruppierung oder den Betroffenen aufgrund bestimmter Tatsachen,
insbesondere aufgrund von verfassungsgefihrdenden Aktivititen im Ausland,
erwartet werden kann, dass sie neuerlich Anlass zu einer Aufgabe nach § 6 Abs. 1
Z 1 oder 2 geben wird. Die Organisationseinheiten geméB § 1 Abs. 3 haben diese
Daten einmal jdhrlich darauthin zu priifen, ob ihre Verarbeitung weiterhin
erforderlich ist. Wenn sich zwei Jahre nach Ablauf der Zeit, fir die die
Ermichtigung dazu erteilt wurde, keine Aufgabe fiir die Organisationseinheiten
gemil § 1 Abs. 3 stellt, bedarf die Verarbeitung fiir jeweils ein weiteres Jahr der
Ermichtigung des Rechtsschutzbeauftragten (§ 15). Nach Ablauf von sechs
Jahren sind die Daten jedenfalls zu 16schen.

Q) ..

4. Hauptstiick
Rechtsschutz auf dem Gebiet des polizeilichen Staatsschutzes

Rechtsschutzbeauftragter

§ 14. (1) Dem Rechtsschutzbeauftragten (§ 91a SPG) obliegt der besondere
Rechtsschutz bei den Aufgaben nach § 6 Abs. 1 Z / und 2 sowie die Kontrolle der
Datenverarbeitung nach § 12 Abs. 6.

(2) Die Organisationseinheiten geméafl § 1 Abs. 3, denen sich eine Aufgabe
gemil § 6 Abs. 1 Z 1 oder 2 stellt, haben vor der Durchfiihrung der Aufgabe die
Erméchtigung des Rechtsschutzbeauftragten im Wege des Bundesministers fiir
Inneres einzuholen. Dasselbe gilt, wenn beabsichtigt ist, besondere
Ermittlungsmafinahmen nach § 11 zu setzen oder gemdBl § 10 Abs. 4 ermittelte
Daten weiterzuverarbeiten. Jede Einholung einer Erméchtigung ist entsprechend
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Vorgeschlagene Fassung
Abwehr gefahrlicher Angriffe oder krimineller Verbindungen (§ 21 Abs. 1 SPG)
weitergeben, zu verarbeiten.

Besondere Loschungsverpflichtung

§ 13. (1) Soweit sich eine Aufgabe nach § 6 Abs. 1 oder 2 gestellt hat, sind
die nach diesem Bundesgesetz verarbeiteten personenbezogenen Daten zu
16schen, wenn sich nach Ablauf der Zeit, fiir die die Erméachtigung dazu erteilt
wurde, keine Aufgabe fiir die Organisationseinheiten gemill § 1 Abs. 3 stellt.
Uberdies kann die unverziigliche Léschung unterbleiben, wenn in Hinblick auf
die Gruppierung oder den Betroffenen aufgrund bestimmter Tatsachen,
insbesondere aufgrund von verfassungsgefihrdenden Aktivititen im Ausland,
erwartet werden kann, dass sie neuerlich Anlass zu einer Aufgabe nach § 6 Abs. 1
oder 2 geben wird. Die Organisationseinheiten geméfl § 1 Abs. 3 haben diese
Daten einmal jahrlich darauthin zu priifen, ob ihre Verarbeitung weiterhin
erforderlich ist. Wenn sich zwei Jahre nach Ablauf der Zeit, fiir die die
Ermichtigung dazu erteilt wurde, keine Aufgabe fiir die Organisationseinheiten
gemil § 1 Abs. 3 stellt, bedarf die Verarbeitung fiir jeweils ein weiteres Jahr der
Ermichtigung des Rechtsschutzbeauftragten (§ 15). Nach Ablauf von sechs
Jahren sind die Daten jedenfalls zu 16schen.

Q) ..

4. Hauptstiick
Rechtsschutz auf dem Gebiet des Verfassungsschutzes

Rechtsschutzbeauftragter

§ 14. (1) Dem Rechtsschutzbeauftragten (§ 91a SPG) obliegt der besondere
Rechtsschutz bei den Aufgaben nach § 6 Abs. 1 und 2, sofern es sich nicht um die
Aufgabe nach § 6a oder die Ausiibung einer Befugnis gemdf; §§ 8a oder 8b
handelt, sowie die Kontrolle der Datenverarbeitungen nach § 12 Abs. 6.

(2) Die Organisationseinheiten geméfl § 1 Abs. 3, denen sich eine Aufgabe
gemill § 6 Abs. 1 oder 2 stellt, haben vor der Durchfiihrung der Aufgabe die
Erméchtigung des Rechtsschutzbeauftragten im Wege des Bundesministers fiir
Inneres einzuholen. Dasselbe gilt, wenn beabsichtigt ist, besondere
Ermittlungsmafinahmen nach § 11 zu setzen oder gemiBl § 10 Abs. 4 ermittelte
Daten weiterzuverarbeiten. Jede Einholung einer Erméchtigung ist entsprechend
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zu begriinden, insbesondere sind darin die Griinde fiir den Einsatz einer
Vertrauensperson (§ 11 Abs. 1 Z2 iVm § 54 Abs. 3 und 3a SPQG) anzufiihren.
Eine Ermichtigung darf nur in jenem Umfang und fiir jenen Zeitraum erteilt
werden, der zur Erfiillung der Aufgabe voraussichtlich erforderlich ist, hdchstens
aber fiir die Dauer von sechs Monaten; Verlangerungen sind zuléssig.

@3)...
Rechte und Pflichten des Rechtsschutzbeauftragten

§15. (1) Die Organisationseinheiten gemil § 1 Abs.3 haben dem
Rechtsschutzbeauftragten bei der Wahrnehmung seiner Aufgaben jederzeit
Einblick in alle erforderlichen Unterlagen und Aufzeichnungen sowie in die
Datenverarbeitung nach § 12 Abs. 1 zu gewahren, ihm auf Verlangen Abschriften
(Ablichtungen) einzelner Aktenstiicke unentgeltlich auszufolgen und alle
erforderlichen Auskiinfte zu erteilen; insofern kann ihm gegeniiber
Amtsverschwiegenheit nicht geltend gemacht werden. Dies gilt jedoch nicht fiir
Auskiinfte tiber die Identitét von Personen nach Mal3gabe des § 162 StPO.

2)...

(3) In Verfahren {iber Beschwerden von Betroffenen einer Aufgabe nach § 6
Abs. 1 Z I oder 2 vor der Datenschutzbehorde, den Verwaltungsgerichten sowie
den Gerichtshofen des 6ffentlichen Rechts kommt dem Rechtsschutzbeauftragten
die Stellung einer mitbeteiligten Amtspartei zu.

“) ...
Information Betroffener

§ 16. (1) Nimmt der Rechtsschutzbeauftragte wahr, dass durch Verarbeiten
personenbezogener Daten Rechte von Betroffenen einer Aufgabe nach § 6 Abs. 1
Z 1 oder 2 verletzt worden sind, die von dieser Verarbeitung keine Kenntnis
haben, so ist er zu deren Information oder, sofern eine solche aus den Griinden
des § 43 Abs. 4 DSG nicht erfolgen kann, zur Erhebung einer Beschwerde an die
Datenschutzbehorde nach § 90 SPG verpflichtet. In einem solchen Verfahren vor
der Datenschutzbehdrde ist auf § 43 Abs. 4 DSG iiber die Beschrinkung des
Auskunftsrechtes Bedacht zu nehmen.

(2) Nach Ablauf der Zeit, fir die die Erméchtigung erteilt wurde, ist der
Betroffene einer Aufgabe nach §6 Abs.l ZI oder 2 von den
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Vorgeschlagene Fassung
zu begriinden, insbesondere sind darin die Griinde fiir den Einsatz einer
Vertrauensperson (§ 11 Abs. 1 Z2 iVm § 54 Abs. 3 und 3a SPG) anzufiihren.
Eine Erméchtigung ist zu begriinden und darf nur in jenem Umfang und fiir jenen
Zeitraum erteilt werden, der zur Erfillung der Aufgabe voraussichtlich
erforderlich ist, hochstens aber fiir die Dauer von sechs Monaten; Verlangerungen
sind zuldssig.

3)...
Rechte und Pflichten des Rechtsschutzbeauftragten

§ 15. (1) Die Organisationseinheiten gemil § 1 Abs.3 haben dem
Rechtsschutzbeauftragten bei der Wahrnehmung seiner Aufgaben jederzeit
Einblick in alle erforderlichen Unterlagen und Aufzeichnungen sowie in die
Datenverarbeitungen nach § 12 Abs. 1 und la zu gewéhren, ihm auf Verlangen
Abschriften (Ablichtungen) einzelner Aktenstiicke unentgeltlich auszufolgen und
alle erforderlichen Auskiinfte zu erteilen; insofern kann ihm gegeniiber
Amtsverschwiegenheit nicht geltend gemacht werden. Dies gilt jedoch nicht fiir
Auskiinfte iiber die Identitdt von Personen nach Maflgabe des § 162 StPO.

2)...

(3) In Verfahren iiber Beschwerden von Betroffenen einer Aufgabe nach § 6
Abs. 1 oder 2 vor der Datenschutzbehorde, den Verwaltungsgerichten sowie den
Gerichtshofen des 6ffentlichen Rechts kommt dem Rechtsschutzbeauftragten die
Stellung einer mitbeteiligten Amtspartei zu.

@ ...
Information Betroffener

§ 16. (1) Nimmt der Rechtsschutzbeauftragte wahr, dass durch Verarbeiten
personenbezogener Daten Rechte von Betroffenen einer Aufgabe nach § 6 Abs. 1
oder 2 oder im Rahmen der Datenverarbeitung gemdfy § 12 Abs. la verletzt
worden sind, die von dieser Verarbeitung keine Kenntnis haben, so ist er zu deren
Information oder, sofern eine solche aus den Griinden des § 43 Abs. 4 DSG nicht
erfolgen kann, zur Erhebung einer Beschwerde an die Datenschutzbehérde nach
§ 90 SPG verpflichtet. In einem solchen Verfahren vor der Datenschutzbehorde
ist auf § 43 Abs. 4 DSG iiber die Beschrankung des Auskunftsrechtes Bedacht zu
nehmen.

(2) Nach Ablauf der Zeit, fiir die die Erméchtigung erteilt wurde, ist der
Betroffene einer Aufgabe nach § 6 Abs. 1 oder 2 von den Organisationseinheiten
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Organisationseinheiten gemiBl § 1 Abs. 3 iiber Grund, Art und Dauer sowie die
Rechtsgrundlage der gesetzten MaBnahmen zu informieren. Uber die
durchgefiihrte Information ist der Rechtsschutzbeauftragte in Kenntnis zu setzen.

3)...
Berichte iiber den polizeilichen Staatsschutz

§ 17. (1) Das Bundesamt hat unter Einbeziehung der Tatigkeiten der fiir
Verfassungsschutz zustindigen Organisationseinheiten der
Landespolizeidirektionen jéhrlich einen Bericht zu erstellen, mit dem die
Offentlichkeit, unter Einhaltung von gesetzlichen Verschwiegenheitspflichten,
tiber aktuelle und mogliche staatsschutzrelevante Entwicklungen informiert wird.

(2) Der Bundesminister fiir Inneres hat dem stdndigen Unterausschuss des
Ausschusses fiir innere Angelegenheiten zur Uberpriifung von Mafinahmen zum
Schutz der verfassungsmdfligen Einrichtungen und ihrer Handlungsfihigkeit in
dessen Sitzungen iiber Unterrichtungen gemdfs §8 Abs.2 erster Satz zu
berichten.

(3) Uber die Erfiillung der Aufgaben nach diesem Bundesgesetz sowie iiber
die Information Betroffener nach § 16 hat der Bundesminister fiir Inneres dem
stindigen Unterausschuss des Ausschusses fiir innere Angelegenheiten zur
Uberpriifung von Mafnahmen zum Schutz der verfassungsmdfigen Einrichtungen
und ihrer Handlungsfdihigkeit jedenfalls halbjahrlich zu berichten.

(4) Den Bericht des Rechtsschutzbeauftragten geméfl § 15 Abs. 4 hat der
Bundesminister fiir Inneres dem stidndigen Unterausschuss des Ausschusses fiir
innere Angelegenheiten zur Uberpriifung von Mafnahmen zum Schutz der
verfassungsmdfigen Einrichtungen und ihrer Handlungsfihigkeit zu iibermitteln.

18 von 29

Vorgeschlagene Fassung
gemil § 1 Abs. 3 iiber Grund, Art und Dauer sowie die Rechtsgrundlage der
gesetzten MaBnahmen nachweislich zu informieren. Uber die durchgefiihrte
Information ist der Rechtsschutzbeauftragte in Kenntnis zu setzen.

3)...
Berichte iiber den Verfassungsschutz

§ 17. (1) Die Direktion hat unter Einbeziehung der Tétigkeiten der fiir
Staatsschutz zusténdigen Organisationseinheiten der Landespolizeidirektionen
jéhrlich einen Bericht zu erstellen, mit dem die Offentlichkeit, unter Einhaltung
von gesetzlichen Verschwiegenheitspflichten, {iber aktuelle und mdgliche
verfassungsschutzrelevante Entwicklungen informiert wird.

(1a) Dariiber hinaus erstattet die Direktion dem Bundesminister fiir Inneres
Jjéhrlich bis spdtestens 31. Mdrz des Folgejahres einen Bericht iiber die
Wahrnehmung der Aufgaben nach diesem Bundesgesetz durch die Direktion und
die fiir Staatsschutz zustindigen Organisationseinheiten der
Landespolizeidirektionen. Der Bundesminister fiir Inneres hat diesen Bericht dem
stindigen Unterausschuss des Ausschusses fiir innere Angelegenheiten zur
Uberpriifung von Mafinahmen zum Schutz der verfassungsmdpigen Einrichtungen
und ihrer Handlungsfihigkeit (stindiger Unterausschuss) zu tibermitteln.

(2) Der Bundesminister fiir Inneres hat dem stindigen Unterausschuss in
dessen Sitzungen iiber die Erfiillung der Aufgaben nach diesem Bundesgesetz,
insbesondere iiber wesentliche Anderungen von die innere Sicherheit
betreffenden Lagebildern, iiber einzelne Sachverhalte, die Gegenstand politischer
Diskussionen oder dffentlicher Berichterstattung sind, oder iiber wesentliche
Anderungen der Organisation oder der Aufgaben der Direktion zu berichten.

(3) Uber den Stand der Ausbildung nach §2 Abs. 3, Mafinahmen zur
Qualitdtssicherung nach § 2 Abs. 5, Unterrichtungen nach § 8 Abs. 2 erster Satz
sowie die Information Betroffener nach § 16 hat der Bundesminister fiir Inneres
dem stiandigen Unterausschuss jedenfalls halbjahrlich, dber die personelle und
finanzielle Ressourcenausstattung der Direktion im abgelaufenen Jahr jedenfalls
Jédhrlich zu berichten.

(4) Den Bericht des Rechtsschutzbeauftragten geméll § 15 Abs. 4 hat der
Bundesminister fiir Inneres dem stindigen Unterausschuss zu iibermitteln.
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(5) Der Rechtsschutzbeauftragte hat dem stdndigen Unterausschuss des
Ausschusses fiir innere Angelegenheiten zur Uberpriifung von Mafinahmen zum
Schutz der verfassungsmdfigen Einrichtungen und ihrer Handlungsfihigkeit fir
Auskiinfte tiber wesentliche Entwicklungen zur Verfiigung zu stehen; zudem
steht es dem Rechtsschutzbeauftragten frei, in solchen Angelegenheiten jederzeit
von sich aus an den stidndigen Unterausschuss heranzutreten. In einem solchen
Fall hat er seine Absicht dem Vorsitzenden des stdndigen Unterausschusses
mitzuteilen, der fiir eine umgehende Einberufung sorgt.
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Vorgeschlagene Fassung

(5) Der Rechtsschutzbeauftragte hat dem stindigen Unterausschuss fiir
Auskiinfte tiber wesentliche Entwicklungen zur Verfiigung zu stehen; zudem
steht es dem Rechtsschutzbeauftragten frei, in solchen Angelegenheiten jederzeit
von sich aus an den stindigen Unterausschuss heranzutreten. In einem solchen
Fall hat er seine Absicht dem Vorsitzenden des stindigen Unterausschusses
mitzuteilen, der fiir eine umgehende Einberufung sorgt.

4a. Hauptstiick
Unabhiingige Kontrollkommission Verfassungsschutz

Unabhiingige Kontrollkommission Verfassungsschutz

§17a. (1) Zum Zweck der Sicherstellung der gesetzmdfligen
Aufgabenerfiillung der Organisationseinheiten gemdf3 §1 Abs. 3 ist beim
Bundesminister ~ fiir  Inneres  eine  unabhdngige  Kontrollkommission
Verfassungsschutz  (Kontrollkommission) eingerichtet. Dieser obliegt die
begleitende strukturelle Kontrolle der Tdtigkeit der Organisationseinheiten
gemdfs § 1 Abs. 3, insbesondere im Hinblick auf die Erkennung organisatorischen
Optimierungsbedarfs. Die Kontrollkommission kann hiezu aus eigenem oder iiber
Anregung des Bundesministers fiir Inneres oder des stindigen Unterausschusses
tatig werden.

(2) Die Kontrollkommission hat ihr zur Kenntnis gebrachten, nicht
offenkundig  unbegriindeten ~ Vorwiirfen  gegen  die  Titigkeit  der
Organisationseinheiten gemdf; § 1 Abs. 3 nachzugehen. Die Kontrollkommission
erfiillt weder sicherheits- oder kriminalpolizeiliche, noch dienst- oder
disziplinarbehérdliche Aufgaben.

(3) Die Kontrollkommission besteht aus einem Vorsitzenden und zwei
weiteren Mitgliedern, die bei der Besorgung ihrer Aufgaben unabhdngig und
weisungsfrei sind. Sie unterliegen der Amtsverschwiegenheit sowie den sonstigen
Geheimhaltungspflichten, die im Zusammenhang mit der Wahrnehmung
nachrichtendienstlicher Tdtigkeiten zur Anwendung kommen. Dariiber hinaus
sind sie nicht verpflichtet, die Identitit einer Auskunftsperson preiszugeben oder
gerichtlich strafbares Verhalten oder Dienstpflichtverletzungen anzuzeigen.
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Vorgeschlagene Fassung

(4) (Verfassungsbestimmung) Die Mitglieder werden auf Vorschlag des
Hauptausschusses vom Nationalrat in Anwesenheit von mindestens der Hdlfte der
Mitglieder mit einer Mehrheit von zwei Dritteln der abgegebenen Stimmen fiir
eine Funktionsperiode von zehn Jahren gewdhlt; eine Wiederwahl ist unzuldssig.
Sie leisten vor Antritt ihres Amtes dem Bundesprdsidenten die Angelobung. Bei
Wegfall der Voraussetzungen konnen die Mitglieder durch Beschluss des
Nationalrats in Anwesenheit von mindestens der Hdlfte der Mitglieder mit einer
Mehrheit von zwei Dritteln der abgegebenen Stimmen abberufen werden.

(5) Die Kontrollkommission hat ndhere Regelungen zu ihrem
Zusammenwirken, insbesondere iiber die Vertretung des Vorsitzenden im
Verhinderungsfall,  die  Einberufung von  Sitzungen  sowie  dessen
Entscheidungsfindung, in einer Geschdftsordnung zu treffen.

Organisation

§ 17b. (1) Der Vorsitzende muss mindestens fiinf Jahre in einem Beruf tdtig
gewesen sein, in dem der Abschluss des Studiums der Rechtswissenschaften
Berufsvoraussetzung ist, und besondere Kenntnisse und Erfahrungen auf dem
Gebiet der Grund- und Freiheitsrechte aufweisen. Die weiteren Mitglieder
miissen ein abgeschlossenes Hochschulstudium (Z 1.12 der Anlage 1/01 des
Beamten-Dienstrechtsgesetzes 1979 — BDG 1979, BGBI. Nr. 333/1979) aufweisen
und mindestens fiinf Jahre in einem Beruf titig gewesen sein, in dem fiir die
Aufgabe gemdfs § 17a Abs. 1 einschligige Kenntnisse insbesondere im Bereich
der Rechts-, Politik- oder Wirtschaftswissenschaften erforderlich sind.

(2) Zum Mitglied darf nicht bestellt werden, wer Mitglied der
Bundesregierung, einer  Landesregierung  oder  eines  allgemeinen
Vertretungskorpers ist, wer in den letzten zwdlf Jahren Direktor oder
Stellvertreter der Direktion oder wer in den letzten drei Jahren sonstiger
Bediensteter einer Organisationseinheit gemdf3 § 1 Abs. 3 war. Richter und
Staatsanwdlte des Dienststandes, Rechtsanwdlte, die in die Liste der
Rechtsanwiilte eingetragen sind, und andere Personen, die vom Amt eines
Geschworenen oder Schiffen ausgeschlossen oder zu diesem nicht zu berufen
sind (§§2 und 3 des Geschworenen- und Schiffengesetzes 1990, BGBI.
Nr. 256/1990), diirfen nicht bestellt werden.

(3) Die Bestellung zum Mitglied erlischt bei Verzicht oder im Todesfall.
Wenn ein Grund besteht, die volle Unbefangenheit eines Mitglieds in Zweifel zu
ziehen, hat sich dieses des Einschreitens in der Sache zu enthalten.
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(4) Vor Beginn der Tdtigkeit muss sich jedes Mitglied einer
Sicherheitsiiberpriifung (s 55 SPG) fiir den Zugang zu streng geheimer
Information unterziehen. Die Sicherheitsiiberpriifungen sind alle drei Jahre zu
wiederholen.

(5) Zur  Bewdiltigung  der  administrativen  Tdtigkeiten  der
Kontrollkommission hat der Bundesminister fiir Inneres die notwendige Sach-
und Personalausstattung bereitzustellen. Zur Sicherstellung der Unabhdngigkeit
sind der Kontrollkommission Biirordumlichkeiten auferhalb des Raumverbundes
der Generaldirektion fiir die offentliche Sicherheit oder einer ihr nachgeordneten
Sicherheitsbehorde zur Verfiigung zu stellen. Die Mitglieder haben Anspruch auf
eine dem Zeit- und Arbeitsaufwand entsprechende Vergiitung, deren

Pauschalsdtze sich nach der Rechtsschutzbeaufiragten-
Entschéidigungsverordnung, BGBI. Il Nr. 116/2016, bemessen.
Rechte und Pflichten

§17c. (1) Die Organisationseinheiten gemdfs § 1 Abs. 3 sind verpflichtet, die
Kontrollkommission bei ihrer Tdtigkeit zu unterstiitzen.

(2) Die Organisationseinheiten gemdf3 § 1 Abs. 3 haben der Kontrollkommission
bei der Wahrnehmung ihrer Aufgaben jederzeit Einblick in alle erforderlichen
Unterlagen und Aufzeichnungen zu gewdhren und ihr auf Verlangen Abschriften
(Ablichtungen) einzelner Aktenstiicke unentgeltlich zu erteilen; insofern kann ihr
gegeniiber keine Amtsverschwiegenheit geltend gemacht werden. Dies gilt jedoch
nicht fiir Auskiinfte und Unterlagen iiber die Identitit von Personen oder iiber
Quellen und fiir Abschriften (Ablichtungen), wenn das Bekanntwerden der
Jjeweiligen Information die nationale Sicherheit oder die Sicherheit von Menschen
gefihrden wiirde oder wenn iiberwiegende Interessen ausldndischer
Sicherheitsbehdrden oder Sicherheitsorganisationen (§ 2 Abs. 2 und 3 PolKG)
entgegenstehen. Aufierdem haben sie der Kontrollkommission Zutritt zu
samtlichen Rdumlichkeiten zu gewdhren, soweit dem keine iiberwiegenden
Interessen ausldndischer Sicherheitsbehorden oder Sicherheitsorganisationen
(s 2 Abs. 2 und 3 PolKG) entgegenstehen.

(3) Der Direktor, seine Stellvertreter sowie die Leiter der fiir Staatsschutz
zustandigen  Organisationseinheiten  der  Landespolizeidirektionen  sind
verpflichtet, der Kontrollkommission zumindest vierteljahrlich fiir ein Gesprdch
zur Verfiigung zu stehen.
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(4) Gemdfp Abs. 2 erteilte Abschriften (Ablichtungen) sind zu loschen, sobald der
darauffolgende Bericht gemdf3 § 17d Abs. 1 erstattet wurde.

Berichte

§ 17d. (1) Die Kontrollkommission erstattet dem Bundesminister fiir Inneres und
dem stindigen Unterausschuss jéihrlich bis spdtestens 31. Mdrz des Folgejahres
einen Bericht tiber ihre Aufgabenwahrnehmung und Empfehlungen.

(2) Uber ihre Titigkeit kann die Kontrollkommission jederzeit dem
Bundesminister fiir Inneres und dem stindigen Unterausschuss berichten.

(3) Uberdies kann die Kontrollkommission jederzeit Empfehlungen an den
Bundesminister fiir Inneres richten, welche der Bundesminister fiir Inneres dem
standigen Unterausschuss in dessen Sitzungen zur Kenntnis zu bringen hat.

(4) Die Kontrollkommission hat dem stindigen Unterausschuss fiir Auskiinfte
tiber wesentliche Entwicklungen zur Verfiigung zu stehen; zudem steht es der
Kontrollkommission frei, in solchen Angelegenheiten jederzeit von sich aus an
den stindigen Unterausschuss heranzutreten. In einem solchen Fall hat der
Vorsitzende seine Absicht dem Vorsitzenden des stindigen Unterausschusses
mitzuteilen, der fiir eine umgehende Einberufung sorgt.

5. Hauptstiick
Straf-, Schluss- und Ubergangsbestimmungen

Verwaltungsiibertretungen

§17e. (1) Wer
1. einer Verpflichtung gemdf3 § 6a Abs. 2 zur vertraulichen Behandlung
personenbezogener Daten zuwiderhandelt,

2. einer Gefihrderansprache zur Deradikalisierung nach § Sa oder einer
Meldeverpflichtung nach § 8b nicht nachkommt oder

3. die amtliche Belehrung nach § 8a behindert oder stort,

begeht eine Verwaltungsiibertretung und ist mit Geldstrafe bis zu 1 000 Euro, im
Wiederholungsfall mit Geldstrafe bis zu 4 600 FEuro, im Falle ihrer
Uneinbringlichkeit mit Ersatzfreiheitsstrafe bis zu vier Wochen zu bestrafen.

(2) Eine Verwaltungsiibertretung liegt nicht vor, wenn eine Tat nach Abs. 1
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Inkrafttreten
§ 18. (1) bis (4) ...

Artikel 2
Anderungen des Sicherheitspolizeigesetzes

Inhaltsverzeichnis

4. Abschnitt: Besondere Befugnisse zur Verhinderung von Radikalisierung

§  49d Gefihrderansprache zur Deradikalisierung
$  49e Meldeverpflichtung

5. Abschnitt: Unmittelbare Zwangsgewalt
§ 50...
Bundesminister fiir Inneres

§ 6. (1) Die Organisationseinheiten des Bundesministeriums fiir Inneres, die
Angelegenheiten der Sicherheitsverwaltung besorgen, sowie der Chefarztliche
Dienst bilden die Generaldirektion fiir die 6ffentliche Sicherheit. Die Einrichtung
und Regelung der Organisation des Bundeskriminalamtes und des Bundesamtes
fiir Verfassungsschutz und Terrorismusbekdmpfung als Organisationseinheiten
der Generaldirektion fiir die 6ffentliche Sicherheit sowie des Bundesamtes zur
Korruptionspriavention und Korruptionsbekdmpfung erfolgt jeweils durch
besonderes Bundesgesetz.
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den Tatbestand einer in die Zustdindigkeit der ordentlichen Gerichte fallenden
strafbaren Handlung bildet.
Inkrafttreten

§ 18. (1) bis (4) ...

(5) Der Titel, § 1 samt Uberschrift, § 2, § 2a Abs. 1, 4 und 7, die 3§ 2b bis 4
samt Uberschrifien, § 6, die §§ 6a bis 8 samt Uberschrifien, das 2a. Hauptstiick
samt Uberschrift, § 9 Abs. 2, § 10 Abs. 1 und 3 samt Uberschrift, § 11 Abs. 1, la
u_.nd 3, §12, §13A4bs. 1, §14, §15 Abs 1 und 3, § 16 Abs. 1 ynd 2, § 17 samt
Uberschrift, das 4a. Hauptstiick samt Uberschrift, § 17e samt Uberschrift sowie

die Uberschriften zum 2., 3., 4. und 5. Hauptstiick in der Fassung des
Bundesgesetzes BGBI. I Nr. xx/20xx treten mit xx. xx 20xx in Kraft.

Artikel 2
Anderungen des Sicherheitspolizeigesetzes

Inhaltsverzeichnis

4. Abschnitt: Unmittelbare Zwangsgewalt
§ 50...
Bundesminister fiir Inneres

§ 6. (1) Die Organisationseinheiten des Bundesministeriums fiir Inneres, die
Angelegenheiten der Sicherheitsverwaltung besorgen, sowie der Chefirztliche
Dienst bilden die Generaldirektion fiir die 6ffentliche Sicherheit. Die Einrichtung
und Regelung der Organisation des Bundeskriminalamtes und der Direktion
Staatsschutz  und  Nachrichtendienst  als  Organisationseinheiten  der
Generaldirektion fiir die offentliche Sicherheit sowie des Bundesamtes zur
Korruptionspravention und Korruptionsbekdmpfung erfolgt jeweils durch
besonderes Bundesgesetz.
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(2)und (3) ...

4. Abschnitt

Besondere Befugnisse zur Verhinderung von Radikalisierung und
extremistisch motivierten Straftaten

Gefiihrderansprache zur Deradikalisierung

§49d. (1) Die Sicherheitsbehorden gemdf3 § 1 Abs. 3 und 5 Polizeiliches
Staatsschutzgesetz — PStSG, BGBIL. I Nr. 5/2016, sind ermdchtigt, einem
Menschen, von dem aufgrund bestimmter Tatsachen, insbesondere wegen
vorangegangener Verwaltungsiibertretungen nach Art. Ill Abs. 1 Z 4 EGVG, § 3
Abzeichengesetz 1960 oder § 3 Symbole-Gesetz, anzunehmen ist, er werde einen
verfassungsgefihrdenden Angriff gemdf3 § 6 Abs. 2 Z 1 bis 3 PStSG begehen, mit
Bescheid aufzuerlegen, zu einem bestimmten Zeitpunkt bei einer Dienststelle
personlich zu erscheinen, um ihn nachweislich iiber rechtskonformes Verhalten
zu belehren. Bei der Belehrung ist insbesondere auf das besondere
Gefihrdungspotential durch Radikalisierung und die damit verbundenen
Rechtsfolgen einzugehen und auf Deradikalisierungsprogramme hinzuweisen.

(2) Bei der Festlegung des Zeitpunkts und der Dienststelle sind die
personlichen  Lebensumstinde und  Bediirfnisse des  Betroffenen  zu
beriicksichtigen.

(3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich,
kann die Zustellung auch durch Organe des offentlichen Sicherheitsdienstes
erfolgen. Wer nicht durch Krankheit oder sonstige begriindete Hindernisse vom
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten
und kann zur Erfiillung der Gefdhrderansprache vorgefiihrt werden, wenn dies im
Bescheid angedroht ist.

Meldeverpflichtung
§49e. (1) Die Sicherheitsbehorden gemdf3 § 1 Abs. 3 und 5 PStSG sind

ermdchtigt, einem Menschen, von dem aufgrund bestimmter Tatsachen,
insbesondere wegen vorangegangener Verwaltungsiibertretungen nach Art. 111
Abs. 1 Z4 EGVG, §3 Abzeichengesetz 1960 oder §3 Symbole-Gesetz,
anzunehmen ist, er werde einen verfassungsgefihrdenden Angriff gemdfs § 6
Abs. 2 Z 1 bis 3 PStSG begehen, mit Bescheid aufzuerlegen, sich ein- oder
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mehrmals innerhalb eines Zeitraums von ldngstens sechs Monaten bei einer
Dienststelle zu melden, eine wiederholte Anordnung ist zuldssig.

(2) Bei der Festlegung der Zeitpunkte und der Dienststelle sind die
personlichen  Lebensumstinde und  Bediirfnisse des  Betroffenen  zu
beriicksichtigen.

(3) Der Bescheid ist zu eigenen Handen zuzustellen. Soweit erforderlich,
kann die Zustellung auch durch Organe des Offentlichen Sicherheitsdienstes
erfolgen. Wer nicht durch Krankheit oder sonstige begriindete Hindernisse vom
Erscheinen abgehalten ist, hat der aufgetragenen Verpflichtung Folge zu leisten
und kann zur Erfiillung der Meldeverpflichtung vorgefiihrt werden, wenn dies im
Bescheid angedroht ist.

5. Abschnitt
Unmittelbare Zwangsgewalt
§50. ...

Zentrale Informationssammlung; Zulissigkeit der Ermittlung, Verarbeitung
und Ubermittlung

§57. (1) Soweit dies jeweils fiir die Erreichung des Zweckes der
Datenverarbeitung erforderlich ist, diirfen die Sicherheitsbehdrden als gemeinsam
Verantwortliche Namen, Geschlecht, frilhere Namen, Staatsangehorigkeit,
Geburtsdatum, Geburtsort und Wohnanschrift, Namen der Eltern und Aliasdaten
sowie ein Lichtbild eines Menschen ermitteln und im Rahmen einer Zentralen
Informationssammlung samt dem fiir die Speicherung maf3geblichen Grund, einer
allenfalls vorhandenen Beschreibung des Aussehens eines Menschen und seiner
Kleidung sowie einem Hinweis auf bereits vorhandene, gemdBl § 75 Abs. 1
verarbeitete erkennungsdienstliche Daten und einem allenfalls erforderlichen
Hinweis auf das gebotene Einschreiten fiir Auskiinfte auch an andere Behorden
gemeinsam verarbeiten, wenn

I. ...

2. aufgrund der Gesamtbeurteilung des Betroffenen, insbesondere aufgrund
der bisher von ihm begangenen Straftaten, zu befiirchten ist, er werde
kiinftig eine mit betrdchtlicher Strafe bedrohte Handlung nach dem
Anhang I Teil A zum Bundesgesetz liber die justizielle Zusammenarbeit
in Strafsachen mit den Mitgliedstaaten der Europdischen Union — EU-
JZG, BGBI. I Nr. 36/2004, oder nach § 6 Abs. 2 PStSG begehen;
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4. Abschnitt
Unmittelbare Zwangsgewalt
§50. ...
Zentrale Informationssammlung; Zulissigkeit der Ermittlung, Verarbeitung

und Ubermittlung

§57. (1) Soweit dies jeweils fiir die Erreichung des Zweckes der
Datenverarbeitung erforderlich ist, diirfen die Sicherheitsbehdrden als gemeinsam
Verantwortliche Namen, Geschlecht, frilhere Namen, Staatsangehorigkeit,
Geburtsdatum, Geburtsort und Wohnanschrift, Namen der Eltern und Aliasdaten
sowie ein Lichtbild eines Menschen ermitteln und im Rahmen einer Zentralen
Informationssammlung samt dem fiir die Speicherung maB3geblichen Grund, einer
allenfalls vorhandenen Beschreibung des Aussehens eines Menschen und seiner
Kleidung sowie einem Hinweis auf bereits vorhandene, gemdl § 75 Abs. 1
verarbeitete erkennungsdienstliche Daten und einem allenfalls erforderlichen
Hinweis auf das gebotene Einschreiten fiir Auskiinfte auch an andere Behorden
gemeinsam verarbeiten, wenn

I....

2. aufgrund der Gesamtbeurteilung des Betroffenen, insbesondere aufgrund
der bisher von ihm begangenen Straftaten, zu befiirchten ist, er werde
kiinftig eine mit betrdchtlicher Strafe bedrohte Handlung nach dem
Anhang I Teil A zum Bundesgesetz liber die justizielle Zusammenarbeit
in Strafsachen mit den Mitgliedstaaten der Europdischen Union — EU-
JZG, BGBI. I Nr. 36/2004, oder nach § 6 Abs. 3 SNG begehen;
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3.bis 12 ...

(2)und (3) ...
Rechtsschutzbeauftragter
§91a.(1) ...

(2) Der Rechtsschutzbeauftragte und seine Stellvertreter haben gleiche
Rechte und Pflichten. Im Bereich des polizeilichen Staatsschutzes (Polizeiliches
Staatsschutzgesetz — PStSG, BGBI. I Nr. 5/2016) haben sie sich regelméaBig iiber
ihre Wahrnehmungen zu unterrichten und in grundsétzlichen Fragen der
Aufgabenerfiillung eine einvernehmliche Vorgangsweise anzustreben. Sie werden
vom Bundesprésidenten auf Vorschlag der Bundesregierung nach Anhdrung der
Prisidenten des Nationalrates sowie der Présidenten des
Verfassungsgerichtshofes und des Verwaltungsgerichtshofes auf die Dauer von
fiinf Jahren bestellt. Wiederbestellungen sind zulédssig. Zumindest bei einem
Stellvertreter muss es sich um eine Person handeln, die als Richter oder
Staatsanwalt mindestens zehn Jahre titig war und nicht gemi § 91b Abs. 1
zweiter Satz ausgeschlossen ist. Der Rechtsschutzbeauftragte hat gemeinsam mit
seinen Stellvertretern ndhere Regelungen zu ihrem Zusammenwirken,
insbesondere  iber die Vertretung des Rechtsschutzbeauftragten im
Verhinderungsfall, die Einberufung von Sitzungen, die Zusammensetzung des
Rechtsschutzsenates (§ 14 Abs. 3 PStSG) sowie dessen Entscheidungsfindung in
einer Geschéftsordnung zu treffen.

3)...
Inkrafttreten
§ 94.

Ubergangsbestimmungen
§ 96. (1) bis (9) ...
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3.bis 12 ...
(2)und (3) ...
Rechtsschutzbeauftragter
§91a. (1) ...

(2) Der Rechtsschutzbeauftragte und seine Stellvertreter haben gleiche
Rechte und Pflichten. Im Bereich des Verfassungsschutzes (Staatsschutz- und
Nachrichtendienstgesetz — SNG, BGBI. I Nr. 5/2016) haben sie sich regelméfig
iiber ihre Wahrnehmungen zu unterrichten und in grundsatzlichen Fragen der
Aufgabenerfiillung eine einvernehmliche Vorgangsweise anzustreben. Sie werden
vom Bundesprésidenten auf Vorschlag der Bundesregierung nach Anhdrung der
Présidenten des Nationalrates sowie der Présidenten des
Verfassungsgerichtshofes und des Verwaltungsgerichtshofes auf die Dauer von
zehn Jahren bestellt. Wiederbestellungen sind nicht zuldssig. Zumindest bei
einem Stellvertreter muss es sich um eine Person handeln, die als Richter oder
Staatsanwalt mindestens zehn Jahre tdtig war und nicht gemiBl § 91b Abs. 1
zweiter Satz ausgeschlossen ist. Der Rechtsschutzbeauftragte hat gemeinsam mit
seinen Stellvertretern ndhere Regelungen zu ihrem Zusammenwirken,
insbesondere {iber die Vertretung des Rechtsschutzbeauftragten im
Verhinderungsfall, die Einberufung von Sitzungen, die Zusammensetzung des
Rechtsschutzsenates (§ 14 Abs. 3 SNG) sowie dessen Entscheidungsfindung in
einer Geschiftsordnung zu treffen.

@3) ...
Inkrafttreten
§ 94. (x) Die §§ 6 Abs. 1, 57 Abs. 1 Z 2, 91a Abs. 2 und 96 Abs. 10, die
Abschnittsbezeichnung sowie das Inhaltsverzeichnis in der Fassung des

Bundesgesetzes BGBI. I Nr. xx/20xx treten mit xx.xx 20xx in Kraft. Gleichzeitig
tritt der 4. Abschnitt des 2. Teils des 3. Hauptstiicks aufler Kraft.

Ubergangsbestimmungen
§ 96. (1) bis 9) ...

(10) § 91a Abs. 2 dritter und vierter Satz in der Fassung des Bundesgesetzes
BGBIL. I Nr. xx/20xx kommt bei Bestellungen des Rechtsschutzbeaufiragten oder
eines Stellvertreters nach Inkrafttreten des Bundesgesetzes BGBI. I Nr. xx/20xx
zur Anwendung.
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Artikel 3
Anderungen des Strafgesetzbuches

Geheimer Nachrichtendienst zum Nachteil Osterreichs

§256. Wer zum Nachteil der Republik Osterreich einen geheimen
Nachrichtendienst einrichtet oder betreibt oder einen solchen Nachrichtendienst
wie immer unterstiitzt, ist mit Freiheitsstrafe bis zu drei Jahren zu bestrafen.

Artikel 4
Anderungen der StrafprozeBordnung 1975
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Artikel 3
Anderungen des Strafgesetzbuches

Geheimer Nachrichtendienst zum Nachteil Osterreichs

§256. Wer zum Nachteil der Republik Osterreich einen geheimen
Nachrichtendienst einrichtet oder betreibt oder einen solchen Nachrichtendienst
wie immer unterstiitzt, ist mit Freiheitsstrafe von sechs Monaten bis zu fiinf
Jahren zu bestrafen.

Artikel 4
Anderungen der StrafprozeBordnung 1975

Sicherstellung in Behorden und 6ffentlichen Dienststellen

§112a. (1) Die Sicherstellung von schriftlichen Aufzeichnungen und
Datentrdgern in Behdrden und dffentlichen Dienststellen des Bundes, der Linder
und der Gemeinden sowie anderen durch Gesetz eingerichteten Korperschaften
und Anstalten des dffentlichen Rechts ist nur zuldssig, wenn konkrete
Anhaltspunkte dafiir bestehen, dass ein Ersuchen um Amtshilfe (§ 76 Abs. 1) im
Einzelfall den Zweck der Ermittlungen gefdhrden wiirde, weil sich das
Ermittlungsverfahren gegen den zur Amtshilfe verpflichteten Organwalter richtet.

(2) Der Sicherstellung ist von Amts wegen der jeweilige
Rechtsschutzbeaufiragte, ist ein solcher nicht bestellt, der
Datenschutzbeauftragte, im Verhinderungsfall der jeweilige Stellvertreter,
beizuziehen. Dieser und die von der Sicherstellung betroffene Behorde,
offentliche Dienststelle, Korperschaft oder Anstalt (Abs. 1) konnen der
Sicherstellung von schriftlichen Aufzeichnungen oder Datentrdgern unter
Berufung darauf widersprechen, dass

1. eine  ausdriickliche  gesetzliche Verschwiegenheitsverpflichtung

gegeniiber den Staatsanwaltschaften oder Strafgerichten besteht,

2. iiberwiegende offentliche Interessen entgegenstehen oder

3. diese Informationen oder Daten enthalten, die von ausldndischen
Behorden oder internationalen Organisationen iibermittelt wurden und
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nur mit deren vorheriger Zustimmung zu anderen als den der
Ubermittlung zugrundeliegenden Zwecken verarbeitet werden diirfen.

Im Falle eines Widerspruchs sind die Unterlagen auf geeignete Art und
Weise gegen unbefugte Einsichtnahme oder Verdnderung zu sichern und
bei Gericht zu hinterlegen.

(3) Die von der Sicherstellung betroffene Behorde, dffentliche Dienststelle,
Korperschaft oder Anstalt (Abs. 1) und der zum Widerspruch nach Abs. 2
Berechtigte sind aufzufordern, binnen einer angemessenen, 14 Tage nicht
unterschreitenden Frist jene Teile der Aufzeichnungen oder Datentrdger konkret
zu bezeichnen, deren Offenlegung einer der in Abs. 2 zweiter Satz genannten
Griinde entgegenstehen wiirde; zu diesem Zweck sind sie berechtigt, in die
hinterlegten Unterlagen Einsicht zu nehmen. Erfolgte der Widerspruch aus dem
Grund des

1. Abs. 2 Z2 so sind die iiberwiegenden offentlichen Interessen im
Einzelnen anzufiihren und zu begriinden,

2. Abs. 2 Z3 so hat die Behorde oder dffentliche Dienststelle (Abs. 1)
binnen der gesetzten Frist mitzuteilen, ob die auslindische Behorde oder
internationale Organisation der Verarbeitung fiir die in der Anordnung
der Sicherstellung genannten Zwecke zugestimmt hat.

(4) Unterlassen die in Abs. 3 genannten Berechtigten eine solche
Bezeichnung, so sind die Unterlagen zum Akt zu nehmen und auszuwerten.
Anderenfalls hat das Gericht die Unterlagen unter Beiziehung der Berechtigten
sowie gegebenenfalls geeigneter Hilfskrdfte oder eines Sachverstindigen zu
sichten und anzuordnen, ob und in welchem Umfang sie zum Akt genommen
werden diirfen. Unterlagen, die nicht zum Akt genommen werden, sind der
Behérde, Dienststelle, Korperschaft oder Anstalt auszufolgen. Aus deren Sichtung
gewonnene Erkenntnisse diirfen bei sonstiger Nichtigkeit nicht fiir weitere
Ermittlungen oder als Beweis verwendet werden.

(5) Einer Beschwerde gegen den Beschluss des Gerichts kommt
aufschiebende Wirkung zu.
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Geltende Fassung Vorgeschlagene Fassung
Artikel 5 Artikel 5
Anderungen des Tilgungsgesetzes 1972 Anderungen des Tilgungsgesetzes 1972
Beschrinkung der Auskunft Beschrinkung der Auskunft
§6. (1) Schon vor der Tilgung darf iliber Verurteilungen aus dem §6. (1) Schon vor der Tilgung darf {iber Verurteilungen aus dem
Strafregister bei Vorliegen der in den Abs. 2 und 3 genannten Voraussetzungen Strafregister bei Vorliegen der in den Abs. 2 und 3 genannten Voraussetzungen
lediglich Auskunft erteilt werden lediglich Auskunft erteilt werden

1.-2a. ... l.-2a....

3. den Behorden nach § 18 Abs. 2 des Waffengesetzes 1996 zum Zwecke 3. den Behdrden nach § 18 Abs. 2 des Waffengesetzes 1996 zum Zwecke
der Vollziehung dieser Bestimmung sowie den Sicherheitsbehdrden zum der Vollziehung dieser Bestimmung sowie den Sicherheitsbehdrden zum
Zwecke der Uberprifung der in den waffenrechtlichen und Zwecke der Uberprifung der in den waffenrechtlichen und
sprengmittelrechtlichen Vorschriften geforderten Verldflichkeit, sprengmittelrechtlichen Vorschriften geforderten Verldsslichkeit oder der

in den luftfahrtrechtlichen Vorschriften geforderten Zuverlissigkeit,

4.-6. ... 4.-6. ...

6a. den Sicherheitsbehorden fiir Zwecke des §1 Abs.2 und §2a
Staatsschutz- und Nachrichtendienst-Gesetz — SNG,

7.9. ... 7.9. ...
2)-(6) ... 2)-(6) ...
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